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MOYEMY HI-TECH CRIME

TRENDS?

Hi-Tech Crime Trends nccnenyet pasHble acnekTbl GYHKLVOHVPOBaHS
KnbepKpUMUHANbHON MHOYCTPWW, aHaNN3NpyeT aTaky N NPOrHo3un-
pyeT nameHeHve naHgwadTa yrpos ons pasnnyHbiX oTpacnien MupoBoni
akoHomMmuKkK. OT4yeT BbinyckaeTca ¢ 2012 roga n HTErpupyeT AaHHblie
COBCTBEHHbIX UCccrnenoBaHuin komnaHum Group-IB, a Tak>xe pearnpoBaHuii
Ha KN6epuHLNOEHTbI MO BCEMY MUPY.

MprmeHsas yHnKanbHble MHCTPYMEHTbI CNeXeHnsa 3a MHPaCcTPyKTypon
KnbepnpecTynHUKOB 1 TLLATENbHO N3yYas NCCenoBaHns cneumanicToB
13 pasHbIX CTpaH, akcrepTbl Group-IB exxerogHo HaxoOaT 1 NOATBepPXatoT
obue naTTepHbl rMobanbHOro pa3suTusa kKnbepyrpos. Ha ocHoBe 3Toro
POopMYynNMpPYOTCA NPOrHO3bl, KOTOPbIE CObIBAOTCA KaXKabl rog ¢ MOMEHTa
nepsomn nyénukauwnm ot4eta Hi-Tech Crime Trends. OHK nomoratoT Komna-
HVAM BO BCEM MUPE BbICTpamBaTb apdekTnBHbIE cTpaTerny kKnbepbeso-
MacHOCTUN C YY4ETOM peneBaHTHbIX Yrpos3.

Hi-Tech Crime Trends oTkpbIiBaeT OCTYM K MakCMMasibHO NOIHOMY Habopy
cTpaTernyeckmx gaHHblX n nogpobHom nHopmaumm o6 akTyalnbHbIX
Knbepyrposax B MUpe Kak opraHmn3auusmM, KoTopble 6optoTcs ¢ knbep-
NPEeCTYMHOCTbIO, Tak N NoTeHuManbHbIiM XepTBaMm. Hi-Tech Crime Trends
npegHasHadeH gna NT-gupekTopoBs, pykoBoguTenem KomaHg, Knbep-
6e3onacHocTn, SOC-aHanMTMKOB, CNeynanvcToB Mo pearmpoBaHnio
Ha NHLUWAEHTDI, 07151 KOTOPbIX OTYET ABNAETCSA NPakTUYECK/IM PyKOBOOCTBOM
Mo cTpaTern4eckomy n TakTM4eCckKoMy NiaHnpOBaHMIo.

MporHosbl n pekomeHpaumn Hi-Tech Crime Trends HanpasneHbl Ha cokpa-
weHne GrHaHCOBbIX MOTEPbL N MPOCTOEB MHOPACTPYKTYPbI, a Takxe
Ha NPUHATVE NPEBEHTVBHbLIX Mep MO MPOTUBOAENCTBUIO LIeNIeBbIM aTakam,
LUMNOHaXY N KN6epTeppopuCTUYECKM onepaLusm.

KomaHpa Group-IB y6exaeHa B TOM, HTO MOCTOSIHHbI OOMeH OaHHbIMU,
co3faHve 1 pasBUTME NaPTHEPCKNX OTHOLIEHWIA MeX Yy YaCTHbIMU KOMMa-
HUSIMUN N MEXAYHaPOLAHbIMN NPaBOOXPaHUTENbHbIMW opraHamMmu — adpdek-
TUBHbIN Ny Tb 60pbObl ¢ KNbepnpecTynHocTbio. Oco3HaHHOE OTHOLLEeHne
K Knbep6e30nacHOCTV MOMOXET COXPaHUTb 1 3alWMNTUTb rnobanbHble
BO3MOXXHOCTUN LPPOBOro npocTpaHcTBa 1 cBo60oay KOMMYHUKaLLWA.

BnaropapHocTu

3OT0T oT4eT nosaABuicsa 6narogaps CoBMecTHoOW paboTe genaptamMeHTa
knbeppassenkn Group-IB:

* LlectakoB OmunTpuia, PykoBogutenb * BotanoB CeMéH, Mnafwunii aHannTuk
henaptameHTa kKnbeppassenku Leaks

» TuxoHoBa AHacTtacusi, PykoBoguTenb * YebecoB PycnaH, PykoBogutenb rpynmbl
oTaena nccnefoBaHnsa CNOXHbIX Yrpo3 nccrnepoBaHns aHaerpayHaHbIX MapKeToB

* PoctoBueB Hukunta, AHanutumk » Cepreli KokypuH, AHanntmnk

« WamwwuHa EneHa, PykoBoanTtens aHOoerpayHoHbIX MapkKeToB Group—IB

oTaena aHanuTukKn * TumodeeB Bnagumup, PykoBoguntenb

« Po6epTo MapTuHec, CtapLunii rpynnbl NCCNeaoBaHVs 1 MOHUTOPUHIa
aHannTnK * Kapakok BatyxaH, Mnagwmin aHannTmnk

» [Oépos Oner, PykoBoauTens otaena * BnapeB AHren, Mnapawmnin aHannTmnk
riccnepoBaHus KU6eprnpecTynHOCT

GROUP-IB.RU
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BBEOEHVE

B npownom rogy aHanntukm Group-IB BbinyCTUNM yHUKaNbHYIO CEpPUIO
13 natm ot4yetoB Hi-Tech Crime Trends, 0eMOHCTPUPYOLLLYHO BCHO MOMHOTY
naHpwadTa Knbepyrpos ¢ pasHbIX YrNoB — OT KflaccudurkaLm no Tmrnam
aTtak n aTpmbyumm nx onpeneneHHbIM rpynnmpoBkKamM 4o Noapo6HON
CTaTUCTUKW MO aTakyeMbIiM CTpaHaM 1 oTpacnsam. Jnsa co3gaHus Takoro
petanbHoro NHPGoOpPMaLMOHHOro cpesa noTpeboBanoch 3a0eiCTBOBaTb
CWNbl MHOTMX KOMaHg, 1 nogpasneneHnn komnaHum: Group-I1B Threat
Intelligence, Fraud Protection, Managed XDR, Incident Response un Digital
Risk Protection.

Bce npepbloywme Bbinyckn 3T0ro TpagunumoHHoro gnsa Group-IB otyeta
cofepXkanu camble akTyasnbHble HabMOAEHS 3a 9BONIOLMEN TEHEBOIO MUpa
1 aKTUBHOCTbBIO MPECTYMNHbIX FPYNMNUPOBOK Ha GOHE pasHOW 13 rofga B rog,
MOBECTKMN — CoLManbHOW, 3NNAEMNOSIOrMYeCcKon, AeNOBOW NN reononnTin-
yeckoln. K npumepy, B nepuog nangemumn cneumannctel Group-IB otmevann
pPOCT Konn4yecTBa knbeparak OT MPOorocynapCTBEHHbIX XakepCKuX rpynm,
a TakXke pasHoobpasve 1 BbICOKUI YPOBEHb NepCcoHanmM3auny MeTogos
coumanbHOM NHXEeHepun.

B HoBOM Bbinycke rno6anbHOoro otT4eTa Mbl BCMOMHYVIM O TOM, Y4TO windpo-
BaNbLWMKWN MO-MpPexHeMy ocTaroTcs rnobanbHol yrpo30 HOMep OaUH.
Mpynnbl onepaTopoB WindpoBanbLVKOB Bce 6onee HanoMuHatoT BbICO-
KOOpraHn3oBaHHbIE CTPYKTYPbl U ObICTPO Pa3BUBAOTCSH C MOMOLLbIO
napTHePCKUX Nporpamm — 6onee 20 HOBbIX MNyBNVYHbIX NpPorpamMm 6bi10
o6Hapy>xeHo aHanuTkamu Group-IB. ElLe ogHM 3aKpenvBLUIMCS TPEeHOOM
OCTaeTCcs Npofaaxa AOCTYMNOB K KOPNopaTUBHbIM ceTaM, 06beMbl pbiHKA
KOTOpoOW yBennumnnuch 6onee 4em B 2 pasa 3a NocnenHui roa, a cpegHss
LLeHa Takoro JoCTyrna COOTBETCTBEHHO coKpaTuiach B Te Xe 2 pasa.

OTOT OTHET Takxe noapobHee GOKYyCUpPYETCs Ha HOBbIX TPEHAAX, U3 KOTOPbIX
Mbl OTMEeYaeM, YTO JIOrV CTUIIEPOB 1 aHAerpayHaHble MapKeTbl — 3TO
HOBble Croco6bl MONyYeHns 4OCTYNOB B KoMnaHuu. K nprmepy, 3a nepuron,
c1uona 2021 ropga no 30 ntoHsa 2022 roga B npogaxe 6b1510 06Hapy>XeHO
6onee 280 Tbic. BeO-LennoB. Mbl Takxxe roBopumM 06 obakax NOroB Kak
O HOBOM TpeHAe, UHTEPEC K KOTOPOMY oTMeYatoT cneumannctel Group-IB.
HoBbIM TPEHOOM TakXe MOXHO cHMTaTbh BO3BpaLleHme CTaporo-gobporo
ueneBoro GULWNHIra 1 TapreTpoBaHHbIe aTaky Ha COTPYAHUKOB KOMMaHWIA.

MoMumo TpeHOoB N NOAPOBOHOro NccnegoBaHna naHgwadTa yrpos, B 3TOM
oT4YeTe OCBELLalTCA peanunu 1 Bbi3oBbl Ha GOHe aKkTyanbHON FreononnTn-
YyecKom cutyauun. Peyb noet B nepByro ovepenb O creLumanbHOM BOEHHON
onepaunn B YKpariHe 1 COMyTCTBYIOLWMNM el MONNTUNKO-COLNaNIbHOM
1 G1HaHCOBO-3KOHOMMYECKOM Kpuancax. BoeHHble KOHOAVKTbI AencTeun-
TenbHO ABNAIOTCA MobanbHOM MPobaeMoii, NOCKOIbKY BOEHHbIE onepaLimn
cerogHs BegyTtcs no scemy Mupy. O4eBngHO, YTO B TaKOW «BnaronpusTHON»
0N PasdMHOXeHUs KNBepnpeCcTynNHOCTN cpeae K CBEXVM N BMOJTHE yXe
TPagnUMOHHBIM TPpeHaamM KnbepnpecTynHOM NHAYCTPUN HEN3OEXHO
MPNCOEANHATCA HOBbIE UMPOKW, N3OLPEHHbIE CXEMbI U aTakun, a Takxe
OOMONHUTENbHbIE PUCKW AS1F LiefbIX CTPaH N CEKTOPOB.

B aTOoM oTYETE CneumanmncTbl Group—IB aeTtanbHO paccMaTpuBaroT TpeHObl,
aenaroT MNPOrHoO3bl, aHaNMN3NPYA Kko4YeBble 3Tarbl PasBUTUA TEX NITN NHbIX
PbIHKOB 1 pa36|/|paﬂ AeATEeNbHOCTb aKTUBHbIX TPYMM, a Tak>XXe npenocrtas-
NAT I'IO,EI,pO6HyI-O CTaTUCTUKY MO CTpaHaM 1N ceKTopaMm.

GROUP-IB.RU
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KJZTOHEBbBIE TEHOEHLU W

Monutnyecknnm kpunsmnc

npunBen K pocTy akTUBHOCTN
KnbéepnpecTynHbIX rpynn n
nporocynapCcTBEHHbIX XaKkepoB.

* C deBpansa 2022 ropga kak MUHNMYM
12 xakTBNCTCKMX COOBLLECTB aTakoBasun
rocynapCTBEHHbIE PeCypPChbl 1 KOMMepYeckne
KoMnaHuy. HekoTopble Xxakepbl OTAENANNCH
OT Fpynm, 4To6bl MPOBOAUTbL aTakm
B OOVHOYKY.

* He meHee 19 nporocygapCTBEHHbIX Fpynnm
n3 YkpaunHsbl, Poccumn, Kntaa, benapycwu,
CeBepHon Kopeu n VipaHa npoBenun atakmn
B pamMKax TeKYLLEero KoHGNMKTa.

e [lporocynapcTBeHHble KMGeprpynnbl CTpaH,
HanpPsAMYH He Y4acTBYHOLNX B KOHPNKTE,
3aHVMaNChb KNBEePLLMOHAXEM
MPOTUB COCEOHUNX FOCYLAPCTB C Lefbto
BblBeAblBaHIsi BOEHHbIX CEKPETOB.

* [locne 3atuwba Kk atakam BEPHYANCb
BlackEnergy, ne4anbHoO nsBecTHble
BbIBEOEHVIEM 13 CTPOSI O6BHEKTOB
3HepreTnyeckom nHGPacTpykTypbl YKpanHebl.

* B xope koHbNMKTa 60MbLUYIO NOMYAAPHOCTb
obpenu BpeooHoChI-Banepsbl:
B 2022 rony 6b1510 06HapPY>KEHO 7 HOBbIX
«CTUpaTenemn», HaleneHHbIX Ha YKPanHCKYH
NHPPaCTPYKTYPY UK YKPauHCKUE KOMMaHUW.

* l13-3a NOAUTNYECKMX pasHornacui
MPOW30LLEeN Packon B MPEeCTYNHON
knbeprpynne Conti, 4To NpuBeno
K Ny6nukaumnm BHyTPEHHNX Ganios
n nepenucku Conti n adpdunmpoBaHHON
rpynnbl Trickbot. B pesynbrate 1 Conti,
n Trickbot npekpaTtnnu cywiecTtsoBaHve
B CBOEM MpPEeXHEM BUAE.

* MwnpoBon Kpur3uc Bbi3Ban pe3kunin PpocT
yTeyek gaHHbIX: B HbIHELLHEM Mepuoae
H2 2021 - H1 2022 6bina ony6nnkoBaHa
1 421 6a3a gaHHbIX Pa3fNYHbIX CaNTOB
1 KOMMaHUIN, 4TO BABOE MPEBbILWAET 3TOT
nokasaTenb B MPOLUIOM Nepunoae: Torga
Ha npogaxy 6b1510 BbicTaBneHo 702 6a3bl
OaHHbIX.

o XakTuBuUCTbl Nybnvkosanun 6onblurie o6beMbl
CKOMMPOMETUPOBaHHbIX KapT. Hanpumep,
xakepbl 13 rpynnbl NB 65 Bblnoxunu gaHHble
7 MIH KapT POCCUNNCKNX BaHKOB.

GROUP-IB.RU

Wndposanbwmkm octaroTcsa
yrpo3om HomMmep oavH B Mupe.

e KonunyecTtBo canTtoBs, rae ny6ankyroTca
naHHble komraHui (Data Leak Sites,
DLS), Bbipocno Ha 83%, 0ocTurHys 44.
B ny6nunyHbIvi gocTyn nonanv gaHHble 2 886
XepTB. CaMbiMn aKTUBHbIMW Fpymnnamm
wmnopoBanblmkoB ctanu Lockbit, Conti
n Hive.

* ExepHeBHO paHHbIe KakK MVHIMYM BOCbMU
KoMnaHu B Mmpe nonagatot Ha DLS. 9710
Tonbko 10% Tex, KTO CTaHOBUTCS XKepTBaMu
WndpoBanbL/KOB.

* HecmoTps Ha 3anpeT 06bABMEHUI O MoncKe
MapTHEPOB Ha K/oYeBbIX GopyMax
KnbepnpecTynHNKOB, PbIHOK MPOrpamMm-
BbIMOrartener no nognucke (Ransomware-as-
a-Service, RaaS) npogonxaeT pasBrBaTbCS.
Group-IB 6b1110 06Hapy>xeHo 20 HOBbIX
ny6nnYHbIX NapTHEPCKMX NporpavMm RaaS.

e OcHOBHas 4acTb aTak NPUXognTCcs
Ha komnaHum CLUA.

e Yaule Bcero npecTynHuKM aTakyroT CEKTOPbI
MPOMbILLIEHHOCTV N HEOBUXNMOCTN.

e [pynnbl onepaTopoB W1dpPOoBasbLL/KOB
BCe 60siblle HanoMMHaloT fieranbHble
NT-cTapTanbl C pasBnTOM KOPNOpPaTUBHOM
CTPYKTYPOW, pasgeneHmnem Ha oTaensi,
CUCTEMOW MOTUBALW 1 OTMYCKaMW.

e 3M0YMbILMAEHHVIKI UCTOb3YHOT YA3BMMOCTY
HY/NIEBOrO OHSA U aTaky Ha LEenoYky nocTaBok
019 NHPULVPOBaHMS XepTB.

OIMABJIEHVE 1



KJTHOYEBBIE TEHOEHLU NI

O6bem npopaBaeMbiX JOCTYNOB
K KOpnopaTuBHbIM CETAM BbIPOC
6onee 4yem B ABa pas3a.

e 3anepwuog H2 2021 - H1 2022 6bino
BbisiB1eHO 380 6poKkepoB OOCTYMOB,
327 13 koTopbIX — HoBble. OHN
ony6nukoBanun 6onee 2 300 NpennoXeHnn
Ha KnbéepnpecTynHbiX popymax.

e CpepHss LeHa gocTyna yMeHbluunach BoBoe

no cpaBHeHuto ¢ H2 2020 - H1 2021.

* Yaule BCcero 3n0ymblLUAEHHUKN NPOOaoT
cBou ToBap B Buae goctyrnos K VPN n RDP.

e OCHOBHbIMK npogaBUamMm nepBoHavyalbHOro

poctyna (Initial Access Brokers, |AB)
ctanun Novelli, orangecake, Pirat-
Networks, SubComandanteVPN, zirochka.
Nx npepnoxeHuns B cymme coctaBmim 25%
BCEro pblHKa 4OCTYMNOB.

BoeHHble onepaunn naoyt
no BCcemy Mupy.

* Cneuwnanuctbl Group-1B o6Hapy>Xxunu
19 HOBbIX CMIOHCKPYEMbIX FOCYAAPCTBOM
rpynmn, Crneumnann3npyoLmnxcs
Ha KnbepLunroHaxe.

* Crneucny>x6bl NPOJOIKaloT aTakoBaTb
06bEKTbI KPUTUYECKON NHPPaCTPYKTYpPHbI,
yalle BCero C uernbto caboTaxa
1 paspyLUeHuns.

* B 2022 rony Kutan Ha4an ny6amyHo
3aABMsATb 06 aTakax NPorocynapCTBEHHbIX
XaKepoB Ha CBO MHPPaCTPYKTYPY.
MpuvynHoOM mMorno ctaTb 61oKMpoBaHVe

BXOo4a KUTancknx KoMmnaHunini Ha pbiHok CLLIA

Mof NPeasiorom 3aLlUThbl OT LUMUNOHAaXa.

e [pynnnpoBKy BHYTPW OLHOIN CTPaHbI
cTanm o6bennHATLCA ONS aTak Ha gpyruve
rocypapcTBa. Tak, MpaHCcKne XakTUBUCTbI
HomelLand Justice, knbepLinnoHckas
rpynna OilRig n pecTtpykTrBHbIE HEXane
BMecTe atakoBanm AnbaHuto.

* [punymHa ycnexa 60nblUMHCTBaA aTak

Ha 06BbEKTbI KPUTUYECKON NHPPACTPYKTYPbI

- HecobntoaeHe 6a3oBbIxX TPe6oOBaHUN
6e30MacHOCTU, TaKNX Kak CBOEBPEMEHHOE
o6HoBneHune MO n 3akpbiTVie BpeLue.

GROUP-IB.RU

Jlorn ctunepoB v aHperpayHaHbie
MapKeTbl CTAHOBATCS HOBbIM
cnoco6om Nony4YeHns JoCTyMnoB

B KOMMaHUN.

e C pocTom nonynapHOCTW yoaneHHoN padoTbl
n SSO-cepBMNCOB OOCTYMbl K KOPUTUYECKON
NHPaCTPYKTYypPe KOMMNaHW CTanmn yale
rmomnapartb B JIOr CTUEPOB.

* Bbino BbigBneHo 6onee 280 000 Beb-LLennoB
n 65 000 RDP-gocTymnoB., BbiCTaBAeHHbIX
Ha Npogaxy.

e B norax ctunepoB Ha aHOerpayHoHbIX
MapkeTax 6b110 ob6Hapy>xkeHo 6onee 400 000
poctynoB k SSO-cepBucam, 18 000 - k VPN
n 3 000 - k cepBucam Citrix.

e B obnakax noroB 66110 06Hapy>XeHo 6onee
12 000 poctynos k cepsucam AuthO, 1700
Okta, n 700 OneLogin.

3noyMbIWNEHHNKN HaXoaaT
HoBble ppenmBOpPKUN Ans
rnocTakcnnyartauunn.

o Xakepckue rpynmnbl KaXkabl FOL4, LY T
HOBblE€ CMOCOObI N UHCTPYMEHTbI 415
npoBeneHs atak. B atom rogy aHannTumkm
Group-IB otmeTunm nHtepec k pernmBopkam
Mythic, Viper, Merlin n Sliver.

e Ha cmery ysa3Bumomy K akcnnontam Cobalt
Strike npuxogunT HOBBIN MHCTPYMEHT Brute
Ratel C4, koTopbI y>Ke 3ageNcTBOBaI
HeKOTOopble MPOrocyfapCTBEHHbIE FPyMMbI.
N3-3a manoin nayvyeHHoctr ato BIMNO
CroXHee 0bHapyXnThb.

310yMbILWNEHHNKN OTKa3biBalOTCS
ot C&C B nonb3y Telegram.

KnbepnpecTynHukin BCe Yallie 3aluBatoT BO BPe[o-
HocHoe MO n PULWNHIroBble KOMMMEKTbI K4
K Telegram-6oTam.
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KJTHOYEBBIE TEHOEHLU NI

Yrpo3sbl aHepreTn4eckomy
CeKkTopy.

B oT4yeTHbIN Nepurog No MeHbLLen mepe
10 rpynn, cBA3aHHbIX CO creucny>xxbamu,
aTakoBann 06bEKTbl KPUTUHECKON
MHOPaCTPYKTYpPbl B 9HEPreTUYECKOM
cekTope.

3M10YMbILLEHHWKIN VICMOb3YHT
RDP-pocTynbl Kak Ha4anbHbI BEKTOP A5
MPOHNKHOBEHWS B KOPNopaTBHbIE CETW.

OCHOBHYO Yrpo3y 3/1eKTPO3HEPIreTUYECKMM
cuctemam npepctasnset BIMO Industroyer
HOBOW BEpPCUW, a TakxXe HeJaBHO
obHapy>xeHHbIn dpenvBopk PIPEDREAM
(INCONTROLLER). Industroyer2 y>xe 6Gbin
3amMeyeH B atakax Ha YkpauvHy, a PIPEDREAM
rnoka He 6blN Pa3BEePHYT B «AMNKOV Npupoae».

[Ona cTnpaHmns Bcex cnegoB akTUBHOCTU
ncnonbadyetcsa BIMNO Tnna Bavinep
CaddyWiper.

MHorve aTaku Ha sHepreTudeckme
0GbEKTbI CTaNV Pe3ybTaToM SKCrayaTaLumm
YSI3BUMOCTEN, B TOM Y1C/IE B CETEBOM
o6opynosaHuu (poyTepax).

Bbino o6Hapy>xeHo 80 atak rpynn
WrppoBanbLLNKOB Ha SHEPreTn4eckmne
KOMMaHuu.

Yrposbl IT-cekTopy.

3M0yMbILUAEHHVIK CTasl/ Yalle aTakoBaTb
rocynapCTBEHHbIE 1 HaCTHbI€ KOMMaHWu

B chepe knbepbesonacHocTu. Cpegun rpynm,
KOTOpble 3aMe4€eHbl B TaKO akKTUBHOCTU,
BbloensatoTcs Tonto Team, Turla n Lazarus.

[na atak Ha Nogo6HbIE ey NCNOoMb3YHOTCS
3apaXKeHHble TPOSIHOM MporpamMmMbl oS
vccnegoBaHns BPeOOHOCHOM aKTUBHOCTM,
Hanpumep IDA PRO.

B ka4yectBe C&C-cepBepoB
3M10YMbILUNEHHVIKA UCNOMb3YHOT NyONnYHbIe
cepsucbl OneDrive n Dropbox.

3a oT4yeTHbIV Neprog 6blN0 06HapPYy>XeHO
120 aTtak rpynn wndpoBanbLLNKOB

Ha /IT-komnaHun. 3710 Ha 18% 6onblue, Yem
B npowinom nepuroge (H2 2020 - H1 2021).

GROUP-IB.RU

Yrpo3bl TeNeKOMMYHUNKALNOHHOMY
ceKkTopy.

e 3a aHanuanpyemsblii MepuoL akTMBHOCTb
B TENNEKOMMYHWKALLMOHHOM CEKTOPE MPOSBUMM
12 nporocynapcTBEHHbIX rpynm, 6OAbLINHCTBO
113 KOTOPbIX CAOHCUpPYOTCA Kutaem.

* B TeuyeHmne natm net 6onee 1 000 xocToB
nog ynpasneHvem Linux 6binn 3apaxxeHbl
63akpopom BPFDoor, koTopbih Mcnosnib3yeTcs
NpPOrocygapCTBEHHOM KUTANCKOW Fpynron
Red Menshen.

» Xakepbl ICMOMb3YHT aHTNBUNPYCHbIE
NPOoAYKTbl ANS pacrnpocTpaHeHns
BPEOOHOCHbIX MHCTPYMeHTOB. KoHeYHas
Lernb — 3arpysnTb B HUX BPeOOHOCHbIE
DLL-6unbnunotekn Windows n noxmTuTb
OaHHble C 3apa>XeHHbIX MaLlUH.

e B pamkax TeKyLLero Kpuavica 3/0yMblLL-
NEeHHVKM Bce Yalle coBepliatoT DDoS-aTaku
Ha TeNeKOMMYHUKaLMOHHbIE KOMMaHU.

e 3a oT4yeTHbIV Neprof 6610 OBHaPYXXEHO
29 atak rpynn WnppoBanbLKOB Ha Tene-
KOMMYHWKaLMOHHbIE KOMMaHun. 1o Ha 15%
MeHbLUe, Yem B npowiom nepuroge (H2 2020
- H12021).

Yrpo3bl NPOMbILWIEHHOMY
ceKkTopy.

e 3anepwuog H2 2021 - H1 2022 konn4ecTBO
aTak Ha KoMMaHuy NPOMbILLIEHHOrO CeKTopa
Bblpocno Ha 19%. Bcero o6Hapy>xeHo 295
NHUNOEHTA.

* V3onunpoBaHHbIe ceTu air gap He 4aroT NOSHOM
3alUMITbl OT MPOrocyoapCTBEHHbIX XakepoB.
Hanpumep, KuTanckuin xakepCkuii IHCTRYMEHT
Daxin ycnewHo paboTan B Taknx CETSX,
ocTaBasiCb He3amMe4yeHHbIM 6onee 10 ner.

e CnoHcupyemasn Kntaem rpynnvposka APT41
MPOAOIIKAET aTakoBaTb TEXHOMOMMYECKUIA
1 NPON3BOACTBEHHbIV CEKTOPLI. [pynne
npunucbiBatoT kKamnaHuto CuckooBees,
B pamkax kotopoii ¢ 2019 roga Benacb
TaHas cnexka 3a npegnpuaTuaMu
B CeBepHow Amepuike, EBpone n Asuu.

* Ewe ogHa npokuTanckas rpynna — Tropic
Trooper - ncrnonb3oBana HOBbIA TPOAH
xPack pons ataku Ha Npon3BOACTBEHHYIO
opraHmnzauumto TaiBaHs 1 ocTaBanachb B CETU
KomnaHwum 175 pHen.

OIMABJIEHVE 1
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KJTHOYEBBIE TEHOEHLU NI

Yrpo3sbl pU"HaHCOBOMY CEKTOPY.

e« HecmoTps Ha To, 4TO NpecTynHas
roynna FIN7 cdokycumpoBanacb
Ha WindpoBanbLUMKax, OHa NpogokaeT
MPOBOAUTL LIENEBbIE aTakn Ha GUHaHCOBbIE
opraHusaunn. IsBectHoO, 4YTO ee XXepTBamu
B OCHOBHOM cTanu komnaHum ns CLLA.

e [lng atak Ha 6aHKomMmaTbl B A3
ncnonbadyetcsa Unix-pyTkuTt Caketap.
Ero uenb - nepexBatuTb gaHHbIE
npoBepkn 6aHkoBckowm kapTbl 1 PIN-koga
CO B3/IOMaHHbIX CEPBEPOB HaHKOMAaTOB,
YTO6bI MPOBOAUTH HECAHKLVIOHNPOBaHHbIE
TpaH3aKLUuK.

o KunbepnpecTynHNKN NPOLOKaOT aTakoBaTb
KpunToBantoTHble nnatdopmbl. [pynna
Lazarus nsenekna B xoge artak B 2021
roay npuénunsutensHo $400 mMnH. ATakin
ObINV HaLeneHbl Ha MHBECTULMIOHHbIE
drpMbI 1 LLEeHTPann3oBaHHbIe BUPXK
1 Ncrnonb3oBan GULLMHIOBbIE MPUMaHKWU,
3KCMNIONTbI KOJa, BPEAOHOCHOE
MO 1 coumanbHYIO NHXEHEPUIO NS
rnepechbINKy CPEeACTB KOLUENbKOB 3TUX
opraHn3auuni Ha MOAKOHTPONbHbIE agpeca.
Yxe B 2022 rogy rpynna noxutuna ETH
1n USD Coin Ha cymmy 6onee $600 mH.

» [lomumo Lazarus, opyrvie rpynrbl Tak>xe
NPOBOAAT aTakn Ha KPUMNTOBaIOTHbIE
nnatpopmbl. OKoNo gBagLaTi yCreLlHbIX
onepaumnin B EBpone n Asnarcko-
TNXOOKEeaHCKOM PErnoHe NpuBenn K
xuweHno 6onee $1 mnpga. Mpwn atakax
3710y MbILWIEHHUKIN NCMOMb30Bau
YA3BUMOCTU B B/1OKYENH-MOCTax "
CMapT-KOHTpaKTax.

e [pynnunpoBka Lazarus Bo3BpaliaeTcs
K aTakam Ha 6aHKW/: 3/10yMbILLIEHHUNKN
Hauenmnncb Ha appUKaHCKUA pervioH
1 NPeanpuHSAIN MomnbITKY KOMAPOMEeTaLnmn
KakK MUHUMYM ABYX 6aHKOB.

o BaHKkn n GUHTEX-KOMMaHNN CTaHOBSATCA
rNaBHbIMU/ LLENSMU MPOrocyaapCTBEHHbIX
1 GHaAHCOBO MOTUBUPOBAaHHbIX
KnbepnpecTynHuKoB. Yalle Bcero nocne
MPOHUNKHOBEHWS B KOPNOpaTNBHbIE CETU

SJIOYMBbILWNEHHUKIW NTALLDb BbIFPY>XalkoT OaHHbIe.

e [lonutundeckun Kpusnc npreen
K pocTy 4ncna DDoS-atak Ha puHaHCOBbIE
KOMMaHuu.

o Xakepbl BEPHYNNCb K UHCTPYMEHTY Prilex,
paspabotaHHomy B 2014 rony ansa atak
Ha 6aHkomaTbl. HoBas Bepcus nossonsger

GROUP-IB.RU

reHepupoBaTtb EMV-kpunTtorpammel,
KOTOpbl€ NCMOMb3YIOTCSA AN MOATBEPXAEHNS
nnaTexemn 1 NpenoTBpalleHns
MOLUEHHNYECTBA.

*  3NOYyMbILWNEHHVKW NPOAOIKAT NMPUMEHATH
BpenoHocHble nporpamMmbl MajikPOS
n MemPOS pgnga komnpomeTaumny gamMmnos
6aHKOBCKUX KapT.

e 3a oTuyeTHbIN Nnepurog 6bina o6HapyXeHa
181 ataka rpynn wWindpoBanbLKOB
Ha puHaHcoBble KOMMaHunu. 3T1o Ha 43%
6onblie, 4eM B npoLlunom rnepuoge (H2 2020
- H12021).

* KonunyecTtBo pasmelleHHbIX Ha aHOerpayHa-
MapkeTax kapT yMeHbLunochk Ha 34%
MO CpaBHEHMIO C MPOLUbIM FO4oM. DTO
CBSI3aHO C 3aKPbITEM BEAYLUNX KApALIONoB
UNICC, Trump’s Dumps 1 Ferum Shop
B Hadane 2022 roga. TpeHa Ha CHVXXEeHne
KONMYEeCTBa KapT COXPaHAETCH BTOPOW rog,
noopsa.

MpunoputeTHON MOoTMBaLMEN
NMPecTynHNKOB BCe Yalle
CTaHOBUTCS co3paHmne penyTtauumu,
a He TONbKO MOHeTU3auuns
OaHHbIX.

KonnyectBo ony6mMKoBaHHbIX 6a3 gaHHbIX
3a nepwuog H2 2021 - H1 2022 Bbipocno 6onee,
yem B 2 pasa. OgHako cpenHun pasmep 6a3bl
YMEHbLUWCS.

Yuncno 6aHKOBCKNX TPOSAHOB
nog MmobwusnbHble YCTPOWMCTBA
npoaonXxaeTt pacTu.

Cneuwnanuctbl Group-IB no-npexHemy HabntogatoT
pocT B chepe MoBUIbHbIX TPOSHOB 1 MOCTEMNEHHOE
ncyesHoseHme BIMNO gna Windows. Tak, B H2 2021-
H1 2022 nosiBUNOCb cemb HOBbIX 6aHKEPOB Mof,
Android. Ana NK 6bin co3gaH NMb OANH HOBbIN
TPOSIH, MNPV 3TOM O,eCATb CTapbiX NepecTanu ObiTb
aKTUBHbIMU. JlTaTuHCcKkas AMeprika oCTaeTcs eauH-
CTBEHHbIM PErVIOHOM, FOe yrpo3a 6aHkepoB Os
MK npencraBnsieT cepbesHy ONacHOCTb.
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KJMHOYEBBIE TEHOEHUNI

Google Tag Manager n
yctapeBwmne CMS - rnaBHble
NPUYNHbI MACCOBbIX 3apaXkeHuni
JavaScript-cHngpdpepamn.

* PbIHOK pa3paboTku, NpoaaXkm N ycTaHOBKM
BPELOHOCHOrO Kofa pacTeT napanienbHo
4YnCny OHNaMH-MarasHoOB, OTKyOa erko
YKpacTb gaHHble KapT ANa fanbHenwen
MpPoOaXxu.

* Bce 6onblie onepatopoB JS-cHuddepon
ncnonblytoT Google Tag Manager
0151 3arpy3Kuy BpegoOHOCHOro Koga
Ha CKOMMPOMETUPOBaHHbIX canTax. Cenvac
3TOT MeTogh nonynsapeH y rpynn ATMZOW,
GrelosGTM, FakeGTM v Inter-Group-3.
Co BpeMeHeM 3M0YyMbILLNEHHVKIN MOFYT
MOMOSIHUTb CBOI apceHas MoXoXMMN
Ha Google Tag Manager cepBucamu.

* MHorve oHnamH-marasviHbl paboTtaroT
Ha ycTapeBwunx Bepcuax CMS, 4yto
MO3BOJISIET aTaKyLLM JIErko HaxoauTb
HOBbI€ YA3BVIMOCTIW 1 MPOBOANTb MacCOBbIE
3apaxeHuns cCanToB KOOOM OJ18 Kpaxku
6aHKOBCKUX KapT.

GROUP-IBRU

i

3noyMbIWNEHHNKIN NPOAOoIKaoT
pa3paboTKy HOBbIX PULLNHIOBbIX
dpenmBOpPKOB.

e Cneuwmanuctbl Group-IB o6Hapy>xunwu
13 HOBbIX PPENMBOPKOB.

* Kak wu paHee, co3pgaren GpULLMHIOBbIX
NHCTPYMEHTOB B OCHOBHOM HaxogATCs
B TOM Xe pernoHe, rae 1 atakyemble 6aHKun
n opraHmnsauummn. B H2 2021 - H1 2022
TeHOEHUMS pacnpocTpaHunack ¢ EBponbl
Ha JlaTnHckyro AMepuky.

* YacTo aTtaku C MCrMofb30BaHNEM
KOHKpeTHOro ¢pernmMmBopKa Npoaosi>KaroTcs
Jaxke nocrie apecTta ero paspabdoTyuka.
MHoOrmne 3noymMbILNEHHNKIW CO34anu
cob6CTBEHHbIE QULLNHIM-KUTbI Ha OCHOBE
ncxogHukos U-Admin u Reliable.

:rf OFMIAB/IEHVIE 1




MPOIMHO3bI

NHpycTpunsa wndpposanbLmKos
MPOAO/IXUT pacTu.

» [lpectynHble rpynnbl Lockbit, Hive
n BlackCat coxpaHAT nuaepcTBo cpeau
wWindpoBanbLLKOB 1 ByoyT ganblue
coBeplueHcTBOBaTb cBoe BINO u TexHukn
MPOHNKHOBEHUS.

e B uHaycTpun wrdpoBanblNKOB BbIXXNBYT
TOJIbKO CUJIbHbIE N YCTONYMBbLIE NTPOKWU.
Menkwve rpynnupoBku 6yayT pacnagarbCcs,
a X YHaCTHUKIN — MepexXoanTb B KPYnHble
rpynnebl.

e Yucno atak, MPOBOANMbIX KPYMHbIMM
nrpokamu, 6ynoeT pact BMecTe
C YBENVNYEHVEM YNCNEHHOCTY KOMaHL.

e CLUA ocTaHeTcs NMAEPOM Mo KONYECTBY
aTaKkoBaHHbIX KOMMaHWA.

*  3noymbIlWNEHHVKIN ByayT Yalie
1Cnonb3oBaTb ayTeHTUOMKALLVIOHHbIE
DaHHble, MoNlyYeHHble 13 CTUIEPOB,

B Ka4yecTBe 13Ha4yanbHOro gocTtyna.

o HpOMbILIJJ'IeHHOCTb OCTaHeTCd OCHOBHbIM
aTakyeMblM CEKTOPOM.

e [pynnbl NpogonXart pasBmMBaTb BHYTPEHHIOO
CTPYKTYpY, co3naBas elle 6oblie
vcenenoBaTenbCcKyix nogpasaeneHui,
Creuvanmn3vipyoLnXcs Ha MonuckKe
YA3BMIMOCTEN HY/TIEBOIO AHS.

ATakin Ha COTPYAHWKOB CTaHYyT
rnaBHbIM CIOCO60M MPOHNK-
HOBEHUNA B UHPPACTPYKTYPY
KOMMaHnW.

3ﬂ0yMbILlJJ'IeHHVIKV| 6y,|:|,yT ncnosib3oBaTb LesnieHa-
ﬂpaBHEHHbIVI q)I/ILlJVIHF, a Tak>XXe nckatb CKOMMpo-
MeTpOBaHHbIE aKKayHTbl Ha aHOerpayHaHbIX
MapKeTnneMcax n cpenn noroe CtTuiepos.

GROUP-IB.RU

BospacTteT 4uncno npogasaemMbix
OOCTYNOB K KOPNopaTMBHbIM
ceTsaM KOMMaHun.

e C nosiBNeHveM HOBbIX YA3B/IMOCTEW
B KOPMNopaTyBHbIX PELUEHNSAX yaaneHHOro
[OCTyrna NosABATCA HOBbIE CMOCOObI
aBTOMaTN3NPOBaHHOW J00bIYN
nepBoHaYvasbHbIX 4OCTYMOB, KakK 3TO 6bl10
B cny4yae npoaykTtoB Fortinet n Pulse
Secure.

* Menkune 6pokepbl 3Ha4YaNbHOro 4oCTyna
MOryT HayaTb O6bEeANHATLCSH B KPYMHbIe
rPynnyPOBKN 1 TOProBaTb HaMpPsMYH
C rpynnamMmu LindpoBasbL/IKOB.

* VPN, RDP n Citrix ocTaHyTCS OCHOBHbIMI

npogaBaeMbiMU TUMaM OOCTYMNOB Ha pblHKE.

e 310yMbILMEHHVIKV MOTFYT OTKPbITb
COBCTBEHHbIE aHOerpayHaHbIe MapKeTbl
VSN HayaTb NMpopaBaTb CBOW TOBapbI
Ha CYLLECTBYIOLLIX.

MonnTtnyeckasa HanpPsA>XXeHHOCTb
npuBeneT K panbHelwemMy
POCTY aTak.

e TlonnTuyeckn MOTVBMPOBaHHbIE XakKepbl
6ynyT coBepLuaTb aTaku, noka 6yneT
OJINTbCA KOHPNUKT. ATakytoLlme, KoTopble
VIMEIOT TOJIbKO PMHAHCOBYHO MOTMBALLMIO,
MOFYT MacKVpPOBaTbCA MOL XaKTVIB/ICTOB UM
MPOrocyoapcTBEHHbIE FPYMMbI.

e AKTMBHOCTb PMHAHCOBO U MOANTNYECKN
MOTBUPOBaHHbIX FPynn OyaeT BbICOKON.
Oxunpatotcs mowHble DDoS-aTakm n cnmebl
YYBCTBUTENBbHOW NHPOPpMaLnK, a Takxe
KpyrnHble PHaAHCOBbIE XVLLEHUS.

OIMABJIEHVE 1
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MPOIHOS3bI

Hosoe BIO BbiTecHUT
Cobalt Strike.

e C neta 2022 roga xakepbl cTanu vyawie
1ICMOIb30BaTb HOBbIV MHCTPYMEHT —
Brute Ratel C4 (BRc4). MpuynHa - nomck
anbTepHaTVBbl XOPOLLUO NCCregoBaHHOMY
Cobalt Strike.

B cBA3K c noaBneHnem B3/1IOMaHHON
Bepcuu Brute Ratel C4, cneumanuncTbl

Jlorn ctunepoB CTaHyT rMaBHbIM
WCTOYHVKOM AJOCTYMNOB B
KOMMaHun.

MpecTynHukK GyoyT Yalle NCrosib30oBaTb
SSO-pocTynbl, MOMy4YeHHbIe N3 I0roB
cTunepos. Mpn 3ToM f1orn MoryT 6biTb
[06bITbl CAMOCTOSATENIbHO U KYTIEHbI
Ha aHOerpayHOHbIX MapkKeTax.

Bbicokunii cnpoc Ha norv NpmBeReT K POCTY

Group-IB oxungatoT peskoro ysenm4eHms

ICMONb30BaHUS AaHHOIO MHCTPYMEHTa

Cpenu BCeX Xakepos. * Ha mapkeTax nosBaTcs crneumanbHble
pasnesnbl ¢ Hanbonee NHTEPECHbLIMIY Noramm
019 KOMMaHWn.

Ymcna atak C McrnosibsoBaHMem CTUIepoB.

* YTOO6bl CKPbITbCA OT KOMMAaHNN
Knbéepbe3onacHOCTU, 3/I0YMbILIAEHHNKN
OynyT NpogaBaTb JIOrv CTUEPOB
Mo mognnckam Ha onpeneneHHble JOMEHbI.

Mpoponxuntcsa ncnonbsoBaHne
Telegram pns akcounsTpaumnmn
DaHHbIX.

Yno6cTBO 1 NpPOCTOTa MCnonb3oBaHuA Telegram-
60TOB 1 KaHanoB AN aKCOUIbTPaLN OaHHbIX
npuvBeLeT K TOMY, YTO YaCTb 3/I0YMbILLIEHHNKOB
nepengeT Ha gaHHbIN popmart, 3aMeHMB Knaccu-
yeckune C&C-cepsepa.

BbipacTeT yncno atak Ha 06beKTbI
KpNTUYeCcKom MHPPaCTPYKTYpPbI.

Hanps>xeHHas nonmtunyeckas obcTaHOBKa
npuBeneT K POCTY aTak Ha OO6bEeKTbl aHEpPreTu-
YyecKown, TeNeKOMMYHWUKaLVMOHHOW 1 MPOMbILL-
NneHHon nHdpacTpykTypbl. OXngaetcs akTuB-
HOCTb MPOrocynapCTBEHHbIX XakepoB U ApYruX
NPEeCTYMHbIX FPYNM, NoAAePXVBatoLLX onpeae-
NeHHble CTOPOHbI KOHPAMKTA.

Yrpo3sbl aHepreTn4eckomy
ceKkTopy.

» [lporocynapCTBEHHbIE FPYMMANPOBKY
NPOSABAT UHTEPEC K UHCTUTYTaM U
perynatopam B S0EPHON aHepreTuke
B CBSI3M C TEKYLLEN KOHPOHTaLUWEN Mexay

Yrpo3sbl TenekoMmmyHunKa-
A0epHbIMIN gepXXaBamMmu.

LMOHHOMY CEKTOpPY.
O ,D,J'Iﬂ MPOHNKHOBEHNA B CETU

310y MbILLINTEHHUNKIN 6y,|:|,yT NCMnoJsib30BaTb

» BoamoxHo 6onbliuoe konmdectso DDoS-
npocTble cnocobbl, Takme Kak RDP-gocTynbl.

aTakK CO CTOPOHbI XakTBNCTOB OJ14 BbiBOLO A
B kavectBe BEeKTOpa N3HavYaNbHOIN aTakun N3 CTPOA TEJNTIEKOMMYHUKaUNOHHbBIX CUCTEM.
CTaHyT Halle NCrnoJib30BaTbCA COTPYOHWNKWN

. M prOSbI ona TenekKoMMyHUKaULNOHHbIX
KOMMaHnn n counasnibHaa NHXeHepun4a.

KOMMaHWiA CO CTOPOHbI LN POBaNbLLNKOB
CHU3ATCHA — MHTEpPEC BbIMOraTenemn K aTom
oTpacnu yracaer.

* Bo03MOXHO yBENnu4eHmne atak co CTOPOHbI
WrdpoBanbLUNKOB B paMKax HanpaXeHHOM
MONNTNYECKON OBCTaHOBKM. Tak>e
MPOrocyAapCTBEHHbIE FPYNMbl MOTYT
MackmpoBaTb CBOW aTtaku rnog AeNCTBNSA
$PHaHCOBO MOTMBUNPOBaHHbIX XaKepPOB.

e [lonynsapHOCTb yoaneHHon paboThbl
MOBbILIAET PUCKW KOMMpOMeTaLnn
KOpMopaTuBHbIX AaHHbIX. [1pecTynHuKkam
Nerko rnosy4YmTb OOCTYMN K KOMMaHum,
aTakoBaB cnabo 3allyLLeHHble JoMallHNe
poyTepbl COTPYOAHVKOB 1 CUCTEMbI XPaHEHUS

o  OxumpaeTcs MICNONb30OBaHVE HOBbIX
dpenmBopkoB, Hanpumep Industroyer2, ons

yrnpaBneHnNs KOHTPOIIEpamMu 1 MOMbITOK OaHHbIX.
6naKayTOB.
GROUP-IB.RU OINMABJEHVIE 14



MPOIHOS3bI

Yrposbl IT-cekTopy.

e T[lpecTynHUKX MOryT aTakoBaTb LLEMOYKM
rnoctaBok (Supply Chain Attack), mony4dns
LOCTyn K BeHpopy. [Noatomy ogHon
13 rMaBHbIX Lenell CTaHyT IoKaslbHble
KomnaHuu B chepe knbepbe3onacHOCTU.

e 3/10yMbILLNEHHVIKI BYOYT NCMOSIb30BaTb
TPOAHN3VPOBaHHbIE BEPCUN NIErasibHOro
MO oNsA NPOHUKHOBEHUS B MHPPACTPYKTYPY
KOMMaHnu.

* KonunyectBo atak WwWnbpoBanbLUKOB
Ha /IT-komnaHun BygeT yBenn4mBaTbCS.

* BblpacTeT konn4ecTBO atak Ha PUHTEX-
KOMMaHWW, MOCKOJIbKY OHU MO3BOMSAIOT
MONYYnTb JOCTYM K KPUTUYECKOW
drHaHCOBOIN NHDPaACTPYKTYpE HYepes
LLerMoyKy NnocTaBoK.

*  YBENMYMTCHA YNCO aTak Ha pa3paboTymnKkoB
MporpamMmMHoro obecrneyeHns N HTerpa-
TOPOB B pamMKkax arak Ha LLenoYK/ MOCTaBOK.

Yrpo3sbl pHaHCOBOMY CEKTOPY.

* [MaBHbIM pYCcKoM ANa GMHaAHCOBbIX
KOMMaHWiA TakXe ABASIOTCA aTakn Yepes
LLeroYyKy NnocTaBoK.

* KonunyecTtBo atak Ha 6aHKIN C Lenbto KOMMPO-
MeTaunm 6aHKOBCKIUX KapT n opyrmx nepco-
HaJ1IbHbIX OaHHbIX KITMEHTOB YBEJTNHYNTCA.

» [lporocypapcTBeHHbIE FPYNMYMPOBKN,
Takume Kak Lazarus, npoponxart atakoBaTtb
6aHKM N KPNMNTOBASIIOTHbIE BUPXWN C LEeNbto
nony4vyeHns priHaHCOBOW BbIrOAbl.

e KpunTtoBantoTHble naaTtdopMbl CTaHYT
OCHOBHOI LLeNbtO 3/10YMbILLTEHHUNKOB.

e [lnqa aTtak Ha 6aHKOMaTbl 6yoeT NCNOJIb30-
BaTbcA Caketap, ogHako obLiee Konm4ecTBo
aTak cokpaTuTCS.

e KonunyecTtBo atak Ha POS-cucTtemsbl
He nameHunTcs. MNpecTynHukn ByayT
npumeHsTb BpegoHocHoe 10 Prilex,
MajikPOS n MemPos.

e [pynnbl WndpoBanbLMNKOB MOIYT
nosammcTBoBaTtb onbIT Silence n Cobalt
1 co3gaTb OTOENbHblE Noapa3neneHns ons
XULLEHWNS OEHEXHbIX CPeacTB N3 6aHKOB.

e TpeHO Ha CHUXEeHMe KonnyecTea
rnpogaBaeMbiX TEKCTOBbIX AaHHbIX KapT
MPOAOSIKUTCA U B CrieOyOLEM roay.

GROUP-IB.RU

Yrposbl NpOMbILIEHHOMY
ceKkTopy.

e Konu4yecTBo atak Co CTOPOHbI WnNdpOoBasib-
LLMKOB Tak>e ByaeT pacTul.

* B kauyecTBe TOYKM BXOOa ASiS aTak BCe
Yyalle 6ynyT MCNOb30BaTbCH KOMMbIOTEPI
NHXEeHepPOoB 1 paspaboTymnkos N0, nockonbKy
OHWN MPEefOoCTaBNAT [OCTYM K CUCTEMAM
ACY TI1 n obnagatoT NOBbILWEHHbIMU
npuBUIErNaMu.

e He Bce KOMMNaHUM NPOaKTUBHO yCTaHaB-
NMBatoT NaTyy 6€30MacHOCTU, MO3TOMY
aKCryaTaLus cTapbix yS3BUMOCTEN, B TOM
yucne KacaroLLVIXCS POYTEPOB, MPOLOIKUT
OoCTaBaTbCsl rM1aBHbIM BEKTOPOM aTaku.

e  OXuoaeTcs POCT YMC/a atak Ha LLernoYKkin
MOCTaBOK 1 aTak Yepes JoBepuTeibHbIe
oTHoleHwus (trusted relationship attack),
Korga xakepbl MosyyaroT 4OCTymn
K MPOWN3BOACTBaM Yepes KOMMPpOoMeTaLMio
noctasLmkos MO vnn TenekoMmmyHN-
KaLMOHHbIX YCITYT.

BblpaCTeT Ko/m4eCcTBO CKOMMPO-
MeTnpoBaHHbIX 6a3 gaHHbIX.

B cBA3W C TeKyLWniA reonoINTNYECKON CUTY-
aumen, rnaBHbIM MOTBATOPOM aTak cTtana
oncKkpepuTauma KomnaHuin. 3To npmeeaeT

K POCTY Yumcna CKOMMNPOMETUMPOBaHHbIX 6a3
DaHHbIX, pacnpocTpaHsaembix 6ecnnatHo. [Npu
3STOM LLleHHOCTb Takux AaHHbIX OyaeT nagaThb.

PbiIHOK 6aHKOBCKUNX TPOSHOB A4
MK npoponXxunTt cokpawarbcs.

MHormne KnvmeHTbl 6aHKOB NCMOb3YOT
MOOBUIIbHbIE MPUTOXEHUS ONA UHTEPHET-
6aHKWNHra, NoaToMy paspaboTka, apeHaa

n nopgaepxka BMNO gna Windows ctaHoBATCA
SKOHOMWYECKIN HEBbBIFrOAHBIMMU.

OIMABJIEHVE 1
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MPOIHOS3bI

PbiHok cHUdPpepoB no nognucke
(Sniffer-as-a-Service) ysenuunTcs,
KaK 1 4Mcno atak.

* YCcTOM4mMBbLIN POCT pbiHKa JS-CHUbdepoB
npoao/kaeTcs y>XXe Heckonbko neT. B 2023
rogy BO3MOXHO MOSIBIEHNE HOBOIO UrpokKa
B HVLLE KOMMEpPYECKMX peLleHnn Sniffer-
as-a-Service, MOCKONbKY CyLLECTBYOLME
CEPBUCHI TEPSAIOT PEMYTaLMIO U
rmepecTaroT Noanep>XMBaTbCS.

» Cewmenctea cHuddepos Inter
n Mr.Sniffa no-npexHemy 6yayT cambiMu
MonynsPHbIMY NMHCTRPYMEHTaMMN A8 aTak
Ha oHNanH-MarasuHbl.

» CewmelnicTtBo docReady ocTaHeTcs nuoepom
Mo Yucny 3apaxeHHbix canToB. OgHako ans
3TOro onepartopam cHUGPepoB NpULeTCs
MPOBOANTb HOBbIE BOJHbI aTak Ha O4HW
1 T€ Xe LLenun, NCronb3ys ya3BMMble
Bepcuu CMS.

e Tpynnbl Inter-Group-3 n ATMZOW counu
YCMELHbIMY aTakyl C UCMONb30BaHVEM
Google Tag Manager, nostomy 6yoyT
1 panblue co3naBatb HOBblE BPeOOHOCHbIE
KOHTEMHEPbI N BHEOPSATb UX Ha CAThbI.

* OxunpatoTcs HoBble aTaku AngryBeaver
Ha OHNanH-mMarasvHbl. lpynna pacwmput
CBOW apceHas NHCTPYMEHTOB, B TOM
ymcne HanmcaHHbiX Ha PHP, 4To ycnoxXHuT
obHapy>XeHne BpegoHOCHOro Koga
creumanucTammy no 6e3onacHoOCTN.

e Tak>ke MpomoskKaT CBOK akKTVUBHOCTb Fpynnbl
WorldCommerce un Inter-Group-23.

GROUP-IB.RU :ﬁ

OuwunHr 6ypeTt pactn
N YCNOXHSATbCS.

e KonunyectBo dULLNHIoBbIX GpPenMBOPKOB
6ynet ysenuyumsatbceq. [pum aTtom Telegram
CTaHeT NPeanoYTUTENbHbIM KaHaioM
nepenaym CKOMNPOMETNPOBaHHbIX AaHHbIX.

* Bce 6onblie penMmBOpPKOB ByayT NCMOSb-
3oBaTb API| gnsa paboTbl CO CKOMMPOMETU-
poBaHHbIMY AaHHbIMW.

* Yuycno ¢ppenMBOPKOB, aTaKyHLLNX KINEHTOB
KPUNTOBAaNOTHbLIX KOMMaHWA, MPOLOSXKNT
yBenm4ymBaTbCs.

e Ha pbiHke MosBUTCA 60/blUE KACTOMU3M-
POBaHHbIX peLUeHMIA.
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POCT AKTUBHOCTW
3J1I0YMbILLWITEHHVKOB
B CBETE TEKYLLEIO

KPN3NCA

FMABA 1. MTABHbIE YITPO3bl HI-TECH CRIME TRENDS 2022/2023

ATakun nporocynapCcTBeHHbIX
rpynn

Kak n oxxnganocb, reononnTn4eCcKmnin BOeHHbI KOHGAVKT CAPOBOLLVPOBa
aKTMBHOCTb MPOrocygapCTBEHHbIX FPYNMMPOBOK. [pnyem rnaBHbIMY
OEeNCTBYOLWMMUN NALLAMY CTan He TONbKO rpyrnbl N3 YkpauHbl n Poccun,
Ho n n3 Kntasa, benapycun, CesepHoin Kopen n Vipara. Kak MUHUMyMm
19 nporocypapCTBEHHbIX FPYNM MPOBENV aTaky B pamkax KOHOINKTa UIn
nCcronb3oBany ero B ka4ecTBe ropda4veil TemMbl An4 Lenesoro pumnHra.
B aBTOMartmnamposaHHoM pexunme nnatdopma Group-IB Threat Intelligence
OTCNEXNBAET aKTVIBHOCTb BCEX BOBEYEHHbIX B TEKYLLMIA Kpuanc APT-rpynn.
Cpenn Hux:

» [pynna Scarab aTakyeT YKpaunHy, MCMNonb3ys KACTOMHbIE BPEAOHOCHbIE
rnporpamMmbl cemelncTsa Scieron.

* [pynna Gamaredon npoposnkaeT MacCcoBble aTaku, HanpaBleHHble
Ha YKpaunHy, B TOM Yncre ncnonb3yq Telegram gna goctaBkn Bpeno-
HocHoro MO n ctunepa.

e [pynna Lorec53 atakoBana ykpanHckume opraHusaumm 1 6bina 3amedyeHa
3a ucnonb3oBaHmem Cobalt Strike. Ha noyToBble agpeca rocopraHoB
YKpaunHbl paccbinanncb NMcbMa ¢ BPEAOHOCHOW CCbhINIKON, MacKun-
pytoLwecs non odpumanbHblie, C NPU3bIBOM OO6HOBUTb aHTUBUPYC
Bitdefender. Kpome Toro, rpynna ncnonbsosana GuUKTUBHbLIV BUPYC-
wudposanbwmk WhisperGate, ogHako Ha camMoM ferne He npefocras-
nsana xepTBaM BO3MOXHOCTV BOCCTAHOBMEHUS AaHHbIX.

* Mustang Panda ncrionbayeT TekyLnin KOHOGNVKT B YKpanHe Ans npose-
neHunsa atak. Npynna 3apaxaeT MHPPaCTPYKTYPY XEPTB HOBbIM Bapu-
aHToM TposaHa PlugX.

e Ghostwriter npoBoAUT GULLVHIOBYIO KaMMaHnIo, HanpaBNeHHYO Ha
NNYHbBIE 3NEKTPOHHbBIE MOYTbl BOEHHOCY>XXaLLNX BOOPYXEHHbIX CUJ
YKpauHsbl.

* InvisiMole aTakyeT ykpanHckmne rocygapcTBeHHble opraHmnsaumnm
c ncnonb3oBaHviem 63akgopa LoadEdge.

* BbiaBneHa onepauumsa Asylum Ambuscade, B xoge KOTOpOW CO CKOMMPO-
METVPOBAHHON MOYTbl YKPaNHCKOIro BOEHHOCITYXalLlero pacchlnanmcb
BPEOOHOCHbIE NMcbMa. BeposaTHble Luenn — opraHnsauny B coepe
TpaHcnopTa, PUHAHCOB U MUrpauny rpaxgaH ctpaH-4yneHos NATO
B EBpone.
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e Cloud Atlas He ocTanncb B CTOPOHE 1 UCMOMAb30Ban KOHPAWKT ons
npoBeneHns HOBbIX aTak. Xakepbl BblgaBann cebsa sa Komuccuto
no ueHHbim 6ymaram n 6npxkam CLUA n paccbeinann BpeooHOCHbIE
OOKYMEHTDI.

e TridentCrow npoBogunnu paccoliky ot umeHy PockomHapsopa vi MuH-
undpbl Poccun, B pesynbTtaTte KoTopon 3arpyxancs Cobalt Strike.

* bBbIno obHapyxeHo BpegoHocHoe Android-npunoxeHue Cyber Azov,
3a KOTOPbIM MOXeT CToATb rpynna Turla. 3To nepBbIi N3BECTHbIN
cny4an, korga Turla pacnpocTtpaHseT BpegoHocHoe MO gna Android.

* VccnepoBatenun obHapyXunu ataku NpoTuB YKparHbl C NCMOb30Ba-
HVeM HOBOro BapunaHTa BpegoHocHoro 10 - camouncrnionHsemoro .Net
dalina, koTopbI MpPK 3anycke KpaaeTt cookie v naponn ns 6paysepos
Chrome, Edge un Firefox. 3aTem gaHHble NepeparoTca Yepes CKOMMPo-
METVPOBaHHYH 3NEKTPOHHYO MoYTy. ATakuy cBadanu c rpynroin APT28.

» BlackEnergy B anpene 2022 roga npoBena aTaku Ha BbICOKOBOJIbTHbIE
aneKkTpuYeckne NoACTaHUMK, a Takxke KOMMbTePbl Ha OnepaLurioHHbIX
cuctemax Windows un Linux. B atakax 6bina 3agenctBoBaHa HoBasi
Bepcusa TposiHa Industroyer.

* HewnsBecTHble xakepbl NMCMOMb3YHOT YKPaNHCKO-POCCUNCKNIA KOHONNKT
ON8 aTak ¢ nomoubto yassmmocTy CVE-2022-30190 (aka Follina).

* lVlccnepoBarenun obHapyXxunm HemssecTHyto APT-rpynnmnpoBky, opra-
HMN30BAaBLUYO KaK MUHVMYM YeTbipe KamMnaHuy LeneBoro pumnHra
Ha pocculickme rocyfapcTBeHHble opraHmsaLm ¢ Havyana cneuorne-
pauvn B YKpaunHe.

» Twisted Panda vicnonb3soBanu nucbma ¢ Temoi «Cnmncok NuL, <HasBaHune
LLeneBoro MHCTUTyTa=>, nognagatowmx nog caHkumm CLUIA 3a BTOp-
XeHue B YKpanHy», KOTopble coaep Kasiv CCblIKY Ha MOAKOHTPOMbHbIN
310y MbILUTIEHHKAM CalT, UMUTUPYowmin cant MmnHsgpasa Poccun,
M BITOXXEHHbIV BPeOOoHOCHbIV O0KYMEHT. ATakn NpoBoannm npoTmne
uenen B Poccun n Benapycw.

e [pynna Machete 6bina 3amedyeHa B pacchbiyike GULLVHIOBbBIX MNCEM
C BPEOOHOCHbIM AOKYMEHTOM dUHAHCOBbIM opraHmsaumam B Huka-
parya. [lokyMeHT copepykar cTaTbto, HaNnNCaHHY 1 Ony6MKOBaHHYHO
nocnom Poccun B Hukaparya AnekcaHapom XOXONMKOBbIM, B KOTOPOW
obcyxpancsa poCCUNCKO-yKpanHCKIA KOHPNMKT C TOYKW 3peHuns Kpemns.

» Kimsuky ncnonbsoBanu npumaHKy ¢ BONpocamu A5 UHTEPBbH, OXBaTbI-
BatOLLMIMUN BNUSIHNE POCCUACKO-YKPaMHCKOro KOH®NMKTa Ha CeBepHyto
n KOxHyto Kopeto.

¢ CALLISTO vcrnonb3oBana TOMbKO YTO CO3AaHHbIe yYeTHble 3anuvcu
Gmail pna npoBeneHnsa LeneBor GULLIVHIOBOW KaMnaHuy NpoTUB
YKPaNHCKNI Lenemn.

* Hexane ns3Bnekna BbIrogy M3 poCCUNCKO-YKPanHCKOro KoHbNMKTa
ona kmbepwnuoHaxa. Npynna ncnonbsoBana akTyallbHble TeMbl
B MUCbMax 1 co3faBana BPefoHOCHble AOMEHbI, UMUTUPYOLWMe
HOBOCTHbIE CalTbl. Ha 3Tunx e gomeHax 6b110 pasMeLLeHO eLle Hec-
KONbKO BPEeAOHOCHbIX AOKYMEHTOB, CBs3aHHbIX ¢ Poccuein n poccuii-
CKO-YKPamHCKNM KOHPINKTOM, Hanpumep, konus ctatbn The Atlantic
Council ot 2020 roga o poCCUNCKOM SAEPHOM OPYXUIN 1 BaKaHCUA
Extraction / Protective Agent B YkpauHe.

GROUP-IB.RU OMABJIEHVE 1
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B xofe TekyLero Kkpusuca, nporocyapCTBEHHbIE MPYMMbl CMONb30BaIu
kak muHumym 7 Bainepos (WhisperKill, WhisperGate, HermeticWiper,
IsaacWiper, CaddyWiper, DoubleZero, AcidRain), kotopble Hauenunu
Ha YKpanHCKYy MHOPaCTPYKTYPY WY YKPaWHCKNE KOMMaHuN.

Kak npaBuno, kmbeponepauuy ¢ UICMOSIb30BaHNEM «CTUPAaTENEN» HaLleNeHbl
Ha 06bEKTbI, YHNUYTOXEHE KOTOPbIX OTBEYAET MHTEPECAM BOOPY>XKEHHbIX
cun npoTuBHMKa. MoTBaLMA Takol aTaky MOXET COCTOSATb B BblBe-
OEHVN N3 CTPOSI KPUTUYECKIN BaXXHO MHPPACTPYKTYPbl. DTO MOXET ObITh
coenaHo Nn6o Ans Toro, YTobbl BbI3BATb Xa0C 1 YCUNUTbL NCUXONOrn4yeckoe
OaBneHVe Ha NMPoTUBHMKA, NGO AN paspyLleHns TakTUYEeCKON Lenn.
ATaku BainepoB TakXe MOryT UMEeTb paspyLUnTeNbHble NOCNEACTBUSA AN
OT-uenei (OnepaunioHHbIe TEXHOMOT M) U KPUTUHECKM BaXKHbIX 06 bEKTOB

NHPacTPyKTypbI.

AKTNBHOCTb XakKTUBNCTOB

B ¢eBpane 2022 ropga, nocne Havasna reonoiMTUYeCKOro BOEHHOro
KoHdnnkTa mexay Poccmen n YkparHowm, MHOrne KnbepnpecTynHUKN
aKTVBU3VPOBAaNNCb 1 Ha4Yanu npoBOAUTb aTaky B COOTBETCTBUM C TOW
no3nuren, KOTOPYH OHM 3aHMatoT. Hanbonee 3ameTHbIMUY Bbinn cnepy-
foLKe rpynnbl aTaKyoLWnX:

 Anonymous

DakTnyeckn aTo obLiee Ha3BaHME A1 MHOXECTBa NoArpyrn 1 ataky-
roWKMX Mo Bcemy Mmupy. Kak npaBunno, nx kaMnaHum CBA3aHbl C MOMNTU-
YecKMIN U couanbHbIMY cOBbITUSMU B Mupe. C Ha4anom KkoHbnnKTa
mexnay Poccrein n YkpanHow, npegcraButenn Anonymous Havyanu
MPOBOAMNTb aTakuy, 3Ha4YnTeNbHasa YacTb KOTOPbIX MMeNa MpoyKpaunH-
CKUI XapakTep. XakTUBNCTbI Hanaganu Ha pocCcumcKkmne opraHmsaunm
1 yrpoxanu KOMraHusiM, KOTopble BeAyT CBOIO OeATENMbHOCTb Ha TeppU-
Topun Poccun.

Y Anonymous ecTb cobcTBeHHbI IRC-cepBep irc.anonops|.Jcom,
Ha KOTOPOM PacrosfioXeHbl AeCATKN KaHanoB. Kaxablii N3 kaHanos
COOTBETCTBYET O4HOMY XeLuTery, TO eCTb OAHOMY HarpasfeHNo atak
(#OpRussia, #OpKremlin, #OpNATO, #NoWarWithUkraine). B Heko-
TOPbIX 13 KaHafoB 3/I0YMbILUNEHHVKY 06CY>XaOatoT npeacrosiume
aTaku, MOryT NPUBOANTb Ha3BaHWSA MaHVPYEMbIX Lenei, OensaTcs
MaHyasaMiu Mo COBEpLUEHNIO aTak.
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Puc. 1. MepeyeHb pasnnyHbix
kaHanos Ha IRC-cepBepe irc.
anonops[.Jcom
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ANnonymous Takxe perncTprpoBasnv LOMEHbI, Ha KOTOPbIX pa3meLLant
MaHyaJsibl, CKPUMTbI 1 LLeNn s NpoBeaeHuns atak (mpumepsbl: norussiansl.]
xyz, stopnazil.]xyz, pootin[.Jdog). Momumo IRC-kaHanos, xakTUBUCTbI
aKTVBHO MCMonb3ytoT Telegram gnsa koopgnHaumiym CBOVX AENCTBUIA.

 |IT ARMY of Ukraine

OpHa 13 NepBbIX FPYNMNMPOBOK, KOTOPas Havana BECTU aKTUBHOCTb
B Telegram. 26 peBpansg MUHUCTP LPPOoBON TpaHCchopmaL v YKpaviHbl
ony6nukosan B Twitter noct o co3gaHnm apmuu VIT-cneunanncros.
CornacHo TekcTy coobueHns, o6poBObLbl ByayT nony4vyars 060po-
HUTeNbHble U HacTynaTenbHble VIT-3agaHuns Ha KaHane aas cneumanu-
CTOB no knbéepbeszonacHocTw. [NepBbiMm 3apaHriem ctana DDoS-aTaka
Ha poccuickme KomnaHum. B cnegyrowmx CoOoBLWEHNAX NHNLNPOBA-
nncb DDoS-aTtakum He TONbKO Ha opraHu3aLmn, HO 1 Ha NepPCoHannu.

B anpene 6bin 3anyuweH opuumanbHbin cant IT ARMY of Ukraine
C MHCTpYyMeHTaMu gnsa nposepeHns DDoS-atak v MHCTPYKLMNAMMN
Mo NX yCTaHOBKE 1 1crnonb3oBaHuto. Ha cante npepctasneHsl MHDDoS,
db1000n, Distress n uaShield. Bce oHn cBo60aHO pacnpocTpaHatoTcs
B Telegram-kaHanax atakyoLLuX.

Camun DDoS-ataku rpynnbl ABASAKOTCS HE COBCEM 0ObI4HbIMU, MOCKObKY
B H/X NPaKTNYECKN HE NCMOMb3YHOTCA MOLWHOCTN 60T-ceTen. BmecTto
3TOro opraHn3aTopbl MPY3biBany MOAMNCYVKOB CBOVIX KaHANO0B 3any-
ckaTtb Ha cBounx ycTponcTBax [10 1 Tem cambiM NPUCOEAVHATLCS K aTakam.
Mony4eHwue cnuvcka uenem v MpPokKCcx Ans atak NpoucxognT aBToMmartu-
Yyecku Npu 3anycke nporpammel. Cneymanunctol Group-IB otcnexmnsatoT
n3MeHeHst 060X CMNCKOB.

Puc. 2. MNpumep nHCTPYKLN

WHCTPYKUWA NO HACTPOWKE DDOS-ATAK HA BPAXECKYHO CTPAHY o
Nno HacTpouke atak

Li2n ABTOMATHYECKH NOATAFMBAIOTCA W COMMACOBLIBAINTCA € MT-apMici YEpauikl .

TRy 4R perosengyesui VPN -ceponcon

Kamghiil MHCTRYMEHT MMEET CBOW MPENMYILIECTEA, NOITOMY Mbl HE MOSEM PEROMEHIOBATE O W3 Hux Bonbwe, sem apyrie. M
npegnaraen sam NonpodoBars ux Bee W BxpAaTs TO, 4TO TYUILE BB NOAXOANT fIH BAC.

E[IMHCTREHHOE, 4TO Mbd PEXOMEHYEM, 3T0 JANYCKATS ATAKY Ha 00NaqHLA BAPTYANsHBIR cepeep (VPS). 3TaT nogrog He nepespysaeT sawy
NOKANEHYRD CETE W Gonee 3qMDeKTHBEH, NOCKONLXY NOIBONAST JAMYCKATE HHCTPYMEHT HA HECKOMBKHX IKISMNNARAY, YTO gaeT Gonuwe

Qnmiyre  dMax  SAugpong

Bamsaaime!
* NCTiRaeT (IS 0 My s it e pry ot (K

LA B TROITOMY

WP

Coobugnre VirusTotal: UKITA MHDDOS DB10GON DISTRESS UASHIELD

Bce nporpammHoe o6ecnedyeHrie eCTb B OTKPbITOM AOCTyMe
Ha GitHub. B KOHpuUrypauroHHbIX ¢arnax cogepXxaTcs CCblkn
Ha CMCKW aKTyasnbHbIX Lenen.

Mo3axe ot IT ARMY of Ukraine otoenunacso elle ogHa rpynna, kotopas
HasBana cebs 2402. OHa aTakoBasia KpyrHble poccuinckumne NT-komnaHnm
C LeNbio HaHeceHnsa cepbes3Horo yuepba bmsHec-npoueccam. Tak,
B aBrycte 2022 roga 3TV 3M10yMbILLAEHHNKY CMOT NOAYYUTb AOCTYN
K OaHHbIM C BHYTPEHHNX CEepPBEpPOB POCCUINCKON KOMMNaHnu, npeno-
cTtaBnsawowen ycnyru paspabotkm MO gna nposegeHmns 6aHKOBCKUX
onepaumnii. B pesynbstate Banoma rpynna nonyyuna pesepsHblie Konum
MCXOAHbIX KOAOB NPOAYKTOB KOMMaHN, BHYTRPEHHIOK AOKYMEHTALLMIO,
a Tak>Xe OOCTYM K cny>XebHbiM gokymeHTam — Bcero 6onee 500 I'b
DaHHbIX.

GROUP-IB.RU OMABJIEHVE 1



POCT AKTUBHOCTW 3J1OYMbILLJTEHHVKOB B CBETE TEKYLLLEIO KPU3NCA

7 ceHTabpsa 2402 06bABUNM O B3/TOME €LLLE OAHON POCCUINCKOM KOMMaHn,
KoTopas 3aHnmaeTcs VIT-koHcanTHrom n paspaboTKonm NporpamMMmHOro
obecnevyeHns gns TPAHCMNOPTHbBIX KOMMaHWA. ATakyroLle yTBEPXAAOT,
41O BbIrpy3unm 1,6 Tb gaHHbIX — LOKYMEHTbI KOMMaHUN, NCXOAHbIN KO4,
MporpamMmHbIX NPOAYKTOB U BCE OTCKaHVpPOBaHHble daiinbl.

« AgainstTheWest (Tak>e n3secTHbl kak Aggressive
Griffin n Blue Hornet)

C deBpans no man rpynna nybnvkoBana yrpo3bl B OTHOLWEHUN TeX
KOMMaHWnn, KOTopble BeAyT CBOO OeATeNbHOCTb B Poccun, a Takxke
yKpageHHble Yy HUX gaHHble. [laHHble pOCCUNCKNX KOMMNaHuii nyoénm-
KoBanncCb Ha aHaerpayHaHbix dopymax, a Takxe B Telegram n Twitter.
BonbLIMHCTBO yTe4yek NoaTBEPANTL HE YOanochk, MO0 OHW MpeacTaBnanm
cobol cTapble AaHHble, y>Xe BblTOXEHHbIE paHee apyriMu UCTOYHKaMN.

NHTepecHO, 4To naHavanbHoO (c okTabpsa 2021) 310yMbILLAEHHWKN
ny6nnkoBany CKOMMNPOMETUPOBaHHbIE OaHHbIe KUTANCKNX KOMMaHWA,
HO Mocre Havana NoNNTNYECKOro koHdnmkTa mexay Poccumen n Ykpa-
MHOI 3aHANN NPOoyKpanHCkyro cTopoHy. OgHako B aBrycte 2022 roga
aTakyrouwme CHoBa nepekovnnncet Ha Kutarn.

* Network Battalion 65 (NB 65)

Mpynna xakTUBUCTOB, CBA3aHHas ¢ Anonymous, cneumnann3npyeTcs
Ha aTakax Ha cepBepbl C Lefbto NOXULLEHVS KOHPUAEHLMANBbHbBIX
OaHHbIX XXePTB, a TakXe WindpoBaHa aHHbIX B CKOMMPOMETVPOBaHHbIX
cuctemax. lpynnmnpoeka Brnepsble 6blna o6HapyxeHa 26 deBpans 2022
roga. PeaynbraTbl CBOVIX aTak 3M10yMbILUNEHHVIKW BbikadpliBatoT B Twitter.

1 mas NB 65 ony6nukoBanu coobLieHre o6 aTake Ha cepBep KOMMaHnm
QIWI n kpaxe 10,5 Tb pgaHHbIX. OgHako, cyas Mo npefocTaBNeHHbIM
3N0yMbILLMEHHVIKAMI foKasaTeNnbcTBam, OHY B3fioManu komnaHuio Pay
System Tech, a He QIWI. Bnocnepncteun NB 65 Bblnoxunuy gaHHble
7 MIH KapT POCCUNCKNX BaHKOB.

e Killnet

PycckossbluHbin cepBuc gns DDoS-aTak ¢ sHBaps 2022 roga akTUBHO
peknamupoBancs Ha aHaerpayHaHbix popymax. B mapTte Bnagened,
cepBuca 3asBUJ1, YTO 3aHs NMPOPOCCUNCKYIO CTOPOHY B Monutuye-
ckom koHbnmkTe. OH cospan Telegram-kaHanbl 4ns KOOPAUHAaLNN
OEeNCTBUIA TeX, KTO 3axoTen K Hemy npucoeguHntbes. C Killnet ceasbiBatoT
Telegram-kaHanbl WE ARE KILLNET, «JIETVIOH - KWBEP CIMELHA3
P®», «kKWBEP APMUA POCCU». 28 anpensa 2022 ropa rpynna Killnet
chopmMmmpoBana TP OTAENbHbIE MOAMPYMMbl, YTOObI pa3Hoo6pas3nTb
CBOWV aTakun 1 o6beanHNTL 6onbLue cubl. Bnocneacteum atym rpynnam
pann nvmeHa Sakurajima, Mirai v JACKY. Bce oHu nonyynnu BHyTpwY
rpPynnyPOBKK CTaTyC OTPSIAOB CreuanbHOoro HasHavyeHus. [Nosxe 6bina
cospaHa rpynna Zaps, CoCToslas 13 BbICOKOKBaNOULMPOBaHHbIX
1 OMbITHBIX CAeLnanncToB no knéepbe3onacHOCTU: TECTUPOBLLKOB
Ha NpoHunKHoBeHMe, cneunannctoB OSINT, nHXeHepoB-NMporpaMmmu-
CTOB VI aHaINTUKOB BPEAOHOCHbIX MPOrpamMm.

3M0YMBbILNEHHMNKW aTakoBanu pasnnyHbie KoMnaHum (MpenmyLecT-
BEHHO rocydapCTBEeHHble opraHusaunm u 6aHkm) B lrepmaHum, Benu-
ko6putaHuu, Ntannum, ®paHumn, YkpanHe, Monbwe, CLUA n gpyrunx
cTpaHax. HekoTopble atakm HapyLwuim paboTocnocobHOCTb aspo-
rnopTtos B CLUA.
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Camon KpynHon cTtana kaMmrnaHus npoTuB JINTBbl B OTBET Ha BBEAEHME
3anpeTa Ha TpaH3uT rpysoB B KanunHuHrpaackyto obnactb. Killnet
aTakoBasun rocynapcTBeHHYIO HaNoroByto nHcnekumio npy MnHemnHe
NP (cuctema VMI), canT HedTerasosbix MOPTOB, Y/MYHbIE KaMepbl
n gpyrue pecypceol. 28 ntoHsa 70% ceTeBon nHbpacTpykTypbl JInTBbI
oKa3anocCh M30NMPOBAHO OT BHELLHEO MIPa 1 OCTYMHO TOMbKO B rMpe-
penax cTpaHbil.

» disBalancer

ST1 NpoyKpanHCcKme 3M0yMbILUAEHHVIKA N3HaYanbHO MO3NLIOHNPOBaM
cebs Kak cTapTan B obnacTtn kmbepbesonacHoOCTU, 6a3vpyrowmnincs
B Knese. disBalancer nosnumnoHmnpytot cebs kak geLeHTpanM3oBaHHoOEe
peLleHmne, KOTOPOoE NPOBOAUT CTPECC-TECTUPOBAHWNE ANS BbliABNEHWS
DDoS-ya3BrMOCTEN 1 3aLLUTbl NPOEKTOB OT MOLLEHHUKOB. B mapTe 2022
rofa OHW 3aHANVCb XakTUBUCTCKOWN AEATENBHOCTbH. 3M0YMbILUNEHHUKM
aTakoBasnu komnaHum B Poccun n benapycu, NpenmyLecTBEHHO rocy-
OapCTBEHHble, DUHAHCOBbIE, SHEPreTUYECKE N pecypcopobbiBatoLLme.

* Cyber-Partisans of Belarus

NMpoykpanHCKMe XakTBUCTbI, HA4YaBLUME CBOKO gesaTenbHocTb B 2020
rony Ha ¢oHe npoTtecToB B benapycun. B aHBape 2022 roga rpynna
HacuuTbiBana npumepHo 30 yenosek. ATakytowye nogaepxanm YkpanHy
C Havana Kpuaunca 1 COBEPLUUIN HECKOMbKO aTtak Ha MpaBuTEeNbCTBO
Benapycu. lNepBon Lenbto cTana >Xene3HoAoPOXHasa NHPPaCTPYK-
Typa. B koHue aHBapsa 2022 roga 310yMbILWIEHHNKN 3apasnin ceTb
wWndpoBanbLLVIKOM 1 MapannsoBany paboTy XenesHbIX gopor, Tpebys
ocBoboxaeHusa 50 nonuTrnyecknx saknroveHHbIX. «KnbepnapTmnlaHbi»
yTBEPXAANM, YTO MONYYUNn JOCTYMN K opraHmnsaunmn B oekabpe 2021 ropa.

e GhostSec

Mpynna xakTMBMCTOB 13 OBYX YENOBEK Havana geatenbHocTb B 2014
rogy C atak Ha CaiTbl TEPPOPUCTNHECKUNX TPy N 1 cbopa nHbopmaLummn
06 nx yneHax. MNo3xe, 3N0YyMbILLNEHHUNKIN MEPEKTOYNINCH Ha NPaBun-
TenbCTBEHHble opraHmndaumn. GhostSec TecHo cBA3aHa C KONNEKTVIBOM
Anonymous. Llenamun xakTnBmncToB 6binv mpaBuTenbCTBa U rocynap-
cTBeHHble kKomnaHun KaHapgbl, JlnsaHa, FOAP, Caynosckowm Apasun,
Bpasunun, Konyméuu, SxkBagopa, CynaHa, MpaHa n O6beanHeHHbIX
Apabcknx Omupatos. B dpeBpane 2022 roga 3110yMbILWAEHHWKIN BbI1O-
XU CMNCOK CMOHCOPOB ABuXeHnsa «KoHBo ceobobi» B KaHagae.

C Havana kpu3unca rpynna nepekovmnnach Ha rocyagapcTBeHHble opra-
Hu3aumm Poccun. Ha cuety GhostSec B3nombl 6a3 gaHHbIX 1 gedelichl,
a Tak>Xe aTtaku Ha MPOMbILLNEHHbIE CUCTEMbI YPaBneHVss HECKOMbKMX
opraHusauuiin ctpaHbl. Hanpumep, 28 deBpans rpynna ob6basuia
o B3nome O6beaNHEHHOrO MHCTUTYTa SAEPHbIX MCcneaoBaHunia. 3noy-
MbILLMTEHHVKY YTBEPXAau, HTO NONy4nn AOCTyn K CCnefoBaTenbCKymM
DOKYMeHTaM 1 XxapakTepucTmkam CBepXrnpoBoasLero Konnamngepa
NPOTOHOB U Tsixenbix oHOB (NICA) B Poccuu. Kpome 3Toro, XakTUBUCTbI
3a8BUIN O JOCTYNE K CACTEMaM KOHTPONA Konnangepa, HO gokasa-
TeNbCTB He NpeaocTaBuUIn.
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Puc. 3. Mpumep
GhostSec 06bsABNEHMNS O B3flOMe

applications for the NICA Booster control system

sis of NICA Buster injection
Jooster Vacuum System
uster thermometry
smetry of the Nuclotron (Lamberson magnet and adapter module
s15 of Nuclotron injection
bmetry of the right shoulder of the measurement period of the NI
ometry of the left shoulder of the measurement period of the Boo
Booster Magnetic Field Cycle
poster Current Transformer NICA
Fll!f}it of Buster NICA
brofiles of the NICA Booster on the first rectilinear gap
arametric Buster transformer
ooster Orbit Measurement

We now have Access to the NICA Booster control system's
Muclotron-based lon Collider facility

coming will be dumps of the Joint Institute for Nuclear Research

all based in Russia

|

#0pRussia #GhostSec ® 7715 756 PM

T

» RedBandits

NMpopoccuickre XxakTUBUCTbI, BCTYNMBLUNE B KOHPIVKT B peBpane
2022 ropa. OHW Benu akTUBHOCTbL B Twitter 0o TOro, Kak nx akkayHT 6bi
3abnokunposaH B pespane-mapTe. [pynna yTeepxpana, 4To coBepLumnna
ycnelwHble GULLNHIOBbIE aTak Ha MpaBUTenbCTBO YKpaunHbl 1 Mony-
4yuna gocTyn K AaHHbIM BHYTPEHHUX COBpaHnii, B HEKOTOPbIX CRy4Yasx
K anekTpoHHo nepenucke. Takxxe RedBandits 3aBnagenu oocTtyrnom
K IP-kamepam nonnumm n cucteme yrnpasneHus nogadein Boabl, BIpoYeMm,
nocnegHsas ataka 6binia 6bICTPO OOHapPYXeHa N OTpaXeHa.

ATakyroLme yTBEPXAANN, HTO OBHaPYXWAN ya3BUMOCTb B DDOS-nHCTpy-
MeHTe Liberator, ncnonbayemom ans agtoMatvsaLmm atak Ha poCCuii-
CKIMe OOMeHbI. YA3BMMOCTb NO3BOMSANa ynpasnsaTe 60THETOM ANs atak
Ha ntobble Lenu, B TOM Yucne B YKpanHe. B ntore, MHCTpyMeHT nNpekpaTunn
CBOE CyLleCTBOBaHMe.

Tak >xe B ny6nnyHom gocTyre 6bina onybnmkoBaHa nHbopMaLus, 4To
RedBandits Tak>xxe aTakoBasiy POCCUNCKYHO 3MEKTPOCETEBYHO KOMMaHUIO
«Poccetun LleHTp». 3n0yMbILWAEHHNKN BbITOXNAN B OTKPbITHIA AOCTYN
NCXOOHbIV KOA, NpUHaaexallnini opraHmn3auu.

GROUP-IB.RU OMABJIEHVE 1



TheRedBanditsRU

Hello again,

we have decided to leak one
of our country's largest
electricity distribution grid's
source code, Rosseti Centr.

we love our country, we love
the people inhabiting our
country, however, we hate
the people that are leading
this country to an
apocalypse state.

Xaknet Team

MNoynna nosasunack B depane 2022 roga NpennonoXnTenbHO Kak
pesynbtar atak Anonymous Ha Poccuto. B nHTepBbto Youtube-kaHany
Russian OSINT 3noyMmbILUNEHHVIKY 32BN, HTO OHV BO3POAUAV FPYNny,
nogasuslytocqa B 2007 rogy. Torga xaktmBmncTbl Xaknet atakosanu
npasuTenbcTBO [py3un. B 2022 rogy rpynna Havyana B3nambiBaTb CETU
YKPavHCKNX OpraHmnsaLni.

Viccneposatenn Mandiant npegnonaratoT, YTO 3/10YMbILUNEHHUKA MOTYT
6bITb CBA3aHbI C NMpaBUTENbCTBOM Poccuu, Tak kak Xaknet n ewe ose
rpynmnbl ony6nmnkoBan HECKONbKO yTevek B Telegram-kaHanax Yepes
HECKOJIbKO 4YacoB rnocne 1oro, kak APT28 sanycTtuna Barinep ans yHu4-
TOXEHWSA AaHHbIX B CETSX MpaBuTenbcTBa YKpaunHbl. BosamoxHo, Xaknet
Tak>Xe KOopAVHMpoBaia HECKOMbKO aTak BMecTe ¢ rpynnuposkon Killnet.

B ntoHe 2022 roga 3n10yMbILWNEHHNKW aTakoBay YKPauHCKUIA aHep-
retndyeckun xonauHr «fpynna OAT3K» v BbINOXNAN BHYTPEHHIOKO
nHdopmaLumro B cBoem Telegram-kaHane. NpynnupoBka Tak>Xe B3s1a
oTBeTCTBEeHHOCTb 3a DDoS-aTtakm Ha cucteMy KOPpPeKTUPOBKIN OrHSA
apTunnepun BCY nog HasBaHuem «Kponunsa».

O6e cTopoHbl Kprauca no 6onblen Yactn ncnonbsosanv DDoS-unH-
CTPYMEHTbI, MOMy4YEHHbIE B OTKPbLITOM JOCTyne nNnbo cosgaHHble camo-
cToaTenbHO. Hanpumep, npoykpavHckada rpynna Disbalancer pazpaboTtana

Puc. 4. Mpumep
3aaBneHns o6 atake



Liberator — nHcTpymeHT st DDoS-aTak, KOTOpbI 3abupaeT Lenm oT yrnpas-
NAKOLWEro cepBepa 1 3anyckaeT aTaky CO BCEX YCTPOWCTB, FOe OH 3anyLueH
(no cyTtn, 6oTHeT).

MISHBALANCGER &= ABOUT DESBALANCER

FOR

RUSSIAN
PROPAGANDA

HekoTopblie ykpaviHcKie 6orepbl peknamypoBani GaHHbIA UHCTPYMEHT
cpenv cBoeli ayautopum.

=  E3Youlube Q L3

I NEED YOUR HELP! How YOU can support Ukraine with ONE app (DISBALANCER)

BAET views - Ape 28, 2022 % 457 GF DISUKE ) SHARE L DOWNLOAD S CLIP T4 SAVE

CornacHo nccneposaHuto Avast, Liberator npu yctaHoBke cobupaeTt
VIMEeHa nonb3oBaTtesier 1 reonokaunto 1 oTnpasnseT 3Ty nHbopmaumno
rno npotokony HTTP Bo Bpemsa Havana atakn. OTcyTcTBME WINDPOBaAHNSA
MO0 NPUBECTMN K yTeyKe AaHHbIX BCeX Nnonb3oBarteneil, HO B KOHEYHOM
cyete rpynna RedBandits Banomana MHCTPYMeHT, 1 TOT MpekpaTun paborTy.

Mpopoccuiickme rpynnbl Tak>XXe MCMNonb30Balv NOXOXMe MeToAbl.
Hanpumep, npoekt DDOSIA, cBazaHHbii ¢ rpynnon Killnet, npegnaran
rMonb3oBaTeNnsiM NMpur3bl 3a OTNPaBKy HanbobLUEro KONMYeCcTBa 3arnpocoB
B xoae DDoS-atak ¢ ncnonb3oBaHNEM MHCTPYMEHTA.

GROUP-IB.RU

Puc. 5. CKpUHLWOT neHguHra
Disbalancer

Puc. 6. CKpNHLLOT peknaMHOro
ponvika 6norepa
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DDesla Project

For m NoMame057(16

i Kampage!, XOpOLUAR HOBOCTL ANA Bac!

Nocne obHOBIEHAR KRAMEHTD N CTATHCTRA MLl MOTOBN ELE pa3
BOIHAMPALATL AMASPoE TONE camuix MowHEn: BD0S-Boduse l

& Npuzoeoi SoHA MO HAKTY YENBLHLLY ATaK:
3a1-3 mecra

- 80 000 B33 1 MeCTS

- 20 000 g 33 3 mecTo
OA4Ta B KPANTORA/RITE M0 KYDCY HA AEHE BeiNNaTel,

€4 no 10 mecra - 50 000 p. AENATEA NPOMORUMTHIALHD COTAJCHD
MOAMUSETEY YENLLHEIE ATaK

WTaK - CIMCoK Al SoAWoe:
& 06434 634 691 399 atax

& DoctorZeron - 242 598 326 aTak
@ STRI- 117 144321 ara

* Kamrady, good news for you! After updating the client and
statistics, we are ready to once again reward the top leaders of the
mast powerful DDoS fighters ¥

@ Prize fund on the fact of successful attacks:
For 1-3 places:
- BO 000 rubles for 1 place
50 000 rubdles for 2nd place
- 20 004 rubles for 3rd place
Payment in cryptocurrency at the exchange rate on the day of
payment
From 4th 1o 10th pla 50 000 p. are divided proportionally
ording to the number ul attacks.
S0 - a list of our figh

p 06434 - 636 6597 399 allacks
DoctorZeron - 242 598
% STRIJ-217 144 321 att

Bce paccmoTpeHHble rpynnbl MLLYT HOBbIX y4acTHMKOB B Telegram n Twitter,
a Tak>Xke nybnumkyroT TaM cBou obpalleHuns. Hekotopblie N3 HUX NCMONb-
3yHOT 3TW NnaTdopMbl A5 KOOpAMHaLMn atak, Hanpuvep, Telegram-kaHan
IT Army of Ukraine. NocnegHue paxe co3gann obununanbHbIA CaiT, rae
MOXHO HaT! nHopmaL Mo 06 yctaHoBke DDoS-60Ta Ha NNYHbIX YCTPON-
ctBax. Kpome atoro, monb3oBarenu MOryT nogenmTbcs 4OCTYNOM K CBOVM
VPS-cepBepam a5 Ncrnonb30oBaHNA B aTakax.

Install tools

netall toals 1o VPS If you ean

o We applied automatization to our tools 1o get new or updated targets without your actions.

That's why we are asking to use recommended tools to synchronize our attacks.

Yo rmoee] i poeedie creddertiaks For Yo s via SonBgLEEY 18, Cemnd shovkd be
fret i

A LTS I pavireor ]
Then B2 of yous servars {1 seress - | ] mein st (rardom rama], utsrmame

At o 1o o SN T Pl 0 € B

Create a new command

Puc. 7. Mpumep
o6bsABNEHNA O Npu3e

Puc. 8. CkpunHwWoT canta
rpynnuposku IT Army of Ukraine

Check complete commands block and

+ Select your tool

2 + Change parameters if needed
» Chek "Create command™

Created commands will be copsed 1o your eipbaard and wou just nead 1o paste it 1o the terminal.

CREATING SERVERS.CSV FILE

1rme i rest groal, 1 kS (ert], e

C obeunx CTOPOH MOANTNYECKN MOTUBUPOBAHHbIE FPyMnbl y6exaaroT
06bIYHbIX NONb30BaTeNen yCTaHOBUTb BpegoHocHoe MO Ha CBOMX NYHbIX
KOMMbloTEpax UM cepBepax, He 3aboTacb 06 nx 6esonacHocTu. Takue
0EeNCTBUSA HexXenaTenbHbl Kak Af9 caMyx nonb3oBaTenein, Tak n gns
XOCTWHIrOB, KOTOPbIE JOMKHbI 610KMPOBaTb 3Ty aKTUBHOCTb.

GROUP-IB.RU

Guto comphete commands block

Puc. 9. CkpuHLWwoT canta
rpynnupoBku IT Army of Ukraine

OMABJIEHVE 1
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OCHOBHbIMIN LenaAMy rpynnpoBOK, YHaCTBYHOLWMX B KOHPINKTE MeXay
Poccunein n YkpanHon, agnatotca 6aHKu, GrHaHCOBbIE KOMMaHU, KpUTK-
yeckas NHGpacTpyKTypa B BUAE MNPOMbILLAEHHbIX 1 MPaBUTENbCTBEHHbIX
opraHusauuii.

AKTNBHOCTb Kn6epnpecTynHNKOB

MaccoBble YTe4dKn AaHHbIX

3a nepuopg H2 2020 - H1 2021 6b1no onybnukoBaHo 708 6a3 gaHHbIX
pasnMyHbIX canToB N KoMmnaHun. 13 Hux tonbko 30 6a3 OTHOCKUNOCH
K POCCUWCKM calTam 1 KoOMMaHusam, 4To coctaBnseTt 4,24% o1 obuiero
yncna yTevyek Bo BCeM Mupe 3a npownbiv nepuog. B H2 2021 - H1 2022
6bina onybnukoBaHa 1 421 6a3a faHHbIX Pas3vyHbIX CaiTOB 11 KOMMaHWIA.
N3 Hnx 141 6a3a oTHOCKNACh K POCCUNCKUM caviTaM 1 KOMMaHusaM, YTo
y>e cocTanseT 9,92% oT o6Lero KonmyecTsa ytedek B Mmpe. Ha rpaduke
HV>XXe NMpeacTaBieHbl POCT KonnyecTBa 6a3 gaHHbIX 3a Nepuogbl 1 oons
poccumcknx 6as.

1421

708

CooTHolweHne nybnnkaumin poccumcknx 6as gaHHbIx K nyénukausam 6as
BCEro MeXayHapoaoHOro cektopa BO3pocho B ABa pasa (¢ 4,24% 0o 9,92%).
Camo >e Konm4ecTBo onyBNMKOBaHHbIX POCCUNCKMNX 6a3 BbIPOCO NOYTH
B NATb pas (c 30 mo 141).

GROUP-IB.RU

Puc. 10. PocT vncna 6a3 gaHHbIX
3a nepuvopg, 1 4ons poccumnckmnx 6as

OMABJIEHVE 1
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3a npownbin nepuog 6b110 ckoMmrnpomMmeTnpoBaHo 24 098 702 cTpokK Nosb-
30BaTeNIbCKUX AaHHbIX. 3a TEKYLLWIA Nepnog, YACIO CTPOK CKOMMPOMETU-
poBaHHbIX faHHbIx cocTtaBuno 970 452 361. Ha rpaduke HuXKe NnpuBeaeHoO
BMN3yaslbHOE CpaBHEHME 3TUX nokasaTenein.

970 452 361

24 098702

1+3,92.99%

Konn4yectBo ckOMMNpPOMETNPOBaHHbIX CTPOK MOSb30BaTENbCKNX OaHHbIX
13 poccuiickmnx 6as Boipocno B 40 pas (unu Ha 3926,99%). Cnenyet coenatb
oroBopKy, 4To noyTt 823 000 000 cTpoK OTHOCATCS K GEBPAIbCKON yTeuke
6a3bl JaHHbIX poccuinckon cnyxo6bl goctaBk CAIK. Ho paxe 6e3 yyeTta
CTPOK 13 Hee, KONNYEeCTBO CKOMMPOMETNPOBAaHHbIX JaHHbIX 6yOeT BHYLLN-
TenbHbIM — 147 500 236 cTpok, 4TO B WecTb pas 6onblue (1 Ha 512,06%)
B CpaBHEHWM C MpoLUibiM NepriogoM. MHOroKpaTHbI POCT Bbi3BaH TEKYLLIM
MWPOBbIM KPV3NCOM 1 MOBbILLEHNEM NHTEPECA XaKepoB K Nybnmnkaunsam
6a3 gaHHbIX, B 0COB6eHHOCTU 6a3 pOCCUNCKX KOMMNaHui 1 cantoB. Pag,
310y MbILLNEHHVKOB MpecnenyeT B NogobHbIX Ny6nnkaunsax geHeXHbI
MHTepec, HO NnogaBnstoLlee 60bLUMHCTBO XO4YET HAHECTW penyTaLMOHHbIN
NN 3KOHOMMYeCcKni yuep® Kak 6UsHecCy, Tak 1 CTpaHe B LLes1oM.

Packon cpeaun xakepckux rpynn

B deBpane 2022 roga pykoBOAUTENW OOHOW N3 CaMbIX KPYMHbIX U YCELLHbIX
rpynn Beimoratenen Conti ny6nnyHo nogaepkanv pOCCUNCKYH CTOPOHY
B KOHONkTe Poccum n YkpaunHbl, 4TO MPUBENO K MOEONTOrNMYeCKOMY
packony B komaHge. OgvH 13 y4acTHVKOB rpyrnbl Ony6nKoBan COTHM
JSON-dannoB BHyTpeHHel nepenvckn Conti. Im >e 6binv ony6nmkoBaHbl
nepenucku rpynnbl Trickbot, cBazaHHom ¢ Conti. 9To NprBeNo K TOMY, 4TO
n Conti, n Trickbot npekpaTtnnun cyLecTBoBaHe B CBOEM MPEXHEM BUAE.

GROUP-IB.RU

Puc. 11. PocT 4yucna
CKOMMPOMETUPOBaHHbIX
CTPOK B AViHaMuKe
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LLINOPOBASBLLNKA
OCTAKOTCS MMTABHOWA
YrPO30W O/
NHAYCTPUN

MABA 1. TNTABHbIE YITPOS3bI HI-TECH CRIME TRENDS 2022/2023

Moyt 10 neT Ha3apj NpounaoLuna ataka C MCNosib30BaHVIEM NPOrpamMMbl-Bbl-
moratens Cryptolocker. NonynspHocTb atoro BINO 3anoxwuna ocHoBbI
onsa dopMupoBaHns NMHAYCTPUN WNPPOBasbLL/KOB B TOM BUAE, B KAKOM
Mbl ee 3HaeM cervac. C Tex nop onepartopsb! WdpPOBabLL/IKOB BbIPOCN
13 He6ObLUMX MPYMM XakepoB [0 Lienblix Koprnopauuli (nogpobHee 06 aTom
B Hawewm oTyeTe «[1porpammbi-sbimoratenn 2021/2022»).

NHoycTpusa wndpoBanblMKOB NpoaofixaeT cTabuibHO pacTtn, B TOM
ymcne 3a cyeT napTHepckux nporpavmm. B H2 2021 - H1 2022 xakepsbl
exegHeBHO Ny6nvKoBany gaHHble BOCbMU KOMnaHun. Ewe 6onblue atak
OCTannCb He3aMeYeHHbIMU, MOCKObKY XXePTBbI 3annatunu Beikymn. Bce ato
JenaeTt onepaTopos WirdpoBasblWMKOB FMaBHOM Yrpo30i A9 KOMMaHnn
Mo BCEMY MUPY.

AHanms atak nporpamm-
BbiMOrartesienn Ha OCHOBE
OAaHHbIX KOMMaHWMA,
ony6nukoBaHHbIX Ha DLS

MNpynnbl Snatch n Maze ctanu nepBbiMuK, KTO NpuiMeHun TexHrky Double
Extortion. OHa nogpasymeBaeT 1 wWndpoBaHMe faHHbIX aTaKOBaHHOM
KoMnaHwuu, n nx nyénukaumno Ha DLS. CerogHsa wundpoBanblmky Yalle
Ny6nnKyoT HEBOMbLUYHO MEePBUYHYO MOPLMIO AaHHbIX, YTOObl 0603HaYNTb
MacLiTab ataku, 1 0693yroTCH yaannTb NX nocne onnatbl Bbikyna. OgHako
VHOrpa CChlfikn, KOTOPble BeAYyT Ha CKOMMPOMETUPOBaHHbIe dalifibl, Haxo-
OALMecs Ha opyrx cepeepax 3/10yMblLUIEHHNKOB, OCTaOTCA AOCTYMHbIMU.

OpHol 13 xapakTepHbIX YePT pa3BUTUS pbiHKa RaaS aBnsaetcsa yBennyeHve
3anpalumBaeMbIX BbiKynoB. Ecnu ele HegaBHO CyMMbl B COTHU ThiCAY
[0NNapoB Kasanucb yausuTenbHbiMU, TO B H2 2021 - H1 2022 pasmepesbl
BblKYMOB CTann NCHYUCNATbCA AeCAaTKaMy MUANMOHOB OONNapoB. Tak,
B utone 2021 ropa, npectynHasa rpynna Hive atakoBana HemeLkyto ceTb
MarasnHOB 3MEKTPOHUKN 1 6biIToBOM TexHKN Media Markt v notpeboBana
Bbikyr B $240 mnH.


https://www.group-ib.ru/resources/research-hub/ransomware-2022/

CornacHo npownorogHemy ot4yety Group-IB «Hi-Tech Crime Trends

2021/2022. Yrpoza N21: Knu6epumnepus windpoBanblumkoB», B Nepunog,

H2 2020 - H1 2021 nosiBunock 28 HoBbIx cepBuca DLS.

44

Kak BngHo ns rpadurka, Konn4ecTteso akTUBHbIX cepBumncoB Dedicated
Leaks Sites onsa ny6nnkaumm Bbirpy>kaeMbix AaHHbIX 13 3aUndpoBaHHbIX
ceTeln xepT. Bblpocno Ha 57% (c 28 oo 44) 3a nepuiog H2 2021 - H1 2022
no cpasHeHuto ¢ H2 2020 - H1 2021.

Mpadunk HYXe nMokasbiBaeT, B KaKOM Mopsake rpynmnbl onepaTtopos
nporpamMmmM-BbiMoraTenein ctanm ncrnonbsosate DLS gna ny6énukauun
OaHHbIX.

GROUP-IB.RU

Puc. 12. PocT yncna akTUBHbIX
cepsucoB Dedicated Leaks Sites

OMABJIEHVE 1
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https://www.group-ib.ru/resources/research-hub/htct-2021-corporansom/
https://www.group-ib.ru/resources/research-hub/htct-2021-corporansom/

HazBaHve

Team Snatch
MAZE

PYSA

Lorenz

Cuba
NetWalker
DoppelPaymer
NEMTY
Sekhmet
Blactor
Nefilim

REvil

AKO

Ragnar Locker
SunCrypt
Darkside
Clop

Conti
Avaddon
Lockbit
Mount Locker
Egregor
Ranzy Locker
Pay2key
RansomEXX
Everest
Ragnarok
Babuk v.1
Astroteam
LV
Prometheus
El_Cometa
Marketo
XingTeam
BlackCat
N3twOrm
VFO

Vice Society
Grief
Payload

Puc. 13. icnonb3oBaHue
DLS pns ny6nukaunm gaHHbIX

2019 2020 2021 2022



2019
HazBaHue

Babuk v.2
Hive

Avos Locker
Quantum
Haron
Lock_data
Hotarus
Black Matter
BlackByte v.1
Groove
Karma Leaks
CoomingProject
Darkrypt
Bonaci group
Atom Silo
BlackByte v.2
Spook
Moses Staff
Midas
54bb47h
Robinhood
Rook
Entropy
Night Sky
Karakurt
N4ughtySec
Pandora
BlackShadow
Kelvin
Industrial Spa
Mindware
Ransomhouse
Onyx

Black Basta
Revil2

Axxes

Yanlu

2020

Ha ¢oHe nmocTosiHHOro pocTta 4ymncna cepeucoB DLS nybnukyeTtcs Bce
60rblUe AaHHbIX KOMMaHWM, CTaBLUVIX XXepTBaMy NporpamMM-BbiMoraTenen.

2021 2022



Puc. 14. KonnyecTtBo
ony6nmMKoBaHHbIX JaHHbIX
KOMMaH1I no KBapTanam

881

705

683

643 657

617

570
501

176
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3a H22021 - H1 2022 Ha DLS 6binu BbicTaBneHbl gaHHble 2 886 KoMMaHWIA.
PocT k npenbioyemy nepuony coctaBun 22%. Ecnn 3arnsaHyTb panblue,

Mbl yBraMM 41o B H2 2020 - H1 2021 yncno ony6mnmkKoBaHHbIX AaHHbIX Puc. 15. PocT uncna

komnaHun ysenun4ymnochk Ha 935%. To ecTb pbiHOK RaaS yxe npowen dasy OMYBANKOBAHHBIX AAHHbIX
6ypHOro pocTta 1 Ha4yMmHaeT CTabunn3npoBaTbCS. 3a H2 2020 - H1 2021
2886

2371

229

™+935%




Cneunanuctbl Group-IB o6Hapy>xunn 58 cepBuncoB DLS, Ha KOTOpPbIX
ny6nrKoBanncb AaHHble XepTB KubepsbiMmoraTenei. [prBeaeHHbIN HXe
rpaduk nokasbiBaeT, 4TO Hanbonee akTUBHbIMY rpynnamMu wndpoBasb-
wmkos B nepumog H2 2021 - H1 2022 6einn Lockbit, Conti n Hive. B cymme
oHV onybnukoBanun 6onee 50% gaHHbIX KOMMAHUN.

AKTnBHbIE rpynnbl WNpoBanbLINKOB

| Lockbit 889
| Conti 420
| Hive 146
BlackCat 120
PYSA 119
Avos Locker VS H2 2021
Grief 77
Vice Society 76 Hl 2022
Clop 70
BlackByte 65
LV 48
Cuba 47
Opyrve 730

CeBepHasa AMepurika 6bina Hanbonee 4acTo aTakyeMbIM PETVMIOHOM B TEYEHNE
paccmatpuBaemoro nepuoga. B obuwen cnoxxHoct 50% rnobanbHbix aTak
WwndpoBanbLNKOB 6bIN0 CoOBEPLUEHO Ha KoMnaHum B CeBepHoi Ameprike
B nepuopn H2 2021 - H1 2022.

XKepTBbl WnNdpPoBaNbLLNKOB MO pernoHam

CesepHas AMmepuika 1433
EBpona 852
ATP 322
+ + MEA 150
NaTtuHckasa Amepuka 123

GROUP-IB.RU OMABJIEHVE 1



MaBHOW Lenbto KnbepBbIMOraTenen no-npPexHeMy OCTatoTCA KOMMaHny
n3 CLUA. B H2 2021 - H1 2022 Ha a1y cTpaHy npuwnocb 43% aTak.

XKepTBbl WNPPOBANbLWNKOB MO CTPaHaM

CunbHee Bcero ot OeNCTBUM ONeEPaTopOB WP POoBasbLLMKOB NOCTpananm
NPON3BOACTBO N HEOBVMXMMOCTb. Ha 3T cdepbl npuwnock 6onee 20%
aTak KmbepsbiMorarenemn.

A [pOMbILLNIEHHOCTb

& HeaBMXMOCTb

2 [lpodeccmoHanbHble yCryrin
= TpaHcnopT

e OyHaHCOBbIE yCnyri

*» 30paBooxpaHeHne

a AT

» ObpasoBaHue

* [paBUTENLCTBO 1 BOEHHbIE
# MpoayKTbl AINTaHUSA U HANUTKN
* Kommepumsa v LWonmHr

2 Hayka

= [NloTpebuTtenbckre ToBaps.l

1 DHepreTumka

@ O6opynosaHue

GROUP-IB.RU

= CWA

== lepmaHusa

212 BennkobputaHusa
I+l KaHapa

I VTtanns

1 § ®paHumsa

= VicnaHunga

&l AscTpanus

=3 bpasvnusa
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1237
147
138
128
124
115

67
55
47

295
201
226
224
181
144
120
116
105
104
101

97

83

80

58
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# AODMUHUNCTPAaTUBHbIE YCYT1
+ Typusm

= Mepwna

o BbITOBas anekTpoHmnkKa

+ Opexpa

» [10

W TenekoMMyHMKaLnm

= [laHHblEe N aHaNMTMKa

= [MpnpogHble pecypcChbl

# CenbcKoe X035MCTBO

8 MapkeTunHr

o Peknama

¢ besonacHOCTb

~ Cnopt

~ KpegntoBaHne n MHBECTULLN
» NIHTepHeT-cepBUChI

s IBeHT-mHAyCTpuns

# BnotexHonorum

= Coumnym 1 obpas XnN3Hu

u KOHTEHT 1 nsgartenbckasa HAYCTPUS
« OwnzanH

Vrpoeas nHoyctpus

o MobunbHasa nHayCcTpus

¢ Mysbika

v DKonorunyeckas HxeHepus
# [MpunoxeHus

= [MnaTexn

~ Putenn

« YcTom4mBoe passutme
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Asunarcko-TuxookeaHckuii pervioH (ATP)

3a nepwuog H2 2021 - H1 2022 6bino coBepweHo 322 aTakm B pervoHe
ATP, ybn gaHHble BbiknagbiBanuck Ha DLS, 4yto cocTtaBnaeT 11% ot obLero
yrcna aTak.

Hanbonee nocTtpagaBLLMMy CTpaHaMM OT 3TUX aTak ABNstoTCcs ABCcTpanus
(17% cpenn atak B pernoHe ATP), NHausa (12%) n Kutain (11%).

& AscTpanus 55
= Nnpna 38
Kwntan 37
e dnoHus 31
== TannaHp, 27
Bl TaliBaHb 23
3 TlOHKOHI 20
== IHpoHe3uns 17
= CyHranyp 17
2= Manainsusa 14

&Ml Hosas 3enaHgus

9
@ KOxHasa Kopes 8
BbeTHam 7

6

= ONUNMUHbI

HanbBonee akTuBHbiMY rpynnamMiu B pervioHe 6o Lockbit (41%), Conti
(7%), Hive (6%).

| Lockbit 131
| Conti 24
| Hive 20
Lv 14
BlackCat 13

Midas 10 H2 2021
H12022

BlackByte
CoomingProject
Vice Society
Kelvin

®OloININI I

Quantum
Opyrue 68

GROUP-IB.RU OMABJIEHVE 1



EBponeinckunin pervoH

3a nepuopg H2 2021 - H1 2022 6bino coBeplieHo 852 aTtakm B EBponein-
CKOM PEervoHe, Yb gaHHble BbiknaabiBanucb Ha DLS, yto coctaBnsaet 30%
oT 06LLero 4yncna atak.

Hanbonee noctpagaBwmmMmy CTpaHamum OT 3TUX aTak sBnsatoTcs FfepmaHus
(17% cpenn atak B EBponeiickom pernoHe), BennkobputaHus (16%)

n Ntanus (15%).

HanbBonee akTuBHbIMY FpynnamMin B pernoHe 6binv Lockbit (34%), Conti

(16%), Hive (4%).

| Lockbit

| Conti

| Hive
Grief
Vice Society
BlackCat
PYSA
Everest
Black Basta
BlackByte
CoomingProject
Industrial Spa
Opyrue

GROUP-IB.RU

293
139
38
37
36
32
27
23
21
16
12
12
166

== lepmaHusa

22 BennkobputaHusa
I I Ntanus

1 1 ®paHuns

Z NcnaHus

3 LBeruapus
— Hunpgepnangbl
— ABcTpus

Bl benbrus

I= Weeunsa

== [aHunsa

== [lOnblia
MopTtyranus
&= Hopseruns

H2 2021
H1 2022
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BnnxxHun Boctok n Adppuka

3a nepuopg H2 2021 - H1 2022 6bino coBeplieHo 150 atak Ha BnvkHem
BocTtoke n Adppuke, 4to cocTtaBnsaeT 5% oT o6Lero 4mcna artak.

Hanbonee nocrtpagaBwunmMy cTpaHamm oT 9TUX aTak saBnsatoTcs spannb
(16% cpean aTtak Ha BavxxHem BocTtoke n B Adppuke), KOAP (14%) n Typuwus
(10%).

N
w

= Wspannb

= OxxHasa Adpuka

= Typuns

= OA3

=3 CaypnoBckas Apasus

=N
e

=
N b

= Kysent
— JluBaH
— Ervnert
= WpaH
= Vpak

H Katap
Bl Mapokko
MakunctaH

N W wh phboo © o

AHrona

Haun6onee aktnBHbIMY rpyrnnamu B pervioHe 6binv Lockbit (37%), Moses
Staff (12%), Conti (4%).

| Lockbit

| Moses Staff

| Conti
CoomingProject
PYSA
Avos Locker

= O
NN

Axxes
Hive
BlackCat
LV

Midas
54bb47h
Opyrre
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CeBepHasa Amepuka

3a nepuop H2 2021 - H1 2022 6bino coBeplueHo 1433 ataku B CeBepHoi
Amepuike, 4To cocTaBnseT 50% oT obLero 4ncna atak.

Hanbonee nocrtpagaBlnmy CTpaHamu oT aTux atak asnatorca CLUA (86%
cpenn atak B CesepHoinn Amepuke), KaHaga (9%) n Mekcuka (2%).

CLUA 1237
I+l KaHapga 128
I-1 Mekcuka

w
harg

[y
D

Il Bap6apoc

= KocTta-Puka

=" MaHama

22 JomuHunkaHckas Pecn.
= CanbBagop

EH ManTn

== Hwkaparya

B Barambl

@A KaimaHoBbI OCTpoOBa
== loHpypac

P4 fAmaika

H E H FHE FENMNDNDDNDDNDON

CeHT-Knte n Hesunc

HanbBonee aktuBHbiMU rpynnamviu B pervioHe 6bin Lockbit (25%), Conti
(17%), PYSA (6%).

| Lockbit 362
| Conti 244
| PYSA 79

Hive 73

BlackCat 67

Avos Locker 58 H2 2021
Clop 0 H1l 2022

Grief 85
BlackByte 34
Cuba S8
Marketo 28
Quantum 27
Opyrue 888

GROUP-IB.RU OMABJIEHVE 1



JlatnHckas Amepuka

3a nepuog H2 2021 - H1 2022 6b1no coBeplueHo 123 aTtaku B pervioHe

JTatnHckon Amepuku, 4To cocTaBnsaeT 4% oT obLLero 4yucna aTak.

Hanbonee noctpagaBwmMmMy CTpaHamu OT 3TUX aTak sBnsatoTcs bpasnnusa
(39% cpenun atak B pernoHe JflatuHckoih Amepuku), ApreHTuHa (17%)

v MNepy (14%).

Hanb6onee akTuBHbIMK rpyrnnamviu B pervoHe 6bin Lockbit (38%), Hive

(8%), Vice Society (8%).

| Lockbit

| Hive

| Vice Society
Conti
BlackByte
Everest
Hotarus
LV
CoomingProject
Prometheus
PYSA
Atom Silo
Opyrve

GROUP-IB.RU
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& bpasvnusa
ApreHTrHa

10 Mepy

= Konyméuns

=i OKBAOP

B Yinin

mm BeHecyana

= bonusus

== Ypyrean

H2 2021
H1 2022
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My6nunyHblie NapTHEPCKne
nporpamMmmbl

MonynapHOCTb NAaPTHEPCKUX MPOrpamMM BeiIMOraTeneil Mpoaoxumna pacTu
B H2 2021 - H1 2022. OnepaTtopbl WndpoBanblMKOB akTUBHO Habupann
YYacCTHUKOB s pacnpocTpaHeHus BINO Ha aHaerpayHaHbIX dopymax.

CambIMy BOCTpeB6oBaHHbIMU OKasasIMChb CNeLanncTbl Mo TECTMPOBaHMIO
Ha NMPOHNKHOBEHVE, XOTS B MOCNefHNe roabl NPecTyrnHble rPpynnbl NHTe-
pecytoTcs 1 6onee y3KMY crieumanbHOCTAMU: 6pokepamm 4OCTYMNOB,
criaMepamu, ornepaTopamMmiu A1 COBEPLUEHSI 3BOHKOB XepTBaM.

BCTpe‘-IaI-OTCFl n 6onee CI'IeLI,I/Id)VI‘-IHbIe obbaBneHns onsa NneHTecTepoB.
Hanpmmep, 3MTOYMbIWNEHHUKN NLLYT cneunanncToB No noBbIlWWEHWIO NMpuBn-
nerun, ceTeBblix agMHUNCTPAaTopPOB AN1A 6onee ycnewHOoro npoasr>xeHms
Mo ceTdaM B Xo4e nocTakcnnyataunnm n Tak ganee.

3a nepuopg H2 2021 - H1 2022 cneumnanuctbl Group-IB o6HapyXxunnm
20 HOBbIX NYyBANYHbIX MAapPTHEPCKMX MporpamMmm RaaS, o6cyxpgaemMblix
Ha KnbepnpecTyrnHbiXx GopymMax. OTO Ha OgHY MPOorpamMmy MeHbLUe, YeMm
B NpoLwnbiv mepurog. B 4ncno HoBbIx nonann o6bsaBneHNs OT N3BECTHbIX
wioposansumkos Hive, Luna, ALPHV, Yanluowang, Lockbit v2/v3 1 Avos.

Hosble MMM Crapeble NN 3BakpsbiTble MM
ALPHV Crylock Babuk

Avos Lockbit Conti

Hive RTM Makop

Luna Zeppelin Nemty
Yanluowang — NetWalker

— — Phobos

— — REvil

— — Snatch

GROUP-IB.RU
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RaaS 2021 - 2022

Lockbit v.2 Avos Sorrow Locker Yanluowang

Lockbit v.2 AvoslLocker sorrow yanluowang
Paradise Wasp Locker Swan777 Locker Monster
rlz wasp Swan777 MNSTR

Greymatter Locker No Mercy
greymatter Alexander_Levi69
o0 O OO0 D
Caodabi Locker ALPHV Luna
caodabi ransom misteryghost
-/- Andropov Caishen2844 Locker
fastPrisoner gustavedore caishen2844
Hive Login Locker Steel
kkk Login Blacksmith_R

1— Odata 2 — ®opym 3 —Ums 4 — HukHenm

B H2 2021 - H1 2022 3akpbinncb napTHepckune nporpavmsl Babuk, Conti,
Makop, Nemty, NetWalker, Phobos, REvil n Snatch. [Mpwn aTom rpynnbi
Phobos, Snatch, Makop n REvVil2 npogonxxatoT CBOIO OEATENbHOCTD.
OcTanbHble WbpPoOBanbLUVIKA MPEKPaTUIN CyLLEeCTBOBaHME NN COBEP-
wunu pebpeHanHr.

KntoueBble papkBeb-dpopymsbl, Bktodas Exploit n XSS, sanpetunu ny6nu-
Kauwnro ob6bsaBAeHnn ot kKmbepsbiMmoraTeneii. [loatomy ¢ nrona 2021 roga
6onbluas YacTb TakMX OO BABNEHNN cTana NosaBAATbLCA Ha HOBOM dopyMe
RAMP, KoTopbIl cneumannsnpyeTcs Ha wimndpoBanbLiKax.

Yucno ob6bsaBneHnn kKnbepsbiMorarenem
no ¢opymam

| RAMP 12 H2 2021

| xss
Blackbiz
Dedicatet
Raidforums

[ SO R N

Rutor
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LLIN®POBASBLLMKIN OCTAKOTCA MABHOW YITPO30W A1 BCEX HOYCTPUIA

YacTb napTHepPCKMX nporpamm nepectana obiTb Ny6ANYHOW, 310y MbILLNEH-
HVKN Havyany OCTaBNATb CKPbITble 06bABNeHUA. Hanpumep, 06baBneHns
O rnoucke neHtecTtepos co 3HaHusMu Cobalt Strike 1 Metasploit, ymeHnem
paboTaTtb ¢ 63Kkanamu, TEHEBbIMY KOMUAMU 1 APYFMMY HEABYCMbICIEHHbIMU
3HaAHUAMU VI HaBbIKaMWU.

WLy ONBITHOM NAPTHERA [NA PAGOTEI 0 CETAN KOMMAHWI,
BameH oneiT:
- Cobaltstike, MSF, Impacket, proxychains, Wnd niobod ApyroR thpefMmecps.
FASTPRISONER - MogHATIAE NPAB, NONYYEHWEHAXDKAEHWE KDE0E A, NOWCK TPACTOR, A1
Citlt Goed - Bloodhound, monck 1 Haxowgenwe nogceted, Gexancs (nas, gnap, cloud etc)
m - MIHCTRYMEHTS 4NA AaMNa NACcCOB ¢ NOKANbHLIX KIMEHTOB W BCEX BEPCH Dpay3epos BKNICHMAR kednorrep KT
NMonHas NPO3IPAYHOETE, CTABKNLHLIA DHNARH W NOZMTHEHARN PABoTa & XOPOLWKM %6 rapasTHpoBaHk!

] Jan 14, 2020
1us
63
0138 Haw Kot noEuT Tonsko Koponeecske KpeseTiy, NoGCTepos M yepHyko wepy! Donod AOLWWPAK!

[ENG]

Locking Redteam operatives to perform post exploitation:

Important Experience required.

- Cobaltstike, MSF, Impacket, proxychains, or any other framework to work inside Active Directory Network
- Raising rights, obtaining / finding credentials DA (Domain Admin), trusts, DC's{Data Centers) etc

- Bloodhound, search and find subnets, backups (nas, gnap, cloud etc)

- Redteam Tools for dumping passwords from local clients and all browser versions + keylogger, etc.

Full transparency, stable online and positive work with good % is guaranteed!

Qur Cat only loves King craBs, Lobsters and caviaR! Cheap food - LMAO

B nepnopg H2 2021 - H1 2022 cneunanunctsl Group-I1B o6Hapyxunn 6onee
20 o6BbABNEHNI O NoviCKe MapTHEPOB, MogpasyMeBatox paboTy C Wndpo-
BanbLlmkamm. C y4eToM Takmnx HenyoBnn4yHbIX NpeanoxXeHnii obuee Yncno
HOBbIX MAPTHEPCKUX MporpamMm Bblpocsio 6oree 4Yem B ABa pasa.

MHorumne komaHgbl WNGPOBanbLMNKOB BOBCE HE MYyBNNKYHOT 06bABIEHW
O Moucke NMapTHEPOB, OHM CaM CBA3bIBAOTCS C UHTEPECHBLIMU MOMb30-
BaTensamMm Ha dopymax Unam npruBaTHo. HekoTopble KOMaHObl MePEXOasT
N3 OOHOW MapTHEPCKOW nporpamMmsl B gpyryto. Hanpumep, 6narogaps
BblJTOXEHHbIM B dpeBpane 2022 pokymeHTam Conti, cTano nsBecTHO,
yTo B 1tone 2021 rpynna xoTena npucoennHnTb K cebe Lenyto KomaHgy
neHTecTepoB Crylock, korga y Tex Ha4yanncb BHYTPEHHVE pasHornacus.

GROUP-IB.RU

Puc. 16. NMpumep o6bsiBneHns
O MONCKe NeHTecTepoB
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LUINOPOBANBLUMKW OCTAKOTCA MABHOW YIPO30W ONA BCEX HAOYCTPUN

O630p TaKTUK, TEXHNK 1N Npoueayp
B aTakax C ncnonb3oBaHMeEM
rnporpamMmm-BbimMoraresnem

ViHoycTpus wndpoBanbLlMKOB HE CTOUT Ha MecTe. 3M10yMbILUNEHHUKN
MpPoOoXKatkoT NCMOMb30BaTh Kak cTapble 1 MokasaBlne CBo 3bdpeKkTuB-
HOCTb MeToAbl, Tak 1 HOBbIE.

* B cdepy wndppoBanblMKOB MO-MNPEXHEMY MOryT NnonacTb gaxe
HeoMbITHbIE 3NOYMbILWNEHHNKN. DTO CTano BO3MOXHbIM 6narogaps
Mopaenu RaaS, B pamkax KOTOPOI y4aCTHUKIN MOMb3YOTCA KACTOMHbIMU
VIHCTPYMEHTaMy N3BneYeHns gaHHbIX, YTO MakCrMasibHO ynpoLlaeT 3ToT
npouecc. Kpome Toro, y4acTHUKN NapTHEPCKUX MporpamMm Hepeako
rMoKynaroT AOCTYMbl HAa aHAerpayHAHOM pPbIHKE.

e /I3 HOBbIX TEHOEHLIN MOXHO BbIAENNTb 3KCMyaTaLmnto YS3BUMOCTEN
HyneBoro aHs onepaTtopamm WwWindpoBanblUvkoB. Hanpumep, napTHepbl
REvil ncnonbsoBanmn aTn yasBMMocCTu gnisa ataku Ha knneHToB Kaseya.

e Ewe ogHOM HOBMHKOW ABASETCS KOMMPOMETaLMNSA LEenoyYk NocTaBoK
ONS NonyYeHns gocTyna K LeNoMy psagy XepTB. DTy TakTUKy MpUMeHsna
npectynHasa rpynna DarkSide.

e MHoOrme y4aCTHUKIM NapTHEPCKNX MPOorpamMm LWindpoBanbLMKOB aKTUBHO
NPVIMEHsN Tak HadblBaeMble TexHuikuy Living off the Land (LotL), To ecTb
1CNoNb30oBanun 418 aTak YCTaHOBEHHbIE Ha YCTPONCTBAaX XEePTB YTUANTbI
N NErmTUMHbBIE MHCTPYMEHTbI. HEKOTOpbIE 310YMBbILLAEHHUKIN AaXe
oTKasanncCb OT LWNPPOBabLLMKOB B NOAb3Y NErMTUMHOIO MHCTPYMEHTA
BitLocker.

* B 10O Xe Bpems xakepbl MO-MPeXHEMY NCMOMb3YIOT BPEeAOHOCHOE
nporpamMmmHoe obecrneveHune. Hanpumep, 60Tbl Emotet, Qakbot, IcedID
1 Op. 4acTo NMPUMEHSIOTCS N5 MONyYeHNs NepBoHaYyarbHOro goctyna.
Cambli pacnpocCTpaHeHHbI MHCTPYMEHT noctakcrnyatauny Cobalt
Strike 6611 3ame4veH 6e3 manoro B 60% nccnegoBaHHbIX aTak Wndpo-
BanbLWMKOB. [MprMmepHo ¢ mapTa 2022 aTtakyrowme Havyany NCnosib3o-
BaTb HOBbI MOCTIKCMyaTauMOHHbIN dperimBopK Brute Ratel. Takxxe
3/10YMbILIEHHUKIN MPpUMeHann ¢pernmeopk Sliver.

Cneumnanunctbl Group-IB knaccnduumpoBan akTBHOCTb 3M1I0YMbILLNEH-
HukoB no matpure MITRE ATT&CK®, koTopas MOMOXET MpUopuTn3mn-
poBaTh 3alUUTHbIE MePbl BHYTPU KOMMaHUN N fyYlle OPUEHTUPOBAaTbLCS
B OCHOBHbIX TaKT/KaX 3/10YMbILLUEHHVIKOB.
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Initial Access » External Remote Services T1133
» Exploit Public-Facing Application T1190
* Phishing T1566
e Drive-by Compromise T1189
* Hardware additions T1200
e Supply Chain Compromise T1195

Execution » Command and Scripting Interpreter T1059
* Exploitation for Client Execution T1203
* Native APl T1106
» Scheduled Task/Job T1053
* Software Deployment Tools T1072
* System Services T1569
* User Execution T1204
*  Windows Management Instrumentation T1047

Persistence + Boot or Logon Autostart Execution T1547
* BITS Jobs T1197
¢ Create Account T1136
¢ External Remote Services T1133
¢ Scheduled Task T1053
* Server Software Component T1505
¢ Valid Accounts T1078

Privilege Escalation * Abuse Elevation Control Mechanism T1548
* Access Token Manipulation T1134
* Create or Modify System Process T1543
» Exploitation for Privilege Escalation T1068
* Hijack Execution Flow T1574
* Process Injection T1055
» Scheduled Task/Job T1053

Defence Evasion + BITS Jobs T1197 . .
» Deobfuscate/Decode Files or Information T1140

» File and Directory Permissions Modification T1222
* Hide Artifacts T1564

* Impair Defenses T1562

* Indicator Removal on Host T1070

* Masquerading T1036

* Obfuscated Files or Information T1027

» Signed Binary Proxy Execution T1218

* Subvert Trust Controls T1553

» Virtualization/Sandbox Evasions T1497

Credential Access * OS Credential Dumping T1003
+ Brute Force T1110

* Credentials from Password Stores T1555
+ Exploitation for Credential Access T1212
* Unsecured Credentials T1552

+ Steal or Forge Kerberos Tickets T1558

* Input Capture T1056

Discovery * Account Discovery: Local Account T1087.001
» Account Discovery: Domain Accounts T1087.002
* Permission Groups Discovery: Local Groups T1069.001
* Permission Groups Discovery: Domain Groups T1069.002
» Domain Trust Discovery T1482
* Remote System Discovery T1018
* Network Service Scanning T1046
* Network Share Discovery T1135
+ System Network Connections Discovery T1049
» System Network Configuration Discovery T1016
» System Information Discovery T1082
» System Owner/User Discovery T1033
» Software Discovery T1518
* Process Discovery T1057
» System Service Discovery T1007
» File and Directory Discovery T1083
* Query Registry T1012
» Software Discovery: Security Software Discovery 1518.001
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Lateral Movement * Exploitation of Remote Services T1210
* Remote Services: Remote Desktop Protocol T1021.001

» Remote Services: SMB/Windows Admin Shares T1021.002

¢ Valid Accounts: Domain Accounts T1078.002
¢ Valid Accounts: Local Accounts T1078.003

e Lateral Tool Transfer T1570

¢ Use Alternate Authentication Material T1550

* Internal Spearphishing T1534
* Phishing T1566

* Distributed Component Object Model T1021.003

* Windows Remote Management T1021.006

» Pass the Ticket T1550.003
* Software Deployment Tools T1072

Collection ¢ Archive Collected Data T1560

e Automated collection T1119
* Data from Local System T1005

* Data from Network Shared Drive T1039

Command and Control * Application Layer Protocol T1071

* Encrypted channel T1573

» Data encoding T1132

+ Data Obfuscation T1001

* Fallback Channels T1008

* Multi-Stage Channels T1104

* Ingress Tool Transfer T1105

* Protocol Tunneling T1572

¢ Proxy T1090

* Remote Access Software T1219

Exfiltration + Data transfer limits T1030

« Exfiltration Over Web Service T1567
* Automated Exfiltration T1020

Impact * Inhibit System Recovery T1490

+ Data Destruction T1485
+ Data Encrypted for Impact T1486

CTounT OTOENbHO OCTAHOBUTLCS Ha TOM, Kak 310YyMbIWNEeHHWKN nonagaroT
B CeTWn XepTB.

External Remote Services T1133

BHewHme cny>x6bl yoaneHHoro goctyna, B ocobeHHocTtn RDP n VPN,
MNo-nNpeXXHeMy LLNPOKO SKCMyaTUPYHTCH y4aCTHUKAMM NapTHEPCKIUX
nporpamMmm-BbiMoratenein. OKono nonoBrHbI BCEX NCCeaoBaHHbIX aTak
Havanuck ¢ komrpomeTauny RDP-cepBepoB. 3To CBA3aHO C TEM, YTO
COTPYLOHUKN MHOIMX KOMMaHW/ NpoaosixatoT paboTaTb yaaneHHOo.

HekoTopble 3noymbIWNeHHVKN (B YacTHOCTU, MapTHepbl LockBit) aTako-
Banuy MHOPACTPYKTYPY XEPTB NSHYTPW, UCMNOSb3yS YYEeTHbIe JaHHble
VPN onsa nogkntoyeHus K LienesbiM CETAM 1 COBCTBEHHbIE BUPTYasibHble
MalUVHbl A9 TECTUPOBAaHMS Ha MPOHNKHOBEHME.

Exploit Public-Facing Application T1190

B H2 2021 - H1 2022 y4yacTHUKW NapTHEPCKNX NporpamMmmM-BbiIMoraTenen
MPOLOIKAaNV NCMOb30BaTh Pa3fINYHbIE YA3BMMOCTIN B OOLLLEAOCTYMHbIX
MPUNoXeHUsax. Bo MHormx cnyyasax 3noymelilwneHHnKam TpeboBanoch
NVWb HECKOMbKO Hepernb, YTOObl cO3aaTh 3KCMIOUTbI AN HE4aBHO
OBHapy>XXeHHbIX YSA3B/IMOCTEN.

HekoTopble KnbepnpecTynHUKX NONYYUnn SOCTYM K YA3BUMOCTAM
HyneBoro gHsA. Apkunin npumep — naptHepbl REvil. OHW aTakoBanu Thica4n
KNnneHToB KoMnaHnn Kaseya, akcnnyatrpysa ya3BMMOCTIU B cepBepax
VSA. YuactHuku FIN11 (rpynnunpoBka, cTosAwas 3a W poBasbLLKOM
Clop) akcnnyatpoBanv psag yS3BMMOCTEN HYIEBOro AHS B yCTapeBLlem
cpenctBe ana nepepayvn pamnos Accellion File Transfer Appliance
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(FTA), uTo6bl pazsepHyTb BEB-LLENII.

Hwuxe npencraBneH cnncok Hanbornee 3Ha4YNMbIX YSI3BMMOCTE, BblsiB-
neHHbix B 2021 rony v akCnnyaTupyemMbiX pasfiyHbIMU y4acTHUKaMU
MapTHepPCKUX NporpamMm:

« CVE-2021-20016 (SonicWall SMA100 SSL VPN);
« CVE-2021-20028 (SonicWall SMA SQLI)

+ CVE-2021-26084 (Atlassian Confluence);

« CVE-2021-26855 (Microsoft Exchange);

e CVE-2021-27101, CVE-2021-27102, CVE-2021-27103,
CVE-2021-27104 (Accellion FTA);

« CVE-2021-30116 (Kaseya VSA);

« CVE-2021-34473, CVE-2021-34523, CVE-2021-31207
(Microsoft Exchange);

« CVE-2021-35211 (SolarWinds).

B pononHeHve K ykazaHHbIM BbilLe YA3BMMOCTSM B NePBOW MOMOBUHE
2022 ropa 6b1110 BbIABNEHO NCMOMb30BaHMNE Crenyomnx ya3BUMOCTe:

« CVE-2022-26134 (Atlassian Confluence Server and Data
Center);

+ CVE-2022-26352 (dotCMS 3.0);

e CVE-2022-24500 (Windows SMB Remote Code Execution
Vulnerability);

« CVE-2022-26809, CVE-2022-26923, CVE-2022-26925
(Microsoft Critical Vulnerabilities) ,

¢ CVE-2022-29499 (Mitel VolIP);

« CVE-2022-23714 (LPE in Elastic Endpoint Security for
Windows).

* Phishing T1566

OnepaTopsbl WNPPOBabLIVIKOB CTann Yalle NCnosib3oBaTb 60TOB
B ynpaBnseMbix Bpy4Hyto atakax. B 2020 rogy mHorne 60Tbl 6binun
3aKkpenneHsbl 3a onpegeneHHbIMN y4acTHYKaMy MapTHEPCKUIX MPorpamMmMm,
ofHaKo Ternepb 60NbLWNHCTBO N3 HNX NCMOMb3YIOTCA PasfiMyHbIMMN
3noyMblwneHHrKamu. Hanpunmep, TposH lcedID npumeHancs yqacTHU-
Kamun napTHepckux nporpamm REvil, Conti, XingLocker n RansomExx.

Kak npaBunno, ¢ MoMoLLbto 60TOB 3N0YMbILLUAEHHUKIN 3arpy>Xann ¢pen-
mBopkun Cobalt Strike n PowerShell Empire. OgHako HekoTOpble 13 HX
Hayann aKCNepunMeHTUpoOBaTb C MeHee pacnpocTpaHeHHbiMm BIMO,
4TOObI CHU3UTbL PUCK 0BHapyxeHuns. K npumepy, rpynnuposka TAS51
ncnonb3oBana nporpamMmy Ha ocHoBe Sliver, kpoccnnatdopmeHHOro
dpenmBoOpKa C OTKPbITbIM NCXO4HbIM KOAOM A9 aMYNauny 4ENCTBUN
310y MbILLMTEHHVIKA.

Lpyroi npumep - 3arpyska MHCTPYMEHTOB Ha OCHOBE TPOSIHOB yAaeH-
Horo goctyna (RAT). PasnuyHble 60Tbl, B ToM Yiicne Trickbot, BazarLoader
n IcedID, 6b1n11 3ameveHbl 3a pacnpocTtpaHeHnem DarkVNC.

e T[pectynHasa rpynna Conti ncnonbsosasna 60T Emotet, KoTopbin
pacnpocTpaHsancs ¢ NOMOLLbIO BPEOOHOCHbIX AOKYMEHTOB
Microsoft Word n Tabnuu, Microsoft Excel, nn6o xe ¢ nomoLubto
OULINHIOBBIX PeCypCOoB, 3aMaCKNPOBaHHbIX MOA, CTPaHULLbl yCcTa-
HoBkn Adobe PDF Component. B sHBape 2021 roga 6oTceTb 6bina
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3aKpblTa, HO B HOsI6pe Emotet nossuncs BHoBb. Ecnu paHbLue
60T ncnonbloBasica gnsa ckadmBaHus gononHutensHoro Bl1O,
TO B HOBOW BOJIHE aTtak OH Hampsimyto 3arpyxaet Cobalt Strike
Beacon, 4To npepocTaBnseT y4acTHMKaM NapTHEPCKUX MPOorpamMm
MOCTaKCMyaTaLIOHHbIE BO3MOXHOCTW.

e [lapTHepbl Ryuk ncnonbsosanun BazarLoader ons nonydeHus
nepeBoHavanbHOro goctyna. B otnnyme ot mMHoOrmx 60ToB,
BazarLoader pacnpocTtpaHsanca 4epes BULLWHT, T.e. QULWNHF
B TenedoHHbIX 3BOHKax. CHavyana 3/10yMblLUNEHHWKY OTRPaBnsnv
XepTBam criam-rnricbMa ¢ yBeAoMeHEeM O MAaTHbIX MOANMcKax
1 NpeanoXxXeHnem oTMEHUTb X NO TenedoHy. Bo Bpems 3BoHKa
«onepaTopbl» 0BMaHOM 3aCTaBMANM XEPTBY NOCETUTb MOAOXHbIA
CalT N cKayaTb N OTKPbITb BPEAOHOCHbI JOKYMEHT, KOTOPbIN
3arpyxarn v 3anyckan BazarLoader. [lpyroi nHtepecHsblii MeTos,
onepartopoB BazarLoader - nicnonb3oaHne dopmbl 06paTHON
CBA3M Ha NNErNTUMHbIX carTax. Tak kak 60MbLUMHCTBO ynpaBnsembIX
BPYYHYIO KaMmaHuni WwindpoBanbLLKOB HaLleNeHbl Ha koprnopa-
TUBHYO NHOPACTPYKTYPY, Takom noaxon 6bin BecbMma addek-
TBeH. /icnonbays BbileynoMsAHYTYIO TexXHUKY Spear Phishing via
Service T1566.003, 310yMbILLNEHHWKI paccbinany GULLNHIOBbIe
MrCbMa CO CCbIIKaMU Ha NTernTMHble cTpaHunubl Google, koTopble
1ICNONb30BanNCh ANA XPaHeHVs BpeaoHOCHbIX pannos. [lommmo
3Toro, onepatopsbl BazarLoader npuberann kK 6onee Tpagnum-
OHHbIM MeTofaM. K npumepy, oHv BMecTe ¢ rpynnuposkoinn TA551
pacnpocTpaHsAnm CBoM 60T C MOMOLLbIO BPEAOHOCHbIX AOKYMEHTOB
Microsoft Office.

* YyacTHuKun napTHepckux nporpamm REvil, DoppelPaymer n Conti
ncnonb3oBann Qakbot. B ocHoBHOM OH pacnpocTpaHsancs
NMOCPEeACTBOM LieNeBbIX GULLNHIOBbIX MCEM, COAEPXKALLX CChINTKA
nn BnoxeHus (BpepoHocHble Tabnuubl Microsoft Excel).

Takxe KnbepnpecTyrnHUKN NCNOMb30Baly KOMApoOMeTaL o
MOYTOBbLIX CEPBEPOB. DKCnnyaTupys yaszsumoctu B Microsoft
Exchange, y4acTHUKN napTHepPCKUX MporpamMm-BbiMoratenem
MOV MONYYTb LOCTYM K LleNeBbIM CETSIM U CMOMIb30BaTh Takme
cepBepbl A1 MacCOBOroO PacrnpoCcTpaHeHns crnamMa.

* Kak y>xe ynomuHanocs Bbile, onepatopsl lcedID Toxe coTpya-
HUYanm co MHOTMMN Y4aCTHUKAMIN MapTHEPCKMX MporpamMmm.
B ocHoBHOM 60T pacnpocTpaHanca rpynnuposkon TA551
C NMOMOLLbIO BPeAOHOCHbIX AokymeHToB Microsoft Word. Tak>xxe
3710YMbILLNEHHVIKN YNakoBbIBany BpegoHOoCHble JS-dalinbl B apxus
1 paccbinanmn uenesble GULLMHIOBbIE MNCbMA.

e Onepatopsbl Trickbot coTpyaHuyanu ¢ rpynnuposkon TA551,
4TOObI pacnpocTpaHaTb BIMNO nocne nukemnpaumm Emotet. OgHonm
13 TakTVK Oblna paccbiika GULLKHIOBbIX MCEM C BPEOOHOCHbIMU
L0OKYMEeHTaMu.

B 6onbLlUMHCTBE cnyyaeB 3TOT 60T ncnonb3oBanu naptTHepbl Conti
n Diavol ona nonyyeHns nepBoHavyanbHOro AOCTyNa K Leneson
ceTu.

* Onepatopsbl Dridex B CBOMX HEMHOIMOYNCIIEHHbIX YMNPaBNAEMbIX
BPYYHYIO aTakax ncronb3osanu 60T ans sarpysku Cobalt Strike
Beacon nnun PowerShell Empire, 4To6bl 06€cnednTb MOCTaKCMIy-
aTauMOHHbIe BO3MOXHOCTU. bbino samedeHo, 4to Dridex ncnone-
3oBarsnca naptHepamu Grief (pebpeHanposaHHbIii DoppelPaymer).

* Hancitor - ewe oanH npumep 60Ta, goctaenstouwero Cobalt
Strike Beacon. Y 6oTa goBosnbHO gonrasa ncrtopus. Cevac ero
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CBS$I3bIBAOT C FPYMMAVNPOBKO, KOTOPas OTCNEXNBAETCS B CUCTEME
Group-IB Threat Intelligence kak Balbesi. 3a ncnonbsosaHviem
Hancitor 6b1n1 3aMmeyeHbl y4acTHUKM NapTHEPCKMX MPOorpamMm-Bbl-
moratenen Zeppelin n Cuba.

« ZLoader (takxe nssectHbIli kak Silent Night) yacTo ncrnonb3osancs
napTHepamu rpynn Ryuk, Egregor v DarkSide pnsa nonyyeHus
rnepBOHaYanbHOro 4OCTYMa K NPOMbILLEHHbIM CETSAM. 310y MbILL-
neHHukK pacnpocTpaHsnu BIMNO nocpenctesomMm BpeooHOCHON
peknambl, KOTOpasa 3aMmaHunBana XepTB Ha MOAMOXHbIE CalTbl
C BPeLOHOCHbIMW YCTaHOBLLMKaMW, Hanpumep, TeamViewer.

Lpyroi TakTnkom 6binu Lenesblie GULLVHIOBbIE NCbMa C BrIOXe-
HamMun, Hanpumep, Tabnuuammn Microsoft Excel. Hepes Hux
ZlLoader nonagan Ha KOMMbOTEP XePTBbl 1 ckadmBan Cobalt
Strike Beacon unu areHT Atera (nermtumHoe pelieHve ans
yOaneHHOro MOHUTOPUHra 1 yrnpaeneHus). B anpene 2022 roga
komMmnaHums Microsoft coobwumna, 4To COBMECTHO C PSA0M OPYrnX
KOMMaHWIN OHN MPOBESN YCMELLHYH OnepaL o Mo NpekpaLLeHno
paboTbl 60THeTa ZLoader.

e CBssaHHble ¢ Evil Corp y4HacTHUKN NMapTHEPCKNX MporpamMmm
no-npexHemy ncnonbsytoT dpenmBopk SocGholish gnsa nony-
YEeHVs MepBOHAaYasbHOrO A0CTyNa K CBOUM LensaM. 3noyMbiLl-
NEeHHWUKN C MOMOLLBIO peknaMbl O6MaHOM 3acTaBNSAOT XePTB
ckayaTb 1 3anycTuTb ¢erkoBbie OBHOBNEHNS A1 Bpay3epoB
Chrome, Firefox n Edge, a Takxe gpyroe N0, Hanpumep Teams
nnun Flash Player. B HekoTopbIx crnydasx onepatopbl SocGholish
HaLenvBanncb Ha KOpnopaTuBHbIe CaliTbl, SKCNNyaTUupys ys3Bu-
MocTu B nnarnHax WordPress nns komnpomeTauum yCTPONCTB
COTPYLOHUKOB.

B koHue 2021 roga Havanack kaMmnaHus, B paMkax KoTopow onepa-
Topbl SocGholish pacnpoctpaHsanu noagep BLISTER, koTopbiin
BnocnenctTeum 3arpy>an Lockbit. Tak>xe 6blnuv BbisBNEHbI KENCHI,
korga SocGholish 3arpyxan Cobalt Strike Beacon, ncnonssyembiri
nanee gnsa sapaxeHuna wndposanbmkom LockBit.

* Drive-by Compromise T1189

B penkux cnyyasx ornepartopbl 60TOB Nonyyan nepBoHadyabHbI 4OCTYN
K MHPPaCcTpyKType XepTB Yepes Habopbl akCnnonToB. Hanpumep, onepa-
Topbl ZLoader ncnonb3oanu Spelevo EK, a ¢ Dridex — Ha6op Rig EK.

e Hardware additions T1200

B 2021 roay rpynnupoeka FIN7 npogonkuna npoBognTb atakm Tuna
BadUSB pns 3apaxeHusa KOMMNbOTEPOB B KOPNOpaTuBHOW cpeae,
OTMNpPaBnsAs NOCbIIKK Yepes nodToByto cny>x6y CLUA n nornctnyeckyro
komnaHuto UPS. OTnpaButenamu 3Ha4vnmcb MnHucrepcTso 3gpaBo-
oxpaHeHusa u coumnanbHbix cny>x6 CLUA v Amazon, a camu MOChIKN
copep>xann USB-ycTpowncTtea nog 6peHpom Lily GO.

3T yCTpONCTBa NCMONb30BannNCh AJia 3anycka BPegoHOCHOW KO-
MmaHabl PowerShell. OHa ckadnBana Habop nHcTpymeHToB FIN7 gns
rnepBoro atana ataku. [NocTakcnnyaTaumsa npoBoAuiace rpynnamMmu
REvil n BlackMatter, koTopble ns3Bnekann gaHHble N pasBepTbiBanNmn
nporpamMmbl-BbIMOraTenm.
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* Supply Chain Compromise T1195

Nocne Banoma SolarWinds ocTpo BcTana npo6aemMa atak Ha LLeno4kmn
rMocTaBoOK. I/l XoTs 9Ta TeEXHMKa He cTana MonynsipHon cpeaun knbepsbl-
Morarenemn, HeKOTOpble BCE Xe NCMOoNb3oBanu ee. 3aMeTHbI Kec 6bin
onucaH komnaHmen Mandiant: oguH 13 napTHepoB DarkSide ycnewHo
ckomnpomeTupoBan Beb-canTt O SmartPSS v 3apa3unn yctaHOBLLMK
TPOSIHOM.

MapTHepcKkas nporpamma
n3HyTpun (Conti)

B ntoHe 2022 ropa aHanuTtukn Group-IB BbinycTUnmM BCECTOPOHHEE UCCre-
noBaHue npectynHoii rpynnsl Conti «kApmapga Conti: KamnaHuns ARMattack».
K HosiBpto 2022 ropa paHHasa rpynna npekparuia CBoe CyLLeCTBOBaHMe,
HO ee TaKTUKW N TEXHUKN HECOMHEHHO 6yayT MCMoNb30BaTbCs OPYrMUA
aTakyloLWwMu.

Nocne npekpalleHns paboTbl HacTb adpPunmpoBaHHbIX N1, Conti, Bepo-
ATHO, MepeLuna B opyrvie napTHepcKue nporpammbl. Cama rpynna BrnosiHe
MOXET MPOBECTN PeBPEHAVIHT 1 BEPHYTLCHA NO4, APYIMM MMEHEM.

B dpeBpane 2022 roga Conti ny6nndHo nogaep>kan POCCUNCKYH CTOPOHY
B KOHPNmKTe Poccum n YkpanHbl, 4TO NPUBENO K packony B KoMaHge. OanH
13 y4acTHUKOB rpynnbel ony6nmnkosan cotHn JSON-dannos BHyTpeHHeN
nepennckin Conti. 3To Nnponuno ceeT Ha MHGOPMALLNIO O B3aNMOLENCTBMSAX
BHYTPW rpynnbl.

Npynna Conti 6bina nocTpoeHa No npuHuMny neransHoro NT-ctaptana
c otoenamm HR, R&D, OSINT, koprnopaTvBHOW nepapxmei, perynspHbiMu
3apnnaramMu, CUICTEMOW MoTUBaLuMmn 1 oTrnyckamu. Cpeau 3agay cCoTpya-
HVKOB OblII MOHUTOPUHI o6HoBneHun Windows v nccnegoBaHue name-
HEeHW B HOBbIX MaT4yax.

TexHn4Yeckas KoMmaHga nennnacb Ha HeCKObKO My BO FaBe C TUMAN-
namu. OHV BblgaBany 3agaHuns, MoMoran ¢ akTyallbHbIMU BPEOOHOCHbBIMY
dparnamu  o6HOBNEHUNAMY, OTBEYASIN 3a PabOoTy B CETAX N APYrne TEXHN-
Yyeckume BOMpPOChl, MPOBOAWIN YaT-CECCUM C MOAYMHEHHbBIMIN 18 06CYX-
neHuns Tekywmx npobnem. OgHMM CnoBoM, TUMAUAbI o6ecnednBany Bce
YCNOBUSA 15 TOro, YToO6bl KOMaH4a yCrneLwHOo BbIMoIHsANa CBOV 3a4adu.

B kaxxpon s rpynn 6einuv pazpabdoTtynku, cneumannctel no OSINT,
CUCTEMHbIN agMUHUCTPATOP, TECTUPOBLLVIK U peBepC-nHXeHep. Takxe
cpenun CoTpyLHMKOB BbINn CNeLnancTbl MO MEHTECTY C OMbITOM B NONCKE
YA3BMMOCTEWN HYNEBOro AHA 1 YenoBeK, OTBEYaBLINIA 3a HaNO/HEHe
DLS koHTeHTOM. OH e KOHTPpONMpoBas OTNPaBKy K/tOYen XepTBam npu
onnaTte Bbikyrna. Kpome TOro, B wrate 6bin 1 CNeLnanmcT no obyyeHunto.

OueHb 6onbLuoe 3HadeHme B Conti umeno HanpaeneHne HR n pekpyTuHra.
B rpynne 6b1511 XOpoLLo BbICTPOEHbI MpoLecchl oT6opa pe3tome, nepero-
BOPOB C KaHAugaTamu n cobecenoBaHuii. HecmoTps Ha 3To, Habnoganach
6onblUas TeKy4YKa TEXHNYECKNX CNeLnanncToB.

GROUP-IB.RU
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https://www.group-ib.ru/resources/research-hub/conti_2022/

LUINOPOBANBLUMKW OCTAKOTCA MABHOW YIPO30W ONA BCEX HAOYCTPUN

TOP management
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B nepenuicke Conti 6bini o6Hapy>KeHbl MHCTPYKLM, O TOM, Kak 3aKpenuTbca
B CETW, MOBbICUTb MPUBUMErNN 1N HAAT onpeaeneHHyo NHPopMaLLuHo.

Mocne komnpomeTaumm Active Directory 3noyMbILLNEHHNKN NCKan agmm-
HUCTPAaTOPOB, NHXeHepoB nnn NT-coTpyaHMKOB. XakepoB MHTepecoBanmn
cepBepbl Pe3epPBHOrO KONMPOBaHMA ANg WindpoBaHms. TakKe pyKOBOACTBA
Conti TpebytoT y6eounTbcs, 4To 6aKanbl 4ENCTBUTENBHO 3andpoBaHbI.

[Mocne noBbIWEeHWs NpUBUAErniA 40 agMUHUCTPaTopa AOMEHa 1 NonyYeHus
pocTtyna k ¢avinam, Conti gonxHbl 661 nckaTb HGOPMaLLMIO, KOTopast
MOMOXET MONYy4YUTb BbIKYM OT XepTBbl. Hanpumep, drHaHcoBbIe, Byxran-
TepcKme N KIMEeHTCKME OOKYMEHTbI.

Conti akTMBHO CcOTpyAHMYaIN C APYIVMU NPECTYMHbIMY rpynnamu,
Hanpumep, Ryuk, Maze, Netwalker n Lockbit. [Mpn nccneposaHunm kam-
naHnn ARMattack akcnepTbl 06HapyXmnm B apceHane 3/10yMbilAeH-
HVKOB He TONbKO onucaHHble paHee Windows-nHCTPYMEHTbI, HO eLle
n Linux-wundposanbmkn Conti n Hive. Mpynna ctpemunack kK paspaboTke
yHukanbHoro MO, 4Tobbl CpaBHEHME NX KOOa HE MPUBEO K BbISBIEHUIO
obwux natrepHoB. o nybnukauny nepennckn nccrnepoBaren nilb
MO KOCBEHHbIM Mpu3Hakam goragbiBanncb O TOM, 4TO uenslie RaaS-nap-
THepKU aBnsatoTCa nogpasgeneHusamm Conti.

Conti 4yacTto 6pann B paboTy CKOMMPOMETMPOBAaHHbIE CETU Y APYIrnNX
MPecTyMHbIX FPynn, a Horga camu Oennancb CBoMMU HapaboTkamu
3a 20% OT Nony4YeHHOW BbIPYYKN.

Cyas no ony6rMkoBaHHOW Nepenncke, nocne crnvBa gaHHbIX gena rpyn-
MAPOBKI LMK HE O4YeHb rMaako. Ton-MeHeoXXMeHT rpynrbl HE BbIXOAWI
Ha CBA3b, MPOUCXOAVAN 3a0ePXXKW 3aprnaT, 4YacTb TUMANAOB MOKUHYNa
npoekT. Y Conti nosiBUnvch cepbesHble GpriHaHCOBble NpobieMbl, HO OCTaB-
LIMEeCs y4aCTHMKIN Oblf NOSHbI PELUMMOCTY Nepes3anyCcCTUTb NPOeKT Yepes
2-3 mecsaua.

OpHako Ha camom gene rpynna i ee napTHepbl NpogoKany CBOK paboTy.
Nx calnT 6bin HEQOCTYMNEeH BCEro HECKONIbKO pas, cbon He npeBbiwanu
OOHOIO AHSA, a KONMYeCcTBO 3andpoBaHHbIX OPraHn3aunii B «<KPUINCHbIN»
kBapTan 6bi10 gaxe 6onblle, 4em B npowwsiom rogy. OgHOM N3 KPYMHENLWnX
aTak, MpOBeAeHHbIX B 3TOT Mepuog, ctana kamnaHus npotus KocTta-Pukn
B anpene 2022 ropa, B pe3ynbraTe KOTOpPOW B cTpaHe 6bi10 BBEOEHO
YypesBblyalHoe nonoxeHvie. Atakm Conti Npoaokannce Takxke BECb Mali
2022 ropa.

GROUP-IB.RU

Puc. 17. CtpykTypa rpynnbl Conti

Team Lead 2
Developers
OSINT
Network admin
QA
Reverse engineers

Pentesters

OMABJIEHVE 1

Team Lead 3
Developers
OSINT
Network admin
QA
Reverse engineers

Pentesters

53



ATAKW HA KPYTTHbIE
KOMIMAHW

FMABA 1. MTABHbIE YITPO3bl

NMommmo npoyero, WwndpoBanbLLK atakoBany KpynHble duHTex- n T-
KoMMaHunu. B HEKOTOPbIX Cryyasx 3TO NPUBENO K LLenoyKe atak Ha KJIMEHTOB
KOMMaHW->XePTBbI.

B Havane mnonsa 2022 roga npomnsoLwna ogHa U3 KpyrnHenwmnx knbe-
patak coBpemeHHocTU. lNocTaBwmk MSP-peweHunin Kaseya noctpagan
ot Bbimoratens REvil (Sodinokibi). 3noymblwneHHKY noay4nnm gocTyn
K MHPPaCTPYKType KOMAaHUN N BHEAPUNN BPeLOHOCHOE OBHOBNEHME
B nporpammy VSA, B pesynbrarte 4yero nocrpaganu knneHtol Kaseya.
3NoyMbILNEHHUKIN pa3BepHYNu windopoBanblK Ha 3apaXeHHbIX
cucTeMax, nocTpanaBLume nonyynnv nucbma c TpeboBaHem BbiKyna.

B nekabpe 2020 - aHBape 2021 MHOXECTBO KOMMaHWA, NCMOSb3YHOLLMX
dainnoobmeHHbin ceperic Accellion FTA (File Transfer Application),
noaBeprnnce kKnbepatakam. [laHHble XepTB nosisunncb Ha DLS npec-
TynHom rpynnbl Clop. OTronockn aToro kerca HabngarTCs Mo cen
neHb: B okTabpe 2022 roga 6bina onybnmkoBaHa 6asa gaHHbIX Tene-
kom-onepartopa Singtel, koTopasi BEPOATHO VIMEET OTHOLLEHME K yTeuKe
n3 cepsuca Accellion.

30 nrona 2021 ropga xakepsbl LockBit mony4unun gocTtyn k cepsepam
OAHOW N3 KPYMNHENLWNX B MUPE KOHCaNTUHroebix ¢pmnupm Accenture
1 noxmnTnnuv 6onee 6 Tb gaHHbIX. 3NOYMbILLIEHHVKIN TPeboBanu BbiKyn
B pasmepe $50 miH.

B Hos6pe 2021 roga 3noymbiwneHHKN 13 rpynnuposkin ClOp Banomanu
cepBepa komnaHuy Swire Pacific Offshore (SPO) - cuHranypckoro
MOPCKOIrO orepaTtopa ¢ rogoBoi Bbipydkor okono $3 mnpg n ¢paotom
n3 6onee 4em 50 cynoB. B pesynbTate aTOW atak 3/10yMbILLEHHUKN
nonydunun goctyn k 2 500 cuctemam ceTm KOMMaHuu.

19 peBpans rpynnupoeka Lapsus$ atakosasia aMepuKkaHCKy TEXHOMO-
rudeckyto komnaHuto Nvidia, B pesynbrate 4ero y nocnegHem BO3HUKAN
cepbe3Hble nepeboun B paboTe aNEeKTPOHHOW MOYTbl N MIHCTPYMEHTOB
Ons paspaboTymMKoB. 3N0yMbILLIEHHUKN MoxuTunam 6onee 1 Tb gaHHbIX.
4 wapta Lapsus$ noxutmna nopsgka 190 b gaHHbIX y KOMMaHUK
Samsung Electronics n Bbinoxwuna nx B oTkpbiTom goctyne. 20 mapTa
3TN Xe Xakepbl aTakoBanu komnaHuto Microsoft n ykpanun 37 'b paHHbIX
MICXOQHOro Koga NpoaykToB MOUCKOBOW CUCTeEMbI Bing n ronocosoro
nomoLwHrka Cortana.

8 aBrycra ctano n3BecTHO 06 aTtake rpynnupoBkiy wWindpoBanbLivka
Yanluowang Ha komnaHuto Cisco, koTopas npomnsoLuna B Mae. Xakepbl
3aaBunn, 4to noxutn 2,75 b gaHHbix (npumepHo 3 100 darinos).

HI-TECH CRIME TRENDS 2022/2023




MPOOAXA OOCTYIOB
K KOPMNMOPATBHbBIM
CETAM (IAB)

MABA 1. MTABHbIE YITPO3bl HI-TECH CRIME TRENDS 2022/2023

Y106bl MPOHNKHYTb B MHOPACTPYKTYPY XEPTB, 3MOYMbILLNEHHVKIA Yalle
BCEro NCMNob3yHT CKOMMPOMETPOBaHHbIe y4eTHble gaHHble RDP n VPN.
B nocnegHwue rogbl onepartopsbl WPPOBasbLU/KOB BCE Yalle NoKynarT
Takvie gOoCTyrbl Ha KnbepnpecTynHbiX popymMax. DTO MO3BOASET UM NPOry-
CTUTb MepBble CTaAuNnN aTak 1 YMEHbLUIUTb BPEMS MeXAY NOsSABNEHNEM
HOBbIX XXEPTB.

3a H22021 - H1 2022 cneunannctel Group-IB npoaHannsnposann o6bsBs-
NEeHNs C onmcaHnem ceTem n KoMnaHui n obHapyXxunu 2 348 BbiICTaBNEHHbIX
Ha Mpoaaxy KopropaTmBHbIX A40CTYMNOB. 3TO NPUbNn3nNTeNbLHO B ABa pasa
6onblue, Yem B npowwnom nepuoge (1 099 obbasneHuin). Y 2 111 npeano-
XXeHun 6bina ykaszaHa ctpaHa, y 1 532 — nHoyctpus xepTBbl.

CTOUT OTMETUTb, YTO peasibHOe KOMMYECTBO XePTB Bbllle, Tak Kak 6pokepbl
OOCTYMOB B TOM YMC/ie NPOBOAAT COENKW B NYHON nepenvicke. YacTb
npenioxeHuniin 6bina cobpaHa HaMu U3 NMYHOMO KOHTaKTa C NpodasLamu,
OHW He MOSABNANNCH Ha KMBeprpecTynHbIX dopymax nyGanyHo.

KonunyecTtBo yHrKanbHbIX 6pokepoB AOCTYyMNoB 3a nepuog H2 2021 - H1 2022
BblpOC0 npumMmepHo B 1,5 pasa — 380 npoTtume 262 B npowwnom roay. V13 Hux
HOBbIX NpogaBLoB — 327.

MwuvHnMmanbHas LeHa 3a KOpropaTUBHbIA JOCTYMN cocTaBuna $5, makcu-
MafbHas goxognna fo COTeH Thicsiy gonnapoB. CpenHss LeHa 3a 40CTyn
npumepHo pasHa $2 800. 31o Gosee YeM B fBa pasa HUXKe CpefHen LeHbl
3a npowbii nepuog - $6 500.

Yuycno aTakoBaHHbIX CTpaH Bblpocsio Ha 41% (96 npoTue 68 B NpoLuiom
nepuoge). bonblie Bcero B npoga)xe AOCTynoB kK koMmnaHuam ns CLLUA -
24% oT obLLero Yyncna npennoxeHun. Jingepamu cpenu MHOYCTPUM cTanu
oTpacnu NPoOnN3BOLACTBa, PUHAHCOBLIX YCYT, HEABMXMOCTW 1 06pa3oBaHus.



A [MpoMmMbIWAEHHOCTb

© OurHaHCcoBbIE yCcnyru

# HepBu>XxXnmocTb

7 ObpasoBaHune

B8 NT

= MpodeccroHanbHble ycnyrun

® 3ppaBooxpaHeHune

= TpaHcnopT

* KoMmepuusa v LWONUHP

* 10

+ Typuam

W TenekoMMyHMKaLWN
HeunssecTHO

Opyrue

Cpepnmn 6pokepoB nuaepamm no konmdecty npegnoxeHuin ctann Novelli,
orangecake, Pirat-Networks, SubComandanteVPN v zirochka. OHu BbicTa-
BN Ha npopaxy 25% Bcex focTynos. B Tone npogaBLoB ¢ NpOLWIoro
roga ocTancs TObKO nei.

| Novelii 199 8,5
| orangecake 150 6,4
| Pirat-Networks 81 3.4
SubComandanteVPN 79 3,4
zirochka 67 2,9
B_master 64 27
NikaC 56 2,4
NooSphere 55 2,3
pumpedkicks 51 2,2
inthematrix1 47 2
nei 45 1,9
riz 44 1,9

Opyrne 1410 60

CLIA

IS bpasununsa
I+l Kanapa

ZiE BennkobputaHus
1 | ®paHumns
= VicnaHunsa
== epmaHus
= Nnpwna

I I Ntanns

ol ABcTpanus
= OA3
KnTan

I 136
I 120
I 107
I © 3
I 06
I ©2
I 51
I 81
I 65
. G2
N 60
Il 53

481

558

114
88
77
76
73
66
64
63
49
47
45

816

H2 2021
H1 2022

23,8
4,9
3.7
3.3
3.2
31
2,8
27
2,7
21

19

5,8
51
4,6
4,2
41
3,9
3.4
3.4
2,8
2,6
2,6
2,3
20,5
34,7



O6LWIii pazmep PbiHKa 3a OTYETHbIN Neprog, ymeHbwnics 0o $6 555 332
($7 165 387 B H2 2020 - H1 2021). MpWYIHOR CTaNo CHUXEHVe CpeaHen

LLeHbl 6oree YeM B [Ba pa3sa Nnpui POCTe KOANYECTBa MpeaoXeHIA.

H22021 - H1 2022 OBbEM PbIHKA

$2 238 924

= NHpnsa

sl ABcTpanuns

KwuTtan

== npoHe3unsa

== TannaHpg,

&= Manansusa

Bl TariBaHb
BbeTHam

° fAnoHusa

= CyHranyp

H2 2021 - H1 2022 OB bEM PbIHKA

$2 525 361

= CWA

& Bpasunusa

I+l KaHapa
I-l Mekcuka

= Konyméuns
ApreHTuHa

B Huinin
Il Mepy

GROUP-IB.RU

ATP

64 16,8
49 128
45 11,8
28 73
28 73
17 4,5
17 4,5
16 4,2
13 34
13 3.4
AMEPVIKA
5568 59,5
114 122
88 9,4
36 3,8
31 3.3
31 3,3
25 2,7
18 19

OMABJIEHVE 1

57



H2 2021 - H1 2022 OB bEM PblIHKA

$1130 498

BenvkobputaHus
1§ OpaHums

= VicnaHusa

== epmaHuns

I I Ntannsa

Bl benbrus

— HupepnaHgbl

E3 Weenuapuns

— ABcTpus

== [TOnbwa

H2 2021 - H1 2022 OBbEM PbIHKA

$281 470

= 0OA3

Typuus

'@ MakunctaH

— Ernnet

$= lOxHasa Adpuka

= VipaH

E1 Cayposckas Apasus
= WNzpawnnb

== KeHuns

B Anxunp

77
76
73
66
63
23
23
21
17
15

47
35
12

H 01O 00 0 ©

EBPOMA

124
12,3
11,8
10,6
10,2
3,7
37
3.4
2,7
2,4

MEA

26,3
19,6
6,7
5,6

4,5
4,5
3.4
2,8
2,2



MPOOAXA OOCTYMNOB K KOPMOPATVIBHbIM CETAM (IAB)

H2 2021 - H1 2022 OB bEM PbIHKA CHI

$50 991

CTpaHbl KonnyecTtBo poctynos %
== Poccusa g 75
B ApmeHuns 1 25

Tynbl OCTYNOB N NpaBa

Cneuwnanuctsl Group-IB Brnepsbie cobpanu nHGOopMaLVo O TOM, Kakme TUMbI
1 nMpaBa OOCTYMNOB Yallle BCEro BCTpeyanncb B 06bsaABNEHNSAX 6pOKepOoB
B TEKYLLEM OT4YeTHOM nepuoge. Becero 6bino ob6HapyxeHo 1757 npepgno-
XEHWNN, copepxxalmx nHpopmaumio o Tine goctyna, n 1 329 o6baBneHun,
roe 6bInv yKkasaHbl npasa.

70% TMOB OOCTYMNOB B Npojaxe — y4yeTHble 3anucu RDP n VPN. Pexe
BcTpedanuck goctynbl K Citrix, pasnunyHbiv Be6-naHensam (CMS, o6nadHble
peweHns v T.M.) N Be6-wenfbl Ha CKOMMNPOMETVPOBaHHbIX CepBepax.
B HekoTOpbIX CnyYasix 310yMbILNEHHVKIN Mpogasani 4OCTyn K 6a3e faHHbIX
B peasibHOM BpeMeHu. Takxe 6bly 3aMeYdeHbl NpeanoXeHus 3anyCcTuTb
N6y NoMes3Hyro Harpysky ro XxenaHuto nokynatens (Hanpumep, Cobalt
Strike Beacon nnu ceccus Metasploit). Pexe Bcero ToBapom BbiCTynanu
OOCTYnMbl K KOPNopaTMBHbIM No4vTam Torn-meHeaxmveHTa n FTP-cepeepam,
Beb6-gocTynbl K RMM-cuctemam n gpyrune.

B oTyeTHOM neproae Yallle BCero BCTpeYvancb AOCTYrbl C MpaBamuv aaMu-
HUCTpaTopa (NnokanbHOro agMuHKUCTpaTopa B cny4dae Active Directory) —
47% Bcex obbsaABneHun, roe 6binn ykasaHbl Npasa. [Janee naoyT OOCTYMbl
C NpaBamui JOMEHHOro agMuHmcTpartopa (28%) n o6bl4HOro Nonb3oBaTens
(23%). 3ambikaloT crMcok gocTynbl ¢ Root-npaBamu, Yalle BCero BcTpe-
yatowmecs B Be6-wennax (1,4%), v npaea Enterprise agMmuHucTpaTopa
B Active Directory (0,5%).

LeTtanbHasa ctaTucTka no Tmnam OOCTYMNOB M NpaBam rnpenctaBieHa Hxe.

GROUP-IB.RU
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OTuyéTHbIn nepuog, (H2 2021 - H1 2022)

VPN

RDP

Citrix

Web panel
Webshell
Database

Code execution

I G 4/
I G2 8
I 151

I 88

I 81

I 68

I 25

Mpownbii nepuog, (H2 2020 - H1 2021)

RDP

VPN

Citrix
Backdoor
Web panel
Database
Webshell

I © O G
I 2 07
I SO

I 46

. 29

18

mil

OT4yéTHbIn nepuog, (H2 2021 - H1 2022)

Local Admin/Admin
Domain Admin
User

Root

Enterprise Admin

I, G2 6
I 372

I 306

N 19

M6

Mpownbii nepuog, (H2 2020 - H1 2021)

Domain Admin
User

Local Admin/Admin
Root

Enterprise Admin

Janee nogpo6HO pacCMOTPEHbI MATb CaMbIX aKTUBHbIX NPOOAaBLIOB AOCTYMOB

I 247
I O 3 1
I 173

. 21

_J°)

MO KOMNYECTBY NPELSIOXEHNIN 3a OTYETHbIN Nepuroa,.

36,8
35,7
10,3

4,6
3,9
14

41,5
29
12,5
6.4
41
2,5

471
28
23
14

0,5

36,3
33,9
254
31
13



Ton-5 npoaaBLOB OOCTYMNOB

Novelli

8 AKTUBHOCTb

2 KonnyecTBo xepTB

® [eorpadums atak

Ton nHaycTpun

A MpoMbILWNIEHHOCTb
* Toprosnsa
= MpodeccroHanbHble ycnyrun

Ton cTpaHbI

IS bpasununs
2= CWA
= Konymbéus

CaMmbIll akTUBHbIV NpoaaBeL, A4OCTYMNOB 3a paccMaTprBaeMblii Meproa,.
C ceHTa6ps 2021 no pespanb 2022 oH BbicTaBW Ha Npogaxy 199 noctynos.
MpakTnyeckn Bce N3 HUX — AocTynbl RDP Kk ycTponcTBam JOMEHHbIX aaMu-
HUCTPaTOPOB N agMUHUCTPaTopoB padodmnx rpynn. Novelli npegnonoxu-
TeNbHO NONYy4YUN faHHbIe MeTOA0M BpyTdopca C MOMOLLBIO MHCTPYMEHTa

RDP Brute by z668.

OaHHbIN 6p0Kep npepnaran ogoHM M3 caMbliX OOCTYMNHbIX TOYEK BXOo4a

Malii 2019 — ¢peBpanb 2022
199
49 cTpaH

_________________________________}i
I 1 3
I 10

15
10

B KOPMopaTuBHbIE CETU — CpeaHsAs LeHa 6binia 4yTb Bbiwe $100.

Bonblwe Bcero xepts Novelli npuxoantca Ha CeBepHyto N JTaTUHCKYIO

Anvepuky.

GROUP-IB.RU
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orangecake

& AKTUBHOCTb ceHTa6pb 2021 — okTA6pb 2022
2 KonnyectBo XxepTB 150
® leorpadus atak >40 cTpaH

Ton nHaycTpun

# HepBUXVMOCTb I 13
A MpomblneHHOCTb I 12
® 3apaBooxpaHeHvie I S

Ton cTpaHbI

+
+
+
£ CWA 34
ZiE BennkobputaHus 6
== NIHana 5
I I Ntanns 5

AKTNBHOCTb 3TOro 6pokepa Havyanachk ¢ ceHTa6psa 2021 v npogonxkaeTcs
rno HacToslee Bpems. BoamoxHo, orangecake — 3TO HOBbI NCEBOOHNM
cTaporo 6pokepa AOCTYMNOB, MOCKObKY MOMIb30BaTE b Cpasdy Xe Havas
BblK/1aAblBaTb Ha NPOAaXy [OCTYMbl K KOPMNOpaTUBHbLIM CETAM.

Bonblas yacTtb goctynos - yyeTHble 3anucy VPN. TpeTb XXepTB — KOMNaHum
n3 CLUA. MpakTnyeckn BCce NpeanoxeHus npoaasLia cogepxat NnHpop-
MaLMio O CTpaHe, MHOYCTpUKn, NpaBax AoCTyna, KOM4YeCcTBe XOCTOB B CETU
>XXepTBbl N CPeACTBaxX aHTUBMPYCHOIW 3aLLUThbI.

GROUP-IB.RU
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Pirat-Networks

& AKTUBHOCTb noHb 2021 — moHb 2022
2 KonnyectBo XxepTB 81
® leorpadus atak >24 cTpaH

Ton nHaycTpun

7 ObpasoBaHue I 15
8T . §Vj
® TpaHcnopT I 10
Ton cTpaHbI
+
+
+
£ CWA 19
Bl HeonpepeneHHble cTpaHbl EBponbl 18
& Bpasunus 7
Z= VicnaHunsa 7

C moHsa 2021 npopasel, Pirat-Networks 3aHnmancs npogaxem y4eTHbIX
sanucen VPN Cisco, Pulse Secure, Citrix n gpyrmux noxoxmx peLieHunin.
Yuncno ero xepTB nepesanuno 3a 80.

[aHHbIl 6pokep AOCTYMOB NPeAnoNoXNTENbHO 3aHUMasICs pacnpocTpa-
HeHneM NHPOCTUNEPOB U BbiIGMpas CKOMMPOMETPOBaHHbIe YCTPOolCTBa
C KOPMNopaTUBHbLIMY akkayHTaMu.

GROUP-IB.RU
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SubComandanteVPN

& AKTUBHOCTb okTa6pb 2021 — anpenb 2022
2 KonnyectBo XxepTB 79
® leorpadus atak >27 cTpaH

Ton nHaycTpun

7 O6pasoBaHue iy
4l TeneKoMMyHVKaLum I ©
# HeaBMXMOCTb I ©

Ton cTpaHbI

+ +

+
= CWA 9
1 I OpaHumns 9
= VicnaHusa 6
B MNpoune cTpaHbl EBponbl 27

Bpokep SubComandanteVPN, Takxe kak n Pirat-Networks, noxuwan
C MOMOLLbIO NHPOCTUNEPa KOPMOPATNBHbIE YHETHbIE 3anCy Nofb3oBaTenei
Pulse Secure VPN, Citrix, Microsoft RDWeb, n GlobalProtect. B anpene
2022 ropga npogasew, npekpaTni NPoLAaXin N BCIO MyBNNYHYIO aKTUBHOCTb.

Bornblwas yacTb xxepTB SubComandanteVPN - nons3oBatenu ns EBponsbl,
ONs YacTu OOCTYMNOB KOHKpPEeTHas cTpaHa HensBecTHa. bpokep siBnsancs
KJIMEHTOM MOMyNsApHOro aHoerpayHaHoro mapketa Genesis, roe Takxe
MO>XHO NPUoBpecTu yKpaaeHHble akkayHTbl.

GROUP-IB.RU
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MPOOAXA OOCTYMNOB K KOPMOPATVIBHbIM CETAM (IAB)

zirochka
8 AKTUBHOCTb nionb 2016 — aBryct 2022
2 KonnyecTso XepTB 67
® leorpadus atak 23 cTpaHbl

Ton nHaycTpun

Ton cTpaHbl

+
*4
CtpaHa %
& bpasununs 29
I-0 Mekcunka 11
= Konymbéus 8

OOVviH N3 camblX CTapbiX Monb3oBaTeNeln B HalleM CrNCcKe, ero akTUBHOCTb
npocnexuneaeTtcs BnaoTb fo 2016 ropa. MNMpepgnarate KopriopaTyBHbIE
[ocCTynbl Ha Npopaxy zirochka ctan B mapte 2022 ropa, 4To cTano ero
OCHOBHOI aKTVIBHOCTbIO 40 aBrycra.

OaHHbIN Bpokep 3aHMMalICa NpogaXel ToNbKo y4yeTHbIX 3anucen RDP.
Hdopmaumto 06 MHAYCTPUSX XXEePTB OH HE NPeaoCTaBNsAN.

XKepTBbl zirochka B ocHOBHOM HaxogsaTcs B FOxHom Amepuke. MNpegnono-
XUTENBbHO BPOKep LeneHanpaBneHHo CkaHnpoBan gmnanasoHsl IP-agpecos
B 3TOM PErvioHe.

B mae 2018 ropa zirochka nnaHnpoBan NprucoeanHNTLCH K MapTHEPCKO
nporpamvmve Rapid Ransomware. ViHTepecHbI akT - B sHBape 2022 roga,
[0 TOro Kak ctatb NpogaBLOM 4OCTYNoB, zirochka Kynun gBa goctyna
y paHee paccmoTpeHHoro 6pokepa Novelli.

GROUP-IB.RU
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AJOCTYTbl HA
AHOEIMPAYHOHDbIX
MAPKETAX

ABA 1.MTABHbIE YI[PO3bl HI-TECH CRIME TRENDS 2022/2023

Momunmo papkeeb-dpopymoB, 6pokepbl paboTatoT Ha aHAerpayHgHbIX
MapKeTax — aBTOMaTN3NPOBaHHbIX MNAOWaaKn A8 Nponaxu nobbix BUOOB
poctynoB. [Nopo6Hble pecypchl NpegnaratoT ntobble BUabl CKOMIPOMETU-
poBaHHOW MHbOoPMaLn: AaHHble KPeoUTHbIX 1 Ae6eTOoBbIX KapT, 4OCTYMbI
K y4eTHbIM 3anrcsiMm nonb3oBartenen, 4OCTYrbl K KoMmnbtoTepam Yepes RDP
nnn SSH, macnopTHbIe AaHHbIe U OPYTYIO MNYHY0 MHbOPMaLVIO rpaxaaH
pas3nuyHbIX CTPaH, OOCTyMbl K cCepBepamM 1 naHensaM agMnHNCTPaToOpPOB
CaliTOB N MHOrO€e Apyroe.

Cawmble nonyndapHble aHOerpayHag-MmapkeTbl, KOTOpble NMpoaarT Takmne
naHHble — MagBo, Russian Market, Genesis, Orvx, Odin n gpyrue.

Xleet XDED Jmia ORVX BlackShop 3389RDP  Odin RussianMarket Magbo
m 31 5304 856 2555 420 1363 23 59486 0
947 0 1066 4084 6427 0 3144 0 284248
4492 0 294 23229 4173 0 10689 0 37
0 0 0 0 7 0 169 0 7
0 0 0 0 0 0 0 0 122
FTP 0 0 0 0 0 0 0 0 13
CcMs 0 0 0 0 0] 0 0 0 7212
5470 5304 2216 29868 11027 1363 14025 59486 291639

HecmoTpsa Ha pocT NonynspHOCTY SOCTYMNOB, CaMbIiMU/ MPoAaBaeMbIMU
TOoBapaMu Ha aHOerpayHaHbIX MapkeTax OCTaloTCs TEKCTOBble AaHHble
KpeauTHbIX KapT 1 TOr CTUIEePOB.



OOCTVYIbl HA AHOETPAYHOHbIX MAPKETAX

Jlorn ctnnepos

Nlorn ctunepos (aHrn. Stealer Logs nnu Logs) - aTo gaHHble, KOTopble
3/10YMbILLMEHHUKN MOSy4YatoT C 3apaXeHHbIX CTuepamMy KOMMbloTEPOB
nonb3oBatenei. CTunepbl MoXuwatoT Ntobblie NNYHbIE OaHHbIe XePTBbI,
BKJItOYAs MIMEeHa Nosib3oBaTeNell 1 Napony N3 MeTa-gaHHbIX 6pay3epoB.

3apaxeHre 06bIYHO MPOUNCXOANT Yepes NHOULMPOBaHHbIN dann, 3arpy-
>XEHHbIV Ha KOMMbIOTEP Nonb3oBaTens. OTOT TUM aTaky YacTo 3aTparnsaeT
6onbLUYIO Fpynny NoNb3oBaTenen n He ABngaeTcs LenesbiM. B pesynstarte
aTakun 3M0yMbILWMEHHWK MONy4YaeT TEKCTOBbIE AaHHble, cogep Kalime
NorviHbl, Naponu, cookie-ceccuun, pUHrepnpuHThl 6paysepa, CUCTEMHbIE
JaHHble Nonb3oBaTens, NYHble Galinbl XepTBbl, LOCTYrMbl K MECCEHOXKEepaM
1 KPUMNTOBAOTHBIM KOLUEbKaM.

Kpome KpeaunTHbIX KapT 1 J10roB CO CTU1EpPOB, 6onbLwnm CMnpoCOoOM TaKkXe
NONb3YHOTCA 1 pasfivHble BObl OCTYMNOB, Takmne Kak Beb-wennbl, cPanel
n RDP.

Beb-wennbi

Be6-wennbi (aHrn. Shell, Web-shell) - gocTyn k Be6-cepBepy nocpeacTsom
BHELPEHVS BPeAOHOCHOI0 KoAa. 3N0yMbILIEHHUKN CHaYana NpoHnKaroT
B CUCTEMY UMW CETb, NCMOSb3Ys UX YS3BMMOCTU, @ 3aTEM yCTaHaBINBatOT
Be6-060104Ky. C 3TOro MOMEHTA OHW NCMOJb3YIOT €€ B KAa4eCTBE NOCTO-
SAHHOrO 63Kaopa B BbibpaHHble BeO-cepBepa 1N Ntobble NOOKNOYEHHbIE
CUCTEMDI.

KnbepnpecTynHMK NCronb3ytoT BeB-LLennbl A5 pasnnyHbIX CLLEeHapueB:
e OkchunbTpaums n cbop KoHdnaeHLManbHOM NHGOPMaLN N YHETHbIX
OaHHbIX;

» 3arpyska BpegoHocHoro M0, 4To NoTeHLUVaNbHO MOXET CO34aTb MyTb
ONSA fanbHEVLLEro 3apaxeHus;

o [ederic Beb6-canToB;
e [lepeHanpaBneHne Tpadurka Ha peknamMmHble MaTepuarnbl;
» [Mpopaxa ccblfToK ANA MPOABUXEHNA CTOPOHHKIX PECYPCOB;

* llcnonb3oBaHme CKPUNTOB A1 MaHUHIa pecypcamMm nosib3oBaTenen,
rnoceLlatoLLmnX CanT, NN CEPBEPOM XOCTUHTa;

* [lepeHanpasneHne nonb3oBaTenen Ha creunanbHble CBA3KY 3KCMNIONTOB
ana sapaxenuns MK;

« YcrtaHoBka JavaScript-cHuddepa (JS-cHudpdepa) Ha nnaTexHbIn W3,
4TOObI COXpaHATb cebe Nbyro NnaTexHyr NMHGopMaLto, KOTOPYHO
BBELET MONb30BaTeNb.

Ha aHOgerpayHoHoOM pbiHKE OCHOBHbIM NOCTaBLLVIKOM Be6-LLeNNoB ABNSEeTCS

mapkeT MagBo. 3a nepuog c 1 nronsa 2021 no 30 ntoHa 2022 B npopaxe
Ha 3ToOM MapkKeTe 6blno obHapyxeHo 6onee 284 000 Beb-LLennos.

GROUP-IB.RU
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Puc. 18. lNpopaxa Be6-wennos
Ha MmapkeTe MagBo

MaBHaa ocobeHHOCTb aToro MapkeTa — ckpunT MagBo Backdoor (MBD),
KOTOPbI/ MO3BONSET aBTOMaTU3NPOBaTb NpoLecc npogaxu. Nocne nHrte-
rpaunv B yasBrmMbI cepBep 6akaop cosgact npodunb ToBapa Ha MagBo,
no6aBuT B Hero nHbdopmauuto 1 nepepaet toap nokynatento. Kpome
Toro, ¢ nomoubto MBD nokymnatenb MOXeT NpPOBEPUTb AOCTYMNHOCTb
1 aKTyanbHOCTb YSI3BMMOCTU Ha BbIOpPaHHOM XOCTe.

NMomunmo Beb-wennos Ha MagBo npogatotca n gpyrme Buabl CKOMMpome-
TUPOBaHHbIX 4OCTYMNOB:
e CMS - pocTynbl K CUCTEMaM XpaHeHUs 1 yripaBneHns KOHTEHTOM calnTa.

* SQL - pocTtynbl kK 6aszam SQL atakoBaHHOro pecypca. Nozsonsaet 3no-
YMblIWNEeHHNKaM NMPOHUKHYTb B XOCTUHT.

* Hosting Contorl, Domian Control, FTP - gocTynbl K COOTBETCTBYOLLM
pecypcam. VIx nonyyeHme no3BONSET 3/10YMbILLUIIEHHMKAM MOJIHOCTb
3axBaTWTb aTakOBaHHbIV pecypc.

OpHako Takuve Buapbl [ocTyna BcTpevatroTca Ha MagBo pexe n coctaBngaioT
Bcero 2,53% ot obLero 4yrcna ToBapoB Ha 3TOM MapKeTe.

Jonu npogax CKOMNPOMETUPOBaHHbIX
pocTtynos (no Tuny)

| web-Shell 284152 97,467
| cms 7212 2,474
SQL 122 0,042
Hosting Control 24 0,008
Domain Contol 13 0,004
FTP 13 0,004

GROUP-IB.RU OMABJIEHVE 1 68



Jdonn npoga)X ckoMAPOMeTNPOBaHHbIX
pocTynoB (no cTpaHam)

nas
-+
4 ¥

Bcero gnsa 10% poctynos Ha MagBo ykazaHa cTpaHa MponCcxXoXaoeHns.
MprBeoeHHOE Bbille pacrnpeaeneHe no ctpaHaM NoCcTPOeHO Ha OCHOBaHUN
nHdopmaumm o 28 484 Toapax 13 291 639, BbiCTaBEHHbIX Ha NPO4AXY
Ha MagBo 3a nepuog H2 2021 - H1 2022.

*NHdpopmanmsa o cTpaHe 06bI4HO 3aNoNHAETCA NpoaasLamMmum Npu pasme-
LeHN ToBapa.

RDP

RDP uvnn Remote Desktop Protocol - npoTtokon nogknroyYeHnsa nonb3o-
BaTensa K yganeHHoMy KoMmnbloTepy. bonblUMHCTBO 310yMbILLIEHHNKOB
nokynaeT RDP gnsa Toro, 4yto6bl cKpbiBaTb Cneabl CBOEN OeaTeNbHOCTI
oT cuctem 6esonacHocTn. Ho RDP Tak>xe moxeT cTaTb MepBbIM LIAarom
K MOSTHOLLEHHOI aTake Ha KOMMaHWo, eCNN KOMMbIOTEP, K KOTOPOMY 6bis
noslyyYeH OOCTYr, UMen KopnopaTnBHbIe CBA3W.

= Login to check

3a nepuopg H2 2021 - H1 2022 cuctembl Group-IB o6Hapyxunnn 6onee
65 000 RDP-pocTynoB, NpofatoLMXcs Ha aHaerpayHoHbIX MapKeTax.
Cawmble nonynspHble n3 HUX — Russian Market, 3389RDP, xDED » Orvx.

= NicnaHus

== Poccunsa

== fepmaHus
== NHpoHes3una

1 | ®paHuns

I I Vtanns

— HupepnaHgbl
= WNpaH

b= Yexus

I+l Kanapa

6031
2670
2290
1823
1239
1146
1038

647

642

631

21,173
9,374
8,040
6,400
4,350
4,023
3,644
2,271
2,254
2,215



OOCTVYIbl HA AHOETPAYHOHbIX MAPKETAX

Jonn npoaa> CKOMNPOMETNPOBaHHbIX
[OCTYNoB (no mapkeTam)

HasBaHne
| Russian Market
| xDED
3389RDP
Orvx
Jmia
Blackshop
Odin

Jonn npoga)k CKoMNPOMEeTVPOBaHHbIX
pocTynoB (no ctpaHam)

Konunyectso

56421 86,17 H2 2021
4728 7,22 H 1 2 022
2072 3,16
1280 1,95
742 1,13
204 0,31
31 0,05
CrpaHa Konuuecteo
CLWA 13867
KuTtai 8347
== Nnpuna 5301
& bpasunus 3678
EA MOHKOHI 3664
@l CyHranyp 3005
== [epmaHuns 2678
+ " + * dnoHunsa 1869
++ BN TaiiBaHb 1647
@ KOxHasa Kopes 1410
) 3 = VipaH 1335
+ == BennkobputaHus 1263
— HupepnaHgbl 1181
== NnpoHe3unsa 1174
1§ OpaHuunsa 1149

cPanel

cPanel — ogHa 13 cambix MONynAspPHbIX NaHenem yrnpasneHns XOCTUHIOM.
Mony4rB fLOCTYN K HEW, 3M0YMbILLNEHHWKI MOTFYT MOIHOCTbIO KOHTPON-
poBaTtb Beb-pecypc. [ToaTomy noctynbl K cPanel BocTpeboBaHbl Ha aHae-
rpayHOHbIX MapKeTax.

1] Country 551 TLD :t::; SEO Info Hasting Price  Seller :::::"Uplnad Check  Buy

1938 FANkOWN @rrrs com o [ElETIISIEEE cotaddycom. L 700 seliers2 [l il X

1331 [0 UNKNOWN of HTTP g e B CRATEl & smallOangelle 600 sellerS

1869 [ J UNKNOWN @& HITPS o N ™ Purchise SE0 Buyer Accaunt ($25) IENITER TS TENTT T00  sellers? m m m

2008 -: us @ HTTPS  com NfA W Purchase SEQ Buyer Accaunt ($25) EERTHEGT RIS 400 sellers] m

1756 [ ] UNKHOWN @ 1rTTPs in e BT el conaddycom, LLE  TA0  sellers2 Ea
GROUP-IB.RU
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11,66
8,09
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3a nepwuop H2 2021 - H1 2022 cuctemamu Group-IB 6b1no 3adumkcmnpo-
BaHoO 6onee 25 000 cPanel-gocTynoB, NpoaatomMXcsa Ha aHgerpayHaHbIX
mapkeTax. Camble nonynsapHble n3 HUX — Odin, Orvx 1 Xleet.

Jonu npoga) CKOMNPOMEeTUPOBaHHbIX
pocTtynoB (no mapkeTtam)

| orvx

| Odin
xLeet
Blackshop
Jmia

Jonu npogax CKOMNPOMETUPOBAaHHbIX
pocTtynoB (no ctpaHam)

13489
9452
1529

710
102

53,35
37,39
6,05
2,81
0,40

H2 2021
H1 2022

= CWA

== epmaHuns

Wl ABCcTpanus

4= OunHnaHona

Zi2 BenukobputaHus
@ CyHranyp

= HupepnaHgbl
== NnpoHe3unsa

== NIHpn4a

I+l Kanapa

= Typuns

1§ OpaHuusa

B Yuinn

= OxxHasa Adpuka

10372
1818
1120
1001

970
918
883
865
834
739
701
539
538
404

48,80
8,55
5,27
4,71
4,56
4,32
4,15
4,07
3,48
3,30
2,54
2,53
1,90
1,82



ATAKW HA COTPYOHWMKOB
KOMMAHN CTAHOBATCH
HOBbIM TPEHOOM

FMABA 1. [MTABHbIE YITPO3bl HI-TECH CRIME TRENDS 2022/2023

B nmocnepgHee BpemsA 3/10yMbILLUNEHHUKY BCE Yalle VCMonb3yroT cTapble
MeToAbl aTak, HanpumMep LeneBo GULLNHE. 3Ta TEXHKKa yCNeLHOo npume-
Hanacbk B atake Oktapus, korga xakepbl nogaensisanu ctpaHuubl Okta —
cepBuca ang ngeHtTnouvkaumm n ynpasneHna goctynamm. bnaropgaps
3TOMY Xakepbl MoAyYunv gaHHble AByXdakTopHoW ayTeHTudmnkaumum (2FA)
OT KOPMOopaTUBHbIX YYETHbIX 3anvce XepTB.

Tak>ke 3N0yMbILLNEHHVIKIA ULLYT YYETHbIE 3annCx OT BHYTPEHHUNX CEPBUCOB
KOMMaHWi Ha aHaerpayHa-MmapkeTax. 9Ta TeEXHNKa BEPOATHO NpUMeEHs-
nacb gns s3noma Uber. NpecTynHukn nprnobpenn norvi nonb3oBaTenei
pecypca uber.onelogin.com (nopTan ana aBTopu3saLivi BO BHYTPEHHMX
cuctemax Uber) B aHgerpayHaoHom marasmHe Russian Market. YdacTHuk®
MapTHEPCKMX NporpaMmmM-wWndpoBanbLLMKOB TakXKe MOoKynakT CKOMMPO-
MeTVPOBaHHbIE aKKayHTbl B aHOerpayHOHbIX MarasuHax.

Ha aHperpayHa-mapketTax MOXHO 0OHapy>XUTb Maccy y4eTHbIX 3anmncen
OT BHYTPEHHMX CUCTEM aBTOPU3aLLUK B KPYMHbIX KoMnaHusx. Group-I1B Threat
Intelligence MoHUTOPUT Takve gaHHble 1 coobLaeT KnmeHTam o6 1xX Nosie-
NeHnn B aHOerpayHaHbIX MarasvHax. Hanpumep, 3a oT4eTHbIN Nepuog,
6bIn0 06Hapy>xeHo B nponaxke 1988 kopnopaTMBHbIX aKKayHTOB /15
cepsuca onelogin.com.

Compromises c MEl Mules Publ g 3 D Puc. 20. CkpuHwoT nHtepdernca
Group-IB Threat Intelligence,
pasnen paHHbIX C aHgerpayHaHbIX
MarasnHoB
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nassianmarket IOOON P.‘l:!l'l'll"
nassianmarket Redine de#a#int

nassianmarket i Ll
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Oktapus — 06bl4HbIN GULLNHI

B ntone 2022 ropa cneunannctbl Group-IB o6Hapy>xunnu puimHrosyro
kamnaHuto Oktapus. OgHako Havanacb OHa paHblUe — aHannM3 nokasarn,
4YTO MepBble KOMMPOMETALMN NMENV MeCTO yxe B Mae 2022, a TecTupoBaTb
CBOIO CYICTEMY 3M10YMbILUNEHHUK Ha4an B MapTe.

OCHOBHOW LEeNbio 3TON KaMnaHMm bblina Kpaxa naeHTNPrKaLnoHHbIX
naHHbIx Okta n 2FA-kKog0B AN NpoBeaeHNs NOoCneayoLWyX aTak Ha LLenoYKy
noctaBok. bonbwmHcTBO XepTB Oktapus HaxoauTcs B CLLUA, MHOrme 13 Hux
NCMONb3YHOT CEPBUC yNpaBneHnsa naeHTndrKaLmnen n KOHTponem gocTtyna
Okta. XXepTBbl nonyyanu SMS-coobLueHns co ccbiikamuyi Ha GULLVIHIOBbIE
canTbl, UMUTUPYOLWME CTpaHuLy ayTeHTudunkaumm Okta.

26 nrona 2022 roga ogviH N3 KJIMEHTOB 3aMpocun y crneuuanvmcTtoB
Group-IB Threat Intelligence pononHuTenbHyto MHGOPMaLIO O HeAaBHEN
rnonbiTke PpULLIMHra, HaLLeNeHHOW Ha ero coTpyagHukoB. PaccnepnoBaHue
rmokasaro, YTO 3Ta aTaka Takxe NpoBogunach B pamMmkax kamrnaHum Oktapus.

Xakepbl cMOrnm NoxmTnTb gaHHble 9 931 nonb3oBaTens, Bkatodas 3 129
sanucein ¢ email n 5 441 zannce ¢ kKogaMmu MynbTdakTOPHON ayTEHTU-
dukaumnn. KamnaHua 3atpoHyna 6onee 130 opraHunsaunii.

[Mo3xe 6bInn BbigBNeHbl aHanorndHble ataky Ha Twilio, Cloudflare,
MailChimp 1 Klaviyo. bonee Toro, 13-3a KoMmnpomMmeTaLm nepevmncieHHbIx
KoMMaHW nocTpaganun u gpyrme. B yactTHoCcTy, MHUMAEHT 3aTpoHyn 163
knneHTa Twilio n Nnpmeen k atake Ha mecceHpxep Signal.

B o6Lwen cnoxHocTy nccnegopaten obHapyxXunm 169 yHunkanbHbIX
PUWNMHIroBbIX OOMEHOB, 3a4eCTBOBaHHbIX B pamkax Oktapus. B Hux
MCMOJIb30BasnCb Takme kJrodeBble crnoBa, Kak «SSO», «VPN», «c OKTA»,
«MFA» 1 «<HELP» (npumepsbl: twilio-ssol.Jcom, twilio-help[.Jcom, cloudflare-
okta[.Jcom). DumHroBble canTbl Bbirnaaen yéegntenbHo ¢ TOUYKN 3peHMs
XepTBbl N 6blNI CO30aHblI C MOMOLLBIO OOHOMO 1 TOro e GULLIVHIM-KNTA,
paHee HemsBecTHoro cneuvannctam Group-1B. CkomnpomeTnpoBaHHbIe
OaHHble HanpaBnanuce B Telegram-kaHarn, y KOToporo 6b1710 gBa agmum-
HucTpaTtopa. JINYHOCTb OAHOIO N3 KOTOPbIX YO4AN0Ch NOEHTUPULNPOBATb.
v okazancs 23-neTHuin my>4dunHa na CesepHon Kaponunel, CLLA.

B3nom Uber

16 ceHTAbps B oduumanbHom akkayHTe Uber B ceTn Twitter nosiBunocs
COObGLLEHME O TOM, YTO CUCTEMbI KOMMAHW MOABEPINNCH atake, N B aHHbIN
MOMEHT BefeTCH paccrnefoBaHve NHUMOEHTA.

Puc. 21. OdunumanbHbii TBUT Uber

Uber Uber Comms €

We are currently responding to a cybersecurity

incident. We are in touch with law enforcement and will
post additional updates here as they become available.




B pasBepHyTOM coobweHumn Uber nogtBepamna, 4To OAvH N3 COTPYAHNKOB
6bl1 CKOMMNPOMETNPOBAH.

B 3TOT >k€ MOMEHT 3N0YyMbILLUMEHHWK Mo HUKHeMOM Teapot B3an Ha cebs
OTBETCTBEHHOCTb 3a B3n1om cuctem Uber.

Nosxe, rpynna nonb3oBaTtenei vx-underground pasvecTuna B Twitter
CKPWVHLOTbI, MOTy4YeHHble B 06LeHnn ¢ Teapot.

Punc. 22. CKpUHLWOT naHenmn
SentinelOne B cucteme Uber

Unresabeed Thieats as Infected Endpoists Blagg Feed

Enpusint, e neiry arsd Chousd | Te Cyber Attachs of
2002 (% Far)

Theeats by Dutection Engies Threats by Type

B G IB 06 Puc. 23. CKpMHLLOT, NokKasblBatoLLMiA
XOAE aHannsa ckpnHLLOTOB roup-it obHapyxina NHTepecHele apte- HEeLABHO 3arpy>XeHHbIe 310yMbiLL-

dakTbl B 06nacTn HegaBHO 3arpy>XXeHHbIX ¢Gannos: NeHHVKOM daiinbi

W putty-64bit-0.77-Lmsi

MNepBble gBa danna NpencTaBnsatoT COO0N zip-apXMBbl U UMEKOT dopmaTt
LOGID-\d{7} ¢ umenamun LOGID-4952307 n LOGID-4953756. ®opmat
VIMEeH 3TuX darinoB NO3BONUA NOEHTNOULMPOBATb X KaK TIOF/ CTUNEPOB,
KoTopble 6bIv MpoaaHbl Ha noanonbHOM pbiHke Russian Market. Cneuwm-
anucTbl Group-IB BbISCHUAN, YTO 3TX NOr 6bINK BbICTABMEHbI Ha MPO4aXy
12 n 14 ceHTAbps. B3nom, B KOTOPOM OHW NCMOb30BaINCh, bl packpbIT
15-16 ceHTA6pA. DTO rOBOPUT O TOM, HTO 3M1I0YMbILLMEHHUKY YOaN0Cb NoMny-
YNTb OOCTYN K BHYTPEHHEN CETU N OCYLLECTBUTb CBOIO aTaky B LOBOJIbHO
KOPOTKUIA MPOMEXYTOK BPEMEHN.

Kak mokazaHo Huxe, oba nora cogep>kaT gaHHble aBTopur3aumnm ons
uber[.Jonelogin[.Jcom - cucTemsbl, ncrnonblyemor AN NpoBepKM 4OCTyna
rnonb3oBaTenen Kk BHyTpeHHuM cuctemam Uber. Cyas no atum noram,
Kak MUHUMYM ABa coTpyaHuka Uber (ns MiHgoHesun v Bpasunuun) 6binm
3apaxeHbl cTunepavu Raccoon v Vidar.

GROUP-IB.RU OMABJIEHVE 1



ATAKW HA COTPYOHVIKOB KOMMAHWA CTAHOBATCA HOBbIM TPEHOM

Puc. 24. CkpuHwoT nora

" mo,on = "
market” : "russianmarket", co ctunepa Raccoon

"upload_datetime" : "2022-09-14",
"stealer_name" : "Racoon",
"ps" : "Windows 1@ PFro",
"country"” : "Indonesia",
"state" : "West Java",
"{sp" : "PT. TELKOM INDONESIA",
"id_item_in_this_market" : "4953756",
"links" : [
{
"browser" : "Chrome (v105.8.5195.102-64, Profile: Default)",
"login" : "+",
"password" : "+",
"cookie" M=t

"source_link" : "uber.onelogin.com"

"browser" : "Chrome (v105.8.5195.162-64, Profile: Default)"”,

"login" : "+,
"password” : "+",
"cookie” M ™
"source_link" : "careers-uber.icims.com
1
]
"file_size" : "8.19Mb",
"vendor_status” : "[Diamond]”,
"vendor" : "Momdi#tityf",
"price" : {
"value" : 10.08,
"currency" : "UsD"
}!
"data_type" : "Stealer Logs"

GROUP-IB.RU OMABJIEHVE 1
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ATAKW HA COTPYOHVIKOB KOMMAHWA CTAHOBATCA HOBbIM TPEHOM

"market" : "russianmarket",
"upload_datetime" : "2022-89-12",
"stealer_name" : "Wdar",
"ps5" : "Windows 18 Pro [x64]",
"country" : "Brazil",
"state" : "Sao Paulo",
"isp" : "Brava Telecomunicacoes Pontes E Lacerda Ltda - EPP",
"id_item_in_this_market™ : "4952307",
"links™ [
{
"browser" : "Google Chrome [Profile 11",
"login” @ "+",
"password” : "+",
"cookie" : "-",
"source_link" : "uber.onelogin.com"
1.
{
"browser" : "Microsoft Edge [Default]”,
"login" : "+",
"password” : "+",
"cookie" : "-",
"source_link" : "uber.onelogin.com"
1.
{
"browser" : "Google Chrome [Profile 1]",
"Login" : "-",
"password” : "+",
"coolkie" @ "-",
"source_link" : "auth.uber.com"
1,
{
"browser" : "Google Chrome [Profile 11",
"Llogin" @ "-",
"password” : "+",
"cookie" ; "-",
"source_link" : "accounts.uber.com"
1
1,
"file_size" : "6.38Mb",
"wvendor_status" : "[platinum]”,
"wvendor" : "beftiitfist",
"price" : {
"walue" : 18.8,
"currency” : "USD"
1.

"data_type" : "Stealer Logs"

Bepcuto Banoma Uber yepes nokynky Noroe, cogep>xalmnx gaHHble onsa
aBTopu3auuu Ha uber[.Jonelogin[.Jcom, noaTBepXxaaeT TOT e CKPUHLLOT,
roe BUAHO, YTO caMas rnepBas Bknagka B 6paysepe HasbiBaeTcs Onelogin.

B pononHeHme K ykasaHHbIM Bblille fioramM 3/0yMbIWAEHHUK MOF Nprno6-
pectu n gpyrue, 4tobbl MEeTb BO3MOXHOCTb Nepebparb BCe y4YeTHble
3anncy B Nonckax npriBUNermpoBaHHOro 4ocTyrna K BaXHbIM pecypcam
BHYTPEHHEN ceTun. Jlorn Takxxe cogepxkan MHOrOYNCNEHHbIE YYETHbIE
OaHHble ONns OocTyna K gpyrum pecypcam, Bknarodasa Slack, Facebook,
Google, Instagram, Microsoft u T.4. 9Tn y4eTHble faHHble MOornun ObiTb
VICMONb30BaHbl 3/T0YMbILWNEHHUKOM A1 NPOHVKHOBEeHMUs B ceTb Uber
C MOMOLLBIO CoLManbHOM NHXeHepun, ecnu gocTyna kK uber[.Jonelogin[.]
com 6bIN10 HEAOCTaTO4YHO.

GROUP-IB.RU

Puc. 25. CkpunHLwWoT nora
c Vidar ctunepa

OMABJIEHVE 1
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HI-TECH CRIME
TRENDS 2022/23

[JIABA 2.

NOrn CtTUIePOB
KAKNCTOYHVIK
OOCTYIOB



CTWIEP - NMPOCTA4,
HO CEPbE3HAA YITPOSA

FMABA 2. 1OT'1 CTUNEPOB KAK NICTOYHUK AOCTYINOB HI-TECH CRIME TRENDS 2022/2023

CTunepsbl 9BASAKOTCA OYEHb MPOCTbIM U B TO Xe BpeMsi 3dPeKTUBHbIM
3N1EMEHTOM, NCMNOJIb3YyEMbIM 3M1I0yMbILLNEHHUKaMK. Kak npaBunno, oHun
nnoéo npopatoTca 3a HebonbLWmMe CyMMbl, IMB6O MOryT 6biTb MONYYEHbI
B OTKPbITOM gocTyne. [laxe BbiICOKOKBanpuLMpoBaHHble KnbeprpecTyn-
HVKN NCMONb3YOT CTUMEPDI.

3anepwuopg H2 2021 - H1 2022 cneumnanucTtbl Group-1B o6Hapy>xunn 6onee
200 o6baBneHUn o Npogaxe cTunepos 1 6onee 150 Tem ¢ 6ecnnaTtHbIMY
paspadamMiu Ha KnbepnpecTynHbiX popymax.

Puc. 26. Npumep o6baBneHns
O NMpopjaxe CTUIepoB

%| @[RENTAL] Raccoon Stealer 2.0 [maas, loader, c/c++]
2 By racc Ty

coonstealer,
Reply to this topic
n 2 2 4 8 & NOT

raccoonstealer

W 51 U Ce

RACCOON STEALER 2.0 We are Back!

n easy few months. We were forced fo close our highly successiul project due to

L thi mistakes of the

past and | 1tk 1 ide

The build has become 10 times ¢ chips, which

i 1o the quadity of o

| pane!

Ha cerogHs cambiMy monynsipHbiMy 6ecnnaTHbiMU CTUepaMmn B gapk-
Be6-coobuiecTBe apnatotca RedLine (mupatckasa Bepcus) n AZORult,
B MeHbLllen cteneHn Mars Stealer, Oski stealer n Arkei. Cpegun nnaTHbIX
peleHnii KnbepnpecTynHYIKI oTaatoT npegnodteHne RedLine (akTyanbHas
Bepcus ¢ nogaepxkoi), Raccoon 1 Vidar. MpoaBuiHyTbie rpynnbl aTakyroLLX
npenno4YnTatoT NpriBaTHbIE peLleHuns, paspaboTaHHble CaMOCTOATENIbHO
W caenaHHble Ha 3akaas.



CTUNEP - NMPOCTAA, HO CEPbE3SHAA YITPO3A

310yMbILWNEHHUK MOFYT Mpo4aTb CKOMMPOMETUPOBaHHbIE AaHHble
Ha aHOerpayHAHbIX nioLlankax Ui caMmoCTOATENbHO MOMYYUTb S4OCTYM
K CKOMMPOMETNPOBaHHOI CUCTEME.

Ctunepsbl paboTatoT HensbupatenbHO. YToObl MONY4YNTb Kak MOXHO 60bLue
LaHHbIX NporpamMmmve, HeobXxoOMo 3apasnTb Kak MOXHO 6onblue nosb-
30BaTENIbCKNX KOMMbIOTEPOB. B ntore 3noymbllUNEHHWK B HakanamBaeT
OrPOMHOE KOJIMYECTBO MepPCOHalbHbIX OaHHbIX, KOTOPblE OH 3a4acTyo
He MOXEeT KadeCcTBeHHO obpaboTaTb.

MoaToMy MHOrMe KnbepnpecTyNHUKN BbICTaBAAKOT JTIOMV Ha Npo4axy. To
camblii MPOCTOW N HaMeHee TPpyLAo3aTpaTHbI CNoco6 MOHETU3NPOBATb
3TOT TVMN AAaHHbIX.

B naHHbI MOMEHT NoNynapHbl TPy cnocoba peanvsaumny oros:

* AHperpayHOHble MapKeTbl — aBTOMAaTU3POBaHHbIE CUCTEMbI MO NPOAAXKE
pPasfnyHbIX TUNOB NHPOPMaLI, B TOM YMCNE N NOrOB. Tam KaxXXablii nor
npogaeTcs OTAENbHO, a MoKynaTeslb MOXeT 03HaKOMUTbLCS CO CMYCKOM
OOMEHOB V1 CTPYKTYPOI apXnBa, 4TOObl y6eanTbCHa B HANNYNIN HYXXHbIX
emMy OaHHbIX;

« UCL (Underground Cloud of Logs) - nognucoyHble cepBuicChbl, Yepes
KOTOPbIE NIOr MAcCOBO PacMpPOCTPaHATCA Ha 60bLIOE KONMYEeCTBO
nonb3oBaTenen. ‘-Ial.u,e BCero noanmcyYmkKm rnony4aroT norm 4epes
Telegram-kaHanbl;

« [lpopaxa Bpy4HYto, KOrga NpofaseLl, npensaraeT BblKynyTb MaccuB
NoroB., B KOTOPOM UHTEPECHbIE eMY akkayHTbl yXe oTpaboTaHbl. BTopoi
BapuaHT — MOVCK KOHKPETHbIX akkayHTOB Mo onpeaeneHHomy URL.

O6napaTtenb NOroB MOXET UCMOMb30BaTh UX ANS MOAyYeHUs oCcTyna
B KOpriopaTuBHbIE CeTU. Y>Ke Oblfio BbIIBIEHO HECKObKO TakUX KENCOoB,
Hanpumep, ataka Ha Uber B ceHTs6pe 2022 roga. Tak>Xe N3BECTHO, YTO
napTHepbl rpynnbl Hive ncnonbsoBanu Takom cnocob Bxoaa B CBOVX aTakax.

MpnBegem CTaTUCTUKY MO CKOMMPOMETUPOBaHHbIM AaHHbIM CO CTUIEPOB,
BbigBNeHHbIM Group-IB Threat Intelligence 3a oT4eTHbIN Nepuog.

CratucTtuka no CKoOMnpomMeTnpoBaHHbIM akKKayHTaM:

HasBaHue Konuyectso

RedLine Stealer I /3 575 051
AZORult I 13 946 197
Vertex Loader I 1 268 888

iDex Stealer I 628 124

WorldWind Stealer N 626 799

420 Stealer I 558 860

Osno Stealer I 324 733

BlackGuard Stealer W 287 177

Collector Stealer 164 555

Masad Stealer W 127 726

Smoke Bot B 74 984

KPOT Stealer 066 187

MassLogger 139542

FickerStealer 124 849

GROUP-IB.RU OMABJIEHVE 1



CratucTtuka no noram co CTUNepos:

RedLine I 35 585 412
Vidar I 8 657 722

Raccoon I 7 822 337

AZORult I 1 365 026

HewnssecTHO 42 029 182

BonbLuoe konn4ecTBo AaHHbIX Co cTunepa Raccoon cBA3aHO C Penn3om ero
HoBoW Bepcuu B ntoHe 2022 roga. 3a a1oT mecsu, cuctemon Group-IB Threat
Intelligence 6bino BoissBneHo 5 386 699 noroe ¢ Raccoon.

BaxkHO, 4TO cpenu noroe CTUIEPOB MOXHO HaTU KpaliHe LLeHHbIe akKayHTbI,
a MeHHo koprnopaTuBHble SSO-akkayHTbl, KOTOPbIE 3/1I0YMbILLNEHHVKY/
MOryT MCMOMb30BaTb A1 Mosy4YeHUs 4oCcTyrna B KoMmnaHun. CneumanmncTsbl
Group-IB npoaHanuanpoBanu, Kak 4acTo akkayHTbl OT peLueHuin ons
yrnpaeneHns ngeHTudunkaumen n goctyrnom (SSO-nnardopm) nonagannco
cpenu Noros CTUIEPOB B OTHETHOM Nepurioae:

HA3BAHWE CNCTEMbI SSO KONMNYECTBO OBHAPYXEHHbIX AKKAYHTOB
B JIOFAX CTWUJIEPOB 3A OTHETHbI MEPVOA,

AuthO 12 478
Okta 1742
Onelogin 709
Duo Security 131
JumpCloud 57
Rippling 19

GROUP-IB.RU OMABJIEHVE 1
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J10I'1 CTUJIEPOB
HA AHOEI PAYHRARBIX
MAPKETAX

MMABA 2. IO CTUNEPOB KAK NICTOYHUK OOCTYMNOB HI-TECH CRIME TRENDS 2022/2023

HOﬂyﬂﬂprlM cnocobom peannsaunn oroe CTepoB ABNAKOTCA aHOerpa-
YHOHbIE MapKeTbl. Jlorn — oonH 13 cambix nonyndapHbIX N BOCTpe6OBaHHbIX
TUMNOB OaHHbIX NMOC/1e TEKCTOBbIX aHHbIX KPEeOAUTHbIX U 0ebeToBbIX KapT.

Bce paHHble, YTO COXPaHSATCSH CTUNEPOM CO CKOMMPOMETUPOBaHHbIX
KOMMbIOTEPOB, MOTyT 3aVIHTEPEeCcOBaTb 3/10YMbILWIEHHVKOB. OTMETUM
Hanbornee LeHHble N3 HUX:

* CcoxpaHeHHble cookies-ceccuu;
* JIOMMHbI 1 NapPonu;
e dUHrepnpuHTbl 6pays3epos;

e nokasbHble dhanbl MECCEHOXEPOB, MO3BOMAOLLE BXOAUTb B aKKayHT
He BBOASA NIOMVIH 1 Mapo/ib;

¢ KpMNTOoBallOTHbIE KOLWWEeNbKW;

e pasnunyHble Galinbl C KOMMbIOTEPA XEPTBbI.

NHdopmaLuma Ha mapkeTax NO3BOMAET MoKynaTtenam HanTu gns cebs
nogxoaawmim nor. Yaule Bcero ato CriMcok 4OMEHOB, OB6Hapy>XeHHbIX
BHYTPW Nnora, Uiy MmackmpoBsaHHas nHdopmaumsa ob IP-agpece n ckom-
npomMeTupoBaHHOM KoMMbtloTepe. Hanpumep, Ha Russian Market mo>xxHO
NPOCMOTPETL CTPYKTYPY apxmBa, KOTOPbI/ NMOKynaTeNb Nosy4yaeT B CBOE
nonb3oBaHue.

Country Outiook Info Puc. 27. CtpykTypa apxuBa
Ha Russian Market

A BOT Ha CKPUHLLOTE HUXe NpeacTaBneHa CTpyKTypa rnogo6Horo nora,
HO Yy>e BbIKYMIEHHOIro ¢ MapkeTa.



[Auto] Name Ext  Size Puc. 28. Mpumep cTpyKkTypbl parnos,

Bl <DIR> KOTOpPbIe 3/I0YMbILNEHHUK NMonyvaeT
[Autofills] <DIR> co cTunepa
[Cookies] <DIR>
[Discord] <DIR>
[FileGrabber] <DIR>
[FTP] <DIR>
[Telegram] <DIR>
[Wallets] <DIR>

ij DomainDetects bt an

=] ImportantAutofills et 3447

d InstalledBrowsers bt 845

=] InstalledSoftware txt 8254

=l ProcessList txt 51986

M Screenshot jpg 143 474

\=| Usernformation et 1142

=] Passwords txt 125165

Bcero 3a nepuog ¢ 1 nona 2021 no 30 ntoHsa 2022 661510 06Hapy>XeHo
B npopaxe 6onee 88 MnH noroB. bonee 61% 13 HMX GbINO BbINOXEHO
Ha Russian Market.

Mpopaxa noros. (no mapketam)

| Russian Market 54256210 61,64
| 2easy Store 14711714 16,71
BlackPass 13210427 15,01
Genesis Store 5849498 6,65

Mpopaxa noroe. (no ctpaHam)
CLA
22 BennkobputaHusa
+ == NHonsa
+ == ViHpoHe3uns
+ i & bpasvnusa
+ + 1 1 ®paHums
+ I+1 KaHaga
BbeTHam
MaknctaH

CrouTt Y4UTbIBaTb, 4TO Cpenn 1oros 4acCcTto nonagarTCcAa AOMeHHble NMeHa,
KOTOpble MOTyT yKa3blBaTb Ha KOpI'IOpaTI/IBHbIIZ AOCTYnM:

* $s0.* - pomeH c sso (Single Sign-On) BcTpeyarncs B 6onee
400 TbiCcsaY norakx;

e dev.* - o6HapyxeHo 6onee 21 000 yrnoMmnHaHuiA;

e citrix.* - o6HapyxeHo 60onee 3 000 ynomvHaHWNA;

* vpn.* - o6Hapy>xeHo 6onee 18 000 ynomvHaHNN.

GROUP-IB.RU OMABJIEHVE 1
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1,53
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[JIABA 3.

OBJ1AKA JTOI'OB



O6naka noros — crewuuasnbHbIli CepBUC, NPenoCTaBNAWMNA OOCTYN K yKpa-
LEeHHON KoHraeHUunanbHoOm nHopmanm, Nony4eHHON B OCHOBHOM
c nomoLsto ctunepos. OHM NpencTaBnsatoT cobo HeuTo Bpoae Google
[rcka c orpoMHbIM KONMMYECTBOM HE3AKOHHO MOTYYEHHbIX U 3arpy>XXeHHbIX
KOHdUMOeHUnanbHbIX OaHHbIX.

JocTyn K Takum «guckam» npogaeTcs Ha MHOXeCTBe aHaerpayHOHbIX
dopymoB. KonnyecTBO CKOMNPOMETVPOBaHHbIX AaHHbIX B 06f1akax 1oros
YBENNYMBAETCS eXeHeaernbHO, N X MOMyNsPHOCTb NPSIMO CnocobCcTByeT
pPa3BUTUIO PbiHKa KOPMOPAaTVBHbIX A4OCTYMOB 1 YBENTNYEHMIO KONMMYECTBa
BbIMOraTesibCKMX aTak.

BriepBble Takme cepBrCbl MOSBUIVCH BO BTOpOW rnonoBuHe 2018 roga.
3a Bce BpeMs VX CYLLEeCTBOBaHWSA, Mbl 06Hapyxunv 102 o6naka foros.
B nepBoi nonosrHe 2022 roga nuwb 33 13 HUX BCe elle NpogosixKanu
paboTaTb. TeM He MeHee, KaXkKayro Heaento Yepes obaka JIoroB NpoOXoaaT
OrPOMHbI€ MOTOKW YKPaaeHHbIX AaHHbIX.

GROUP-IB.RU

Puc. 29. Mpumep o6baBneHns
O Npopaxe Noros B fapkHeTe

OMABJIEHVE 1
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PacnpepeneHune o6nakoB noros no rogam

33

18

16

_

ViHorpa BnagenbLbl 06n1akoB NOroB ykasblBatoT, kKakoe BpenoHocHoe MO oHwu
NCNOMb3YOT A5 KpaXk NepCoOHalbHbIX aHHbIX. Ha nprBeneHHoOM HMXKe
ounarpamMmme rnokasaHo, 4TO caMblM MONYNASPHbIM CTUIEPOM 3a Nepuoa
H2 2021 - H1 2022 ctan RedLine Stealer. OH npocCT B CMOMb30BaHNN,
adpekTrBEeH 1 06xoanTCcs 3rnoymMblilineHHnkam scero B $150 B mecsLl.

Ctunepbl, ucnonb3yemble o o61akoB
noros B H2 2021 - H1 2022

| RedLine 30 86
Raccoon 1 2
MARS Stealer 1 2
OSKI 1 2
DiamondFox 1 2
Bloody Stealer 1 2
LOKI 1 2
Krypton 1 2




LleHbl Ha pbIHKe 061aKOB STOroB VIMEKOT OYEeHb LWNPOKUA aranasoH. OCHoB-
HbIMV LleHOoOob6pasywmmy dakTopamm ANa AocTyna K obnaky sBNAtTCA

KONMYECTBO 1 YacToTa MOCTYMatoLLMX JIOFOB, KOIMYECTBO Nofb3oBaTenel Puc. 30. LieHbl Ha 06MaKa 1oros
1 CTOUMOCTb BpefoHocHoro MO, KoTopoe NCNoMb3yroT BraenbLbl obnaka. 3a H2 2021 - H1 2022
| |
$6 999

$639

3a nepuopg H2 2021- H1 2022 B o6nakax noros 66110 06Hapy>xeHo 24 989
843 noros.

Ton-5 akTmBHbIX 06n1akoB xpaHaT 15 028 000 noros. Huke nprBeaeH cnnMcok
MATU KPpynHelwmx o61akoB NOroB 3a OTYETHbIN Nepurioa 1 Agnarpavmma,
n3obpaxkaroLlas X OTHOCUTENbHbIE SONN.

Ton-5 akTnBHbLIX 06N1aKoB

H2 2021

| BradMax 5150 000 34 H1l 2022
| tommyshelbyy 5000 000 32

JOKERLOGS 3000 000 21

maxtrojan 938 000

Marvel Logs 940 000 6

CTI/IJ'Iepr pacnpocCTpaHATCA BnagesibuamMm gaHHbIX CepB/COB MO BCEMY
MUPY. Hwuxe npencrtasieHa CTatncTka, B KOTOpOI‘/’I OoTpa>XeHbl CaMble
nonynapHble CTpaHbl B obiakax JioroB 11 KOMYeCTBO SIOFOB N3 3TUX CTpaH
COOTBETCTBEHHO.



OBJTAKA J1OroB

CtpaHa
F&1 bpasunus
== NIHpna
E CLLA
+ & + == |\jgoHe3uns
BbeTHam
== TannaHpg,
+ + — Ervner
= Typuns
I-1 Mekcuka
1§ OpaHuunsa

TakXe CTOUT y4nTbiBaTb, YTO Cpeau NoroB B o6rakax 4acTto nonaga-
FOTCS YYETHbIE 3amncy B AOMEHHbIX MMEeHax, KOTOpble MOFyT yKasblBaTb
Ha KOpropaTUBHbIA JOCTYM:

* $s50.* — 06Hapy>xeHo 862 000 ynomMmmHaHWn

* dev.* - o6HapyxeHo 6onee 32 000 ynoMuHaHWiA

e citrix.* - o6Hapy>xeHo 6onee 3 000 ynomuHaH1i

e vpn.* - o6Hapy>xeHo 6onee 12 000 ynommnHaHuin

MpucyTcTBME KOPNOPATUBHbIX YHYETHbIX 3anvcen genaeT obnaka noros

onacHbIMU. Takas MHGOPMaLLMSA MO3BOSET MO3BOSAET NTIErKO MPOHVIKHYTh
B KOPMNOPAaTVBHYO CETb.

Bce, 4To HYXXHO caenaTb NonbsoBaTento obaka fIoros — NPOBEPUTbL Ban-
HOCTb gocTyna 1 nnbo npogaTtb ero, MM6o NCrNosib3oBaTb CaMoMy OMS
npoBeneHns atak. Ha CKpUHLLIOTE HXXe NpeacTasieH NpriMep Npoaaxm
naketa goctyna. Mo crnosam cosgaTtens Tembl, oH npogaet 20 kopropa-
TVBHbIX JOCTYMOB 1 MOMy4YaeT X Mo floram.

Puc. 31. NMpumep npopaxn

f., Pack of 20 Citrix access; vpn, rdweb nakeTa gocTyna
BOP eyBOP, Sunday at 12:27 AM in Auct
BOP
byte
. | will sell a pack of accesses obtained in the logs of a personal stealer,
The pack consists of 20 accesses, of this kind: citrix.vpn, porialiwebclient.rdweb global-protect
F Gev accesses: Europe, USA, Arabs.
1&' Access rights: user domain, 1-2 accesses with admin rights

B o.ﬁ rhubarb in pm

Without questions, | agree to work through the guarantor of the forum.

Paid registration

[+ ¥
Jmnc;:l Start 20008
Step: 2005
.Acuwty Blitz: 30005
I PPS/12H

XoTa obnaka NoroB — 3T0O OTHOCUTENbHO HOBbIV TPeHA, CheunanmncTbl
Group-IB Threat Intelligence oTmeuatoT 60MbLLON UHTEPEC K 3TUM CEPBUCAM
1 OXMAAKT POCTa 3TOro pblHKA.

GROUP-IB.RU OMABJIEHVE 1

Konunyectso
13225 972
9401153
8132306
7989 003
5002 593
4152 210
3943 876
3867423
3128140
2898 167
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®PE/IMBOPKOB
015 MOCTIKC-
NYATALAY



first_seen: 2020-07-01 - 2021-06-30 first_seen: 2021-07-01 - 2022-06-30

Cobalt Strike 26 029 Cobalt Strike 18 481 [ICIEN
Covenant 2357 Covenant 2200 Y
Meterpreter 1732 Meterpreter 1572 CHuxeHne ¥
Mythic 4 Mythic 372 Poct
Viper — Viper 271 Poct 1
Merlin 19 Merlin 204 PocT 1
Sliver - Sliver 203 Poct 1
PoshC2 158 PoshC2 o1 CHuxenme ¥

Pupy 291 Pupy 50 CHuxeHune ¥

Brute Ratel 4 Brute Ratel 35 Poct

Group-IB perynsapHo obHapy>XunBaeT HOBYIO NHOPACTPYKTYpPY A4
pasnnyHbIX NOCTIKCMNNyaTaunoHHbIX dperimBopkoB. C KaXabiM rogom
Mbl OTMeYaeM 60MbLUNA POCT B UCMOMb30BaHN 3TUX NHCTPYMEHTOB KakK
OBbI4YHBIMUN KNbBepnpecTyrnHmMKamMmu, Tak 1 NPOABUHYTbIMI NPOrocyaap-
CTBEHHbIMV rpynnamMu.

B npownom rogy mbl Habntopgann pocTt ncrionbs3oBaHns Cobalt Strike,
CBSI3aHHbIV C TEeM, YTO HaynHasa ¢ Bepcuin 4.0 MIHCTPYMEHT Havyan akTUBHO
pacnpocTpaHAaTbCA B NyOANYHOM MpOCTpaHCTBe.

OpHako netom 2022 roga 310yMbILLNEHHWKIN CTaNn UCKaTb anbTepHaTunBY
XOPOLO MccnenoBaHHOMY 1 nerko obHapyxmnsaemomy Cobalt Strike
VI MepekItoYnINCh Ha HOBbIM MHCTPYMeHT — Brute Ratel C4 (BRc4).

Brute Ratel - 310 nocT-akcnnyaTauMoOHHbIN GPENMBOPK, KOTOPbIN TakXe
kak n Cobalt Strike npopaeTtca non cneunanbHON nuueHsven. MNepable
cepBepbl 3TOro dpenmaopka b obHapyxeHbl cnctemon Group-I1B Threat
Intelligence 5 peBpans 2021 roga. K19 oktabpsa 2022 roga nx KONM4ecTsBo
pocTurno 74.

B ceHTsa6pe 2022 ropa Ha xakepckux GopyMax Havanm nosiBAsSTbCA apXuBbl
co B3/1oMaHHom Bepcunell BRc4. CnycTtsa 3-5 mecsiles nocrne B3nioma crneum-
anucTtbl Group-IB oxunparoT 3aMeTHOro pocTa MCNoNb30BaHWS JaHHOro
NHCTPYMEHTa XakepCKnMuy rpynnamMmu, nccrnegosartenamMmuy 6e3onacHocTu Puc. 32. CKpUHLLOT COOBLLEHNS
n neHTectepamMmn. o npopaxe c darkweb popyma

Npogam Brute Ratel 2k$

JuuaHaHA + Ko

TMepablil KOMTIKT B NM
Mpogas E GEIE B4 lic + key TapauT dopyma.

13.ul 2077

exploitin 13 Jul 2022 —15 Jul 2022
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Uncracked version | was wondening if there is Golang reverse Engineer who can crack it
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18 Sep 2022

breachad.co -1 16 Sep 2022 =19 Oct 2022

msto

Bonee TOro, HamgeHHble B HegaBHUX Bepcusax Cobalt Strike yassumocTu
CVE-2022-42948 RCE n CVE-2022-39197 XSS BHeCyT CBOU KOPPEKTMBBDI
B KOHEYHbI/ BbIOOP MHCTPYMeHTa A atakyrowmx. ObHapy>XeHHble 6aru
MPMBOAAT K yAaneHHOMY BbIMOSTHEHMIO KOAa 1 MO3BOAAIOT 3710y MbILUEH-
HMKaM YCTaHOBUTb MOJHbIA KOHTPOb Haf, LeneBbiMy CUCTEMaMU.

YaseumocTb CVE-2022-39197 B nonesHo Harpyske Cobalt Strike Beacon
[aeT BOBMOXHOCTb akTuBMpoBaTb XSS, ycTaHOBMB nogaefibHoe nvs
nonb3oBaTtens B KoHoUrypaumm Beacon, Tem cambiM Bbi3biBas yoaneHHoe
BbiNONIHEHME Koga Ha cepBepe CS. MNpobnema, oTcnexvpaemas Kak
CVE-2022-42948, zaTparuBaeT Cobalt Strike Bepcumn 4.71 n cessaHa
C HenosnHbIM naTyem, BbinyweHHbIM 20 ceHTsa6pa 2022 roga onsa yctpa-
HeHVa npeabiaylen yassumocti (CVE-2022-39197). YA3BMMOCTb MOXET
NnPWBECTU K yaaneHHOMY BbINOJIHEHWIO Koaa.

s Identical Hacknames

GROUP-IB.RU

Puc. 33. CKpnHLWOT coobLeHmns
o npopaxe ¢ darkweb dpopyma

Puc. 34. CkpuHLWOT coobLieHuns
C pacnpocTpaHeHuem Bepcun BRc4
c darkweb ¢opyma

i the newest red-teaming and adversanal attack simulation teof te in the market.

ink Uncracked

Puc. 35. CkpunHLWOT coobueHuns
c darkweb ¢opyma
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[JIABA 5.

MPOrOCYOAP-
CTBEHHbIE XAKEPb!

2021-2022



Nnpepom no konmyecTBy aTak MPOrocynapCTBEHHbIX FPYMM BCe eLle
ocTaeTcs A3naTCKO-TUXOOKEaHCKMNIA PEermoH, K KOTOPOMY MPOSIBNSNN
MHTepec akTuBHble rpynnbl U3 Kntasn, CesepHoin Kopewn, VipaHa, VIHaonn,
Makuctana n CLUA.

Ha cmeHy naHgeMunmnHomMy Kprsucy npuen BOEHHbIN KOHOMNKT, KOTOPbI
ewe 6onblie crnocobcTBOBa POCTY KnbepaTtak, B TOM YMClie CIOHCU-
pyembix rocygapcteamu. Mbl oTMedaeM HanpsiXkKeHne He TONbKO MeXay
rpynnamMmu-npencTaBuTeENSIMy OCHOBHbIX CTPaH KOHGIMKTa, HO 1 TakXe
rpynnamMmm cTpaH, KOTOpble 3aHTEpPEeCOBaHbl OTCTOSATb CBOV 9KOHOMUYe-
CKVe Uy BOEHHbIE NHTEpPEeCHI.

AmepMKa * ChamelGang Machete
*  MalKamak Earth Berberoka
« DEV-0343 Turla
*  Kimsuky APT41
+ DEV-0322 APT37
* DarkHalo LuoYu
* Earth Lusca APT10
« APT35 Lazarus
* BlackEnergy Praying Mantis
* Moses Staff Cloud Atlas
* Red Menshen
EBpona + ChamelGang APT27
¢ MalKamak Moses Staff
« DEV-0343 TEMP_Heretic
« APT35 White Tur
« APT31 APT41
* lLazarus Turla
* MuddyWater LazyScripter
* DarkHalo LuoYu
* Ghostwriter ToddyCat
e Earth Lusca APT10
* Mustang Panda TA410
ATP * ChamelGang APT-C-40
* Harvester Transparent Tribe
e Kimsuky Exforel
« SideCopy VajraEleph
e Lazarus Sharp Panda
« APT37 Red Menshen
* BlackTech Aoqin Dragon
* GreenSpot APT40
* SideWinder TA428
¢ MuddyWater Naikon
« APT41 Earth Berberoka
* BITTER Aggah
* Earth Lusca DarkOxide
e Tropic Trooper APT-C-61
* Patchwork DriftingCloud
* Donot LuoYu
e Scarab ToddyCat
* Mustang Panda TA413
« APT35 TA410
* BlackEnergy DarkHotel
 APT10
511I/I)KHI/II7I BOCTOK ¢ MalKamak Exforel
« DEV-0343 POLONIUM
n Adppunka « HEXANE APT35
+ DEV-0056 Transparent Tribe
* AridViper Oilrig
* Lazarus BAHAMUT
« WIRTE APT27
¢ MuddyWater WildPressure
+ Earth Lusca SideCopy
+ Gaza Cybergang StrongPity
* DarkHalo APT10
¢ Mustang Panda TA410

* Moses Staff

GROUP-IB.RU
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YkpanHa n CHI

ChamelGang
MalKamak
Kimsuky
Gamaredon
MuddyWater
Scarab
Lorec53
Mustang Panda
Turla
Ghostwriter
InvisiMole
BlackEnergy
Twisted Panda

APT28

Tonto Team
Callisto
APT10
TridentCrow
Moshen Dragon
APT31

APT37

LuoYu
ToddyCat
Space Pirates
Lazarus

Cratncrtuka no CTpaHamM

== YxpanHa

== Poccus

= Nnona
MaknctaH

£ CWA

El Kntan

Bl TaBaHb

@ HOxHas Kopes

=

N3paunnb
BbeTHam
== epmaHus
EICA

EA TOHKOHP
= Typumns

= OA3

a8l ABcTpanus
1§ OpaHumsa
== MbsiHMa
= CyHranyp
= VipaH

I baHrnapgew

ZiE BenukobputaHums

H 2NN A
O N WO Ol B D O NN

A D OO OO OO OO O ©

12,17
7,83
725

6,96
6,09
4,35
4,35
3,77
3,48
2,90
2,61
2,61
2,32
2,32
174
174
174
1,74
174
1,45
1,16
116



CraTtucrtumka no NHAOYCTPUNAM

® [1paBNTENLCTBO N BOEHHbIE I 115 33,14%
© OuHaHChbI I 02 6,34%
W TenekoMmyHMKaLnm I 20 5,76%
a8 T I 18 5,19%
I DHepreTuka I 13 3,75%
A [pOMbILWNEHHOCTb I 13 3,75%
& TpaHcnopT I 13 3,75%
7 ObpasoBaHune I 12 3,46%
= Mepuna I 12 3,46%
+ AspokocmMumyeckas oTpacsb I © 2,59%
© Hekommepyeckune opraHmsaumm . 7 2,02%
® 30paBoOOXpaHeHne . 7 2,02%

HewnsBecTHO 86 24,78%

HewnsBecTHO — aTaku 6b1nun BUGHbI, HO ObINIO HEVW3BECTHO Kakasi NHOYCTPWA
nnn CTpaHa 6blnn Lenbro
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XAKEPbI BHOBb
OBPYLLUNIINCDb
HA VIPAH

MABA 6. BHA4YMbIE BOEHHbIE OMNMEPALI HI-TECH CRIME TRENDS 2022/2023

Mo gaHHbIM N3 OTKPbITbIX MICTOYHWVKOB, ataka 6bifla OCyLecTBeHa ¢ TeM
e MoYepKoM, YTO 1 B xoae utonbckoi atakm 2021 roga Ha >enesHopo-
POXHYO oTpacnb VpaHa. 3noyMbIlLUNEHHVKN OCTAaHOBUMW XEeNe3Hoa0-
pO>XHOe coobLleHMe, a Ha aKpaHax 1 MOHUTOpax BOK3anoB Obln ykasaH
Homep odurca BepxoBHOro nupepa Aatonnbl Ann XameHen B Ka4yecTBe
HOMepa Texnonnep>XxKu. 3Ta ataka no3xe Obina cBA3aHa C BPeOOHOCHbIM
MO ponsa saTupaHna gaHHbIX Mo HadBaHeM Meteor (Mogpo6Hee B oT4eTe
«Hi-Tech Crime Trends 2021/2022: MporocynapcTBeHHbIEe XaKepbl»).

27 okTa6ps 2021 roga xakepbl HapPyLLNAM paboTy aBTO3anpaBOYHbIX CTaHLAA
rno BCeW CTpaHe, atakoBaBs /lT-ceTb rocygapCTBEHHOW rasopacnpenenmn-
TenbHo komnaHum NIOPDC, nop ynpaBneHnem KoTopomn Haxogutcs 6onee
3500 A3C no Bcemy VpaHy. [Nlomnmo TOoro, 4to ob6opynoBaHme oTkasano
B paboTe, akpaHbl 1 Tabno Ha A3C maccoBO Havyanm oTobpaxkaTb HagNCh
«cyberattack 64411». 3ToT HOMep NpuHagnexan oducy BepxoBHoro
nnpepa NpaHa Aatonne Ann XameHen (Kak v B UONbCKOW aTake).

Puc. 36. DoTo aBTO3anpaBoOYHON
cTtaHuun B VipaHe




XAKEPbI BHOBb OBPYLLUVINCb HA NPAH

O6cnyxumnBaHue TpaHcnopTta 66110 npnoctaHosneHo, NIOPDC npekpaTtuna
paboTy aBTO3anpaBoOK Mocfe Toro, kak KOMAaHus NOoHsAMa, YTO HEe MOXEeT
oTCnexvBaTb N B3MaTb NfaTy C KAVEHTOB 3a TOMMBO, KOTOPOE OHU
3anpasBnstoT B CBOVI aBTOMOOBUN.

HakoHeLl, HeCMOTpPS Ha MHOIMOYUNCNEHHbIE OTYEThI U JokKa3aTenbCcTBa
VHUUAEHTa, MUHUCTEPCTBO HedTU VipaHa OTKNOHWIO BEpCUX, FOBOPSILLE
o kmbeparake, 1 ykasano, YTo Ha caMoOM fieflie BCe 3TO — MaccoBas 6peLlb
B NporpaMMHOM ob6ecnevyeHunmn, UCNob3yeMoM A5 YrpaBneHus aTuMm
obbekTamu.

Mo3xe npencTaBuTENb NPaBUTENLCTBA NOATBEPAWI, YTO 3anpaBOoYHble
cTaHUuum y>xe paboTarloT B OObIHHOM pexmnmMe, a Tak>XXe YrNOoOMsHY/, YTO
OyneT NpoBefeHO 9KCTPEHHOE COoBellaHe MexXay rocygapcTBEHHbIMU
YMHOBHVKaMW A5 MOSIHOIO pas3peLleHus aTo cutyauumn. Nocne aTtoro
HekoTopble CMI oTkazanncb OT CBOUX MepBOHaYasribHbIX COOBLLEHWN
1 cTann NnpugepXxmnBaTbcs oPuLmanbHON BepCcum NpaBUTeNbCTBA.

GROUP-IB.RU
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KUTAN HAPYLLN
MOYAHVE

MMABA 6. BHA4YMbIE BOEHHbIE OMEPALI

VicTtopun o kmbepaTakax Ha Kutam no4T HMKOrga He nonagaroT B KUTanckme
CMW, noTomMy 4TO NpaBUTENbCTBO NpegnoYvYnTaeT noepxaTb X B CEKpPETE.

OpHako B 2022 rogy Kutaim Hayan nybnukoBatb MHPopmaLumo 06 aTakax
HeApYy>XeCTBEHHbIX pa3BenbiBaTesibHbIX 6IOPO Ha pasnnyHble rocygap-
CTBEHHbIE N NCCNefoBaTenbCKMe opraHmn3an iy, a Takoxxe 06beKTbl KPUTU-
Yyeckol NHOPMaLMOHHON HbpacTpykTypbl (KKW).

B deBpane n ceHTabpe 2022 roga nccnepoBatenm N3 Kutamckom nadopa-
Topuun Pangu Lab pacckasanu o cnoxHom 6akgope Bvp47. VIHCTpyMeHT
6b151 OB6Hapy>XeH B cucTtemMax nog, yrnpasneHvem Linux B xoge paccneno-
BaHusA B 2013 rogy. bakgop ocHalleH QyHKLMEN yaoaneHHOro yrpaBneHus,
KOTOpas 3almiieHa ¢ MoOMOLLbIO anropmtMa wrdpoBaHus.

Bvp47 ncnonbsoBanca onsa atak Ha 287 o6beKTOB B akageMU4eCcKomM,
3KOHOMWYECKOM, BOEHHOM, Hay4HOM 1 TeNTEKOMMYHUKALMOHHOM CEKTOpax
B 45 cTtpaHax. B ocHoBHOM nocTpapann opraHnsauunm B Knutae, Kopee,
AnoHunn, repmanunu, Vicmnanunw, iHnonn n Mekcuke. BpegoHocHoe MO ocTa-
BaSloCb He3aMe4YeHHbIM 6onee OecaTun NeT.

Bvp47 — Top-tier Backdoor of NSA Equation Group
Operation Telescreen

Over 287 targels in 45 couniries affected, lasting for aver a decade

Hit industry inclede: Moo § LGA
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HI-TECH CRIME TRENDS 2022/2023

Puc. 37. NHdorpadurka
13 opuLmanbHOro oT4yeTa
na6opatopuu Pangu Lab


https://www.pangulab.cn/en/post/the_bvp47_a_top-tier_backdoor_of_us_nsa_equation_group/

KUTAN HAPYLLWIT MOJTYAHUE

Bnapensuem 63kgopa okasanachk rpynnuposka Equation Group, npegno-
NOXWUTENBbHO CBA3aHHas ¢ nogpasneneHnem Tailored Access Operations
(TAO) AreHTcTBa HaumoHanbHol 6esonacHocTn CLUA (AHB). 3T xakepbi
Tak>Xe MCronb3yrT MHCTPYMeHT Suctionchar_Agent, crnenbl KoToporo
66111 06Hapy>XeHbl B kutanckon KW B 2015 rogy.

Suctionchar_Agent no3BonseT ykpacTb Naposb LeneBol CUCTEMbI, KOraa
rMonb3oBaTe b BbIMOMHAET Takme KoMaHabl, kak ssh, passwd, sudo. ®ann,
XPaHALWMIA yKpaoeHHble naponu, TpebyeT 3akpbITOro Kkoya anroputma
RSA pnsa pacwmppoBkm.

B ntoHe 2022 ropa HauyoHanbHbI LEHTP pearnpoBaHns Ha KOMMbIOTEPHbIE
BUpYchI B [NekrHe coobLumn, 4To xakepckas nporpavma FoxAcid, cBaszaHHas
c AHB CLUA, 6bina o6Hapy>XXeHa B COTHAX KHOYEBbIX MHPOPMaLMOHHbIX
CUCTEM, NCTOMb3YyEMbIX HaYyYHO-NCCNenoBaTeNbCKUMN NHCTUTYTaMMU.

FoxAcid Bnepsble npusnekna BHMMaHne obwectseHHocTn B 2013 roay
nocne pazobnadeHunn 6oiBwero cotpynHuka AHB SaoBappa CHoyneHa.
Mo ero cnoBawm, 3Ta NporpamMmma ABAAeTCs XU3HEHHO Ba>XXHbIM KOMMO-
HeHTOM onepaunii knbepLunmoHaxa, ocobeHHo npoTne Kutasa n Poccun.
CoobuwaeTtcs, 4To B 06LLEN CITOXHOCTU MHCTPYMeHT FoxAcid 6bin 3agein-
cTBOBaH Ans atak no 403 uenam B 47 cTpaHax, Bkitoyas BenvkobputaHuto,
lepmanunto, paHuumto, KOxHyro Kopeto, MonbLuy, AnoHuto n NpaH.

Kutarickmne akcnepTbl NpvnucbiBatoT ncnonb3oBaHmne FoxAcid xakepckoi
rpynne APT-C-40, koTopas HaxoauTcs nog nop ynpasneHnem AHB. AreHT-
CTBO NPOBOAUT aTaku Ha BeayLue KoMmnaHum yxe 6onee 10 net. TakTukmn
M MHCTPYMeHTbI BKtovatoT cucteMy atak QUANTUM, noppenbHbi cepBep
FoxAcid n 6akgopbl UnitedRake n Validator. NocnegHsaa nporpamma
NCMONb3yeTCHa MO YMONYaHMIO N MOXeT obecneynTb AONTOCPOYHbI
KOHTPOIb Haf Lenbto.

GROUP-IB.RU
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Puc. 38. NlHdorpaduka
n3 cratbu B Global Times

US NSA launches

cyberattacks

around the world for a decade

e

FOXACID VALIDATOR

UNITEDRAKE

\

countries and regions
(China, Wi Germany, France,
S.Korea, Poland, Japan, etc)

have been attacked for over 10 years

Organizations and industries affected include:
rnment departments, research institutions,
communication operators, financial,
educational industries, aerospace,
military-related agenties and medical institutes

Bo3moxxHo, packpbiTrie nHdopmaumm 06 aTUX atakax cTtasno OTBETOM
Ha NCKNYEHNEe KNTanckmnx KomnaHumm ¢ peiHka CLUA n3-3a onaceHun
LWnnoHaxa. 3a nocnefgHne Heckonbko net @epgepanbHass KOMACCUS CBA3U
CLUA (FCC) sakpblna Bbixod Ha pblHOK ana komnaHuii China Telecom
(Americas) Corp., China Mobile Ltd. n China Unicom Hong Kong Ltd.


https://www.globaltimes.cn/page/202203/1253697.shtml

ATAKA HA OB BEK
BOOOCHABXEHWA

B aBrycte 2020 - mae 2021 atake nogBeprcs aBCTpannmcKin NOCTaBLLNK
BoAbl Sunwater. KomnaHusa oTBevaeT 3a akcnnyaTaumio 19 KpynHbIX NAOTUH,
80 HacoCHbIX CTaHUMA N TPYBOMNPOBOAOB MPOTAXEeHHOCTbO 1600 Munb
B KBnHcneHpe.

3N0YyMbILLNEHHVIKW MPOHUKIN B MHGPACTPYKTYPY XePTBbl 1 OCTaBanncChb
TaM He3aMe4YeHHbIMV B TedeHue aeBaTtn mecsaue. OGHapyXTb aTaky
nomorno Ayantopckoe ynpaeneHune KemHcneHga.

ATaka onuvcaHa B oTyeTe ayautopoB Water 2021. CornacHo emy xakepbl
MPOHWKNV B BEG-CepBeEpP, Ha KOTOPOM XpaHunack MHGOpPMaLMS O KneHTax
Sunwater. OHV OCTaBUNN B CUCTEME NOJ03pUTENbHbIE dalinbl, KOTOPbIe
yBenunymesanun Tpaduk nocetutenein Ha nnatpopmy oHNanH-BNLEO

OTyeT Water 2021 conoep>xunT gaHHble O NpoBepKax LWeCTy BOAOXO3AM-
CTBEHHbIX opraHoB ABcTpanuu. B nonoBrHe 13 HUX Oblnn HaMgeHbl Takue
npo6niemMbl, KaKk OTCYTCTB/E MHCTPYMEHTOB 3aLlTbl OT MOLUEHHNYECTBA,
MHOIOYNCNEHHbIE ysa3BUMOCTU B IT-cuctemax n 1.4.

Ayoutopbl pekoMeHOoBan rocynapcTBEHHbIM OpraHu3aLmnsaMm NpUHATb
crnepyrouwme mepbl ong obecrneyeHnsa 6e€30nacHOCTY:
* BHeppuTtb cucTeMbl OBHapy>XeHnsa yrpo3 6e3onacHoOCTr

N OTHETHOCTW;

e BKNHOYNTb MHOMOGaKTOPHY ayTeHTUDUKALLUIO BO BCEX
BHELLUHVX CUCTEMAX;

e YCTaHOBUTb MUHVMASbHYIO ANIVHY NMaposis B BOCEMb CUMBOSIOB;
+ OpraHunzoBatb 06y4yeHre no Bonpocam 6e30MnacHoOCTY;

e BHeopwTb NpoLecchl BbIBEHNSA KPUTUHYECKUX YA3BUMOCTEN
6e3onacHOCTN.
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XAKEPbI NPAHA
OB bEONHWITNCD,
YTOBbl ATAKOBATb

AJIBAHIIO

7 ceHTAbpa 2022 roga npembep-MnHUCTP AnbaHunm dom Pama pacckasan
o knbepartake HanpaBneHHOV Ha NPaBUTENbCTBO €ro cTpaHbl. ATaka 6bina
npoBepneHa He 06bl4YHbIMY NPECTYMNHMKaM, a CIOHCUPYEMOW rocy4apCTBOM
rpynnupoBkoi n3 VipaHa. B cBs3m ¢ 3TM BeCb nepcoHan npaHckoro
nocosibcTBa NONPOCUIIN MNOKUHYTb TeppuToputo An6aHum B Te4eHue
24 yacos.

lMoynna xakepoB BEPOATHO, MPOHMKNA B MHOPACTPYKTYpPY anbaHCKOro
npasuTenbcTea B mae 2021 roga, akcnnyatunpys ysa3sumocTtb CVE-2019-
0604 Ha ogHoMm 13 SharePoint-cepeepoB administratal.]al (Collab-\Web2.*.*).
Tak>xe 3noyMbILLNEHHNKN NCMOb30Bas CKOHOUNYPUPOBAHHbIA Cy>XEOHbI
aKKayHT YneHa NlokaslbHOW agMUHUCTPAaTUBHOM rpynnbl. AHan13 noros
Exchange nokasan, 4To MOYTOBbIE AaHHbIE N3 CETV XePTBbl BbIrpy>XXannch
B nepuop, ¢ okTsabpa 2021 no saHeapb 2022 roga.

B xope atakn 310y MbILWNEHHWKI NCnof1ib30oBasii crnenyrue BpeaoHOCHbIe
NHCTPYMEHTDI:

* CHIMNEYSWEEP - 63ka0p, KOTOPbI COBMpaeT CKPUHLLOTLI 1 palinbl,
cooepXuT obpaTHYrO 0600YKY U KOHTPOMMPYET coaoepxrmoe bydepa
obmeHa.

e ZEROCLEAR - nporpamma, npuHumMmaroLLas apryMeHTbl KOMaHoHOM
CTPOKW OT omepartopa 1 NpuBoAsLLas K noBpexaeHunto Garnosom
cucTeMbl C NomoLbto gparneepa RawDisk.

« ROADSWEEP - HegaBHO 06Hapy>XeHHbI WindpoBanblUnK, KOTOPbI
rnocre BbINOSIHEHNA MepedncnaeT gannbl Ha YCTponcTBe 1 wndpyeT
X cogepxrmoe 6nokamum ¢ ncronbzopaHmnem RC4.

Puc. 39. Mpumep 3annckn
c TpeboBaHVAMY, OCTaBIEHHON
nporpamMmoii-BbiMorarenem
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XAKEPbI NPAHA OBBbEOVHWITNCD, HTOBbl ATAKOBATb AJTIBAHWIO

ATaky morna nposecTu opraHusaunsa HomelLand Justice, koTtopas ny6nu-
KoBasia MHVMbIE HOBOCTU 06 onepauunn NpoTyB NpasuTensctea AnéaHuu.
Tem He MeHee NPsIMbIX [OKa3aTENbCTB 3TOMY HET.

AHanUTMKM NonaraoT, YTO rPynmnbl, y4acTBOBaBLUME B MOJYYEHNN NEPBO-
HavyasnbHOro AoCTyna v aKchUnbTPaLU SaHHbIX B XO4e aTaku, CBA3aHbl
c OilRig. OTa rpynna, B cBOO o4epenpb, MMeeT oTHoLeHVe K MnHucTepcTBy
passegku n 6esonacHocTu MpaHa (MOIS).

BeposaTHo, aTaka NpoBoAuiach cpasy HECKONbKVMY/ FpyRnamu:
 DEV-0842 pazsepHyna BpegoHocHoe N0 ¢ pyHkLmen Bbikyna
1 NporpamMmy Ans CTUpaHns gaHHbIX.

 DEV-0861 nony4unna nepBoHavanbHbll 4OCTYN 1 OCYyLLEeCTBUNa
aKchOUNBTPaLLUIO OaHHbIX.

* IntrudingDivisor (aka DEV-0166) ocyuiecTensana akchuibTpaumo
OaHHbIX.

« Hexane (aka DEV-0133) soHavpoBana MHGpacTpyKTypy XepTBbl.
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HI-TECH CRIME
TRENDS 2022/23

[JIABA 7.

OBb30OP KAPTDI
YI'PO3 NMPOIOCY-
OAPCTBEHHDIX
XAKEPOB



INITIAL ACCESS

MITRE ID

TECHNIQUE

Supply Chain Compromise

Drive-by Compromise

Exploit Public-Facing Application
External Remote Services
Phishing

Replication Through Removable Media
Trusted Relationship
Valid Accounts

REPORTS
COUNT

EXECUTION

MITRE ID

T1059

TECHNIQUE

Command and Scripting Interpreter

Exploitation for Client Execution
Inter-Process Communication

Native API
Scheduled Task/Job

Shared Modules
System Services

User Execution

Windows Management Instrumentation

REPORTS
COUNT

PERSISTENCE

MITRE ID

T1098

T1133

TECHNIQUE

Account Manipulation

Boot or Logon Autostart Execution

Boot or Logon Initialization Scripts

Create Account

Create or Modify System Process

Event Triggered Execution

External Remote Services
Hijack Execution Flow

Office Application Startup

Scheduled Task/Job

Valid Accounts

Pre-OS Boot

Server Software Component

REPORTS
COUNT

MITRE ATT&CK®

|

[

PRIVILEGE ESCALATION

MITRE ID

T1543

TECHNIQUE

Abuse Elevation Control Mechanism

Access Token Manipulation

Event Triggered Execution

Create or Modify System Process

Boot or Logon Autostart Execution

Process Injection

Scheduled Task/Job

Hijack Execution Flow

Valid Accounts

Boot or Logon Initialization Scripts

Exploitation for Privilege Escalation

REPORTS
COUNT

DEFENSE EVASION

MITRE ID

REPORTS

TECHNIQUE COUNT

Indicator Removal on Host

Process Injection

Abuse Elevation Control Mechanism

Hide Artifacts

Access Token Manipulation

Signed Binary Proxy Execution

Masquerading

Hijack Execution Flow

Valid Accounts

Obfuscated Files or Information

Deobfuscate/Decode Files or Information
Execution Guardrails

Exploitation for Defense Evasion

Indirect Command Execution

Rootkit

Modify Registry

Direct Volume Access
Virtualization/Sandbox Evasion

Template Injection
Pre-OS Boot

Subvert Trust Controls

File and Directory Permissions Modification

CREDENTIAL ACCESS

MITRE ID

TECHNIQUE

Brute Force

Credentials from Password Stores

Input Capture

Network Sniffing
OS Credential Dumping

Steal Web Session Cookie
Two-Factor Authentication Interception
Unsecured Credentials

Forge Web Credentials

REPORTS
COUNT

DISCOVERY

MITRE ID

T1010
T1580
T1482

T1040
T1201

T1069

|

TECHNIQUE

Account Discovery

Application Window Discovery
Cloud Infrastructure Discovery
Domain Trust Discovery

File and Directory Discovery
Network Service Scanning
Network Share Discovery
Network Sniffing

Password Policy Discovery
Peripheral Device Discovery
Permission Groups Discovery
Process Discovery

Query Registry

Remote System Discovery
Software Discovery

System Information Discovery
System Network Configuration
Discovery

System Network Connections Discovery
System Owner/User Discovery

System Service Discovery

System Time Discovery
Virtualization/Sandbox Evasion

System Location Discovery

|

REPORTS
COUNT

LATERAL MOVEMENT

MITRE ID

TECHNIQUE

Exploitation of Remote Services
Internal Spearphishing

Lateral Tool Transfer

Remote Services

Replication Through Removable Media

Use Alternate Au ntication Material

REPORTS
COUNT

COLLECTION

MITRE ID

T1602
T1213

TECHNIQUE

Archive Collected Data

Audio Capture
Automated Collection
Clipboard Data

Data Staged

Data from Configuration Repository
Data from Information Repositories
Data from Local System

Data from Network Shared Drive
Data from Removable Media

Email Collection

Input Capture

Screen Capture
Video Capture

REPORTS
COUNT

COMMAND AND CONTROL

MITRE ID

T1104

T1572

REPORTS

TECHNIQUE COUNT

Application Layer Protocol

Data Encoding

Data Obfuscation

Dynamic Resolution

Encrypted Channel

Fallback Channels

Ingress Tool Transfer
Multi-Stage Channels
Non-Application Layer Protocol
Non-Standard Port

Protocol Tunneling

Proxy

Remote Access Software
Web Service

EXFILTRATION

MITRE ID

TECHNIQUE
Automated Exfiltration

Data Transfer Size Limits
Exfiltration Over Alternative Protocol

Exfiltration Over C2 Channel
Exfiltration Over Physical Medium

Exfiltration Over Web Service

Scheduled Transfer
Transfer Data to Cloud Account

REPORTS
COUNT

IMPACT

MITRE ID

TECHNIQUE

Data Destruction

Data Encrypted for Impact
Resource Hijacking
Service Stop

Disk Wipe

Defacement

Network Denial of Service
System Shutdown/Reboot

REPORTS
COUNT




NCMNOSIb3OBAHVIE
YSI3BMIMOCTEW

APT-rpynnbl B nogaensitowiem 60NbLUNHCTBE aTak Ha opraHmnsauny opueH-
TUPYHOTCS Ha N3BECTHbIE YA3BMMOCTI, BOMPEKN NONYNSAPHOMY MHEHWIO
O HaLEeNeHHOCTN TakX FPyMm Ha ataky C NCMOoIb30BaHNEM YA3BYMOCTEN
HyneBoro gHs. Npun aTom He BCce peannsyemblie APT-kaMmnaHnm HacTobKO
CMOXHbI, KaK MHOTMe AyMatoT: Xakepbl HEpPeOKo NCMNOoNb3yroT 1 06Lweno-
CTYMHbIE NHCTPYMEHTbI, BpegoHocHoe MO n yassumocTuy.

ArHanntnkum ns YHuesepcuteta TpeHTo B VITannm nposenn nccneposaHme
Ha 3Ty TeMy. OHK 06HapyXunnv 118 yHnKanbHbIX YA3BMIMOCTEN, NCMOSb3Y-
eMbIX APT kak MVUHVMYM B oAHO KamnaHuy B nepuropf ¢ 2008 no 2020 rog.
HekoTopble CVE ncnonb3yroTcsa B HECKOMNbKMX KamMmnaHuax pasHbimmn APT.

Ecnun 6bl npeonpuaTris TeopeTndeck Mornm o6HOBAATBCS cpady nocne
BbIMycka OBHOBMEHUS, OHW CTankuBanucb 6bl C MEHbLUVIMUN LWAaHCaMW
ObITb CKOMMPOMETUPOBAHHbBIMU, YEM T€, KTO XAaNN OONH NNV TPy MecsLa
(WwaHcbl 6bITb CKOMMPOMETUPOBaHHbIMU yBenudmusatoTcs B 4,9 1 B 9,1 pas
cooTBeTCTBEHHO). OfHaKo onepaTmBHbIe VCMpPaBeHNs BCe PaBHO He rapaH-
TUPYHOT 6€30MacHOCTU — NpeanpuaTne B Nto60M clydae MoXeT ObiTb
ckomnpomeTumpoBaHo B 14-33% cny4aes.

Ha npakTuke npegnpuaTnsa OOMKHbI MPOBOANTL PErpecCnMoOHHOE TECTU-
poBaHMe rnepepn 3anyckomMm OBHOBNEHUS, YTO 3aTArMBaeT BECb MPOLEeCC
Ha ONNTENbHbIN CPOK. [MaBHbIV BbIBOA, 3aK/1HO4AETCHA B TOM, YTO MOXHO
BbINONHUTb 12% BCEX BO3MOXHbIX OOHOBMEHW, OrpaHNYnNBasCb TOMbKO
BEPCUSAMU, YCTPAHSAOWMMN OBLLENIBECTHLIE YA3BVMOCTU. DTO HECyLe-
CTBEHHO YBENMNYUNT LWAHCbI ObITb CKOMMPOMETUPOBAHHbLIMW MO CPaBHEHUNIO
C KOMMNaHMnen, koTopas genaeTt o6HOBNEHNS A1 BCEX BEPCUIA.

NccnepoaTtenun ykasbiBatoT, 4To APT npenctaBnsaroT cCo601 YHUKATbHYHO
npo6nemy B chepe opraHmnsaunu V6. OHn nonaratoT, 4TO crieQyeT oToa-
BaTb NpuopuTeT 6onee BGbICTPOMY NCMPAaBIEHUIO, & HE MONCKY YSA3BNMO-
CTel HyneBoro gHg B pamMmkax obue ctpateruv obecnederuns VIb. HTobbl
CHUN3UTb PUCK aTaK TakXe peKoMeHOyeTCa OnNTUMU3NPOBaHHbIA Noaxon,
¢ $oKyCcOM Ha ncnpaBneHns HeJoCTaTKoB, KOTopble ncrnonbayrotca APT.

B nepunopg H2 2021 - H1 2022 cnoHcupyeMble rocynapCTBOM MpyrnnnpoBKy
ncrnonbsoBanu 28 pasnnyHbIX yS3BUMOCTEN B CBOVX aTakax:

+ CVE-2017-0199 - Microsoft Office

+ CVE-2017-11317 - Telerik Ul

¢ CVE-2017-11882 - Microsoft Equation Editor

e CVE-2017-12149 - Jboss Application Server

* CVE-2018-0798 - Microsoft Equation Editor
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» CVE-2018-0802 - Microsoft Equation Editor

* CVE-2019-18935 - Telerik Ul

* CVE-2019-3010 - Oracle Solaris

« CVE-2019-8526 - Apple macOS

+ CVE-2020-0688 - Microsoft Exchange

« CVE-2021-1789 - Apple macOS

+ CVE-2021-26411 - Internet Explorer

 CVE-2021-26411 - Internet Explorer

* CVE-2021-26855 - Microsoft Exchange
 CVE-2021-26857 - Microsoft Exchange
 CVE-2021-26858 - Microsoft Exchange

« CVE-2021-27065 - Microsoft Exchange

e CVE-2021-27852 - Checkbox Survey

+ CVE-2021-30869 - Apple iOS, iPadOS, macOS

+ CVE-2021-3521 - Oracle Communications Cloud Native Core
« CVE-2021-40444 (aka CABLESS) - Microsoft MSHTML

+ CVE-2021-40449 - pariBep Win32k

+ CVE-2021-40539 - Zoho Manage Engine ADSelfService Plus
* CVE-2021-44077 - Zoho ManageEngine ServiceDesk Plus
» CVE-2021-44228 (aka Log4j) - Apache Log4j2

» CVE-2022-0456 - Google Chrome

« CVE-2022-0609 - Google Chrome

« CVE-2022-30190 (aka Follina) - Microsoft Windows Support
Diagnostic Tool (MSDT)
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HOBbIE NMPOIMOCYOAPCTBEHHbDIE
[PYINbl

MABA 7. OB30OP KAPTbI YTPO3 NMPOITOCYAOAPCTBEHHbBIX XAKEPOB HI-TECH CRIME TRENDS 2022/2023

OTOT Nepuron 03HaMEHOBAICS POCTOM KONMYeCTBa HOBbIX OGHaPY>XKEHHbIX
rpynnpoBOK N BPeAOHOCHbIX KaMnaHuii. Tak, 3a nepurog H2 2020 - H1 2021
6b110 06Hapy>xeHo 11 HemsBecTHbIX paHee APT-rpynn, a 3a H2 2021 -

H1 2022 - 19.

ChamelGang

PernoH Hayano onepauun TOP Mitre

MNoscemecTHO MapTt 2021 « Trusted Relationship (T1199)

« Exploit Public-Facing Application (T1190)

« Server Software Component: Web Shell (T1505.003)
« Exploitation of Remote Services (T1210)

« Remote System Discovery (T1018)

Positive Technologies BbigBunn HoBYO, paHee HensBecTHyto APT-rpyn-
nupoeky ChamelGang, nepBblie aTakyi KOTOPOW 6blnv 3adUKCUPOBaHbI
B MapTe 2021 roga. OCHOBHbIMU LLensaMu xakepoB B Poccuu, No gaHHbIM
BeHOOpa, Noka ABMAATCA opraHn3aunm TOMNJMBHO-9HEPreTUYeCcKoro
KoMMnekca 1 aBnaLMOHHOM MPOMBbILWEHHOCTU, @ MHTEPEC 3/10YMblILL-
NEHHNKOB HamnpaBieH Ha XulWeHve gaHHbIX. B gpyrux ctpaHax 6biniv
OBHapy>XeHbl CKOMMPOMEeTMPOBaHHbIE MPaBUTENbCTBEHHbIE CEPBEPHI.
MpakTryeckm Ha BCeEX CKOMMPOMETMPOBAHHbIX y3fax pacronaraeTrcs
Microsoft Exchange Server. [1o Bcell BEpOATHOCTU, Xakepbl ICNOb30BaN
Takue yasBmMocTu, kak ProxyLogon v (nnun) ProxyShell.

MalKamak
PernoH Hayano onepauun TOP Mitre
MoBcemecTHO 2018 »  Windows Management Instrumentation (T1047)

* Valid Accounts (T1078)

» OS Credential Dumping (T1003)

« Exfiltration Over Web Service (T1567)

* Remote Services: SMB/Windows Admin Shares (T1021.002)

NB-cneumannctbl coobwmnny o BpegoHOCHOW KaMnaHuy no KmbepLnu-
OHaxy, gencraytowen mmHumym ¢ 2018 ropga. MNMpecTynHMKY NCNoNb30-
Banu BpepoHocHoe MO ShellClient, npeacTaBnsatowiee coboi TPOAH AN
yoaneHHoro goctyna (RAT). SkcnepTbl MpeanonoXnau, 4To nporpamMmmva
YNpPaBNseTCsa NPaHCKOW rpyrnnmMpoBKOi. Ha aTo ykasbiBaeT coBnageHue
CTUNen Kkoga, IMEHOBaHWS YCIIOBHOCTU U METOL0B C APYT MU NPAHCKUMM
rpynnuposkamu, B YacTHocT Chafer (APT39) n Agrius.



HOBDbIE NMPOITOCYOAPCTBEHHbIE T'PYTITMbl

Pernox Hayano onepauunn TOP Mitre
Awmepuika, BravxHun Nionb 2021 Brute Force: Password Spraying (T1110.003)

BocTok, EBpona

DEV-0343 - 370 HOBbI KflacTep akTUBHOCTU, KOTOPbIV 9KCMepPTbl BNepBble
OBHapyXnnu v Hayanu oTcnexnsatb B KoHLe nonsa 2021 ropga. Viccneno-
BaTenu Habnoganu, kak DEV-0343 npoBogunn o6wimnpHoe «pacnblineHne»
naponeli (password spraying) 6onee 4yem Ha 250 akkayHToB Office 365,
C aKLLeHTOM Ha KoMnaHuny 060poHHbIX TexHonorui CLUA v izpanns, nopTsl
Bbesga B [epcuackunin 3anme nnm rnodasnbHble MOPCKNE TPAHCMNOPTHbIE
KoMnaHwuu, Begylime 6unsHec Ha bnvxxHem BocToke.

Harvester
PernoxH Hayano onepauunn TOP Mitre
FOxHas Asus WioHb 2021 * Process Injection (T1055)

* Process Discovery (T1057)
» Archive Collected Data (T1560)

OkcnepTbl 06HaAPYXWUNY HOBYIO BbicOoKonpodeccroHanbHyto APT -
Harvester, neaTenbHOCTb KOTOPOI HanpaBfeHa Ha c60op pasBegaaHHbIX
B paMKax LieneHanpaseHHbIX LMMOHCKUX KamraHui ¢ yriopom Ha LT, Tene-
KOMMYHUKaLLN 1 FOCyfapCcTBeHHble yupexaeHus B FKOxHom Asun. Bpepno-
HOCHbI apceHan Harvester paHee He BCTpedarics nccnenoBarensam.OT1o
yKasblBaeT Ha TO, YTO 3/I0YMbILLUNEHHUK HE CBA3aH C Y>X€ N3BECTHbIMU

XaKepamMmwn.
PervoH Hayano onepauuun TOP Mitre
CLLUA CeHT56pb 2021 » Server Software Component: Web Shell (T1505.003)

» OS Credential Dumping: NTDS (T1003.003)

» System Binary Proxy Execution (T1218)

» Archive Collected Data: Archive via Utility (T1560/001)

» Encrypted Channel: Symmetric Cryptography (T1573.001)

®depepanbHoe 6opo paccrenosaHuii (PDBEP) v AreHTcTBO No knbepbeso-
nacHocTu 1 6esonacHocTu nHdpacTpykTypbl (CISA) CLUA npegynpeamnnu
06 aKTUBHOW aKcnayaTauum kputundeckom yassmmoctn CVE-2021-44077
B npoaykte Zoho ManageEngine ServiceDesk Plus. lMpecTynHukn ncrnonb-
3YIOT YA3BMMOCTb A1 pa3BepTbiBaHUNSA BE6-060104€K N BbIMOHEHUS
BPEAOHOCHbIX OENCTBUN.

Okcnnyatauma CVE-2021-44077 aBnseTcs BTOPbIM 3TanomM BPEeAOHOCHON
kamnaHuu TiltedTemple, opraHnsoBaHHOW NPenNONOXNTENBHO CBA3AHHOM
¢ KHP rpynnuposkon, kotopyto Microsoft otcnexusaeT kak DEV-0322.
PaHee npecTtynHuku ncnonssosanu npobnemy CVE-2021-40539 B pelueHnn
Zoho pna caMoCTOATENbHOrO yrnpaBneHnsa naponsamMmm n eguHoro Bxoga
ManageEngine ADSelfService Plus. 3noymbIlWNeHHNKN aTakoBan Kak
MUHUMYM 11 opraHusaumnia.
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HOBDbIE NMPOITOCYOAPCTBEHHbIE T'PYTITMbl

GreenSpot
PervoH Hayano onepauun TOP Mitre
KwnTtan 2021 HewnssecTHO

[MeknH 06BMHWN TaiBaHbCKYO XaKepckyto rpynnmpoBKy GreenSpot B kube-
paTakax Ha npaBuTenbCTBEHHblIe 06bekThl B cTonnue KHP 1 npoBrHLMK
®yusaHb Ha toro-Boctoke ctpaHbl. O6 aTom coobwmna raseta Global
Times co ccbinkon Ha goknap, kutanckonm komnaHum ThreatBook, cneun-
anusuvpytouleincs Ha knbepbezonacHocTu. CornacHo goknany, GreenSpot
opraHmsoBasia KpynHomacLuTabHble kKnbepaTakim Ha pPsg rocynapCTBEeHHbIX
yypexaeHunn, CBA3aHHbIX C KOCMUYECKOW, SHEPreTNYeCKOM N MegULLIVIHCKON
cdepamm C Lenbro Kpaxmn cekpeTHom nHbopmawmn.

K coxxaneHuto, peanbHbii goknag ThreatBook Tak v He 6b11 MpefocTaBneH,
rnoatomy Group-IB co cBoeln CTOPOHbI HE MOXET HY MOATBEPAUTDL, HV OMPO-
BEPrHyTb MHOOPMaLUIO.

Earth Lusca

PernoH Hayano onepauun TOP Mitre
ATP, EBpona, Amepuika, 2021 « Create or Modify System Process: Windows Service (T1543.003)
Adpuika e Drive-by Compromise (T1189)

* Abuse Elevation Control Mechanism: Bypass User Account Con-
trol (T1548.002)

« Modify Registry (T1112)

« Phishing: Spearphishing Link (T1566.002)

O6Hapy>xeHa HOBasi FpynnnpoBKa, KoTopas nonyyuna nmvs Earth Lusca.
MpepnonoxmntenbHo gencteyeT B nHTepecax Kutas. CornacHo otyeTy
nccnegoBaTenen Kntamckasa kKnbeplnmoHekas rpynnmposka Earth Lusca
He TONbKO CrneguT 3a cTpaTerndeckrMuy LensiMmum, Ho 1 3aHnmMaeTcs GuHaH-
COBO MOTUBUPOBAHHbIMW aTakaMu. B 60nblIVHCTBE CriyYaeB 3M10yMblLL-
NEHHWVKN cTpeMmunnmncob passepHyTb Cobalt Strike Ha 3apaXkeHHbIX XOCcTax,
a nonesHas Harpyska, ncnonb3dyemas B xone BTopoin dasbl aTaku, BKIHO-
yaeT 6akagopbl Doraemon, ShadowPad, Winnti 1 FunnySwitch, a Takxe
Be6-wennsl AntSword n Behinder.

TEMP_Heretic

PernoH Havano onepauun TOP Mitre

EBpona Hexkabpb 2021 « Phishing: Spearphishing Link (T1566.002)
* Drive-by Compromise (T1189)
e User Execution: Malicious Link (T1204.001)

OKcnepTbl O6HAPYXUNN paHee HEN3BECTHYIO KUTANCKYH XakK-rpynny,
3KCMNYaTUPYHOLLYHO YA3BUMOCTb Hynesoro aHsA B M0 Zimbra, npegHasHa-
YEHHOM OJ11 COBMECTHOW paboThl.

ATakun nponssogunuce B gBa atana. CHavana xakepbl OTNPaBsaim xepTeam
6e306ugHbIN email, 4ToBbl onpenennTb, aKTUBHbI JI HY>XXHbI€ YYEeTHble
3anncuy, a Tak>ke CTaHyT N NoJfib30BaTeNn OTKPbIBaTb NOLO3PUTENbHbIE
nmMcbma OT HEVN3BECTHbIX NNL,.

DdakTnyeckas ataka NPOUCXOAUA TONbKO C OTMPaBKOM BTOPOro N1ucbma,
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HOBDbIE NMPOITOCYOAPCTBEHHbIE T'PYTITMbl

B KOTOPOE Xakepbl BKJOYaNW ccbinky. Ecnv nonb3oBaTenb obpallancs
k atomy URL-apgpecy, oH nonagan Ha CanT 3N0yMbILNEHHVKOB, FAe Bpeno-
HOCHbIN JavaScript-kopn BbinonHAn XSS-ataky Ha Beb6-no4Ty Zimbra
B OpraHusaLum XepTBbl.

White Tur
PervnoH Havano onepauun TOP Mitre
Espona 2017 « Command and Scripting Interpreter: PowerShell (T1059.001)

« Exfiltration Over C2 Channel (T1041)

« Command and Scripting Interpreter: Visual Basic (T1059.005)
e XSL Script Processing (T1220)

» Deobfuscate/Decode Files or Information (T1140)

Ewe ogHa obHapyXeHHas B 3TOM nepuoge rpynnmpoBka nonyyuna
HaszBaHue White Tur. icnonb3oBaHne HasBaHNsA 6en10ro LBeTa roBoOpuT
O TOM, 4YTO odULMaNBHO MECTOHAXOXAEHME MPYNMNUPOBKY HEN3BECTHO.
YHUKaNbHOM OCOBEHHOCTBIO 3TOMO 3/10YMbILUNEHHKA ABMAETCA €ro
BUKTVMOIOTUs1, HaLleleHHasi Ha 060POHHbIE, MPaBUTENIbCTBEHHbIE N UCCe-
poBartenbckue opraHmsaumnmn, 6asvpyrowmecsa B Cepbun n Pecnybnuke
Cepbckon.

Mpwn oTCNnexXnBaHNN perncTpaLim OMeEHOB 1 pa3peLleHnii LJOMEHOB
B MH$pacTpykType, cBaszaHHow ¢ White Tur, akcnepTbl 3amMeTnnu, 4TO oHa
ABNAETCHA MOCTOSAHHbIM CYObEKTOM Yrpo3bl, 4EACTBOBaBLUMM B Te4YeHne
HecKonbKux neT, no KpaHen mepe ¢ 2017 no 2021 roga.

VajraEleph
PervoH Hayano onepauuun TOP Mitre
ATP VioHb 2021 « Foreground Persistence (T1541)

« Call Control (T1616)

» Location Tracking (T1430)
« Stored Application Data (T1409)
* Protected User Data: SMS Messages (T1636.004)

OkcnepTbl 06Hapyxunu rpynny VajraEleph, kotopasa akTuBHa ¢ UOHS
2021 ropa v B OCHOBHOM HaleneHa Ha lNakuctaH. Ha MOMeHT HanmcaHus
oT4yeTa BCe NepexBadeHHble aTakuy 3TOW Fpy bl OCYLLECTBAAIOTCA Yepes
nnatdopmy Android, 1 akcnepTbl HE OBHaPYXWUNN HX OOHOIW aTakuy Yepes
nnatdopmy Windows.

Twisted Panda

PernoH Hayano onepauunn TOP Mitre

Poccuns n CHI VioHb 2021 « Hijack Execution Flow (T1574)
« Ingress Tool Transfer (T1105)
« File and Directory Discovery (T1083)

« Scheduled Task (T1053)

« System Information Discovery (T1082)

Vccneposatenu packpbinn kamnaHuto Twisted Panda, B xoge kotoponm
B TEYEHMEe HECKOSTbKX MEeCSILLEB NCMOb30BaIMCb MPUMaHKIN, CBA3aHHbIE
C CaHKUUSaMUN, ONs aTak Ha POCCUNCKNE 06OPOHHbIE MHCTUTYTbI, BXOAALLMNE
B Kopnopauunto «PocTtex». [lpyrasa uenb Haxooutcsa B benapycu, n, Bepo-
ATHO, TOXE cBA3aHa c obnacTblo nccnegoBaHuii. MNpegnonaraeTcs, 4To

GROUP-IB.RU

OMABJIEHVE 1 111



HOBDbIE NMPOITOCYOAPCTBEHHbIE T'PYTITMbl

3a KamnaHmenm ctouT knTarckasa APT-rpynna. 3noymbIlWNeHHUKN NCTOSb-
30BaNn paHee Hen3BEeCTHbIe NMHCTPYMEHTbI: CITOXHbIA MHOMOYPOBHEBbIN
sarpysuuk 1 6akgop SPINNER, paspaboTka KOTOPbIX Befacb MAHNUMYM
¢ mapTta 2021 ropa.

Aoqgin Dragon

PervnoH Havano onepauun TOP Mitre

ATP AnBapb 2012 « Replication Through Removable Media (T1091)
» Dynamic-link Library Injection (T1055.001)
* Application Layer Protocol: Web Protocols (T1071.001)
» System Owner/User Discovery (T1033)
* System Information Discovery (T1082)

Aoqin Dragon - APT rpynna, pencteytowas ¢ 2012 roga npoTuB rocygap-
CTBEHHbIX, 06pasoBaTesfibHbIX VI TENEKOMMYHUKALVIOHHbBIX OpraHu3aLnii
B FOro-BocTouHoin Asnm n Asctpanuu.

Ona nepBoHavyanbHOro gocTtyna rpymnna Ucnofib3yeT 3KCMNNONTbI
1 nopnenbHblie APNbIKA CbeMHbIX YCTPOWCTB. [1ns npumMaHoK BbibnpaeT
NoONUTUYECKME TEeMbI, TakKXXe BCTPeYanncb NpuMaHky ¢ nopHorpadunye-
CKNM copepXunmbiM. B xoae aTtak o6bI4HO yCTaHaBAMBaOT OAVH 13 ABYX
6akpopoB: Mongall nnn mogndununposaHHyto Bepcuto npoekta Heyoka
C OTKPbITbIM MCXOL4HbBIM KOJOM.

Moshen Dragon

PervoH Hayano onepauuun TOP Mitre

LUeHTpanbHaa Asna AHBapb 2022 « Command and Scripting Interpreter (T1059)
*  Windows Management Instrumentation (T1047)
« OS Credential Dumping (T1003)
» Hijack Execution Flow - (T1574)
* Ingress Tool Transfer (T1105)

Moshen Dragon - ceBazaHHasda ¢ Kutaem rpynna, 3aHnmarowascs knbéep-
wnumoHaxem B LleHTpanbHoO A3un. 3N0yMbILWNEHHWK CUCTEMATNYECKN
1ncnonb3oBar nporpamMmMmHoe obecneyeHne, pacnpocTpaHsaemMoe NocTaB-
LWKaMy CPeACTB 3allunThl, 4715 3arpy3Kn HeonyobIMKOBaHHbIX BApUaHTOB
ShadowPad v PlugX. HekoTopble oecTBrs 4YacTUYHO COBMagatoT C rpyn-
nuposkamun, Taknmm Kak RedFoxtrot 1 Nomad Panda.

Earth Berberoka

PernoH Hayano onepauunn TOP Mitre

ATP, Amepuka Dekabpb 2020 » Supply Chain Compromise (T1195)
« Virtualization/Sandbox Evasion (T1497)
» Process Injection (T1055)
» Credentials from Password Stores (T1555)
» Screen Capture (T1113)

CornacHo aHanmnay, aTa rpynna HaueneHa Ha caiTbl C a3apPTHbIMU UTPaMu.
PaccnepoBaHme Takxxe nokasaso, 4to Earth Berberoka HaueneHa Ha nnat-
dopmbl Windows, Linux 1 macOS 1 ncnonb3yeT ceMencTsa BpeaoHOCHbIX
nporpamMm, KOTopble NCTOPUYECKIN MPUMNCLIBANCb CUHOSI3bIYHbBIM FPYMnam.
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DarkOxide
PervoH Hayano onepauun TOP Mitre
FOxHas Asus 2019 » Phishing: Spearphishing via Service (T1566.003)

* Command and Scripting Interpreter: PowerShell (T1059.001)
« Command and Scripting Interpreter: Visual Basic (T1059.005)
* Remote Access Software (T1219)

« Event Triggered Execution: Screensaver (T1546.002)

B ceHTa6pe nccnepoBatenu packpblnv MHGOpMaL Mo O paHee HEN3BECTHOWM
rpynne DarkOxide, otcnexumnsaemoin ¢ ceHTabps 2019 roga. LleneBbim
CEeKTOPOM SBMIAKOTCS OpraHmMsaumnm nonynpoBOgHNKOBOW NPOMbILIEH-
HocTu B KOXHOW A3uun, Takxke Obliia XXepTBa B TENEKOMMYHUKALNOHHON
coepe. ATakn HanpapeHbl Ha VHXEHEePOoB, MMELMX AOCTYMN K KOHPU-
OeHumanbHoOW nHpopmMaunm N NCXo4HbIM KOOaM.

[nsa npoBeneHuns atak rpyrna Ucrosb3yeT coLuarnbHble CeTU, PpacnpocTpa-
HSOLWMe BPpeoOHOCHbIE NPOrpamMmbl, a Tak>Xe NernTrMHbIe MHCTPYMEHTbI
0119 CKPbITOro yoaneHHoro gocrtyna un pabotbl ¢ dannamn.

PernoH Hayano onepauun TOP Mitre
ATP AnBapb 2020 ¢ Inter-Process Communication: Dynamic Data Exchange

(T1559.002)

« Phishing: Spearphishing Attachment (T1566.001)

« Automated Collection (T1119)

« Transfer Data to Cloud Account (T1537)

« Command and Scripting Interpreter: PowerShell(T1059.001)

APT-C-61 (tak>ke nspectHas kak Tengyun snake) — toxxHoasviaTckas rpyr-
nupoBka, gencreytowasn kak MmHumMym ¢ 2020 roga. Ee xxepTBbl 06Hapy-
>XEHbl B BOEHHbIX, HALlMIOHAabHbIX VI MCCMefoBaTeNbCKNX OpraHn3aumnsax
MakncTtaHa n baHrnagewa. B atakax Ncnonb3yoTCsa NHCTPYMEHTbI ANs
HezameTHoON akchunbeTpaunm ¢annos, a MHGpPacTpykTypa B OCHOBHOM
COCTOUT 13 NErMTUMHbIX CEPBUCOB 11 OBNavyHbIX TEXHONOTM .

ToddyCat

PernoH Hayano onepauun TOP Mitre

ATP, EBpona, Hekabpb 2020 » Boot or Logon Autostart Execution: Registry Run Keys [ Startup
Poccua n CHI Folder (T1547.001)

» Phishing: Spearphishing Attachment (T1566.001)
* Command and Scripting Interpreter: Windows Command Shell

(T1059.003)

+ Modify Registry (T1112)

» System Network Configuration Discovery (T1016)

ToddyCat — oTHocuTenbHO HoBas APT-rpynnupoBKa, OTBETCTBEHHAs
3a MHOIO4YMCNEHHbIE aTaku, 06Hapy>XeHHble ¢ aekabps 2020 roga, Ha BbICO-
KOrmocTaBneHHble opraHusauum B EBpone n Asnn. 3atpoHyTble opraHum-
3auMmn, Kak NpaBUTENbCTBEHHbIE, TaK N BOEHHbIE, MOKa3bIBatOT, YTO 3Ta
rpynna, BEPOSATHO, NCMNONb3YeTCs ANS LOCTUXEHUNA KPUTUYECKUX LLenen,
NpPennonoXNTENbHO CBA3aHHbIX C FeONONNTUYECKVMIN NHTEpecaMu. [MaB-
HbIMW OTAVNYUTENBbHBIMU MPU3HaKaMuy ABAAKOTCSA ABa paHee HEN3BECTHbIX
MHCTpyMeHTa — Samurai backdoor 1 Ninja Trojan.

GROUP-IB.RU
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K coxaneHuto, nccneposatensam He yganocb aTpubyTmnpoBaTtb aTaku
K n3sectHom APT-rpynne, HO BaXXHO OTMETUTb, Y4TO XepTBbl ToddyCat
CB$I3aHbl CO CTpaHaMun 1 CEKTOPaMu, KOTOPble OB6bIYHO CTAHOBATCS MULLEHBIO
MHOIOYMNCNEHHbIX CUHOA3bIYHbLIX FPYMM.

Space Pirates

PervnoH Havano onepauun TOP Mitre

Poccus n CHI 2017 e Boot or Logon Autostart Execution: Registry Run Keys [ Startup

Folder (T1547.001)

e Phishing: Spearphishing Attachment (T1566.001)

« Command and Scripting Interpreter: Windows Command Shell

(T1059.003)

+ Modify Registry (T1112)
« System Network Configuration Discovery (T1016)

Space Pirates nimeeT aznaTtckme KOpPHU, Ha YTO yKasblBaeT aKTUBHOE
CMonb30BaHMe KNTarCKOro s3bika B pecypcax, SFX-apxmBax v nyTax
k PDB-dannam. Kpome TOro, MHCTpyMeHTapuin rpynnel BknrovaeT Royal
Road v 63kgop PcShare, a no4ytn BCce nepecevyeHns ¢ paHee N3BECTHOW
aKTUBHOCTbLIO cBsi3aHbl ¢ APT-rpynnamu ns Asunn.

Mpynna Havana ceBoto aeATesnbHOCTb He nosgHee 2017 roga. OCHOBHbIMU
LLeNAMN NPECTYMNHNKOB ABNAKOTCS LUMNVMOHAX 1 Kpaxka KOHpUOeHUanbHON
nHdpopmaunn. Cpeaou XepTBs, BbiABEHHbIX B XO4€ NCCNeaoBaHna yrpos,
rocygapcTBeHHble yupexaeHna n NT-genaptamMeHTbl, a TakXXe a3poKoC-
MUYECKIME N IHEPreTUYecKme NpeanpraTns.

TridentCrow

Pernox Hayano onepauunn TOP Mitre

Poccusa n CHI ®despanb 2022 « Native API (T1106)

« User Execution:Malicious File (T1204.002)
« Impair Defenses:Disable Windows Event Logging

- (T1562.002)

* Impair Defenses:Disable or Modify Tools (T1562.001)

* Ingress Tool Transfer (T1105)

MNoynna atakytowmx TridentCrow 6bina o6Hapy>xeHa creumanmcramu
Group-IB v akTriBHa no meHbLen mepe ¢ dpeBpansa 2022 ropa. B peasynbrate
MOHUTOPUHIa ceTeBOW MHOPACTPYKTYPbl aTakyroLmx Obinv 0OHapy>XeHbl
CBA3K ¢ 6noramui No MHGopMaLNOHHOM 6€30MacHOCTU Ha KUTANCKOM
a3bike. Kntanckum sasbik Tak>ke 6bl1 06Hapy>XeH BO BHYTPEHHMX pecypcax
BpPeLOHOCHbIX darnoB. B kauecTBe nepBoHayanbHOro BekTopa rpynna
ncnonbayeTt PULLVHIOBbIE MNCbMa C BPEeAOHOCHbBIM MaKpOCOM, KOTOPbIN
nccneposatenu ns Group-1B Hazsann TridentCrow.VBA.RAT.
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rMABA 8. YTPO3bl MO MHOYCTPUAM: QHEPFETUYECKWIA CEKTOP HI-TECH|CRIME TRENDS 2022/2023

TACTIC TECHNIQUE MITRE ID
INITIAL ACCESS Drive-by Compromise
Phishing
Phishing: Spearphishing Attachment
Phishing: Spearphishing Link
Supply Chain Compromise
EXECUTION Exploitation for Client Execution
Command and Scripting Interpreter: PowerShell
Command and Scripting Interpreter: Windows Command Shell
Scheduled Task/Job: At (Windows)
Scheduled Task/Job: Cron
PERSISTENCE Scheduled Task/Job: At (Windows)
Boot or Logon Autostart Execution
Scheduled Task/Job: Cron
Hijack Execution Flow: DLL Side-Loading
Hijack Execution Flow
PRIVILEGE Process Injection
ESCALATION
Boot or Logon Autostart Execution
Scheduled Task/Job: At (Windows)
Scheduled Task/Job: Cron
Hijack Execution Flow: DLL Side-Loading
DEFENSE Deobfuscate/Decode Files or Information
EVASION
Obfuscated Files or Information
Process Injection
Impair Defenses: Disable or Modify Tools
Impair Defenses




TACTIC TECHNIQUE

CREDENTIAL Credentials from Password Stores T1555
ACCESS
Input Capture T1056
Input Capture: Keylogging T1056.001
OS Credential Dumping: LSASS Memory T1003.001
DISCOVERY File and Directory Discovery T1083
System Information Discovery T1082
Process Discovery T1057
Software Discovery: Security Software Discovery T1518.001
System Time Discovery T1124
COLLECTION Data from Local System T1005
Archive Collected Data T1560
Archive Collected Data: Archive via Library T1560.002
Input Capture T1056
Input Capture: Keylogging T1056.001
COMMAND Application Layer Protocol: Web Protocols T1071.001
AND CONTROL

Application Layer Protocol T1071

Encrypted Channel: Asymmetric Cryptography T1573.002

Data Obfuscation T1001

Ingress Tool Transfer T1105

EXFILTRATION Automated Exfiltration T1020

Exfiltration Over C2 Channel T1041

Scheduled Transfer T1029

IMPACT Data Destruction T1485

Disk Wipe: Disk Content Wipe T1561.001

Disk Wipe: Disk Structure Wipe T1561.002

]
P
m
O

Disk Wipe T1561
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SHEPTETUYECKWI CEKTOP

IMABA 7. YTPO3bI MO NHAYCTPUAM: SHEPTETUNYECKWNIN CEKTOP HI-TECH| CRIME TRENDS 2022/2023

B oT4eTHbIN Neprog No MeHbLUEN Mepe AeCATb FPyrmn, CBA3aHHbIX CO CreL,-
cny>xbamu atakoBany 06bEKTbl KOUTUYECKON NMHPPACTPYKTYPbI B 9HEpre-
TUYECKOM ceKkTope. B 60NbLINHCTBE Cny4Yaes, Lenbto BTOPXEHUM Ha Takmne
npeanpuaTua aBnNseTcs nonydeHmne 6onee rnybokoro NOHVMMaHNS 3TUX
CNOXHbIX CUCTEM, YTOObI 06MErYnNTb PasBUTNE BO3MOXHOCTEN Ans 6yay-
LLLEero MCMob30BaHUA UK MOoMyYeHne OCTaTOYHOro OCTyna K CUCTEME
05 NOArOTOBKM K onepaunsaM B YpesBblHaliiHbix cuTyaunax. Hanpumep,
TEKYLLNI BOEHHbI KOHGAVKT CAPOBOLMPOBa KNBeprpynnmpoBKy paspa-
6oTaTb U NPUMEHNTb BpefoHocHble MO gna maHunynauuin ¢ ACY TT1.
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ChamelGang

Mo paHHbBIM UCCnegoBaHNA, Ony6MKOBaHHbIX B OTKPbITbIX MCTOYHMKAX,
ChamelGang akTBHO aTakoBana opraHmsaumm TOMMBHO-3HepreTmnye-
ckoro komnnekca Poccumn. B OCHOBHOM OHV MCMOMAb30BaNn Takom TN
aTak, kak trusted relationship (aHrn. «aTaka Yepes ooBepUTESIbHbIE OTHO-
LWeHnaA»). Tak, B OOHOM crny4Yae As nonyyYeHuns ocTyra B CeTb LLeNeBoro
npeanpusaTus Xakepbl CKOMMPOMETUPOBaIN AOYEPHIOK OpraHmn3aLuto,
VICMONb3ys YA3BUMYH BEPCUIO BEG-MPUIOXEHNS Ha MiaThOopMe C OTKPbITbIM
ncxogHeiM kogoMm JBoss Application Server. Vicnonb3oBaB ys3BMMOCTb
CVE-2017-12149, 3akpbITyto Bonee YeTblpex neT Hasan, Xxakepbl Monyymnm
BO3MOXHOCTb yaleHHOro BbINMOMHEHNS KOMaHL, Ha y3rne.

CnycTsa oBe Hegenw rpynna cMorfa CKOMMPOMETVPOBaTb FONTOBHYHO
KOMMaHNIO: 3MT0YMbILLMIEHHVIKA Y3HaN CNOBaPHbIA Naposb NOKabHOro
agMUHUCTPaTopa Ha O4HOM N3 CEPBEPOB B MN30/INPOBAHHOM CErMeHTe
W NPOHUKAW B ee ceTb Yepes RDP. OcTtaBasicb HeOBHapy>XEHHbIMU, aTaky-
foLMe HaxooUINCb B KOPNOPAaTUBHOW CETU B TEYEHME TPEX MECSLEB;
N3Yy4YMB €€, OHU MONYyYUIN KOHTPOSb Hag 6onblUel ee YacTbio, BKOYas
KPUTUYECKM BaXHble CEPBEPDI 1 Y351bl B Pa3HbIX CEFMeHTax.

OTnunymntensHon ocobeHHocTbio aTak ChamelGang siBnsieTcs ncnonb-
30BaHNEe HOBOroO, paHee HMKeM He onuncaHHoro BpegoHoca ProxyT,
BeaconlLoader n 6akgopa DoorMe.

BlackEnergy

Mo paHHbIM UccrepoBaTtenen, nocne 6onbWOro 3aTnWba B anpene 2022
ropa BlackEnergy npoBena aTtakum Ha BbICOKOBOJLTHbIE 31eKTpUYeckme
MoACTaHLMK, a Tak>Xe KOMMboTepbl Ha onepauoHHbIx cuctemax Windows
n Linux B YkpaunHe. CornacHo nccnegoBaHuto, atakm Ha afiekTpunyeckue
rnoacTaHLUum Hanpsmyto ceadaHbl ¢ CaddyWiper, n3-3a koToporo B mapTte
2022 ropa nocTpaganu rocygapcTBeHHOe ydYpexaeHume, a Takxxe oguiH
n3 6aHKOB YKpaunHbl.

[MaBHOW OCOBEHHOCTLIO aTaki CTasio BO3BPaLLeHe WNPOKO N3BECTHOIO
BpegoHocHoro MO gna ACY TN - Industroyer (aka CRASHOVERRIDE).
HoBas Bepcusa nonyduna HasBaHme Industroyer?2.

Industroyer2 6bin pa3BepHyT Kak ncnonHsembln dan Windows ¢ nmeHem
108_100.exe v BbIMOAHEH C NCMOMb30BaHVEM MNaHNPOBLLKA 3a4au
8 anpens 2022 r. B 16:10:00 UTC. CornacHo BpeMeHHON MeTKe, OH Obin
ckomnunumpoBaH 23 mapTa 2022 1., 4TO NO3BONAET NPEANONOXUNTb, YTO
3M0YMbILUNEHHVIKI NIaHNpOBany CBoK ataky 6onee aoByX Heferb.

Industroyer2 peanunayeT Tonbko npoTtokon IEC-104 (oH xe IEC 60870-5-
104 ) pna cBsA3uW C NpoMblLWeHHbIM o6opynoBaHem. Croga BXOAAT pene
3alUMTbl, UICMOMb3yeMble Ha ANEeKTPUYECKIX MOACTaHLUMAX. TO HebonbLuoe
oTnun4yne oT BapumaHTa Industroyer 2016 roga, KoTopblll MpeacTaBnseT
Cco60IN MONMHOCTbIO MOAYNbHYHO MNnatdopmMy C MONEe3HON Harpy3kom ns
Heckonbkunx npotokonos ICS (IEC 60870-5-101, IEC 60870-5-104, IEC
61850 n OPC DA).

OpHa ns ocobeHHocTel Industroyer2 3aknro4aeTcs B TOM, YTO €ro KOHPU-
rypauvs CooepXmnTcsa B caMoM 1CronHaemom daiine, B OTin4me ot npenbl-
pyuero Industroyer, roe dann koHburypaumny cogepxancs B damne .ini.
Taknm 06pasom, 3M10yMbILLIIEHHKAM HEOBXOAMMO NMepeKoMnmnInpoBaTb
Industroyer2 gnsa KaXnon HOBOI XepPTBbl NN cpenbl. Hosbi dopmat
KOHIUrypaLum CoXpaHaeTCs B BUAE CTPOKW, KOTOpad 3aTem nepenaetcsa
nporpamme cBasu IEC-104 BpegoHocHoro MO. Industroyer2 moxeT B3aun-
MOAeNCTBOBaTb C HECKOMbKMMIW YCTPONCTBaAMY OOHOBPEMEHHO.

GROUP-IB.RU
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BlackEnergy

Deploy Industroyer2 Deploy ORCSHRED, SOLOSHRED
and CaddyWiper and AWFULSHRED
ICS NETWORK Linux + Solaris network
& &
Windows Windows Linux Linux
& &

Windows Windows Linux Linux

Control electricity station

BmecTe ¢ pasBepTbiBaHeM Industroyer?2 B ceTu anekTpmu4eCckom NogcTaHuum
YKpawnHbl 3M10yMbILUNIEHHNKW pa3BepHynu HoByto Bepcuto CaddyWiper.
Balnep ctupaeT nonb3oBaTenbCckne gaHHble 1 HPOpMaLMo O pasgenax
C MOAKJTFOYEHHbIX AVICKOB, Aenas CUCTeEMY HepaboTOCNOCOBHOW 1 He noasie-
Xallel BOCCTaHOBMEHNIO. DTOT BPEAOHOC YCTAaHOBIIEH CKOpee BCEro
C Lenblo 3aMeaNnTb NMpoLEecC BOCCTAHOBEHVS 1 NMOMeLlaTb onepaTopam
3HEepreTn4Yeckom KOMMNaHnm BOCCTAHOBUTb KOHTPOsb Had koHconsamu ACY.
CaddyWiper Tak>xe 6bln1 pasBepHyT Ha YCTPONCTBe, rae 6bis BbiNOSHEH
Industroyer2, BeposTHO, 4TO6bl 3aMecTn cnegbl.

TAG-38

CTtano n3BecTHO 0 kmbepaTakax Ha CeT! CeMU NHANNCKX FrOCY[apCTBEHHbIX
Ol/icneT4YepCcKux LLeHTPoB Harpy3ku (State Load Dispatch Centers, SLDC),
KOTOpble BbIMOMIHAKOT Onepaumnm B pexrnme peasnbHOro BpeMeHn s
yrnpaBneHus CETbIo 1 AnCneTyepusanmnm anekTpoaHeprmum. Bce cemb SLDC
pacnonoXeHbl Heganeko oT MHONNCKO-KNTaMCKOM rpaHuubl B Jlagakxe.

B xope knbepaTtak ncrnonb3oBasncs TPosiH nof, HasdsaHnem ShadowPad,
KOTOPbIN, MPEeanonoXnTenbHO, CBA3aH C NogpsaymkamMmu, o6cnyxxmnBaro-
wmmm MmnHnNCTepcTBO rocygapcTteseHHon 6e3onacHocTn Kntas.

MpepnonoxwutensHo, rpynnuposka TAG-38 npoHukna B cuctemMy 4yepes
CTOPOHHME YCTPOWCTBA, Tak/e Kak MoaktoYeHHble K ceTun |P-kamepsbl,
KOTOpPblEe MO OCTaTbCs YS3BUMMbIMU N3-3a HANMUNYUS YHETHbIX AaHHbIX
Mo yMonyaHuo.

MNockonbky cepus atak 6bina NPOOOMKNTENBHON, LLeNbio NPEeCTYNMHNKOB
6b1n c60p MHPOPMaL M O KPUTUNYECKOWN NHPACTPYKTYpe, a He drHaH-
coBasi Bbiroga. [1osxe Takas nHpopmaLmsa MOXET OblTb MCMNONb30BaHa AN
rMonyvYeHns 4OCTyMna K CUCTEME U BbIMONHEHNSA Pa3pyLUNTENbHbIX OEACTBUIA.

GROUP-IB.RU
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CHERNOVITE

CHERNOVITE ymeeT HapylaTb, yXyawartb 1 MOoTeHUMaNbHO paspyLuaTb
MPOMBbILLMEHHYIO cpeny U GU3NYECKNE MPOLLECChI B HEW.

MNpynna CHERNOVITE paspaboTana MOLLHYIO BPEOOHOCHYIO cpeny ans
ACY TT1. PIPEDREAM (aka INCONTROLLER) npepocTtaensaeT onepartopam
BO3MOXHOCTb CKaHNPOBaHMS HOBbIX YCTPOWCTB, Nepebopa naponen,
paspblBa COeOVHEHNN 1 aBapUNHOro 3aBepleHns paboTbl LeneBoro
yctpouncTtia. [nsa atoro PIPEDREAM ncnonb3yeT HECKOMbKO pasnnyHbIX
npoTokonos., Bktoyas Factory Interface Network Service (FINS), Modbus
n peannzauuto CoDeSys ot Schneider Electric.

BpenoHocHoe MO PIPEDEDREAM HaLeneHo Ha o6opynoBaHue, paboTa-
oLee Ha CxXMxXeHHoMm npupogHom rase (CIMIM) v B anekTposHepreTuke,
HO pa3yMHo npepnonoxuTts, 4To CHERNOVITE moxeT nerko agantupoBaTb
Bo3moxxHocT PIPEDREAM pns komnpomeTauuy n HapyLeHns pabdoTbl
6onee wmpokoro Habopa uenemn.

KpaTtkoe onncaHmne komnoHeHTtoB PIPEDREAM:
 EVILSCHOLAR - BO3MOXHOCTb, NpefHasHa4yeHHas ans obHapy>XeHus,
[ocTyna, ynpaeneHus n otkntodeHus MNMJIK Schneider Electric;

« BADOMEN - BO3MOXHOCTb yganeHHoW 0605104k, MpegHa3Ha4YeHHas
05 B3aMOAENCTBUSA C MporpamMmmHbeiM obecnedeHrnem Omron v MNJ1K;

¢ MOUSEHOLE - nHCTPpYMEHT CKaHVpOBaHus, MpeaHasHa4YeHHbIn Ans
ncnonbdoBaHma OPC UA gna nepedncnenunsa MNJIK n ceten OT,;

« DUSTTUNNEL - HacTpavmBaemas BO3MOXHOCTb yAal€HHOro
onepaTtMBHOro BHeAPEHUs ANS BbIMOMHEHUS pa3BefKky XocTa
1 yrnpaBneHus nw;

e LAZYCARGO - BO3BMOXHOCTb, KOTOpasa cbpacbiBaeT 1 NCNOMb3yeT
ya3BuMbIA gparsep ASRock ons sarpyskm HemoanmcaHHoOro gpaneepa.

Huv>xe npuBepneH nprmMmep cueHapusa pasBepTbiBaHWS KOMMOHEHTOB
PIPEDREAM, a Tak>xe BO3MOXHble MOCNeacTBus.

LEVEL 4

Enterprise

LEVEL3

Operational
Systems

Supervisory
Control

Basic
Control

Physical
Process
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HEXANE

Hexane npopgonaeT cneunann3npoBaTbCs Ha aHEepPreTnYecknx komna-
Husax bnvxxHero BocToka. pynna Takke akTUBHO MCMNOMb3oBana TeMy
KoHdnunkTa mexay Poccuein n YkpanHo.

B cepenvnHe mapTta napaunnbckas aHepreTnyeckas KoOMnaHus nony-
yuna 3NEeKTPOHHOE NUCbMO C TeMoW «BoeHHble npectynneHus Poccun
B YKpanHe». QneKTPOHHOE MMCbMO COOEPXaN0 HECKObKO N306pakeHniA,
B3ATbIX 13 06LWenOoCTYMNHbIX cToYHMKoB B CMW, 1 ccbinky Ha ctaTtbio
Ha GULIMHIOBOM pecypce.

L}
inews-reporter <inews-reporter@protonmail.com>
Russlan war crimes in Ukraine

Russian war crunes i Ukraine

Researchers gallul evidence of w»uibl: Russian war ¢rimes in Ukramne
"Opensource intelligence community” is already collecting and studying video and photo evidence

read from: http:/news-spot.live Reports/1/ Tid=1025& pid=d156

18 1l Kharkiv

Sent with ProtonMail secure email.

Cchblinka B 2N1eKTPOHHOM NCbMe BefeT Ha LOKYMEHT, CoAep KaLluii CTaTbo
“Researchers gather evidence of possible Russian war crimes in Ukraine”,
ony6nukoBaHHyto The Guardian.

Ha aToMm e fomeHe pa3mMeLLEeHO eLle HECKObKO BPeAOHOCHbIX LOKYMEHTOB,
CBsi3aHHbIX C Poccuei n poccrimncko-ykKpanHCKMmM KOHPIMKTOM, Hanpumep,
konusa ctatbn The Atlantic Council o1 2020 roga 0 pocCCMNcKoM saepHOM
opy>Xuu 1 BakaHcus areHTa Extraction [ Protective Agent B YkpauiHe.

BpenoHocHbI gokymeHT Office BbimonHAET ko, Makpoca npuv 3akpbITUM
nokymeHTa. Makpoc pacwrdpoBbiBaeT UCNonHAeMbl dalin, BCTPO-
€HHbI B LOKYMEHT, 1 coxpaHseT ero B katanore %APPDATA%\Microsoft\
Windows\Start Menu\Programs\Startup\. Mpw vicnonb3oBaHny 3TOro
MeTofa rnosiesHasi Harpyska He BbIMOMIHAETCHA HeNnocpeacTBEHHO OOKY-
meHTOM Office, HO oHa BygeT akTMBMpPOBaHa NpPW cnenyowem rnepesa-
nycke KomnbloTepa.

B pamkax 6onee wmpokonm kamnaHnm Hexane akcnepTbl Takxxe Habnto-
hanun pasnun4yHble NCMNoNHAeMble gponnepbl. 9TO UCMOMHAeMble danbl
co 3Haykamu PDF, a He OKYMEHTbI:

GROUP-IB.RU
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B DoC EXE @
Attachment Drops Communicates

Phihing Malicious

email document Backdoor C&C server

E PDF - EXE EXE @
Attachment Drops Communicates

Dropper
Phihing disguised
email as PDF Backdoor C&C server

Bce ncnonHaembie paninbl HaNnMcaHbl HEMHOIO NO-Pa3HOMY, HO OCHOBHas
noes obwasa: cHavdana gponnep nsenekaet PDF-dpann-nprmaHky, BCTpO-
€HHbIV B Ka4eCTBe pecypca, N OTKpbIBaeT ero B GOHOBOM peXnMe N He3a-
METHO LN151 XXePTBbl, 3aTEM OPOMNMNEP 3arpy>XaeT 1 BbIMOMHAET MOME3HY
Harpysky. Mbl Bblaennnu Tpu Kateropuv 4ponnepos:

e [Oponnep .NET DNS: ncnonbsyetcs gna cépoca 6akgopa .NET DNS;

¢ .NET TCP Dropper: yoanset BapuaHT 6akgopa.NET HTTP n no6asnset
3ansaHVpoBaHHYO 3a4a4y 019 ero 3arnycka;

» Golang Dropper: c6pacbiBaeT 6akgop Golang B nanky Startup 1 nanky
Public\Downloads. Kpome Toro, oH c6packiBaeT PDF-daiin (otuer
06 vpaHCcKol Knéepyrpose, Kak 1 apyrmue gponnepsbl) B nanky Public)
Downloads n BbinonHseT ero. [Nocne oTkpbITUS oT4eTa B dopmarte
PDF pponnep, HakoHew, 3anyckaeT 6aknop Golang ns nanku Public)
Downloads.

Co6polueHHble dalinbl MOryT 6bITb 3arpy>eHbl U3 VIHTepHeTa nnu naene-
YeHbl 13 camoro gporinepa, B 3aBMICMMOCTI OT obpasLa.

HoBbin DNS-63ka0p co3naH Ha OCHOBE MHCTPYMEHTA C OTKPbITbIM VICXOLHbIM
kogom DIG.net pnsa nepexsata DNS (DNS hijacking), BbInoNIHEHWS KOMaHA,
3arpy3kuv AOnonHUTENbHOW NOME3HOW Harpysky 1 MOXULLEHNS OaHHbIX.

MepexsaT DNS - 370 KnbepaTaka, Npy KOTOPOI 310YMbILLAEHHNK MaHW-
nynupyeT DNS-3anpocamun ¢ uenbto nepeagpecoBaTb Nonb3oBaTens,
MblTatOLLErocsi NoNacTb Ha NErnTUMHBbI CalT, Ha ero BPeAOHOCHbIN «KTOH»
C XOCTUHIOM Ha cepBepe, MOAKOHTPObHOM 3M0YyMbILLIEHHINKY. JTltobas
nHpopmaL s, KOTOPYHO Nonb3oBaTesib BBEAET Ha NOJAeNbHOM pecypce
(HanmpuviMep, y4eTHble faHHbIe), OTMPaBUTCH MPSAMUKOM K aTakyroLemy.
KomaHgbl 3anyckartoTcs C MOMOLLIO MHCTPYMeHTa cmd.exe, a ncxogsaiime
JaHHble oTnpaBnatoTcs ob6paTHO Ha C&C-cepBep B BUae A-zanmncum DNS.

Lazarus

OpHa 13 cambix meHNTbIX APT-rpynn ceBepokopelickas Lazarus, crioH-
cmpyemMas rocygapcTBOM, OCYLLECTBAANa BPeOOHOCHYIO AeATeNIbHOCTb
B nepuopg ¢ depans no uronb 2022 ropa. BekTopbl MPOHNKHOBEHUS
BKJIFOHAIOT YCMELLHYO 3KCnyaTauuto yassrmocTeii B npoayktax VMWare
ONS nepBOHavyanbHOro 3akpenieHns B KoprnopaTyBHbIX CETAX C nocneay-
OLLVIM pasBepTbiBaHMEM MOMb30BaTeIbCKUX BPEAOHOCHbIX IMMIaHTaToB
rpynnbl VSingle n YamaBot. B fononHeHne K aTM N3BeCTHbIM CEMENCTBaM
BPEeAOHOCHbIX MPOrpamMM 3KCMepThbl TakXXe 0OHaPYXUNN NCMOoNb3oBaHVe
paHee Hen3BECTHOro BpedoHoca, KOTopbi HasbiBann MagicRAT.

GROUP-IB.RU
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MagicRAT HanncaH Ha a3bike NporpaMmmupoBaHns C++ 1 ncrnonblyeTt
Qt Framework, ctatnyeckn cBasbiBasd ero ¢ RAT B 32- n 64-pa3psagHbix
Bepcusax. Qt Framework — 310 nporpammHas 6ubnmnoTteka ong paspadoTkin
rpaduryeckx NonbL3oBaTenbCKNX NHTepdencos, kotopoi B RAT HeT.

B aton kamnaHum Lazarus B NnepByto ovyepenb HaLenuncsa Ha saHepre-
Tndeckme npepnpuatusa KaHagbl, CLUA n AnoHun. OcHoBHas Lenb aTux
aTak, BepOSsTHO, 3ak/itoHanachb B yCTaHOBMEHUI OONTOCPOYHOIro focTyna
K CETAM XepTB OJ19 MPOBEAEHNS LUMNOHCKNX onepauni B Noanep>XKy
uenei npasutenbcTea CeBepHoi Kopew.

Kn6epnpecTynHbie rpynmnbi

Lndposanbwmkin

Tak Kak wndpoBanbLmKy ABAAIOTCA YrpO30/ HOMep OAUH ASS MpakTu-
yeckun Bcex chep, OHM He 06OV CTOPOHON U SHEPTreTUYECKU CEKTOP.
Mpw aTOM aTak B HOBOM OTHETHOM rMepurone cTano ele 6onblue.

Tak, 3a nepvog H2 2021 - H1 2022 6bino o6HapyxeHo 80 aTak rpynmn
WnPpoBanbLUVIKOB 3HEPreTUYecKnx KoMmrnaHunim. 31o Ha 43% 6onblue, 4em
B npownom nepuoge (H2 2020 - H12021). Bonblue Bcero 4OCTyMNoB OTHO-
cutca kK CLUA (31%), KaHage (8%) n FrepmaHunm (6%). Hanbonee akTrBHbIMA
rpynnamMu B aTakax Ha aHepretudeckre komnaHuy 6binm Lockbit (18%),
Conti (11%) n BlackCat (8%).

* s
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il +
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+ +
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| Lockbit

| Conti

| BlackCat
Clop
Hive
BlackByte
Cuba
Kelvin
Avos Locker
Axxes
CoomingProject
Everest
Opyrue

=
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N
(o))

Cneumnanuctbol Group-IB Takxxe npoaHanninpoBanmn pbiIHOK 6poKepoB
[OCTYNOB B AaHHOW NHAYCTPUN. 3a OTHETHbIN Neprog, 66110 06Hapy>XEHO
45 noCcTynoB K 9HEPreTU4eCcKM KOMMaHsAM, BbICTaBEHHbIX Ha MPoaaxy
knbepnpecTynHmnkamu. 3T1o Ha 150% 6onblue, Yem B MPOLUSIOM NMepurone
(H2 2020 - H1 2021). BonbLlue Bcero goctynos npuHagnexut CLUA (16%),
ApreHTtuHe (9%), Bpasnnuu (9%) n Benvkoo6putarHuu (9%).

VPN

RDP

Citrix

Web panel
Webshell
HewnssecTHO
Bcero

Local Admin
Domain Admin
User
HewnseecTHO
Bcero

I 1 5
I /
I 4
I 3
I 2

14

I 13
I S
I G

18

ﬂ,OCTyI'IbI K39HepretTn4eCkmm KoMmnaHmam Halle BCero npogasannm cneny-

toLe 6pokepsbl:

» orangecake - 8 VPN-gocTtynoB B ApreHTuHe, Bennko6putaHum, CLUA,

FOAP.

 SubComandanteVPN - 4 VPN Fortinet gocTtyna B nekabpe 2021.
CtpaHbl — ApreHTtuHa, l'epmanus, CLUA.

GROUP-IB.RU
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'MITRE ATTACK® ON4
TENEKOMMYHUKALIMIOHHOIO
CEKTOPA*

rMABA 9. YTPO3bl MO NHOYCTPUAM: TEIEKOMMYHUKALNOHHbI/ CEKTOP HI-TECH CRIME TRENDS 2022/2023

TACTIC TECHNIQUE MITRE ID
INITIAL ACCESS Phishing: Spearphishing Attachment
Drive-by Compromise
Exploit Public-Facing Application
External Remote Services
Replication Through Removable Media
EXECUTION Command and Scripting Interpreter: Windows Command Shell
User Execution: Malicious File
Exploitation for Client Execution
Command and Scripting Interpreter: PowerShell
Windows Management Instrumentation
PERSISTENCE Boot or Logon Autostart Execution >Registry Run Keys [ Startup Folder
Server Software Component: Web Shell
Create or Modify System Process: Windows Service
Account Manipulation
Boot or Logon Autostart Execution
PRIVILEGE Process Injection
ESCALATION
Boot or Logon Autostart Execution: Registry Run Keys / Startup Folder
Create or Modify System Process: Windows Service
Access Token Manipulation
Boot or Logon Autostart Execution




AND CONTROL

Ingress Tool Transfer

Encrypted Channel: Asymmetric Cryptography

Data Obfuscation

Non-Application Layer Protocol

T1105

T1573.002

T1001

T1095

EXFILTRATION

Automated Exfiltration

Exfiltration Over C2 Channel

T1020

T1041

TACTIC TECHNIQUE MITRE ID
DEFENSE Obfuscated Files or Information
EVASION
Deobfuscate/Decode Files or Information
Process Injection
Modify Registry
Indicator Removal on Host: File Deletion
CREDENTIAL 0S Credential Dumping: LSASS Memory
ACCESS
OS Credential Dumping
Unsecured Credentials: Credentials In Files
Input Capture: Keylogging
Network Sniffing
DISCOVERY System Owner/User Discovery
System Information Discovery
System Network Configuration Discovery
Process Discovery
System Time Discovery
LATERAL Remote Services: Remote Desktop Protocol
MOVEMENT
Replication Through Removable Media
Remote Services: VNC
COLLECTION Archive Collected Data
Data from Local System
Archive Collected Data: Archive via Library
Automated Collection
Clipboard Data
COMMAND Application Layer Protocol: Web Protocols
3
11573002
71001 ]
3
11020
12001
23

IMPACT

Service Stop

T1489




CrIELICTIY2KBbI, ATAKYOLLWE
PRAEKOMMYHWKALVOHHDbIV

CEKTOP

[UTABA 9. YIPO3bINO NHOAYCTPUAM: TEIEKOMMYHUKALNOHHbI/I CEKTOP HI-TECH CRIME TRENDS 2022/2023

OcHOBHOW yrpo30oi ANa KOMMaHuin N3 TeNeKOMMYHVKaLMOHHOIO ceKkTopa
ABNAIOTCS aTaky cneucnyx6. 3a aHannsnpyemblii Nepunon akTUBHOCTb
B TE/IEKOMMYHWKaLMOHHOM CEKTOPE NposiBuin 12 nporocynapcTBeHHbIX
rpynn, 60MbLNHCTBO N3 KOTOPbIX COHCUpYoTCs Kutaem.

HassaHne 2012 2013 2014 2015 2016 2017 2018 2019 2020 2021 2022

APT10 HB. VIOHb
BACKDOORDIPLOMACY
OILRIG

APT41

REGIN

APT5 HB. MAPT
APT28
MUDDYWATER . OEK.
THRIP
APT33 VIIOHb H

CHAFER noNb SHB

LAZARUS MAPT HOSB.

HEXANE np. KT.
MOLERATS
MIKROCEEN
MUSTANG PANDA
DARK HALO
IRONTIGER nPp. Br.
LEBANESE CEDAR
PATCHWORK KT. K
NAIKON
OWLTRAITOR
WOROK

Red Menshen
Aoqin Dragon NIOHb
APT40

Moshen Dragon
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MalKamak

lpynna MalKamak ctana nssectHa 6narogaps cBoOeMy MHCTPYMEHTY
ShellClient RAT. ShellClient RAT nosiBuncs B none 3peHus Ib-akcnepToB
B ntone 2021 ropa Bo BpeMsa aHanmsa onepauunm Operation GhostShell -
LeneBon KamnaHuny KubepLunmoHaxa, HaueneHHoOM Ha adpoOKOCMUNYECKYHO
1 TENEKOMMYHUKALMOHHYIO OTPAaCIN.

Mo cnoBam aKCNepPTOB, BPEeAOHOC 3amnyCKaeTCs Ha 3apaXkeHHbIX YCTPON-
cTBax nopg BMAOM nerntTumHoro npouecca RuntimeBroker.exe, koTopbii
rnMomMoraeT ynpaBnsaTb paspeLlleHnsamm gnsa npunoxeHuin na Microsoft Store.
BapwaHT ShellClient, nucnonsayembiin gns onepaumm Operation GhostShell,
nokasblBaeT gaty komnunaumm 22 masa 2021 roga n nveet Bepcuto 4.0.1.

C kaxpon 13 wecTn obHapy>XXeHHbIX nTepauunin paspaboTyrkn Bpeno-
HOCHOW nMporpamMmbl yBenundmesanm ee GyHKUMOHAaNbHOCTb U Nepekto-
Yanucb MeXay HeCKoNMbKMM NPOTOKONaM N MeToAaMU KpaXky JaHHbIX
(Hanpumep, FTP-knueHT, yyeTHas 3anncb Dropbox).

Harvester

OTHocuTenbHo HoBasi rpynna APT Harvester HanpaBuna cBov oeicTeums
npoTuB N T-cekTopa, TENEKOMMYHVKALIA 1 FOCY0aPCTBEHHbIX YYPEXOEHN
B FO>xHOM A3unu, rmaBHbIM 06pa3omM nNpoTme AdraHmncrtaHa.

Ha Boopy>eHun Harvester cocpefoToyeHbl kak Mofb3oBaTenbCckue Bpeno-
HOCHbIe MporpamMmMbl, Tak 11 OBLLEAOCTYNHbIE MHCTPYMEHTbI, B TOM YnCIe
Backdoor.Graphon, Custom Downloader, Custom Screenshotter, Cobalt
Strike Beacon, Metasploit 1 gp. o npegnonoxeHuno Symantec B ka4ecTse
rnepBOHaYaIbHOrO BEKTOPA aTtaku ncrnonbdyeTca BpenoHocHbin URL-agpec.

Graphon npepocTtaBnseT xakepam yaaleHHbI 4OCTYN K CeTU 1 MackunpyeT
CBOE€ NPUCYTCTBME, CMeLIBas KOMMYHUKaLVIOHHYO aKTUBHOCTb KOMaHA-
Horo ynpasneHus (C&C) c neruTumHbiM ceTeBbiM Tpadukom uz CloudFront
n nHppactTpykTypbl Microsoft.

NHTepecHas oeTanb obHapy>xeHa B paboTe 3arpysyrika, KoTopbii co3gaeT
Heobxogumble dalinbl B cucteMe, obaBnsas 3HayeHe peecTtpa 41 HOBON
TOYKW 3arpy3Kku 1 B UTOre OoTKpbiBaeT BCTPOEHHbIN Be6-Opay3ep No agpecy
hxxps://usedust.com.

Monb3oBaTenbCcKuii MUHCTPYMEHT A8 CO3AaHNA CHUMKOB 3KpaHa Npouns-
BOOUT CKPUHbI paboyero ctona 1 KOnmpyeT NX B 3alLLEeHHbIV naponem
ZIP-apxunB, KOTOpPbI/ 3aTeM nepecobinaetca Yepes Graphon. Kaxabiii
ZIP-dann xpaHUTCa B Te4eHne Hegenun, 6onee ctapble gaHHble aBTOMa-
TUYECKIN yOansoTCS.

MuddyWater

HauunHas c neta 2021 roga, rpynna MuddyWater atakoBana TenekoMmmy-
HUKaLMOHHbIE opraHmM3aummn n noctaswmkos NT-ycnyr. 9Ta kKamnaHus
npoBoannach NPenMyLLLEeCTBEHHO C MOMOLLbIO OBLLEeA0CTYMHbIX HCTPY-
MeHTOB 1 TakTuK Living off the Land.

B pesynbTrate aHanmsa atak 6b1510 YCTAHOB/EHO, YTO Mocne gocTtyna
K LLeNneBOW CeTV 3MOYMbILUNEHHVIKY CTPEMATCS cobpaTb 60/bLUe YYETHbIX
OaHHbIX 019 MepeMeLLEHs B CETU 1 AN pa3MeLLeHNs CBOUX BEO-LLENNOB
Ha Microsoft Exchange Server. B HekoTopbIX cnydasax aTakyloLwme MoryT
CrMonb30BaTb B3/IOMaHHbIE OpraHmM3auny Kak MpoMeXyTO4YHble 3Tarbl
Ha NyTW K OOMNONHUTENbHbIM XepTBaM. bonee Toro, yacTb KOMMaHwum
Morna 6bITb CKOMMPOMETNPOBaHa NCKIKOYNTENBHO A5 BbINOMHEHWS aTak
Ha LLernoyKy rnocTaBOK MO OTHOLUEHUIO K CBA3AHHbBIM C HIMU OpraHn3aLsim.

GROUP-IB.RU
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Red Menshen

Red Menshen (aka DecisiveArchitect) - npeanonoxXxmTenbHo kuTaickas
rpynna, kotopas 6bisla 3amMmeydyeHa B atakax Ha TeleKOMMYHMKaLMOHHbIX
npoBangepoB Ha bnvxxHem BocTtoke n B Asunn.

VccnepoBaTtenn obHapyxunm 6akgop, ncnonbayrowmn Berkeley Packet
Filter (BPF). Mo cnosam nccneposartenei, aToT 63K40pP, MOMyYMBLUINIA
HassaHne BPFDoor (opyrvie viccneposatenu Hassanm ero JustForFun),
ncnonb3oBasica kKmtanckonm rpynnon Red Menshen BmecTe ¢ Takumu
MHCTpyMeHTamu, kak Mangzamel, co6cTBeHHble BapuriaHTbl GhOst n open-
source nporpammbl Mimikatz n Metasploit. 9Ta BpegoHocHas nporpavma
vicnonb3oBanacb MUHUMYM MSATb NeT 1 Bblia obHapy>XeHa Ha Tbicsyax
Linux-cnctem, HecmoTpsi Ha EDR.

BPFDoor nopaepxmnBaeT pasnnyHble NpoTokosbl ansa ceasun c C&C, Takme
kak TCP, UDP 1 ICMP, 4To no3BonsieT 310yMbiLLEHHKaM pasHoo6pasHo
B3aVIMOOENCTBOBATb C IMMaHTaTOM.

Mo ceoen npupone 63KO0P OYEHb YKITOHYIMB:

« BPFDoor cnocobeH yganeHHO BbINOMHATb KO, 6€3 OTKPbITUS HOBbIX
NoOpPTOB U NpaBwn BpaHgMayapa;

 BPFDoor He ncnonbsyeT ncxogawmin C&C;

* BPFDoor nepenmeHoBbIBaeT CBOW COBCTBEHHbINV Npouecc B Linux.

Red Menshen Takxe Habnoganmn 3a otnpaBsko komaHg, B BPFDoor yepes
VPS (BupTyasnbHble YacTHblE CepBepPbI), KOTOPbIE aAMUHNCTPUPOBAaINCH
yepes B3NIOMaHHbIE MapLUPYTN3ATOPbI, PACMONOXEeHHble Ha TariBaHe.
Ona cncrtembl Solaris rpynna ncnonbsoBana obwepoctynHbli POC-kopg
ona CVE-2019-3010. 9tot CVE nos3BonseT 310yMbILWIEHHNKY NONYYUTb
noBbilWeHne npuBuneruin B cucteme Solaris 11, ncnonbsys yasBMMOCTb
B Xscreensaver.

APT40

SkcnepTbl O6HaPYXNN foKa3aTeNbCTBa TOro, YTO 3M10YMbILLUNEHHMK pasme-
LLLaeT BPEeOHOCHYO MOME3HY0 Harpy3ky Ha TOM, YTO, MO BCEN BUANMOCTN,
SIBNSIeTCS aBCTPaNACK/M MOCTaBLLMKOM TENEKOMMYHUKALMOHHbIX YCNyr
VOIP ¢ npucyTcTBrUEM B OXHO-TUX0OKeaHcKol Pecny6nuvike Manay (palau.
voipstelecom.com.au).

OanbHenwmnim aHanns nokasars, 4To uenam B [lanay 6binm oTnpaBneHsbl
BPe4OHOCHbIE AOKYMEHTbI, KOTOPbIE MPU OTKPbLITUN NCMOb30Bas ySa3BU-
MOCTb, 3aCTaB/Iss1 KOMMbOTEPbI-KEPTBbI CBA3bIBATLCS C Be6-canToM NpoBalii-
nepa, 3arpyxaTtb 1 3anyckaTb BpegoHocHoe 10, a 3aTem 3apaxkaTbCsi.

OTa yrposa npencraBnsana cob0oM CMOXHY0, MHOMO3TarnHyko ornepaumnto
¢ ncnonb3sosaHnem LOLBAS (Living off the Land Binaries And Scripts),
KoTOopasi MO3BOMMMA 3M0YMbILLAEHHUKY UHULLMNPOBATb ataky, MCMosb3ys
ysassumocTb CVE-2022-30190 B Microsoft Support Diagnostic Tool. 9Ta
YS3BVIMOCTb MO3BOMSET 3M1I0YMbILUIEHHNKAM 3anyCcKaTb BPeAOHOCHbIV
KoL, NPV 3TOM NOMb30BAaTE b HE 3arpy>aeT UCMOoNHAEMbI dalin Ha CBOO
MaLUnHY, HTO MOXET 6bITb O6HAPY>KEHO MPWY BbIABIEHW KOHEYHOW TOYKW.

Heckonbko ctagui 3To BPEeAOHOCHOW nporpamMmbl 66111 NoanvcaHbl
NernTUMHbIM cepTudnKkaToM KOMMNaHMm, 4Tobbl NprbaBnTbL 4OCTOBEP-
HOCTU N COKPaTUTb BEPOATHOCTb OOHapyXeHus. NocnegHaa nonesHasa
Harpyska — AsyncRat.
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Moshen Dragon

ViccnepoBaTenu BbiSBUAW HOBbIV KracTep BPEOOHOCHONM KnbepakTuB-
HocTun, oTcnexuBaembli kak Moshen Dragon, HaLeneHHbI Ha nocTaB-
LLVKOB TENTEKOMMYHUKaLVOHHbIX ycnyr B LleHTpanbHom Asnn. Xakepsbl
aKTMBHO MbITAlOTCS 3arpy3nTb BpenoHocHblie DLL-6unbnnotekn Windows
B @aHTMBMPYCHbIE MPOAYKThI, YKPaCTb YYETHbIE JaHHbIE A1 TOPU3OHTalb-
HOro NepeMeLLeHNs N B UTOre 13BMeYb JaHHble C 3apaXeHHbIX MallunH.
3aTpoHyTble aHTMBUPYCHbIE NpoaykTbl — TrendMicro, Bitdefender, McAfee,
Symantec n Kaspersky.

Moshen Dragon ncnonb3yeT aTOT METOL A5 pa3BepTbiBaHMA Impacket,
Habopa Python, cosgaHHoro gna obnerdyeHmsa 60KOBOro nepeme-
LEeHUNS 1 yOaNeHHOro BbIMOMNHEeHNs KOga C MOMOLLbI MHCTPYMEHTapus
ynpasneHuns Windows (WMI). Impacket Takxe nomoraet npu Kpaxe
YYETHbIX OaHHbIX, BKIOYaA MHCTPYMEHT C OTKPbITbIM MCXOAHbIM KOAOM
(DLLPasswordFilterImplant), koTopblii cobuipaeT cBefeHNs O COBbITUAX
CMeHbl Maporns B gomeHe 1 3anuvcbiBaeT ux B ¢pann C:\Windows\Temp\
Filter.log.

Vimes pocTyn K cocegHM cucTeMam, rpynna copacbiBaeT Ha HUX MacCUBHbI
sarpysunk (GUNTERS), koTopblii nepen akTusaLmen noarsepxaaeT, 4To
HaxoONTCS Ha HY>XHOW MalLHe, CpaBHMBast MS XOCTa C 3apaHee yKasaHHbIM
3HadeHmem. Kak npegnonaratoT aKCNepTbl, 3TO CBNAETENLCTBYET O TOM,
4YTO Xakepbl co3paroT yHuKanbHyo DLL ong KaXgon ns Lenesbix MaLlviH,
4YTO ABNSAETCS eLe OQHNM CBUOETENbCTBOM NX N3OLLPEHHOCTU 1 yCepans.
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YABBIMOCTW BESOINACHOCTW
[PV XEHOOBEPR!

ViccnepoBaTenu BbiIIBUV YS3BUMOCTU B CUCTEMe 6e30MacHOCTY NMpu
nepepadye obcny>XmBaHns — GyHOaMeHTalbHOM MexaHU3Me, Niexallem
B OCHOBE COBPEMEHHbIX COTOBbIX CETEl, KOTOPbIV 3110yMbILLNTEHHUKN
MOFYT MCMONb30BaTh 419 3arnycka aTak Tuna «oTkad B 06CnyXnBaHum»
(DoS) n «yenoeek nocepegunHe» (MitM) ¢ ncrnonb3oBaHEM HELOPOroro
obopynoBaHus.

«[pobnema s3aTparvBaeT BCe NokoseHus, HadrHas ¢ 2G (GSM), n oo cux nop
OCTaeTCs HepeLleHHOM», — CYNTAIOT nccrnepoBatenu dsaHrenoc butcmkac
n KpunctuHa Monnep ns Heto-opkeckoro yHusepcuteta Ady-Hadw.

Xenpoeep (aHrn. Handover), unu handoff, nmeeT pellatoliee 3HayeHve
0151 yCTaHOBEHWSI COTOBOW CBSI3UN, OCOBEHHO B CLLeHapusax, Korga nosib-
30BaTes1b HAXOONTCS B OBUXEHUN.

Mpouenypa 06bI4HO paboTaeT cnenyrowmm ob6pazom: Nonb3oBaTeb-
ckoe ob6opynoBaHve OTrpPaBiseT 3MepPeHst MOLWHOCTU CUrHasa B CETb,
4TOObI ONpenennTb, Heobxoavma N nepegadya 06Cny>XXnBaHUNA, N, €CNN
0a, obneryaet nepekstoYeHne, Korga obHapyXXmnBaeTcsa 6onee nooxoasiias
LeneBas cTaHUus.

Puc. 44. NMpuHunn gencTesns
xeHpoBepa

Switehing T

[ IR I :
7 Cell B
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YA3SBVIMOCTW BE3OMNACHOCTW MNPV XEHOOBEP

XoT§a 3TV NoKasaHs CUrHaNoB 3allLeHbl KpunTorpaduniecku, copepxaHme
3TX OTYETOB HE MPOBEPSETCS CETbIO, YTO MO3BOMSAET 3/10YMbILLUAEHHVKY
3acTaBUTb YCTPOMCTBO NEPEMECTUTLCS Ha COTOBYHO CTaHLLUIO, yrpasBns-
€MYyto 3NoyMblLNeHHKOM. CyTb aTtaky 3akto4aeTCs B TOM, YTO UCXonHas
6asoBasi cTaHUMsA He crocobHa obpabaTbiBaTb HEBEPHbIE 3HAYEHUS
B OoT4YeTE 06 N3MEpPEHUsX, YTO MOBbILAET BEPOSATHOCTb 3NIOHAMEPEHHOW
nepepaym obcnyxvBaHvs 6€3 06HapyXeHUs.

OTnpaBHOI TOYKOW aTaky sBAseTCs HadanbHas dasa pasBeaku, Ha KOTOPOIA
3M10YMBbILUIEHHUK MCMONb3yeT cMapThOH Ans c6opa faHHbIX, OTHOCHLLMXCS
K 6vXainM 3aKOHHbIM CTaHLLMSIM, @ 3aTEM UCMONb3yeT 3Ty UHOPMAaLLIO
0191 HACTPOWKN HEaBTOPU3OBaHHOM 6a30BOM CTaHLUW, KOTOpas BbloaeT
cebs 3a HACTOSLLYHO COTOBYHO CTaHLMHO.
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Figure 2: Intra-Handover attack Figure 3: Inter-Handover attack

BrnocnepncTteum ataka BkovaeT B ceb65 NpUHyXXaeHe YCTPONCTBA XepTBbl
K MOOKITOYEHMIO K TOXKHOM CTaHLUMM NyTEM LWMPOKOoBeLlaTebHON nepe-
Jady coobuleHnin rnaBHoro nHdopmMaumoHHoro 6noka (MIB) n cuctem-
Horo nHeopmaumoHHoro 6noka (SIB) — HbopMau i, HeobxoanMMON Aa
noaknoveHnsa tenedoHa K cetn — ¢ 6onee BbICOKVM YPOBHEM CUrHana,
Yyem amynvpyemasa 6asoBasd CTaHLUMS.

Llenb o6bmaHa nonb3oBaTeslbCKOro obopynoBaHmsa ons NoaKAYeHUs
K CTaHLUVN-CaMO3BaHLy N NPUHYXAEHNS YCTPOWCTB K OTrNpaBKe B CETb
PUKTUBHBIX N3MEPEHUI COCTOUT B TOM, YTOObI MHNLMNPOBaTb COBbITHE
nepepayy o6cnyXvBaHums. OTO NO3BONASET UCMONb30BaTbh HEAOCTATKM
6e30macHOCTIM B npouecce, 4Tobbl NpuBecTn K DoS-atakam, atakam MitM
1 packpbITUO MHbOPMaLUK, BAVSIOWMM Ha NMOMb30BaTeNs 1 onepartopa.

GROUP-IB.RU

Puc. 45. Atakn xeHpoBep
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Kn6epnpecTynHbie rpynnbi

Wndposanbimkn

3a oT4yeTHbIN Nepuropg 6bino obHapyeHo 29 aTak rpynn wudpoBanb-
LWMKOB Ha TeNeKOMMYHUKaLNOHHbIE KOMMaHun. 1o Ha 15% MeHblLue,
yem B npoLwsiom nepuroge (H2 2020 - H1 2021). Bonblue Bcero AocTynos
npuHagnexut CLUA (28%), Benukobputarum (14%) v KOxHon Adpuke (7%).
Hanbonee akTMBHbIMU FpyrnamMm B aTakax Ha TeNEeKOMMYHUKALNOHHbIE
komnaHum 6binn Lockbit (28%), Conti (14%) n CoomingProject (14%).

+ +t+

| Lockbit

| CoomingProject

| conti
Avos Locker
BlackCat
RansomEXX
Babuk
Black Matter
Hive
Kelvin
Lorenz
LV
Quantum

HRrRIRFRLRRIRRERINDNDNDS DO

Cneumnanuctbl Group-IB Takxke npoaHannavpoBanm pbiIHOK 6poKkepoB
[OCTYNOB B JaHHOW NHAYCTPUW. 3a OTHETHbIV Nepurog, 661510 06Hapy>XXeHo
53 pocTtyna K TenekoMMYHUKaLNOHHBIM KOMMaHUAM, BbICTaABEHHbIX
Ha npopaxy knbepnpectyrnHukamu. 3To Ha 141% 6onbLue, 4em B MPOLLSIOM
nepuoge (H2 2020 - H1 2021). Bonblue BCcero 4oCTynoB NMpuHagaexuT
CLUA (30%), nown (6%) n Mekcuke (6%).

GROUP-IB.RU
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VPN . [KK

Citrix I 5

Database . 3

RDP Bl

Webshell Bl

Opyrne 8

HewnssecTHO 7

Bcero

Local Admin I 12
Domain Admin I 11
User I S
HewnssectHO 22
Bcero

,D,OCTyI'IbI KTeNneKOMMYHUNKaLNOHHbIM KOMMaHNAM Hallle BCero nponasanmnm
cnepyrowme 6pokepsl:

* Juzab: 8 pocTtynos, 13 kotopbix 6 VPN Fortinet ¢c npaBamu gomMmeHHOro
agmumHucTpaTopa. CtpaHbl — lepmanuns, Kntan, CLUA;

e SubComandanteVPN: 5 noctynos, n3 Hux 4 VPN goctyna B ApreHTurHe,
Benbruw, MNpysnm n VipaHe.

GROUP-IB.RU
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HI-TECH CRIME
TRENDS 2022/23

[TIABA 10.

YI'PO3bI MO
NHLOYCTPUAM:
NT-CEKTOP



MITRE ATTACK®
OJ1A9 T-CEKTOPA*

FMABA 10. YIPO3bl MO NHAOAYCTPUSAM: NT-CEKTOP : I-TFCH CRIME TRENDS 2022/2023

TACTIC TECHNIQUE MITRE ID
INITIAL ACCESS Phishing: Spearphishing Attachment
Phishing: Spearphishing Link
Drive-by Compromise
Exploit Public-Facing Application
Supply Chain Compromise
EXECUTION Command and Scripting Interpreter: Windows Command Shell
User Execution: Malicious File
Exploitation for Client Execution
Command and Scripting Interpreter: PowerShell
User Execution
PERSISTENCE Boot or Logon Autostart Execution: Registry Run Keys / Startup Folder
Scheduled Task/Job: At (Windows)
Boot or Logon Autostart Execution
Pre-OS Boot: Bootkit
Hijack Execution Flow: DLL Search Order Hijacking
PRIVILEGE Boot or Logon Autostart Execution: Registry Run Keys [ Startup Folder
ESCALATION
Abuse Elevation Control Mechanism
Scheduled Task/Job: At (Windows)
Boot or Logon Autostart Execution
Hijack Execution Flow: DLL Search Order Hijacking




Application Layer Protocol: Web Protocols
Encrypted Channel: Asymmetric Cryptography
Data Obfuscation

Application Layer Protocol

T1071.001

T1573.002

T1001

T1071

EXFILTRATION

Exfiltration Over C2 Channel
Exfiltration Over Web Service: Exfiltration to Cloud Storage

Transfer Data to Cloud Account

T1041

T1567.002

T1537

IMPACT

Disk Wipe

Service Stop

T1561

T1489

TACTIC TECHNIQUE MITRE ID
DEFENSE Obfuscated Files or Information
EVASION
Deobfuscate/Decode Files or Information
Masquerading
Signed Binary Proxy Execution: Rundll32
Abuse Elevation Control Mechanism
CREDENTIAL 0S Credential Dumping: LSASS Memory
ACCESS
OS Credential Dumping
Brute Force: Password Guessing
OS Credential Dumping: Security Account Manager
DISCOVERY System Information Discovery
System Owner/User Discovery
Process Discovery
System Network Configuration Discovery
System Location Discovery: System Language Discovery
System Time Discovery
File and Directory Discovery
II;IIAO-I—\IIEIIEQI:/IAELNT Remote Services: Remote Desktop Protocol
COLLECTION Archive Collected Data
Screen Capture
COMMAND Ingress Tool Transfer
AND CONTROL
 71071.001
11573002
71001 ]
(12071
11001
71567002
=2
=3
11489




EYM ATAK HA PECEPYEPOB?

FMMABA 10. YIPO3bl MO NHAOAYCTPUSAM: NT-CEKTOP HI-TECH CRIME TRENDS 2022/2023

KomnaHuu B chepe knbepbesonacHOCTU Nepriognyecki ctankBa-
FOTCS C NonbITKaMn KnbeprnpecTyNMHVKOB HaHECT OTBETHbIN yaap
3a onyb6nuvkKoBaHHblE MccrnegoBaHnsa 06 atakyrowmx, cOop gaHHbIX
KnbeppasBenkm nnm nsyveHve nHGpacTpykKTypbl 310YyMbILLIEHHNKOB.
AHannTtunkn Group-IB Haxogunu «nacxankmn» OoT XakepoB, 3alunTble
B KOA, BPeOOHOCHbIX MpOorpamm, 1 gaxe ctankmnanmnch C MonbiTkamu
3710y MbILUSTIEHHUKOB BONTU B goBepune VIb-cneumanncTos, 4ToObl
nonbiTatbcsa aTakoBaTb kKoMmrnaHunto. CotpygHukmn CERT-GIB - LleHTpa
KPYrNOCYTOYHOIO pearnpoBaHnsa Ha MHUNAEHTbl MHPOPMaLVIOHHON
6e3onacHocTn Group-IB - neprnognyeckn oeTekTnpyroT PULLINHIOBbIE
N BPEOOHOCHbIE pacCblIKV OT pasfiMyHbIX KN6eprpeCcTynHbIX Fpynn
B agpec Group-IB.

Tonto Team

Tak cnydmnnoce 1 B ntoHe 2021 roga, korga Group-I1B Business Email
Protection (BEP) sagetekTupoBas nomnbiTKy 4OCTaBKN BPegoHOC-
HOro LeneBoro NMcbMa ABYM HalMM cOoTpyAHWKam. K nncemy 6bin
MPUNOXeH BPeOoOHOCHbIN AOKYMeHT, co3naHHbI B Royal Road RTF
Weaponizer. Royal Road B OCHOBHOM MCMNONb3yeTCa KUTANCKNMMN
MPOrocyfapCTBEHHbLIMU aTaKyLVMU.

PacwundpoBaHHas nonesHas Harpyska npencraBnset cobow Bpeno-
HoCHbI EXE-dann popmata PE32, koTopbIh MOXKXHO Knaccnduumpo-
BaTb Kak 63kgop Bisonal.DoubleT. 3710 BpegoHocHoe 10O ob6ecneyun-
BaeT yoaNeHHbIV AOCTYMN K 3apaXXe€HHOMY KOMMbIOTEPY U MO3BONSET
3M10YMbILLUNEHHVIKY BbIMOMHATE HA HEM PasfinYHble KOMaHbl.

Bisonal.DoubleT ewe B 2019 roay 6b1n aTpnbyTUPOBaH K KUTaMCKON
nporocygapcTBeHHow rpynne Tonto Team.

PeTpocnekTuBHbII aHanns3, NPOBELEHHbIN chneunanncTtamu
Group-IB nokaszan, 4to rogom paHee (noHb 2021), rpynnmuposka
y>Xe MbiTanacb aTakoBaTb HallMX COTPYOHUKOB, MPUYEM CLeHapuii
aTtaky O6bl/1 TOYHO Takowm Xe.

Turla

ViccnepoBaTtenu o6Hapy>Xunm KamMmnaHuno NpoTUB BOEHHbIX opra-
Husaunnm n Nb-opranmnsaumnin ctpaH bantmnn. B pamkax kamnaHun
aTakyroumne paccbinanm nmcbma co ccbinkamm Ha DOCX-dann,



BYM ATAK HA PECEPYEPOB?

pasMeLLEeHHbIN Ha cepBepe aTtakyrowwmx. [Mpn oTkpbITUK dpalin nonbiTaeTca
3arpy3untb PNG-daiin ¢ Toro xe cepsepa.

O6Hapy>xeHHble Word-gokymeHTbl 3anpawmnBatoT PNG-dalinbl yepes
yoaneHHoe BkntodeHne daiina B file [word/_rels/document.rels.xml.
Banpoc ocyulecTBnsgeTcs ¢ nomouwbto HTTP-npoTokona, n atakytouime
NMEIT BO3MOXHOCTb MONY4YUTb BEPCUIO N TUM MPUNOXEHWSA XEPTBHI,
ncronb3yemoro Ans oTkpbiTus dalina, a Takxke IP-agpec xepTBbl. 3TO
MOXEeT B gaNbHelleM NCNOoNb30BaTbCs, Hanpumep, Ans akcnnyaraunum
YSI3BMMOCTU B KOHKpeTHoW Bepcun MO.

Lazarus

10 Hoabps 2021 ropa akcnepTbl ony6nnkoBany MHGOPMaLMIO O TPOS-
HusnposaHHomMm IDA PRO 7.5. Tam 6binv ykasaHbl ABe BpeaoHOCHble DLL:
o win_fw.dll

* idahelper.dil

Win_fw.dll — 3TO BHYTpPEeHHMN KOMMOHEHT, KOTOPbI BbINOMHAETCSA BO BPEMS
ycTtaHoBku IDA Pro.

OH cospaeT 3annaHnpoBaHHyo 3agady Windows, koTopas 3anyckaeT
BTOPOW BpenoHOCHbIN KoMmnoHeHT idahelper.dll ns nanku nnarnHos IDA.

idahelper.dll - 310 3arpysumnk. 3ToT 06paszeL, Obin 3arpy>kKeH Ha Beb-Bepcuto
VirusTotal n3 BoeTtHama. BO3MOXHO, KTO-TO B 3TOW CTpaHe Oblsl atakoBaH
rpynnon Lazarus.

O1a DLL npocTo 3arpy>aet crnenytowuin atan ¢ cepsepa. OgHako cepBep
MOXET Tak>Xe NofaTb KOMaHAy «CTOM» AJ1s BbIXO4a MporpamMmsbl.

ame) £F https://wew. devguardmap.org/board/board_read.aspibeardid=91’

kingStreamd(0iG4, szUrlName, 8ppstresm, B, 8iG4) >= 8 )

if [ (ppstreamealpVeblesStat)(ppstresm, vis, 1i68) >= @ )

memset(v5, 8, vE--);
ppstrean->1pvtbl-»Seek)(ppstream, @164, @164, 0l64);
s->1pVitble>Read) (ppstream, e Lream, v0, B164);

JomeH devguardmap.org siensietcst ogHumM 13 |0C (MHAMKaTopoB KOMApOMe-
Tauumum), CBsA3aHHbIX C rpynnoi Lazarus. OH Tak>e 1Crofib30Basicsi B O4HOM
n3 cemnnoB BpepoHoca ThreatNeedle. OTmeTka BpemeHN KOMAUASLNN
DLL ykasbiBaeT Ha TO, YTO 3TO NpowusoLwno B Havyane 2021 roga, npnMepHo
B TO Xe BpeMs, Korga ctano n3BecTHO, 4To Lazarus HaueneH Ha nccnego-
BaTenel nHdopMaLoHHON 6e3onacHOCTY (MoapobHee MOXHO MPoYecTb
B «Hi-Tech Crime Trends 2020/2021: MporocynapcTBEHHbIE XaKepbl»).

GROUP-IB.RU

Puc. 46. HYacTb Kopga 3arpy3ku
cnepytoLwen ctagum
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BYM ATAK HA PECEPYEPOB?

Kpome TOro, Lazarus 6bina 3amedeHa BECHOM 3TOrO roga 3a akTUBHOW
paccbifIKO GULLNHIOBBIX MCEM MO KOXHO-KOPEencKmM uenam. MNprmaHkuy,
1CMoMb3yeMble BO BPeAOHOCHbIX fokyMeHTax Word aTon kamnaHnu, CUbHO
oTnunyatoTcsa gpyr ot gpyra. OHn BapbupyroTCs OT nMmmnTaumm Kopenckoro
nHdpopmaumoHHoro ueHTpa VHtepHeTa (KRNIC) mo immntaumn pasnmyHbixX
FOXKHOKOPEWCKX GUPM, 3aHUMaKLWNXCA NHTEPHET-6€30MNacHOCTbIO
(Hanpumep, AhnLab, Menlo Security, SaniTOX) nin KpUNTOBaMOTHbBIX
dvpm (Hanpumep, Binance).

JokymeHT Word, npukpenneHHbiii K ULLVHIFOBOMY 3/1IEKTPOHHOMY MUCbMY,
MNCMonb3yeT ya3BMMOCTb BHeapeHus wabnoHa (CVE-2017-0199), kotopas
MO3BOJISET 3M10YMbILLNEHHNKAM 3arpy>aTb HOBbI BPE€AOHOCHbIV AOKYMEHT
13 yaaneHHOro NCToYHMKa.

3arpyxeHHbiln WwabnoH BkaoYaeT cueHapuii VBA (npunoxeHune Visual
Basic), koTopbllli aBTOMaTM4ecky 3anyckaeTca 6narogaps yxe o6Hapy-
XeHHoM yasBumocTun. OToT kon VBA gencTByeT Kak 3arpysymk ons cneny-
fowero atana LenoYvky ataku, Crofb3ys ABa BCTPOEHHbIX YAaneHHbIX
URL-agpeca (32-paspagHas v 64-paspagHas BEpPCun MONE3HOM HarpysKuy
cnepytowero atana). Bce BcTpoeHHble cTpokun B rnpoekTte VBA o6dyc-
LMpoBaHbl C MOMOLLbIO KOANPOBKK base64 n wndppoBaHusa 6amntos XOR
C MCMONb30BaHMEM XeCTKO 3agaHHoro kioda XOR.

Nocne 3arpyskun MONE3HOW Harpysku cneaytowero atana pasfvyHble
APIl-nHTepdernchl paspeliatoTcs BO BPEMSA BbINOSHEHWNSA C MOMOLLbIO
APIl-nHtepdeincos LoadLibraryA n GetProcAddress, a nonesHasa Harpyska
[eKoanpyeTcsi C MOMOLLbIO TOrO Xe NpoLecca, KOTOPbIA MCMOb3yeTCs AN4
BCTPOEHHbIX CTpOK. VicnonHaembin damn RuntimeBroker.exe sawuieH
ynakoswmkom UPX n nrpaet ponb gponnepa Ansa nMniaHTaTa no3gHem
ctagun. CHavyana nMvnnaHT NPoXoanT CTaguio NPOBEPOK OT 3anycka
Ha BMPTYyallbHbIX MallHax 1 NeCoYHMLax, a nocne nonyy4yeHns Heobxo-
OVMbIX paspeLleHnii BpeaoHoCHasa nporpamma BeinonHsaet HTTP-3anpoc
POST k ypaneHHomy URL-agpecy, 4To6bl 3arpy3nTb OKOHYaTEbHYIO
MONE3HYIO HarpysKky.

GROUP-IB.RU
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CHELCITY>XBbI, ATAKYOLWE
NT-CEKTOP

FMABA 10. YIPO3bl MO NHAOYCTPUAM: NT-CEKTOP HI-TECH CRIME TRENDS 2022/2023

DEV-0228 n DEV-0056

CneuwnanuncTtel Microsoft npegynpenunm o pactylwem yucne Kmube-
paTak Ha LLernoyky nocTaBOK CO CTOPOHbI XaKepCKUX rpynnupoBOK,
npeanonoXnTenbHO Noaaep>XXBaemMbiX NpaBnTeNbCTBOM VpaHa.
OkcnepTbl oTNpaBunu yeegomneHunsa 6onee 40 VIT-komnaHusm,
npenynpenns o NonbiTkax B3fioma.

B ntone 2021 ropa rpynna, KOTOPY 3KCNEPTbl OTCMEXMBatOT Kak
DEV-0228 n xapakTepunsytoT Kak Haxoasiytocs B VipaHe, Banomana
n3paunnbCKkyto IT-komnaHmio, KoTopas npefocTaBnseT NporpaMmmMHoe
obecneyeHmne gna ynpasneHuns 6rsHecom. CornacHo oueHke nccne-
posartenen, DEV-0228 ncnonbsoBan goctyn K aton VT-komnanum gns
pacLpeHs CBOMX aTtak 1 KOMIpPOoMeTaL My NoCneayoLwmnx KIMEeHTOB
B OOOPOHHOM, SHEPreTNYECKOM UV FOPUANYECKOM CeKTopax B M3panne.

B ceHTabpe TakXe oBHapy>Xunm otaenbHYy NPaHCKY rpynny,
DEV-0056, B3nomaBLUYyO y4YETHbIE 3aMCh 3NEKTPOHHON MOYThI
B 6axperHCKOM KoMnaHunuy no nHterpaumm T, koTtopada paboTaeT Hag,
nHTerpaumnen VT c knneHTammn npasuTenscTea baxpeiHa, koTopsble,
BEPOATHO, 6bINnN KoHevyHon uenbto DEV-0056. DEV-0056 Takxe
CKOMMPOMEeTVpOBas pasfivyHble y4eTHble 3arncun B HaCTUYHO rocy-
[apCTBEHHOW opraHusauum Ha bnmxHem BocToke, koTopas npeno-
cTtaBnsetT NHGOPMaLNOHHO-KOMMYHUKALVOHHbIE TEXHOMOrMnN ang
OBOPOHHOIrO 1 TPAHCMOPTHOIO CEKTOPOB, MPEACTaBAAOWMNX NHTEPEC
Ans npaHckoro pexumnma. DEV-0056 Haxogunach B CETN OpraHmn3aLimim
no KpamnHen mepe 0o oktabps 2021 ropa.

DarkHalo

B okTabpe 2021 ropa nccnepopartenn obHapy>XXunm akTUBHOCTb,
cBasaHHyto ¢ DarkHalo, roe atakyrowye nbitanvcb NOAY4YUTb AOCTYN
K KJIMeHTaM HEeCKO/bKUMX MOCTaBLMKOB obnadHbix ycnyr (CSP),
MSP-npoBangepoB 1 gpyrux VIT-opraHnsaunii, KOTOPbIM KIINEHTbI
npenocTaBnsan agMUHNCTPATUBHbIN A0CTYM. ATaku 6blSiv 3aMeYeHbl
B OTHoWweHun opraHnsaumin B CLLUA n EBpone ¢ masa 2021 roga.

[nsa nonyyeHmnsa gocTyna K KMeHTaMm NpoBanaepoB aTakyowe Hale-
NMBannCb Ha agMUHNCTPAaTUBHbIE YYETHbIE 3anvCy MOCTaBLLIKOB.
3N0yMbILWAEHHNKN NCMOMb3YOT HABOP MHCTPYMEHTOB, KOTOPbIN
BK/tOYaeT B cebs BpeooHOCHbIe nporpammbl, Password Spraying,
ueneBon GULIVHI 1 TA,.



CMELCTYXBbI, ATAKYHOLWE NT-CEKTOP

KomnpomeTaums y4eTHbIX 3anvceil Ha yYpOBHE NOCTaBLU/Ka YCNYr OTKPbI-
BaeT BO3MOXHOCTb MPOBECTV HECKObKO BEKTOPOB aTak, BKtoYas aenerv-
poBaHue agMUHUCTPaTBHbIX MpuBunierun (DAP), a 3aTem ncrnonb3oBaTb
3TOT AOCTYMN A5 pacrpoCTpaHeHns cneayroLmx atak Hepes JOBEPEHHbIE
KaHanbl, Takne kak BHewHne VPN vnuv yHnkanbHble pelleHmns anis nposan-
LEepOoB VI 3aKas4yumKkoB, obecneymBaroLme JOCTYM K CeTH.

B ogHoOW 13 atak 310y MbILWWNEHHWKN o6pau.|,an|/|Cb K4YeTblpeM pa3fiMyHbIM
rnocTaBLUKaM o5 GOCTUXEHNSA CBOEN KOHEYHOW LLenu.

MuddyWater

B koHue peBpans - Havane mapta 2022 cpasy HECKONbKO UCCneaoBaTeb-
CKWX areHTCTB onyOnmkoBasnin ONMoBeELLEHNS O HEQABHMX atakax rpynmnbl
MuddyWater. 1o coobuweHnam nccnepoBartenen, atakm KOCHYNNChb 6=
HEBOCTOYHbIX FOCYAAPCTBEHHbIX U TEXHOMOMNYEeCKX KOMMaHWiA.

CornacHo ony6ankoBaHHbIM AaHHbIM, aTaky Havyaancb Kak MUHUMYM
BO BTOpoI nonoBuHe 2021 roga, a pata nepBow 3arpy3ku BpeaoHOCHbIX
ob6pasuyoB Ha VirusTotal — 12 aBrycta 2021 roga. bbino BbISsBNEHO, 4YTO
B Ka4eCcTBe NnepBoHayasbHOro BEKTOPa B AaHHOW KaMnaHun 310yMbiLu-
neHHnkn 3 rpynnel MuddyWater ncnonbzosanvi duLNHE GULHIOBbIE
nrucbMa copepxanu CCbiniky Ha 3arpy3ky RAR-dalnna, pasmeLl,eHHOro
B o6nadHom xpaHunmwe OneHub. RAR-apxuB cogepxxan pain-yCcTaHOBLMK
nernTuMHoro npunoxenHmnsa ScreenConnect.

MuddyWater ncnonbayeT HoBble UHCTPyMeHTbl Small Sieve n Canopy/
Starwhale/SloughRAT B pononHeHne K yXe N3BECTHbIM UHCTPYMEHTaM
PowGoop, Mori 1 POWERSTATS.

Small Sieve npepcTtaBnseT cobon Python-63aknop, pacnpocTpaHaeMbli
c nomoupsto yctaHoBLmka Nullsoft Scriptable Install System (NSIS) - gram_
app.exe. 3apgada atoro NSIS-ycTaHoBLMKa 3aK/104aEeTCs B UHCTaNNSALNN
Python-6akpgopa index.exe n pobaBneHnn ero B aBTo3arpysky ¢ name-
HeHreM COOTBETCTBYIOLLEN BETKW peecTpa. Small Sieve npepocTtaBnseTt
aTakylowym 6a3oBble BO3SMOXHOCTUM A4 AanbHeNWero nepemMeLleHuns
BHYTPV CKOMMPOMETVPOBAHHOW CETU, a TakXe NCMOob3yeT KAaCTOMHYHO
obdyckauuno Tpadumka c nomollbto Telegram Bot API.

POLONIUM

MwuHumym ¢ peBpansa 2022 ropga rpynna POLONIUM 6bina 3amedeHa
B aTakax Ha opraHmsauunu B VIzpanne, cneunanmsnpyroLLmnxcs Ha KpUTu-
Yeckun BaxKHOM rpounssoacTae, VT n o6opoHHoOM npombiwneHHoOCT V3panns.

Mo kpanHen mepe, B 0OQ4HOM cny4dae komnpomeTauua VT-komnaHnm
rpynnon POLONIUM 6bina ncnonbsoBaHa kak Todka Bxofa B aBuaLu-
OHHYIO KOMMaHno 1 topngnyeckyto dupmMmy B Xxoge atakm Ha LEernoudky
MOCTaBOK, KOTOpas MCronb3oBasa y4YeTHble AaHHble MocTaBLmKa ycnyr
ONS NonyYeHns 0ocTyna K LeneBbiM CETAM.

Bbino sameveHo, 4To POLONIUM pasBepTbiBaeT CEPUO YHUKANbHbIX
VIMMIaHTOB, KOTOPbIE NCMOSb3YOT 06na4Hble cepBuChl B kadecTBe C&C-cep-
BEpPOB, a TakXe OJ151 KpaXku AaHHbIX. KaCTOMHble MMMAaHTbl MOgKIoYaoTCa
kK npuHagnexawym POLONIUM yyeTHbiMm 3anucsam B OneDrive n Dropbox.

Mo paHHbIM nccneposatenenn, 80% >xepTB ncrnonb3oBanun Fortinet
yCcTponcTBa. OT0T daKkT yKasblBaeT, HO HE 0Ka3blBaeT OKOHYaTesbHO,
410 POLONIUM ckomnpomeTmnposan aTn ycTponcTea Fortinet, ncnonbsys
ysas3sumocTb CVE-2018-13379 pns nonydeHusa goctyna K CKOMANPOMeTun-
pOBaHHbIM OpraHn3aLuusm.
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Kn6epnpecTynHbie rpynnbi

Wndposanbimkn

3a oT4yeTHbIN nepuon 6bino obHapyxeHo 120 atak rpynn wudpoBasnb-
wmkoB Ha NT-komnaHun. 3T1o Ha 18% 6onblue, 4yem B MPOLUIOM nepurone
(H2 2020 - H1 2021). Bonblie Bcero goctynoe npuHagnexut CLUA (43%),
Benuko6putanuu (7%) n ®panunn (5%). Hanbonee akTMBHbIMYK FpynnamMi
B aTakax Ha IT komnaHum 6611 Lockbit (28%), Conti (10%) n Clop (8%).

+
+ i
+ 4f +
+
+

+
| Lockbit 33
| Conti 12
| Clop 10
Hive 10
PYSA 6
Black Matter 5
BlackCat &
BlackByte S
Grief 3
Marketo 8
Payload 8
Team Snatch 3
Opyrue 21

Cneumnanuctbl Group-IB Takxke npoaHannavpoBanm pbiIHOK 6poKkepoB
[OCTYNOB B JaHHOW NHAYCTPUW. 3a OTHETHbIV Nepurog, 661510 06Hapy>XXeHo
158 poctynos k VIT-koMmnaHusaM, BbICTaBEHHbIX HAa Npogaxy knbepnpe-
CcTynHukammn. 1o Ha 100% Gornblue, 4em B NpoLusiom nepuroge (H2 2020 -
H1 2021). Bonblwe Bcero goctynoe npuHagnexumTt CLUA (29%), Benuko-
6puTaHnn (6%) 1 Bpasnnun (6%).

GROUP-IB.RU
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RDP

VPN

Citrix
Webshell
Database
Web panel
Opyrve
HewnssecTHO
Bcero

Local Admin
User

Domain Admin
Root
HewnssecTHO
Bcero

L
I 3 O
I 15

I 12

4

2

36

K%
I 53
I 24
4

63

LocTynbl kK IT-koMnaHViaM Yallle BCero npogasany creytouiie 6pokepsl,
rnpu4em y BCex OOMNHaKoOBOE KOJIMYECTBO «TOBapa», BbICTABIEHHOro

Ha npoJaxy:

* B_master - 12 npuBaTHbIX OOCTYMOB Obl/1I0 BbICTABMIEHO Ha Mpogaxy
B ntoHe 2022. MNepBasn nonosmHa 13 Hux — Citrix, gpyras — RDWeb.
Bonblwas 4YacTb XxepTB HaxoauTcs B EBpone.

» orangecake - 12 goctynoB c okTsa6psa 2021 no ntoHb 2022, 6onbluas
yacTb 13 koTopbix VPN. PernonHbsl — EBpona, CeBepHas 1 JlatnHckas

Awmepuika.

» Pirat-Networks - 12 nocTynos 3a paccmarpursaeMblii neprog,. lNonosrHa
13 Hux — CLUA, gpyras nonosmHa — eBponenckue cTpaHsbl. Tnbl 4OCTYNOB

pasHble.
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HI-TECH CRIME
TRENDS 2022/23

[JIABA 11.

YI'PO3bI 1O
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MITRE ATTACK® OJ14
MPOMBbBILLUJTIEHHOI'O CEKTOPA*

MMABA11. YTPO3bI NO NHAOYCTPUAM: NMPOMbILIJIEHHOCTb HI-TECH|CRIME TRENDS 2022/2023

TACTIC TECHNIQUE MITRE ID
INITIAL ACCESS Exploit Public-Facing Application
Phishing: Spearphishing Attachment
Phishing: Spearphishing Link
Phishing
Valid Accounts: Domain Accounts
EXECUTION Exploitation for Client Execution
Command and Scripting Interpreter: Windows Command Shell
Native API
User Execution
Inter-Process Communication
PERSISTENCE Boot or Logon Autostart Execution
Hijack Execution Flow
Hijack Execution Flow: DLL Side-Loading
Valid Accounts: Domain Accounts
Valid Accounts: Local Accounts
PRIVILEGE Boot or Logon Autostart Execution
ESCALATION
Hijack Execution Flow
Process Injection
Abuse Elevation Control Mechanism
Hijack Execution Flow: DLL Side-Loading
DEFENSE Obfuscated Files or Information
EVASION
Deobfuscate/Decode Files or Information
Hijack Execution Flow
Impair Defenses
Masquerading




TACTIC

TECHNIQUE

MITRE ID

Application Layer Protocol: Web Protocols

Web Service

Application Layer Protocol

Encrypted Channel: Asymmetric Cryptography

T1071.001

T1102

T1071

T1573.002

EXFILTRATION

Exfiltration Over C2 Channel

Automated Exfiltration

Exfiltration Over Web Service: Exfiltration to Cloud Storage

Transfer Data to Cloud Account

T1041

T1020

T1567.002

T1537

EXFILTRATION

Data Destruction

T1485

CREDENTIAL Unsecured Credentials: Credentials In Files
ACCESS
Credentials from Password Stores: Credentials from Web Browsers
Input Capture
OS Credential Dumping: LSASS Memory
OS Credential Dumping: NTDS
DISCOVERY System Information Discovery
Process Discovery
Account Discovery
Network Share Discovery
Permission Groups Discovery
LATERAL Exploitation of Remote Services
MOVEMENT
Lateral Tool Transfer
Use Alternate Authentication Material: Pass the Hash
Remote Services: Remote Desktop Protocol
COLLECTION Archive Collected Data->Archive via Utility
Data from Local System
Archive Collected Data
Automated Collection
Data from Configuration Repository
COMMAND Ingress Tool Transfer
AND CONTROL
 71071.001]
=3
=3
71573002
71001
71020
71567002
=3
71485
7148

Service Stop

T1489




CINEUCITYXBbI, ATAKYHOLLVE
[[MIBOMBILLTEHHBIV I CEKTOR

MponsBoaunTenn Bce Yallle CTaHOBSATCSA MULLEHbBHO HE TOJIbKO Tpaau-
LWOHHBIX KN6EepPnpecTyNHUKOB, HO U KOHKYPUPYHOLWUX KOMAaHWUA
M CTpaH, 3aHNMAaroLLNXCS KOPNOopaTMBHbIM WNMoHaxeM. MoTuBbI
BapbVIPYOTCSA OT AEHEXHOW BbIroAbl 1 MECTU 00 KOHKYPEHTHO
pasBenKu C Lesbto CTpaTern4yeckoro npopbisa.

MHorue cyuiecTBytoLL/E MPON3BOACTBEHHbIE CUCTEMBbI BbINN paspa-
60TaHbI B TO BpeMsi, korga kKnbepbesonacHoCTb bbinia ropasgo MeHee
BaXKHoM npobnemon. Kpome Toro, 0CHOBHOE BHVIMaHVe B MPON3BOA-
CTBEHHbIX TEXHONOrMaX TPaAULOHHO YOENAN0Ch MPON3BOANTENb-
HOCTU 1 6€e30MacHOCTV NPON3BOACTBA, HO He B MHGOPMaLVIOHHOM
Knro4de. OTO NPUBENO K CeEPbE3HbIM Npobenam B 6e30MacHOCTN
NPoOn3BOACTBEHHbIX cucTeM. Kpome Toro, pactyuias CNnoXHOCTb
3TUX CUCTEM MNpuBena K CO34aHNI0 KPYMHbIX Y COXHbIX CETEBbIX
NHOPaCTPYKTYP, KOTOPbIe ABAAKOTCS Y3KO crneumanmn3vnpoBaHHbIMU.
1 BO MHOrMX cny4dasx CUCTEMbl 9KCMNyaTUPYHOTCA N YyNpaBnsaoTCcA
cneumannctamm-npounssoamntTensamm, a He VIT-cneunannctamun. B cove-
TaHuM ¢ nHterpaumen VT n onepaunin atn TeHAEHUL co3ganu
CUCTEMHYHO cpefy C 60/bLUION MOBEPXHOCTbLIO aTaku, KOTOPOW OYEHb
CNOXHO YyNpaBnaTh U 3auLaTh.

APTA41

ViccnepoBaTtenu o6Hapy>XUM CNOXHYH BPEOOHOCHYIO KaMnaHuto,
KOoTOpasi ocTaBanacb HedamMeyeHHo MmuHUMym ¢ 2019 roga. OTa
KamMnaHus Bbina HaleneHa Ha TEXHONOrMYecke 1 NPON3BOACTBEHHbIE
koMmnaHum B CeBepHoll AMepuike, EBpone n Asun. Npepnonaraercs,
4YTO 3a roabl MPOBEAEHNS Pa3BeOKN U BbISBNEHNS LEeHHbIX JaHHbIX
XaKepCKom rpymnne yaanocb YKpacTb COTHU rurabant nuHdopmaLmu.
3MoyMbILLINEHHUKN HALENUTNCh Ha UHTENNEKTYyalbHYO cOBCTBEH-
HOCTb, pa3paboTaHHY XepTBamMu, BKAoYas KOHGUAEHUanbHbIE
OOKYMEHTbI, YepTexu, gmnarpamMmmbl, PopmMysbl v KOHPUAEHLUMANBHbIE
OaHHble, CBA3aHHbIe C MPon3BoACTBOM. Kpome TOro, 310yMbILUNEHHNKI
cobupann nHbopmaLmo, KoTopass MOXeT ObiTb NCMOMb30BaHa AN
6ynywmnx knbeparak, HanpumMmep ceBefeHns o 6usHec-nogpasaerne-
HUAX LLeNeBO KOMMaHny, CETEBON apXNTEKTYPE, YHETHbIX 3anmncsax
M YYETHbIX AaHHbIX MOMb30BaTenemn, aNeKTPOHHOW NoYTe COTPYAHUKOB
M OAaHHbIX KTMEHTOB.

ViccnepoBaTtenun npunucbiBaloT 3Ty aTtaky v camy onepauunto
CuckooBees co cpenHe-BbICOKOI CTEMEHbIO YBEPEHHOCTM rpynne
APTA41.

GROUP-IB.RU OMABJIEHVE 1 150



CMELLCNY>XBbI, ATAKYHLLUME NMPOMBbILUTEHHbBIA CEKTOP

MepBoHavanbHasa Touka BXOAa 3M0YMbILLNEHHVIKOB B OpraH3aLnmy BO3HMK A
MN3-3a MHOFOYUNCEHHbIX YA3BMMOCTEN B OpraHmnsaunoHHon nnatdopme
ERP (nnaHvipoBaHue pecypcoB npeanpuaTis).

B xofe aTakun xakepbl CMONb30Basi HOBbIN KAaCTOMHbIN PyTKAT — WINNKIT.
Ero uenb - gencteoBaTb Kak areHT B pexXxume gapa, B3anMmonencraeys
C areHTOM MoJfIb30BaTENIbCKOro pexvmMa 1 rnepexsartbiBas 3anpochl
TCP/IP, o6paliasicb HerMmocpeacTBEHHO K CETEBOI KapTe.

Dark Halo

19 maa 2022 roga Ha VirusTotal ns LWWpwu-JlaHkn 6bin 3arpy>xeH ¢ann
Roshan_CV.iso, MackupyroLmiics nog pestome 4yenoBeka c umeHem Roshan
1 coaepKallmii BpeooHOCHY Harpy3Ky, CBA3aHHYH C OTHOCUTENbHO HOBbIM
nHcTpymMeHToM Brute Ratel C4 (BRc4). Jata komnunaumm — 17 masa 2022.
CTOUT OTMETUTb, HTO HA MOMEHT OBHapy>XeHWs HX OOgHO aHTUBMPYCHOE
cpencTBo He KBanudunumpoBano dann kak BpegoHOCHbIN.

Bo Bpems aHannsa nccnepoBaTensMm yoanoch packpblTh eLle YacTb UHdpa-
CTPYKTYpbl 1 06pa3uoB BRc4, a Takke yCTaHOBUTb, YTO Kak MUHUMYM
Tpw opraHndaunn B CeepHon 1 KOxxHom AMmeprike 6binvi MogBepPXEHbI
BO34ENCTBUIO 9TOrO MHCTPYMeEHTa. B TOM Yncne KpynHbIi nponsBognTenb
TekcTunsa B Mekcnke.

O6Hapy>eHHbI 06paszeL, 3arpy>asics rno TOM Xe CXeMe, KOTOPYH MCMOb-
3oBana rpynna DarkHalo ons pacnpoctpaHeHus Cobalt Strike Ha MaLIViHbI
XepTB B MocnenHmx atakax. B obuiem, Lenoyky BbIMOMHEHUS MOXHO
npenctaBuTb B Buae cxembl Roshan_CV.ISO->Roshan-Bandar_CV_Dialog.
LNK->cmd.exe->OneDriveUpdater.exe->version.dll->OneDrive.Update.

KoHeuHbI Kog, 3arpy>XeHHbI B MaMaTb, MpeacTaBniseT CO60M NHCTPYMEHT
Brute Ratel C4.

Lazarus

V13owpeHHble aTakytoLme N3 CEBEPO-KOPerCcKon rpynmnebl Lazarus vicnonbs-
30Banun TposHM3npoBaHHbIn KeePass n nennoanbl B KMSAuUto ons atak.

B anpene 2021 ropga Ha ®ununnmnHax NponsoLusia ataka Ha nocrtasLvKa
NpombIlWIeHHOro 060pyAO0BaHNA, FOe NCMOIb30Baslacb MOXoXas TPOosi-
HN3MpoOBaHHas BpefoHocHas nporpammva KeePass. Ero ocHoBHas Lenb -
3arpysunTb 3awmndposaHHbIi Mimikatz ns ¢parinosoi cuctemsl. KeePass — 310
6ecnnaTtHbIl MEHeA KEP Maposiell C OTKPbITbIM UCXOAHbIM KOOM, KOTOPbI
rnomoraeT rnofb3oBaTtento 6e3onacHoO yrnpaBsaTb CBOMMM NapOnsMu.

TpeboBanochb Tpu NapameTpa:

e pacnosioxeHmne zawmndposaHHoro Mimikatz B pannosom cucteme;
e KJIHOY 0115 ero pacwmndpoBku;

e OBaxpAbl 3akoaupoBaHHbIM B base64 aprymeHT gnsa Mimikatz,
KOTOpPbI MOXEeT BbIrnsaaeTh Kak privilege:debug,lsadump::dcsync /
domain:<DOMAIN= /all [csv.

2KcnepTbl ¢ 60/bLLOV YBEPEHHOCTLH OTHOCAT 3T dalifbl K HaBOPy MHCTPY-
meHTOB Lazarus. O6paseL, 6bln OOCTaBNEH B aTaky BMECTE CO MHOTMMU
LpyruMn cneundundecknmMim ons aTol Fpynnbl MUHCTPYMEHTaMMU.

B Hosi6pe 2021 ropa akcnepTbl yBUAENN, KakK 310yMbIlWNeHHVKN Lazarus
YCTaHOBUNM OOHY 13 CBOUX MonesHbix Harpysok B C:\ProgramData\
KMSAutoS\KMSAuto.bin n, Takum o6pasom, 3amackrpoBan ee rnog
N3BECTHbIN NHCTPYMEHT akTmnBauum Windows.

GROUP-IB.RU
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CMELLCNY>XBbI, ATAKYHLLUME NMPOMBbILUTEHHbBIA CEKTOP

MNonesHas Harpyska — ato He KMSAuto, a ucnonHsaemoin dann VMProtect.
XKepTBon cTan 10T XXe GUNVMNMUHCKNA MOCTaBLLMK, O KOTOPOM Mbl YITOMUHANN
B CBSI3M C TPOSIHM3VPOBaHHbIM npunoxeHnem KeePass. 3n0yMbILLIEHHVIKI
BOCMOIb30BaINCh KPSKOM, YXXe MPUCYTCTBYIOLLVM B CUICTEME XEPTBbI B TOW
e nanke, KOTopy 06blYHO NPEAMCHIBAIOT UCKIKOYUTDL 13 aHTUBUPYCHO
npoBepku. TakMm o6pasom, A5 3alUNTHUKOB NUPAaTCTBO — 3TO HE TONbKO
pVCK gocTaBkn BpegoHOCHOro MO, HO 1 YKIOHEHE OT OBHapPY>XXEeHWS.

APT40

KunTalickue nporocynapcteeHHble xakepbl APT40 He c6aBnsatoT 060poThi
1 NpPOJOIKatoT aTaky Ha pasnunyHble opraHmnsaunm Asctpanun. OgHako
B MocnegHen kamrnaHnm npon3oLLNo CMELLEHVE Lieneil, CBA3aHHbIX C Aenamu
npasuTenscTBa ABCTpannu, a Takxe ¢ Mpon3BOACTBOM SHEPrUM Ha Wwenbde
B KOxxHo-KunTarickom Mope. Tak rpyrnna atakoBasia MUpOBbIX NPON3BO-
AnTenein TAXenom NPOMbILWIEHHOCTUN, KOTOPbIE MPOBOAAT TEXHMYECKOoe
obcnyXxnBaHMe napka BeTPsiHbIX TYpOuH B FOXxHo-KnTtanckom mope.

dOunwmrHrosas kamnaHus Bkirovana URL-agpeca, poctaBneHHble B PULLVIH-
rOBbIX 3/1IEKTPOHHbIX MCbMax, KOTOpble NepeHanpaBnsim XepTs Ha Bpeno-
HOCHbIV BEO-CalT, Bblgatlolwmii ceba 3a aBCTpannnckoe HOBOCTHOE areHT-
cTBO. LleneBas cTpaHuua Beb-caniTa gocTaBnsana BPeLoOHOCHbIN Kog,
JavaScript ScanBox Bbi6paHHbIM Liensim. B nctopunyecknx cnydasax ScanBox
[ocTaBnsancs c Be6-caToB, KOTOpble NogBepranvcb aTakam cTparermye-
ckoli Be6-komnpomeTaumm (SWC), korga Ha 3aKOHHbIE caliTbl BHEOPAACA
BpPeLooHOCHbIN ko, JavaScript. B aTom cnyyae 3n0oyMbILLNEHHVK KOHTPO-
NNpyeT BPeOoHOCHbIN CanT 1 foCcTaBnseT BPeaoHOCHbIV Kog, HNYero
He NMogo3peBaloLLVIM NOMb30BaTENAM.

ScanBox Primer: ScanBox — 310 nnatdpopma Beb-pasBenky 1 akcnaya-
Tauumm Ha ocHoBe JavaScript, KoTopas NMo3BOASET 3/10YMbILUAEHHNKAM
npodunnmpoBaTb XEPTB N OOCTaBNATb BpegoHocHoe 10O BbiGpaHHbIM
VIHTEPECYIOLLNM LLeNaM.

Aggah

B Hauvane ntona 2021 ropa ocyLlwecTBAANNCh GULLVIHIOBbIE PACChINIKIN
Ha NPOMbILLNEHHble opraHn3aunn TarBaHsa n KOxHol Kopew, 3a koTopbiMu,
npeanonoXmnTensHo, ctont rpynna Aggah.

OpHa 13 Takmx paccbiiok npoBogunach akobbl oT nmeHn FoodHub,
KOMMaHu No gocTaBke efpl. B nucbme copepikanack nHGopMaLLms o 3akase,
pocTtaBke 1 BnoxeHue Purchase order 4500061977,pdf.ppam. B kayecTBe
nony4yartens ykazaHa TariBaHbckasi KomnaHus Fon-Star International
Technology Inc. Opyrumu nonyyatensamm nogobHbIX NrcemM cTanu:

e CSE group - TaiBaHbckas MaHydaKTypa;

* FomoTech - TaiBaHbCKkast MHXVHNPUHIOBast KOMMaHNS;

* Hyundai Electric — kopelickas aHepreTnyeckasa KOMnaHus.
BrnoxxeHne cooepXxunt 06dpyCcLmMpOBaHHbIV MakpoC, KOTOPbI NCMONb3yeT

MSHTA, 4To6bl BbIMOMHUTL JScript, pasMeLleHHbI Ha CKOMMPOMETUNPO-
BaHHOM NErmTUMHOM CaniTe MHOUNCKOro OTess.

BonbWNHCTBO NErMTUMHbBLIX CKOMMPOMETVPOBaHHbIX CaNTOB, NCMOb3Y-
eMbIX ONs pasMelleHnsa BpegoHOCHOW Harpysku, 6oinm Ha WordPress.
Jscript npoBepseT pakT NCNonbL3oBaHWS CPEACTB OTNaaKuW, Nocne 4Yero
npoucxoguTt obpalleHmne no opyroMmy CKOMNPOMeTUpPOBaHHOMY CalTy
adraHCKom KoMnaHv No AoCTaBKe efbl.
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CMELLCNY>XBbI, ATAKYHLLUME NMPOMBbILUTEHHbBIA CEKTOP

CHavana 3n10yMbILUIEHHUKIN 3arpy>aroT U MCNOoNHAoT ckpunT PowerShell,
KOTOPbIV NCNOb3yeTCs A1 NPOBEPKM CTaTyca aHTMBUPYCHbIX CPEACTB,
npoeepsietca Hanndme Windows Defender, ESET, nnn nx otcyrtcraume
Ha ocHoBe aToro pesynsTupytoLlero ctatyca 6yayT MCronb30BaTbCs PasHble
3arpysymkmn s nHxekTuposaHus Warzone B NeruTyUMHbIN npouecc.

Warzone RAT - nHpopmaLoHHbIA C++ cTunep, NoaaepPXNBAOLWNA
BO3MOXXHOCTW MOBbILLEHWS MPUBUIEriA, kernorvHr, Remote Shell, 3arpysky
1 BbINONHeHne darnnos, paboty ¢ danamum, obecnedeHmne NepCcuCTeHT-
HOCTW, KpaXy YY4EeTHbIX OaHHbIX.

Tropic Trooper

lpynna ncnonbadyeT cneunanbHbin 63aKa0p Nog HasBaHviem XPack B aTtakax,
HamnpaBneHHbIX Ha PUHaHCOBbIE OpraHn3aLny 1 NPON3BOACTBEHHbIE
KOMMaHnN.

xPack nossonsan 3noymbllWNEHHWKaM yaaneHHo 3anyckaTb komaHgbl WMI
N MOHTUpPOBaTb obLwme pecypchbl Heped SMB gnga nepepayv M gaHHbIX
c cepBepoB C&C. 3n0yMbILLNEHHNKN TakXe NCMOMb30Bain BPeOOHOCHOe
MO pns npocmoTpa BEG-CTPaHML, BEPOSATHO, B Ka4eCTBE NMPOKCU-CepBEpPa
Ons mackmpoBku ceoero IP-agpeca.

ViccnepoBaTenn npoaHannsnpoBan OgHy 13 atak, MpoBeAeHHbIX FPYyrMnon,
KOTOpasa ocTaBanacb B CKOMMNPOMETUPOBaHHOW CETUN NPON3BOACTBEHHON
opraHusauumn TariBaHsa B Te4eHune 175 gHeia.

B HacTosuee BpemMs nepBoHavasbHbIi BEKTOP 3apaXXeHNsA HEACEH.
ViccnepoBaTtenu npegnonaratoT, YTO 3/10YMbILWIEHHUKA NCMOb30Banm
BeG-npunoxeHune nnuv cny>oy, MoCKosbKy B OAHOW 13 aTak cryx6a MSSQL
NPUMeHsiNachb A9 BbIMOMHEHUS CUCTEMHbIX KOMaHA.

Exforel

NccnepoBaTtenn 6€30MacHOCTN OBHaPY XN KNTANCKNIA XaKepCKNii
nHcTpymeHT Daxin, ocTaBaBLUMIICS B TEHN 6onee aecaTn net. OkcnepTbl
BbIABUMW pasBepTbiBaHve Daxin B rocyfapCTBEHHbIX OpraHn3aunsx,
a TakXXe B opraHusauusx TeneKoMMYyHUKaLNOHHOIro, TPaHCMOPTHOIO
1 NPON3BOACTBEHHOIO CEKTOPOB.

Daxin noctaBnsetcs B Buae gpaveepa agpa Windows, 4To B HacTosLlee
BpeMSA ABMAETCA OTHOCUTENbHO peakumMm ¢opmaTom A8 BPeoOHOCHbIX
nporpamm. OH peannayeT pacLupeHHbIe KOMMYHUKaLMOHHbIE QYHKLLN,
KOTopble o6ecneymBatoT BbICOKYH CTEMEHb CKPbITHOCTU 1 MO3BONAIOT
310y MbILLMIEHHNKAM KOMMYHULPOBAaTb C 3apaXeHHbIMIN KOMMboTepamMmu
B BbICOKO3aLUVLLEHHbIX CETAX, rae npsamoe nogkntodyeHne Kk IHTepHeTty
HeAoCTYMHO.

BpenoHocHoe N0 nsberaet 3anycka CO6CTBEHHbIX CETEBbIX CNy>6. BmecTo
3TOrO OHO MOXET 3/10yNOTPEBNATb NOOLIMY 3aKOHHBIMUN Cy>X6amu, yxe
paboTaroWwmMm Ha 3apaXKeHHbIX KOMMbloTEpPax.

Daxin Tak>xe MOXeT nepegaBaTb CBOW COOBLLEHUNS MO CETU 3apaXeHHbIX
KOMMbIOTEPOB B aTakyeMomn opraHmsaumm. 3noyMbllUNEHHUKU MOTYT
BbI6paTb MPOW3BOJbHbIN MYTb Yepes 3apakeHHble KOMMbIOTEPbI 1 OTNPaBUTb
OOHY KOMaHAay, KoTopas npennmncbiBaeT 3TUM KOMMbOTEPaM YCTAHOBUTb
3anpoLleHHoe coegnHeHne.
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Kn6epnpecTynHbie rpynnbi

Wndposanbimkn

3a oT4eTHbIN Nepunopg 6bino o6HapyxeHo 295 aTtaky rpynn wndpoBasb-
LLVIKOB Ha NPOMbILLNEHHble KOMMNaHun. 3To Ha 19% 6onblue, YeM B NPOLUIOM
nepuoge (H2 2020 - H1 2021). Bonblue BCero A0CTYMNOB NMpUHAaOAexXnT
komnaHuam CLLA (31%), Fepmarum (11%) n Ntanum (9%). Hanbonee aktne-
HbIMU rpynnamMmn B atakax Ha NpombIWNeHHble koMnaHuy 6binn Lockbit
(29%), Conti (22%) n BlackCat (5%).

+ +
T+
+ . +
+ 4
+ N +
+

| Lockbit 85
| Conti 64
| BlackCat 16
Hive 16
LV 10
Grief 9
Avos Locker 8
BlackByte 8
Black Basta 6
Axxes 5
Clop 5
PYSA a4
Quantum 4
Karakurt 4
Opyrve 51

Cneunanuctbol Group-IB Takxxe npoaHannanpoBanmn pbiIHOK 6poKepoB
[OCTYNOB B AaHHOW NHAYCTPUN. 3a OTHETHbIN Neprnog, 66110 06Hapy>XEHO
136 focTynoB K MPOMBbILLIEHHbBIM KOMMaHNSAM, BbICTaBNEHHbIX Ha MPOo4axy
knbepnpectynHukamu. 970 Ha 33% 6onblue, YemM B MPOLUIOM repurone
(H2 2020 - H1 2021). Bonblwe Bcero goctynos npuHagnexumt CLUA (29%),
Vitanuu (7%), Bpasunnuu (4%), Kutaro (4%), repmanunu (4%) n Bennko6pu-
TaHnn (4%).

GROUP-IB.RU

CLWA
== fepmaHus
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VPN

RDP

Citrix
Database
Web panel
Webshell
HewnssecTHO
Bcero

Local Admin
Domain Admin
User

Root
HewnssecTHO
Bcero

I 5 8
K[
I 10
I 3
I 3
I 2

26

I 42
I 34
I 23

35

,D,OCTyI'IbI K MPOMbIWNEHHbIM KOMMaHAM HYalle BCero npogasann cneny-

rowmne 6pokepsbl:

Novelli - 15 RDP goctynoB, 9 n3 KoTopbIX KOMAaHU 13 J1aTUHCKON
Amepukn. MNMpakTr4eckn Bce OOCTYMbl C NpaBamMuy agMyUHUCTpaTopa -

NoKanbHOro nnn oOMeHHOro.

orangecake - 15 poctynos, 6onbliaga yacTtb 13 kotopbix VPN. Bonee
MOSTOBVHbI JOCTYMNOB NPUXoAnTCcs Ha EBpony

Nei - 7 VPN pocTtynos 3a ceHTA6pb 1 gekabpb 2021 no Bcemy Mupy,
5 13 HuX ¢ NpaBamun NoKanbHOro agMMHUCTPaTopa.
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APT-IPYIIbl
N TAPTETPOBAHHBIE
ATAKI HA BAHKW/

FIN7

HecmoTpsa Ha To, 4TO B NnocnegHee Bpems npectynHas rpynna FIN7
3aH/MaeTCs B OCHOBHOM aKTUBHOCTbIO WWNPPOBabLNKOB, OHU
BCE elle NPOoAoKaroT NPOBOANUTDL LeneBble aTakn Ha GrHaHCOoBbIe
opraHmnsauunm.

C koHua ntoHs Mo koHew, ntonsa 2021 npoBogwnack KamnaHus, Hale-
neHHas Ha KnneHToB nocTaswuka PoS-tepmnHanos Clearmind
Technology (CLLA). 3noyMbIlNEHHNKIN paccbinan BpeaoHOCHble
nMmcbMa, 3amackmpoBaHHble nog peknamy Windows 11 Alpha.

KoHeuHOV Lenbto aTakyloLlmx aBnsnack yctaHoBka JavaScript-63k-
[opa, MNo3BoNdrLWEro noxuwarts ¢rHaHcoByto nHGopmauumo. Mpwn
oTKpbITUM gokymeHTa Microsoft Word nonbsoBatento npegnara-
Nocb ANns NPOCMOTPa BKIIKOUYNTb aKTUBHbIA KOHTEHT. OTO AelcTBMe
3anyckano o6dycLMpOBaHHbIN MakpoC, 3arpy>XXarmLWwmin Ha MaLlliHy
BpeOoHOCHbI JavaScript - BapuaHT 63akgopa, kotopblii FIN7 ncrnone-
3yeT MnHumym ¢ 2018 roga.

Oo nogkntoyeHma k ceBonm cepBepam VBA-3arpysumk naenekaet
13 OOKYMEHTa-MPUMaHKN WindpoBaHHbIe CMNCKN N, PYKOBOACTBYSICb
VIMI, MPOBOAUT PSS, MPOBEPOK:

e nwet nma gomeHa CLEARMIND (cBasb ¢ PoS-npoBaigepom
aMepuKaHCKNX pUTennepoB 1 BragenbLes oTene);

* MblTaeTCcd onpenesnintb A3blK, KOTOPbIM MOJIb3YyEeTCHd BnlaneneL,
KOMMblOTEPA;

° et npusHak BMpPTyaslbHOIo OKpy>XeHun4,

e YOOCTOBEPSAETCH B HANMYMM NPUEeMIeMoro ansa paboTtbl o6bema
namsatn (He meHee 4 I'B);

* yepes LDAP nwet 06bekT RootDSE, ¢ noMOoLLbio KOTOPOro MOXHO
nony4nTb NMsa gomeHa B katanore Active Directory, K koTopomy
nMpnBA3aH AaHHbI KOMMbIOTEP.

Ecnu pesynbTaThl MPOBEepOK yooBNETBOPUTENbHBI, B Marky BpeMeHHbIX

dannos sarpyxaeTtca JavaScript-¢ann word_data.js, 3anonHeHHbIN
MYCOPHbIMU OaHHbIMU 0151 MACKMPOBKW MOME3HOW Harpyskum. 3ToT
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APT-TPYIMbl N TAPTETUUPOBAHHBIEATAK HA BAHKW/

o6dycumpoBaHHbIN cKpUnT sBnsgeTcs 6akgopom rpynnbl FIN7. YcTaHoBka
JavaScript-63kgopa He NPONCXOOUT B TEX Cry4dasix, korga obHapy>XeH
Kakom-nmbo sA3blk N3 CTOM-ncTa (pyCcCcKuin, YKparHCKNM, MOMGAaBCKUN,
SCTOHCKU, cepbCKnii, CepBOony>XMLKNA, CNOBALKNA, CIOBEHCKNA) nnu
MPUCYTCTBME BUPTYabHON MaLUVHBbI.

FIN8

B aBrycte 2021 roga 661510 o6Hapy>xeHo, 4yTo rpynna FIN8 ckomnpomeTumpo-
Bajla ceTb HeHa3BaHHOW dnHaHcoBoW opraHmnsauny n3 CLLA ¢ nomoLlsto
HOBOW BpefoHOCHOV nporpamvmbl Sardonic.

Ha MoMeHT o6Hapy>eHus BpenoHocHas nporpamma Sardonic Haxogunach
B CTafuu paspaboTku, HO yXe nMena cnepytolme byHKLNN:

* cbop cucTemMHON nHpopmaLny;
* BbINOMIHEHNE KOMaH/A, Ha B3/TOMaHHbIX YCTPOWCTBAX;

° 1CMOSb30BaHVe CUCTEMbI MAArnHOB, NpeaHasHa4YeHHOW ANs 3arpy3ku
1 BbIMOSIHEHWS MOME3HOW Harpy3Kun, MoOCTaBNsaeMon B BUae 6ubnmnotek
DLL.

Bo Bpems aTtaky Ha HeHa3BaHHYO GUMHaHCOBYO opraHusauuto n3 CLUA
63ka0p Obln pa3BepHYT 1 3anyLLeH B CUCTEMAX XEePTBbl B paMKax TPexa-
TanHoOWm aTaku ¢ ncnonb3oBaHmem PowerShell-ckpunTa, 3arpysyduvka .NET
n shellcode-zarpysumka. Npwn aTom ckpunt PowerShell Bpy4Hytro konunpy-
€TCs B CKOMMPOMETUPOBAHHbIE CUCTEMbI, @ 3arpy3dnky JOCTaBNAKOTCS
C MOMOLLLbIO aBTOMAaTU3NPOBaHHOIO NpoLecca.

UNC2891

B ¢deBpane 2022 ropa 6bina obHapy>XeHa akTMBHOCTb GUIHAHCOBO MOTUI-
BupoBaHHou rpyrnnel UNC2891. Torpa 6bin BbisIBIEH NOTEHLMANBHO CKOM-
npomeTmposaHHbin ATM-cepsep. JanbHenwmne nccnegoBaHns nokasanu,
4YTO OTNpaBngemMble CePBEPOM AaHHbIe bl MOANDULINPOBaHHbLIMI. Takxe
B Xo4e nccnepoBaHumsa cneuvanmnctamm Group-IB 661510 yCTaHOBMEHO, YTO
rnepBble NHAMKATOPbl KOMMNPOMeTaLy OTHOCATCA K Hoabpto 2017 ropa,
TO eCTb rpynna akTuBHa y>e gaBHo. K coxaneHuro, B CUy Takoro cpoka
OABHOCTV He yAan0oCh YCTaHOBUTb, Kak OblsT OCYLLECTBNEH MepBOHaYasbHbIl
[OCTYM B CUCTEMY.

Bbin o6HapyxeH paHee HeunsBecTHbI Unix-pyTkut Caketap ona atak
Ha 6aHkomarhbl. Llenb Caketap — nepexBat gaHHbIX MPOBEpPK 6aHKOBCKO
kapTbl 1 PIN-Kooa co B3nomaHHbIX cepBepoB 6aHKOMaTOB U NocneayroLiee
ncrnonb3oBaHne aTon nHdopmMmaunn ons HeCaHKLMOHNPOBaHHbIX TpaH-
3akuuin. Caketap nepexsartbiBaeT faHHble, oTnpasnsembie ATM-cepBepom,
1 NpoBepseT NX Ha psag ycnosuii. [Npu onpegeneHHbIX YCNoBUSX AaHHbIe
MogndunumnpyrotTcsa nepepn otnpaskoin nx ¢ ATM-cepsepa.

Momummo Hosoro BpegoHocHoro MO, rpynna UNC2891 ncnonbsoBana
BpepnoHocHble nporpammvbl SLAPSTICK, TINYSHELL, STEELCORGI, paHee
y>Xe BbIsiBIeHHble B aTakax rpynnbl LightBasin (aka UNC1945) - rpynnbi,
aTakoBaBLUEWN TENEKOMMYHVKALWOHHbIE KOMMaHUN. TO AaeT OCHOBaHMNS
rnpegnonaratbh, YTO aTakytoLyie CBA3aHbl NN ABAAKOTCS OAHOW FPYMMon.

MonHas reorpacdwus atak MPecTyrnHOM rpynnbl He ycTaHoBNeHa. 1sBecTHo,
4YTO aKTUBHOCTb 63akaopa SLAPSTICK, BeisiBneHHas B anpene-utone 2022,
oTHocuTcs K Katapy 1 Benuko6putaHum — UMEHHO 13 3TUX PEFMOHOB Gblnn
3arpy>xeHbl cemnbl Ha VirusTotal .
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APT-TPYIMbl N TAPTETUUPOBAHHBIEATAK HA BAHKW/

Evilnum

MpectynHas rpynna Evilnum cyuwecteyeT muHuMyMm ¢ 2018 roga v 6bina
obBHapyxeHa nuwb B 2020 roay. K coxxaneHuto, Ha gaHHbIi MOMEHT OKOH-
yaTeNbHO He YCTaHOBMIEHO, KakoBa puHanbHasa Lenb rpynnbl, Tak Kak
He OblNV BbiSiIBNIEHbI IMEHHO OeHeXHble XuweHnsa. OgHako N3BeCTHO, YTO
3M10YMbILUIEHHUKIN OCYLLLECTBNAKOT BPEOOHOCHbIE PacChlfiK/ B PUHTEX-KOM-
naHuu, N Lenb X, BEPOSTHO, — NONy4YeHe CBeaeHNn N3 CKOMMNPOMEeTU-
[pOBaHHbIX CUCTEM.

B koHue 2021 - Havane 2022 6b1nun BbisiBNEHbI paccolnku B JaHun n Benu-
KO6puTaHu. 3noyMbILUNEHHNKN HavYann NCNONb30BaTb HOBbIV 63KO0P
AgentVX.

HanoMHMM, 4TO 3N0YMbILLAEHHVKIN paccCbiiatoT BPeAOHOCHbIE MCbMa,
3amMackrpoBaHHble NofA, NMMcbMa C NepcoHasbHbIMN AaHHLIMY KIIVIEHTOB
(KYC). K nucbmam npukpenneHbl BnoxeHus B ¢opmarte .Ink. Mocne Toro,
KaK >XepTBa oTKpoeT darn, oHa yBUONT N306pakeHre ¢ Konvein nacnopTa.
Takxxe 6yneT 3anyuweHa cmd-komaHaa, KoTopasi CKpbiTa B M306paxKeHnn
C nomoLlbto cteraHorpadun. 3atem byget 3anyweH NSIS-uHctannep,
KOTOpPbIV 3anyCTUT png-daria co CKPbITbIM C MOMOLLbIO cTeraHorpadunmn
shell-kogpom. OH, B cBOIO o4epenb, 3anyctut PE dann AgentVX_Loader,
KOTOpbI ABNSETCA noagepom Ang Hoeoro 6akaopa AgentVX. NMocnegHunin
Mo3BogeT nony4yatb MHPOPMaL IO O 3apaXKeHHOW MallHe 1 3anycKaTb
MONE3HYIO HarpysKy.

[No3xe npecTynHasa rpynna Havyana ncnosb3oBaTb HOBbI 63KA0p, NONy-
ymBwnin HasBaHme DarkMe, n npoBena atakn Ha KOMMaHNN-NONb30OBaTENN
nnatdopmbl 418 OHNanH-KasnHo.

Lazarus

KpnntoBaniota

CornacHo nccnegosaHuto Chainalysis, 2021 rog onsi ceBepoKOpPenckmnx
KNGepnpecTyrnH1KOB 6bl1 3HaMeHaTe bHbIM: OHV OCYLLECTBUIV HE MEHEEe
CeMIn aTak Ha KpUMTOBasltoTHbIE NaTdopMbl, B pesyribTate KOTOPbIX
B NPOLWAOM rofgy 6bin n3BneYeHbl LPpPOoBble akTVBbl HA CYMMY MOYTH
$400 mnH. 3Tn aTaku 6bInn HaLeNeHbl, B MepByto ovepenb, Ha MHBECTULL-
OHHble GUPMbI 1 LLEHTPaNN30BaHHbIE BUPXIN 1 UCMONb30Bav GULLVHIOBbIE
NpUMaHKu, 3KCNIoWTbl Koga, BpegoHocHoe N0 1 nepenoByro coumanbHyro
VIHXXEeHepWIo A9 NepekavyBaHns CPeacTB N3 NOAK/IYEHHbIX K VIHTepHeTy
KFOPAYMIX» KOLLESIbKOB 3TVX OpraHmn3auui Ha agpeca, KOHTPopyeMble
KHOP.

C 2020 no 2021 rop, KONM4eCTBO Xakepckunx atak, cBasaHHbIx ¢ CeBepHoOn
Kopeei, nogcko4mno ¢ 4eTblpex Ao CeEMU, a LLEHHOCTb, M3BJieKaemas
13 HKX, Bblpocna Ha 40%.
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PacTyliee pasHoobpasne ykpaoeHHbIX KpUNTOBatoT HEN3BEXHO YCoX-
HAET onepawmio No oTMbIBaHUO KpuntoBantoTbl B KHOP. CerogHsa TMNUYHbIN
npouecc oTmbiBaHUa geHer B KHOP BbirnaonTt cnegytowmm obpasom:

1. ERC-20 TokeHbl 1 anbTKOMHbl 06MeHuBaroTes Ha adup (Ether) yepes

OelueHTpann3oBaHHyo 6upxy (DEX);

Sdup cMeLLaHHbI;

CwmelwaHHbIV adurp obmeHrBaeTcs Ha 6UTKoH Yepes DEX;
BuTkonH cmellaHHbI;

CmMeLlaHHbI 6BUTKONH 06beaiHEH B HOBbI€ KOLLETbK;

> o~ N

BuTKOINH oTNpaBnaeTcsa Ha OeNO3nTHbIe agpeca Ha KPpUNTo-PpraTHbIX
6upxxax, 6asnpyrowmxcsa B A3nm — MoTEHLMaNbHbIX TOYKaX BbIBOL4A
CpencTs.

Chainalysis BbisiBunia TekyLwme octatku Ha cymmy $170 mnH, npegcraens-
towme cobor ykpaaeHHble cpeacTBa B pesynbrate 49 oTaenbHbIX B3/TOMOB
¢ 2017 no 2021 roa. CpepnctBa koHTponupytotcs CeepHol Kopeeii, Ho eLe
He 6blfI OTMbITbl C MOMOLLbKO CEPBUCOB.

B mapTe 2022 3n10yMbILWNEHHNKN OCYLLECTBUN OOHY N3 CaMbIX KPYMHbIX
aTak Ha KpUNToBasltoTHbIE BUpPXK 1 noxuTunm ETH Ha cymmy 6onee
$600 mnH 13 Ronin Bridge. CornacHo odpuumanbHomy 3assneHuio Ronin
Bridge, kpaxka mpowusoLuna B pe3dynbrare B3fioMa «y3/10B-BanngaTopoB».
MNnaTtdpopma NO3BONSAET BbIBECTW CPeacTBa TOMbKO Mocfie ofobpeHuns
TpaH3akuuy NaTblo BanngaTopamMim U3 AeBaTn. Xakepam yaanoch 3asna-
0EeTb 3aKpPbITbIMU KpUNTOrpaduyeckmMmy Knoyamu, NpuHagiexawmmm
MATN BanupaTopam, Yero 6bi/10 4OCTATOYHO A5 KpaXky KpUnToaKTVBOB.
B coobweHnn komnannm yTeepxxpaetcs: «<Bce pokasartenncrBa ykasbiBaroT
Ha TO, YTO 3Ta aTaka 6blla CNPOBOLMPOBaHAa COLMAabHOW NHXEHEPUEN,
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a He TEXHNYECKOW OLWNBKOM». YTOUYHAETCS, YTO OAVH 13 COTPYOHUKOB Sky
Mavis (komnaHus, ynpasnstowas cangydeiHom) 6bii CKOMMPOMETVPOBaH,
1 3NOYMbILLNEHHVIKY YAANoCh NCMOMNb30BaTh 3TOT AOCTYM, YTOObl MPOHUKHYTb
B IT-undpactpykTypy Sky Mavis v mony4nTb JOCTYMN K y3nam Banngaumni.

B anpene 2022 ropa muHuctepctBo ¢uHaHcoB CLLUA 06BUHUNO B NHLLU-
beHTe nopaepxneaemyto CeBepHoi Kopeeli rpynny Lazarus, ccbinascos
Ha NCTOPWIO aTak XxakepoB. [Pyrnn1poBKa 4acTo atakoBasia CeKTop KpunTo-
BantoThbl C Lenbto cbopa cpeacTs ana KHAP.

HecmoTps Ha KonoccanbHble MocnencTeus atakun, komaHga Sky Mavis
BO3MecTuNa ywep6b Bcem nocTpagasLlwum. [locne ycTpaHeHnst OCHOBHbIX
npo6nem Ronin Bridge BHOBb OTKpbINCA B KOHLLe ntoHs 2022.

OpHako B ToM Xxe ntoHe 2022 ropga Lazarus ckomnpomeTmpoBanu ewe
onHy 6mpxxy — Harmony Horizon Bridge. Xakepsbl nposenmn 14 TpaH3akuui
B Ethereum n Binance Smart Chain, noxutne pasnuyHblie akTuBbI, BKIKOYas
ETH, BNB, USDT, USDC v Dai. Ha momeHT 06bsBneHunsa o6 atake Harmony
oueHwuna y6uiTkn B $100 MnH. B xonoe paccrnenoBaHns vHUMAEHTa CTano
MOHATHO, YTO Kpaxa Oblna coBeplleHa NyTeM KOMApOMeTaLm KpunTo-
rpadpuryeckmnx Knrodenm Kowenobka ¢ MynbTUNOAMNCHIO.

Cneunanuctbl Group-IB He comHeBatoTcs, 4YTO rpynnupoBka Lazarus
NPOAOIKNT aTakoBaTb OpraH3aLy C LIeMbio Mosy4YeHNs BbIroAbl B KPUMTO-
Bantote. O6 aTOM CUrHaNN3NPYET NPOJOIKUTENBHOE NPOBeAeHNe Taknx
onepaumnin kak: TraderTraitor, Dangerous Password, Operation Dream
Job, SnatchCrypto v AppleJeus.

ATtaka Ha 6aHKWu: BO3BpauWweHne K ncrokam?

Cneuwnanuctel Group-IB npoaHannanpoBann HegaBHIOK aTaky Ha adpu-
KaHCKune 6aHku, KOTOpyto NnpoBoawvna rpynna Lazarus B pamkax Operation
Dream Job.

Xakepbl BOCMOMb30BaNnNCb CTaHAAPTHOW CXEMOW NPUBNEYEHNSA XXEPTBbI:
cospanu ¢ernkoBbi Npodunb B coumansbHom cetu Linkedln n BoigaBanmn
ceb4 3a pekpyTepa B U3BECTHbIV aMepuKaHCKNN 6aHK.

MNocne YCTaHOBKW NMepBMYHOIro KOHTaKTa, Xakepbl npegnaranmn I'IepeVITVI
B Telegram N npononXxartb obuweHmne Tam. o NTOry XepTBe NnpucbliaeTcsa
CCblfika Ha onncaHne BakaHCUW B 6aHKe 013 O3HaKOMAeHs C Tpe6OBa-
HUSMU K MO3nuUmn B KomnaHun. Ccbeinka Bena Ha q)MUJMHFOBbIV'I pecypc,
KOTOprI7I Konmpoeasn nva n3BeCTtHoro 6aHka. [Mocne nepexoga no ccolyike
Ha KOMMbHOTEP XepPTBbl CKa4vYmBasiCcAa Bpe,ﬂ,OHOCHbII7I OOKYMEHT. OH ncnonb-
3yeTCa ONA 3arpys3ku nonesHowm Harpys3km BTOpPOro atana.

OTan 3apaxeHuns CXoX C NpenblayLwmy atakamu: docx = yoaneHHbI
WwaboH = MakpocC - BHeagpeHe BpeOoHOCHOMO KOAa B 3aKOHHbIA MpoLLecc.

YeTBepTasa cTagms aTakm npegcrasnseT cobon damn x64 DLL, koTopblii
ynakoBaH ¢ nomoubio Themida. Nennoapn npoBepsaeT onpepgeneHHoe
3HayeHne B peecTpe, N eCin OHO CYLLEeCTBYeT, OH cobupaeT Crnmcok
3anyLeHHbIX MPOLECCOB 1 OTNpaBnseT X Ha YNpaBfatoWmnin cepsep.
B cnyyasx, ecnn C&C He oTnpasnisieT Nose3Hyro Harpyaky, nonesHas
Harpyska He paclundpoBbiBaeTCS AOMKHbIM 06pasomMm nnm He pabortaeT
DOMKHbIM 06pas3oM, 3arpys34rkK nbiTaeTcs 3arpy3nTb ee CHOBa nocne
30-cekyHAHON 3a4ep>XKN (OH BbIMOMHAET 3TO B LMK/E, MOKa He Mony4mT
MonesHyto Harpysky).

K coxaneHuto, Ha MOMEHT nccnepoBaHus cneumanictol Group-IB He cmornn
MOMyYnTb MONE3HYIO Harpy3aKy.

GROUP-IB.RU
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ATAKIA HA KPFITOBAJTIFOTHDIE
[TJIATOOPMDbI

Mommmo Lazarus, opyrmne atakyroLme Takxxe npoBOgIN aTaky Ha KPpUNTOo-
BasItOTHblE MnaTtdopmbl.

Cneuwnanuctbl Group-IB oTmeTuny okono geaguaTty yCnewHbiX atak
B EBpone n Asmnatcko-TnxookeaHCKOM pervoHe, obwas cymma XUWeHnm
cocTtaBuna 6onee $1 mnpa. KpyrnHeiime xmweHnsa nven mecto B Ronin
(BbetHam) — $650 mnH, FTX (CLUA) - $650 mnH, Wormhole - $320 mnH,
Wintermute - $160 mnH, Maiar Exchange (PymbiHust) — $113 mnH, Horizon -
$100 mnH, Binance - $100 mnH, Mirror Protocol (Cunranyp) — $90 miH,
Crypto.com (CuHranyp) — $33 MsH.

Kak npaBwio, 3TI0YMbILLUNEHHUKW NCMOJ1b3YHOT YA3SBMMOCTU B 610KYENH-MO-
CTaxXx N CMapT-KOHTpaKTax.

Bnok4yenH-MoCT NpeacTaBnaeT co60 NPOTOKOS, COEAVNHSAIOWNA OBa
6nokyeliHa n obecrneyrBaloLLi B3anMoaencTere mexay HumMmu. o cytu
610KYEIH-MOCT MO3BOSIET MNOMb30BaTENSAM KOHBEPTNPOBATb OAHY KPUMTO-
BaItOTY B APYryto. Takme MOCTbl ICMOMb3YHOT CMapT-KOHTPaKTbl 1 6510KU-
PYIOT NCXOOHbIV TOKEH B CMapT-KOHTPakTe, co3paBas wrapped-Bepcuio
TOKEHAa, KOTOPYHO 3aTEM MOXHO NMepeHecTn B gpyron 6nokdeinH. O6bl4HO
B 6/10KYENH-MOCTaxX XPaHATCSA OrPOMHbIE CYMMbl OEHET, MO3TOMY MOCTbI
ABNSAKOTCS OYEeHb 3aMaH4YVBbIM O6BbEKTOM 4SS aTaku. V13-3a yasBmmocTen
B 6a30BOM KOAE MOCTbI CTasi1 rMaBHON MULLEHbBIO 0151 XaKepoB.

Banom mocTta Harmony’s Horizon rpynnoin Lazarus ctan BO3MOXeH
N3-3a OrpaHNYeHHOro KonmyecTsa BanmgaTopoB, HEO6Xo4NMbIX A4
YTBEPXAOEHUNSA TpaH3akuuii. Xakepam gOCTaTo4YHO Oblf10 CKOMMPOMETU-
poBaTb BCEro ABa 13 NATU MPUBAaTHbIX KoYen, 4TOObl MONy4YnTb Naponu,
Heobxogumble Ansa BbiBOAa CPEACTB KVMEHTOB.

Tako>ke nerkonm go6bidein ctanm moctbl Ronin n Nomad. B nepsom cnyyae
xakepam Hy>KHO 6bIN10 TONbkKO y6eaunTb NATh U3 OEeBATY BanngaTopoB B CETU
rnepepartb UM 3aKpbiTble KOAbl, YTOObI MONYYNTh AOCTYMN K KPUMNTOBAOTE,
3ab6n10KMPOBaHHOM BHYTPU CUCTeMbl. Bo BTOpom cnyyae xakepbl MOrnm
BBECTU B CUCTEMY NtoBoe 3HayeHne, a 3aTeM BbIBECTV CPEACcTBa, Aaxe
€Cnu akTUBOB 6bINTIO HEQOCTATOYHO.

B cnyyae ataku Ha Binance, 310yMbIlWAEHHNKN BOCMNONb30OBaNNCh
akcnnontom gna mocta BSC Token Hub.

Kak npaBuno, nocne B3noMoB 6/10K4ENH-MOCTbI Ha Kakoe-TO BpeMsi Npro-
CTaHaBNMBaloT CBOIO paboTy. A HEKOTOPbIE 13 MHLUAEHTOB Jae NpuBenu
K 3aKpbITUIO MocTpagaBLlen kpuntobupxn. Tak, 6upxa FTX gaxe B utore
nopana sasBreHne Ha 6aHKPOTCTBO. lOHKOHIckas 6upxxa AAX nocne atakm
B Hos16pe 2022 npunoctaHoBMNIa CBOKO paboTy.

GROUP-IB.RU OMABJIEHVE 1 162



ATAKI B XOLE

TEKYLUEIO KPUSWCA

IMABA 12. YITPO3bl MO MHAYCTPUAM: ®DUHAHCOBbIIAI CEKTOP HI-TECH | CRIME TRENDS 2022/2023

B mapTte 2022 ropga rpynnuposka IT Army of Ukraine Hapsay ¢ KpuTtndeckonm
NHOPACTPYKTYPOW CTpaHbl 06bABMIA MPUOPUTETHOW Lenbto 6aHkn PO.

Puc. 47. O6baBneHmne o uenax
Top priorities: IT Army of Ukraine
- Glonass the satellite map
- Byelorussian railway
- Russian telecoms ( etc)
- National Bank of Russia
- ATM processors (-

YBATA! YBATA! YBATA!

Npyai, U B3Ke 23pobunu HeliMoeipHe! Ane 3apas MU NOTPE6YEMO MaKCUMaNbHY
Mobinizalliio Ta aKkTURIZAL|iKD HALIMX 3YCUNK.

Ton-npioputeTw:

- cynyTHUKoBa cucTeMa "MnoHac” (BMKOPUCTORYHOTS BiliCkKa)

- binopyckka 2aniaHuuHa fopora (ReayTh BiACKKORY TaXHIKY)

- (MOBINbHI onepaTopH)

- baHk Pocii (ueHTpobaHK)

- MpouecuHr Ta poboTy 6aHKkomatie )

Mpo pesynbrarm — NWWiTb Ha Nnowry.

3.23k M 724 @ 180

Ke 0211 PM

IT Army o6bsicHWUNa BbIGOP Lenewn cnegyowmm obpasom:

Puc. 48. 3asasneHwve IT Army
CboroaHi 3HoBy noBepracmoca Ao baHKiBCcbKOT TeMu. Mig npuyinom of Ukraine

MeTa sanuiaeTbea HeSMIHHOK, AK ANA BCix 6aHKIB - CTBOPWUTKH Npo6nemMu B
onpaljoBaHHI NNaTexis, RiACTPOUMTH BUKOHAHHA iHaHCOBWX 3060B'A3aH0 NO
KOHTpaKTaX, i NOCIATK CYMHIBKM Cepef, TUX, XTO OTPUMYE NiaTeXi Yyepes Hboro.

MpueaHyiHTecA 00 aKTUBHKMX AiA! 3anuTau @itarmyhelper_bot AK LUe MOXHa 3pobuUTH.

Today we return to banks again. in the sights.

We aim to interrupt payment processing, delay liabilities, undermine bank’s reputation as
usual.

Join up IT Army. Inquire @itarmyhelper_bot for guidelines.

383 o 142 16

K 1
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B xope koHbnmkTa NnpoykpanHcKne aTakyrowme, Takme Kkak AgainstTheWest
N rpynnmpoBKu, CBA3aHHbIE ¢ ANONYyMOUS, HECKObKO pa3 nyosn4yHo
6panu Ha cebst OTBETCTBEHHOCTb 3a NPOBeOEHHbIE aTakn Ha LileHTpo6aHK
Poccun, C6epbaHK 1 KpyrnHenLwyto naatexHyt cuctemy Qiwi (mosxe
BbICHWIIOCH, YTO aTakoBaHa Obla He cama Qiwi, a nnaTeXHbI Wro3).
MHorumne poccuiickmne 6aHK okasanncb Nog yoapomMm pasfvyHbIX Fpymnmn
xakTuBucTOB. B Havane anpens rpynna Network Battalion 65 Bbinoxuna
B OTKPbITbIV gocTtyn 28 'b AOKyMeHTOB, NPeanonoXnTenbHO NpruHagne-
xawmx LleHTpobanky PO.

Puc. 49. CKpUHLWWOT coobLeHns

Anonymous
= Anonymous TV ==
£  @YourAnonTV

JUST IN: The #Anonymous collective has hacked the
Central Bank of Russia. More than 35.000 files will be
released within 48 hours with secret agreements.
#OpRussia

P e i e Lo g e it 81

—

——e— el
T e st g ade. g iabel

Bank of Russia

& The Black Rabbit World

2:04 AM - Mar 24, 2022 - Twitter for Android

9,408 Retwests 1,057 Quote Tweets  43.5K Likes

LB onpoBepr nHdopmaumio o kmbepatake. 28 pepansa cant MOCKOBCKOW
6upxun Takxxe nonan nog DDoS-ataky, CKOOPAMHNPOBAHHYKO FPyMnomn
IT Army of Ukraine.

Puc. 50. CKpUHLIOT coobLueHns
Bcim npueit! Halkpawyin 4ac BAMKHYTH MOCKOBCbKY Gipxy — hitps./www.moex.com, 06 atake MOCKOBCKO GUpPXU
aaemo py6nb 3a 200

Hi everyone! It is high time us turned down the Moscow Exchange -
https://www.moex.com. Can make USD1=RUR200?

434K ¢y 1.38K WP 405


https://tass.ru/ekonomika/14166625

YkpaunHckue 6aHkn Takxke okadanuck nog DDoS-aTakamu, XOTS 1 MEHbLIEro
macwTaba. OgnH 13 n3BecTHbIX NpumepoB — DDoS-ataku Ha MNMpunBaT6aHk
n OwapbaHk B cepeavHe deBpans 2022. Xota DDoS-atakun Taxeno atpu-
OyTVpOBaTb K KOHKPETHbIM rpyrnnam, YKkpaviHa 3asBunia, 4To ataka wwna
n3 Poccun.

NetBlocks & t 4
@netblocks - Follow

| Update: #Ukraine has been targeted by a series of
DDOS attacks on banking and military services, bringing
down PrivatBank and Oschadbank and sending defence
sector platforms offline. The incident comes amid
heightened tensions with #Russia.

=) Report: netblocks.org/reports/ukrain...

Network Connectivity - Selected Providers, Ukraine: 2022-02-15 UTC

PrivatBank (JSC Commercial Bank PrivatBank, AS15742)

8:49 PM - Feb 15, 2022 ®

W 820 @ Reply (& Copylink

Read 40 replies

He Bce aTtakm Ha ¢rHaAHCOBbIE MHCTUTYTbI 6bINN CYry60o TEXHNYECKUMN,
TakmMu Kak B3nombl 1 DDoS-atakn. OgHUM 13 MpMepoB NpUMeHsaeMbIX
TEXHUK rmbpuaHo BOMHbI 6bina MHGOPMaLMOHHAA aTaka: rpaxnaHe
YKpanHbl Ha4anu nony4yarb TEKCTOBbIE COOBLLEHNSA OT HE3HAKOMbIX HOMEPOB,
roe 6bino ykasaHo, 4To 6aHKoMaThl B CTpaHe npekpaTtunnm paborty. MNpea-
MONOXUTENbHO, 3MTOYMbILLIEHHVKN XOTENW 3aCTaBUTb rpaxaaH BbiIBECTY
OEHbM C YKPanHCKNX CHETOB 1 TakM 06pasoM CrpoBOLpoBaTh 6aHKOB-
CKUIA KPU3unc.

GROUP-IB.RU

Puc. 51. CKpUHLIOT 3asiBNeHuns
06 aTake yKpaunHCcKux 6aHKoB
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ATAKWV B XOLE TEKYLLEFO KP3NCA

09:07 w T .

TekcToBe NOBIQOMNEHHA
Crorogui 04:52

Za texnichnymy
obstavynamy bankomaty
e 15.02 ne

pracyuyut'.
Vybachayemosya.

,D.OCTOBepHOCTb MHOIrmx ytTedek B KOHCI)J'II/IKTe OCTaeTCd nog Bonpocom —
60nbLUINHCTBO 6a3 JaHHbIX Ha CaMOM Lefne oKa3blBalCb B3ATbIMUA U3 CTapbIX
NCTOYHUKOB, YTO Oblnn CKOMMpPOMETVpOBaHbIl ele O pacCcMaTprBaeMbIX
COObITUIN N BblgaBalINCb XakTVBUCTaMmM 3a cBexXune n 6onee 3Havynmble,
4yeM OHW BblIN Ha caMoM gene.

GROUP-IB.RU

Puc. 52. MNMpumep delikoBoro
coobueHns
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ATAKN HA BAHKOMATDbI

IMABA 12. YTPO3bl MO MHAYCTPUAM: DUUHAHCOBbI CEKTOP : HI-TECH CRIME TRENDS 2022/2023

[OBa roga Hazap naHgemma COVID-19 sacTaBuna Bcex CMeHUTb obpas
XU3HN: paboTaTb N3 AOMa, COBepLUaTb OHMaH-MOKYMNKN 1 06LWwaTbCs opyr
C Aapyrom oHnamH. Kak Tonbko Mbl Ha4anu Bo3BpaLlaTbCa K HOpMasibHOMN
XXU3HU 1 6ONbLUEe BbIXOAWTL Ha YuLy, Halln MOKynaTenbCKne npuBbIYKy
TOXe BEPHYNCb. DTN N3MEHEHUNS KacaroTCs U UCNONb30BaHNS 6aHKOB-
CKUNX KapT 1 6aHKOMaTOB.

Yepes oBe Hegenv nocrne nepeoro cnydas COVID B Vipnanguuw, npaBnTenb-
CTBO CTpaHbl 06BABUIO NEPBYHO BOHY OrpaHnNYeHNn, 4ToObl OCTAHOBUTb
pacrnpocTpaHeHne Brpyca. 9T orpaHnYeHnss MOBNUSANN Ha CTaTUCTUKY
onepauunii no 6aHKOBCKMM KapTam. 3asBneHune baHka VipnaHgnn: «K koHLy
mapTa 2020, TpaTbl MO KPeaUTHbIM KapTam 1 onepaumam B POS-Tepmu-
Hanax yMeHbLIUINCh Ha 27 MPOLEHTOB MO CPaBHEHWIO C MepBO Heaenen
MapTa, a YMCNOo onepawuuii Mo CHATUIO HANMNYHbIX YMEHbLUNTOCH MpaKTun-
Yecku B ABa pasa».

Puc. 53. Ctatnctmka no onepauuvsm
¢ 6aHKOBCKUMU KapTamu B VipnaHgnn
(ncToYHMK)

Mumber of ¢




OTa TeHAaeHLUMa 6blna TakXke 3amMmeTHa B BennkobputaHuy no gaHHbIM
BaHka AHrnunun. OgHako, HavrHas ¢ sHBapsa 2022 roga, NokynaTenm ctanu
Yyalle cHMMaTb geHbrn B 6aHKoMaTax.

May Jun

HecmoTps Ha To, 4TO MONb30OBaTENN BEPHY/IMCb K CBOUM OObIYHbIM
NPYIBbIYKaM 1 CTaNun Yalle UCMofib30BaTb HaIMYHbIE I CHMATb OAEHbIN,
KnbepnpecTyrnHMKK atakoBasn 6aHkoMaTbl HEe TaK 4acTo, Kak 3To Oblo
0o naHgemun. Kak nmokazanu gaHHble EBponenickon accoumaunm 6e3o-
rnacHbix TpaH3akuuii (EAST), B 2022 rogy 4Mcno aTak C UCMoMb30BaHMEM
BpepnoHocHoro MO n nornyecknx atak Ha 6aHKoMaTbl YMEHbLINIOCH
Ha 82%. Bce 3adumkcmpoBaHHble aTaku, KpoMe OgHOW, 6bin aTakamm Tmna
black box. C ppyrow CTOpoOHbI, 4NCNO GU3NYECKX aTak Ha BaHkoOMaTbI
n POS-tepmuHanel yBennymnocb Ha 81%. EAST cBaAsbiBaeT 3TOT POCT
C aTakaMu Tuna «cash-trapping», B KOTOPbIX BHYTPb KYMNIOPONpUueMHKa
BK/1a[AblBAETCH YCTPOWCTBO, BNIOKMPYIOLEE CHATNE HANUNYHbIX.

B HacTosdwee Bpemsa Ha kmbepnpecTynHbix popymax HabnrogaeTcs
YMEHbLLUEHVEe Cnpoca N COOTBETCTBEHHO MPesIoXeHNa no paspabdoTke
n pacnpocTpaHeHuto BpegoHocHoro MO gna 6aHkomaTtoB. CneymanncTol
Group-IB cBA3bIBalOT 3TO C TEM, YTO 3NOYMbILLIEHHVKN HaLENuny cBoe
BHUMaHVe Ha POS-TepmMunHanbl, KOTOpbIE ABASIOTCA LLENbIO C MOTEHLUMANBHO
BbICOKOW MPUBbINbIO N He6onbLim pnckom. OHM pacnonoxXeHbl NMOBCOAY
1 MeHbLUE 3alyLLeHbl MO CPaBHEHMIO ¢ 6aHKoMaTaMu, rae MHTerpupoBaHo
MHO>XECTBO C/I0€B 3aLlThI.

B 2022 ropny 6biny 3aMeveHbl atakyl C UCMONb30BaHUEM NHCTPYMEHTA
Prilex. OH nosBuncs B 2014 ropy v 6bin HaueneH Ha 6aHkomatbl. CnycTs
OBa ropa 3noyMbllUNEHHVKU Nepegenanu ero ans atak Ha POS-tep-
MMVHanbl 1 MCMNOMb30BaNn ¢ 3Ton uenbro BnnoTh Ao 2021 ropga. Hoeas
Bepcua Prilex nonydnna Bo3MoOXHOCTb reHepaunm EMV-kpuntorpamm,
KOTOpbl€ NCMOMb3YHTCA AN MOATBEPXAEHWS NnaTexen n npegoTepa-
LEeHNs1 MOLLUEHHMYEeCTBa.

OTa BO3MOXHOCTb MO3BONSAET aTaKyoLWVIM OCYLLECTBASATb MOLIEHHNYECKINe
TpaH3akuuy gaxe Ha kaptax ¢ EMV-unnamun. OHu TakxXe peannsoBanu
63KO0P-MOAYMb, KOTOPbIA MOXET KOHTPONMPOBATb 3anyLLeHHbIe MPOLECCHI,
3axBaTbiBaTb 9KpaH, CKayvBaTb MPOM3BOsbHble darnbl N NCMOMHATb
KomaHAabl Ha POS-TepmuHanax.

Kpowme BosBpalLeHus Prilex nosaBunace y>e paccMoTpeHHas yrposa ans
6aHKkomaToB — pyTkuT Caketap, ncnonbayembiii rpynnorn UNC2891.

GROUP-IB.RU

Puc. 54. CtatucTtumka no onepaumsam
¢ 6aHKOBCKUMUN KapTamun B Benunko-
6puTaHnn (MCTOYHIIK)
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LLUD®POBAJIbLLIVKW

3a oT4eTHbIN nepuog 6bi1o o6HapyxeHo 181 aTak rpynn wrdpoBasb-
LLMKOB Ha drHaHCcoBble KoMMnaHumn. 3To Ha 43% 6onbLue, YHeM B MPOLLIOM
nepuoge (H2 2020 - H1 2021). Bonblue BCero A0CTYMNoOB NMpUHaOAexmnT
CLUA (44%), Benuko6putaHuim (6%) n Fepmarimnm (5%). Hanbonee akTBHbIMMA
rpynnamMm B aTakax Ha ¢priHaHCOBble KoMMnaHuun 6binun Lockbit (36%), Conti
(14%) n BlackCat (7%).
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LLNDOPOBAJIbLLIIKW/

Cneuwnanunctel Group-IB Takxke npoaHanmampoBann pbiIHOK 6poKepoB
[OCTYMNOB B A@HHOW NHAYCTPUIN. 3a OTHETHbIN nepuog, 66110 06Hapy>XeHO
120 pocTynoB K PMHaAHCOBbLIM KOMMaHWSM, BbICTABIEHHbIX Ha MPOAaxy
KnbepnpecTtyrnHukammn. 1o Ha 26% Gonblle, YeM B MPOLUSIOM nepunoae
(H2 2020 - H1 2021). Bonblue Bcero goctynos npuHagnexut CLUA (38%),
Kanape (7%) n NnooHesun (6%).

Tun gocTtyna Konnyectso

RDP I 26

VPN I 5

Citrix I 8

Database . 7

Web panel __ ¥

Webshell 4

Opyrne 5

HenssecTHO 38
Bcero

Tun foctyna Konnuecteo

Domain Admin I 34
Local Admin I, 27

User I 15

Root 2

Enterprise Admin m1

HenssecTHO 41
Bcero

JocTynbl K bHaHCOBbIM KOMMaHWAM Yalle BCero npogasanv cregyroLe
6pokepbl:

e Brester - 14 pocTtynoB 3a nepuog. [JaHHbIn nonb3oBartenb B gekabpe
2021 BblnoXxun Ha Npogaxy 13 gocTynoB K CTpaxoBbiM KOMMaHUSAM
n3 Kanagbl n CLUA, Bce ¢ npaBamMun OMEHHOIoO agMUHUCTpaTopa.

* NikaC - 7 pocTtynoB no BceMy MUpy, B OCHOBHOM B pernoHe ATP.
Bonblias yactb — OOCTYMbl KKOpnopaTnBHbIM MOoYTaM TOMN-MeHeoXXKMeHTa
KOMMaHu1IA.

» orangecake - 6 VPN-gocTynos B ABcTpun, IHawwn, Mepy n CLLA.

GROUP-IB.RU
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MPOOAXA
CKOMITPOMETNPOBAHHDbIX

BAHKOBCKUX KAPT

IMABA 12. YTPO3bl MO MHAYCTPUAM: DUUHAHCOBbI CEKTOP

HI-TECH CRIME TRENDS 2022/2023

CraTncTmka TeKCTOBbIX AaHHbIX KapT U AaHHbIX C MarHUTHbIX MOJ10C, BbIIO-
XXEeHHbIX Ha MapkeTbl B nepuoabl H2 2020 - H1 2021 n H2 2021 - H1 2022.

W H2 2021 — H12022

Mwnp
TekcToBble O6wee Konn4yecTso I 17 606 862
DaHHble
Pazmep pbiHka I 5240 520 814
MwuHManbHasa ueHa I $0,12
MakcumanbHasa ueHa I $99,99
CpepHsia ueHa I 513,66
MegownaHa I $ 14,17
Oamnbl O6uee KONN4YecTso I 40 771 592
Pasmep pbiHka I 006 601 954
MwuHnmanbHas ueHa I 1.0
MakcumanbHas ueHa I $310,0
CpepHsis LeHa I 18,22
MepunaHa I 10,0
Bcero O6Lee KoNN4YecTBoO I 67 378 454

Pasmep pbiHka

I 51 147 122 768



ATP

B H2 2021 — H1 2022

TekcTOBbIE O6Lee KoNN4YecTBo I 5 053 369
AaHHble
Paawmep pbiHka I $O3 577 495
MwuHManbHas ueHa I $0,12
MakcumanbHas ueHa I $99,99
CpepHsia ueHa I $ 18,52
MepunaHa I $20,0
Oamnbl O6Lee KoNN4YecTBoO I 1 026 154
Pasmep pbiHka I 56O 046 607
MwuHManbHasa ueHa I 1,0
MakcumanbHasa ueHa I 310
CpepnHsas ueHa I 67,29
MegnwnaHa I 49,99
Bcero ObLee Konn4ecTeo I G 079 523

Pasmep pbiHka

I 162 624 102




EBpona B H2 2021 — H1 2022

TekcTOBbIE O6Lee KoNN4YecTBo I 2 728 448

AaHHble
Paawmep pbiHka I $46 558 974
MuHumanbHas ueHa I $ 0,13
MakcumanbHas LeHa N $99,99
CpepHsia ueHa I 517,06
MepunaHa I 18,0

Oamnbl O6Lee KoNN4YecTBoO I | 057 651
Pasmep pbiHka I $64 852 711
MwuHManbHasa ueHa I 1,0
MakcrmanbHasa ueHa I 310
CpepnHsas ueHa I 561,32
MegnwnaHa I $ 62,0

Bcero ObLee Konn4ecTBo I 3 786 099

Paswmep pbiHka

I 5111 411 685



Bnv>xHunnm BocTtok

B H2 2021 — H1 2022

TekcTOBbIE O6Lee KoNN4YecTBo I 318 409
AaHHble
Pasmep pbiHka I $4 176 487
MuHumanbHas ueHa I $0,13
MakcumanbHas LeHa I $ 09,99
CpepHsia ueHa I $ 13,12
MepunaHa I 12,0
Oamnbl O6Lee KoNN4YecTBoO I 203 094
Pasmep pbiHka I $7 431 484
MwuHManbHasa ueHa I 2.0
MakcrmanbHasa ueHa I 24 8
CpepnHsas ueHa I 36,59
MegnwnaHa I 16,0
Bcero O6bLuee KoNn4ecTBo I 521 503

Pasmep pbiHka

I $11 607 971



CeBepHaa Amepuka

B H2 2021 — H1 2022

TekcTOBbIE O6Lee KoNN4YecTBo I G 217 607
AaHHble
Paamep pbiHKa I $60 770 227
MwuHManbHas ueHa I $0,12
MakcumanbHas LeHa N $99,99
CpepHsia ueHa I $ 0,77
MepunaHa I 9,0
Oamnbl O6Lee KoNN4YecTBoO I 34 884 814
Pasmep pbiHka I $527 647 209
MwuHManbHasa ueHa I 1,0
MakcrmanbHasa ueHa I $310,0
CpepnHsas ueHa I 515,13
MegnnaHa I 10,0
Bcero O6Lwee Konn4yecTso I 41 102 421

Paswmep pbiHka

I $588 417 437




CHI

B H2 2021 — H1 2022

TekcTOBbIE O6Lee KoNN4YecTBo I 1506
AaHHble
Paamep pbiHKa I $15 205
MuHumanbHas ueHa I $0,18
MakcumanbHas LueHa I 09,99
CpepHsia ueHa I 10,1
MepunaHa I 10,0
Oamnbl O6Lee KoNN4YecTBoO I 11 364
Pasmep pbiHka I 785 072
MwuHManbHasa ueHa . 2.0
MakcumanbHasa ueHa I $24.8,0
CpepnHsas ueHa I 60,08
MegnwnaHa I 74,0
Bcero O6Lwee kKonn4yecTso I, 12 870

Pasmep pbiHka

$800 278




Kak MOXHO yBraeThb, obLiee KOnNmM4eCcTBO pasMeLleHHbIX Ha aHaerpa-
YHOHbIX MapkeTax KapT yMeHbLnnocbh Ha 34% ¢ npegbiayLero oT4eTHOro
neproga. 3TO CBA3AHO C MacCOBbIM 3aKpbITUEM CaMbIX MOMNYAAPHbIX
kapgwono.. B sHBape 2021 ropna npekpatun paboty Jokers’s Stash. [log
cnycTts 3akpbica UNICC - ognH KpynHenLwmx NOCTaBLUVIKOB AaHHbIX A5
6onee menkux kapgwonos. B deBpane 2022 nocneposano 3akpbiTue
Trump’s Dumps 1 Ferum Shop. B uenom Havano 2022 roga ctano KpusncHbIM
09 BCEro pbiHKa KapAviHra B aHaerpayHae. TpeHa Ha CHUXKeHMe Konuye-
CTBa NMpogaBaeMbIX TEKCTOBbIX AaHHbIX KapT CKOpee BCEro NPOAoIKNTCS
1 B criegytolem rogy.

HecmoTps Ha 3To, TEKCTOBbIE JaHHbIe KapT BCE elle ocTaroTCs BOCTpe-
6oBaHHbIM TOBapaMm B aHaerayHae. O6 aToM roBOPUT N OTKPbITUE HOBOIO
KpyrnHoro mapkeTta BidenCash.

" 102 096 860

55 343 992

4-50%
12132 075 V-36%
6 079 523 V-66%

5911921

3786 099

1546 842
— A
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ATAK HA
POS-TEPMWHAIJIbI

B nocnepgHwue rogsbl, BpegoHocHoe MO gna POS-TepmmnHanos ctano
rnonynspHee CBOMX aHanoroBs, HaueneHHbIx Ha 6aHkomaTbl. CemencTea
POS malware Bnepsble nosisunuce B 2014 rony. Torga KpynHblie puTeit-
nepesbl, Takmne kak Target, ctanu nx xxepresamm, 4TO NPUBENO K yTeuke
40 MnH KpegunTHbIX KapT. JaHHble BktoYanm B ceba cpok gencrteus, CVV
1 nepcoHanbHyto nHPopmaumto 70 MIH nokynartenem — nmeHa, agpeca,
3MEKTPOHHbIE MOYThl 1 HOMepa TenedoHOB.

B Teopun, POS-TepmunHansl, npowepwmne ceptudurkaumto PCI-DSS, nonxHsbl
ObITb YCTONYMBBI K aTakaM, NepexBaTbiBatoLLM aHHble TpaH3aKLni.
OpHako, aTaKkyrouwme Hawnm crnocod obonTy BCO 3alnTy 1 cobpaTb
baHHble. [1na sToro ucnonbsyetcs Tun spegoHocHoro MO nopg HasBaHeM
RAM Scraper. Korga POS-tepmuHan nony4daet n o6pabaTbiBaeT TpaH-
3aKuunu, oH WindpyeT BCE AaHHble, KpOMe TeX YTO Haxo4AaTCs B NaMsaTu
YCTpONCTBa NpsiMO ceryac. HeszawmndpoBaHHbIE JaHHbIE MOXHO V3BNEYb.
3N0yMbILLUAEHHVKN NCMONb3YIOT 3Ty dyHOaMEHTaNlbHYO OCOBEeHHOCTb
ycTponcT. OHM cobupatoT nHOOPMaLMIO U3 MaMaT! YCTPONCTBa Nocne
MONy4YeHVst 4OCTyMa K CeTU 1 Moncka paboymx CTaHLNA, KOHTPOMMPYHOLLX
TepmuHansl. [Npaktuyeckn Bcé BpegoHocHoe MO ona POS-TepMmuHanoB
cerogHsi paboTaeT rno TakoMy NPUHLLAMNY.

Hwuxe Mbl paccMOTPUM HeABHIOK aKTUBHOCTb N ICTOPUIO ABYX CEMENCTB
BPELOHOCOB, HaueneHHblx Ha POS-TepMumHanbl, KOTOpble akTUBHO CMOSb-
3YHOTCS N PacnpOCTPaHSATCS KnbepnpecTyrnHmnkamy Ha okTsabpb 2022 -
MemPOS » MajikPOS.

GROUP-IB.RU
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MemPOS

MemPOS - aTto BpegoHocHoe N0, HaueneHHoe Ha POS-TepmuHanbl. OHoO
COLEPXUT Moaynu ons céopa nHbdopmMaLn N3 NnamaTn, ¢ KnaBmaTypbl
1 n3 dannos. Takxe oHo nasnekaet Track 1/2, CVV n otnpasnseT nony-
YeHHble faHHble Ha yNpaBnsaoLLMA cepBep B ceTu Tor B 3aundpoBaHHOM
Buge. MemPOS pacnpocTpaHsieTcs kak MaaS Ha knbepnpecTynHbIX
dopymax c anpens 2021. Ero cospgatenem cUMTaeTcs 3/110yMbILUNEHHNK
c ncesooHuMom Crux. LleHa nHctpymerTa coctasnseT $2500. MpoaykT
MONyYunN MONMOXUTENbHbIE OT3bIBbI OT AapkBeb-coobLiecTBa.

-850 sses

FwishCime § Lmtten | Bmim | Crm e 8

GROUP-IB.RU

Puc. 55. CkpuHLWwoT nHtepdeiica
MemPOS

Puc. 56. CkpuHWwoT nHtepderica
MemPOS
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ATAKV HA POS-TEPMNHAIJIbI

MajikPOS

MajikPOS - nHctpymeHT, BnepBble 3aMedeHHbIn B sHBape 2017. MajikPOS
pacrnpocTpaHseTcs B ceTax 6aHKOB, KyAa aTakytolme rnonagaroTt Yepes
cnabosawmuieHHble peanusaunv VNC n RDP. 3noyMbIlWNEeHHVKIN 3KCTy-
atupytot yassumocT VNC, RDP n FTP npoTtokonoB ons nonyyeHus
poctyna K paboymm ctaHuusaM. TakxKe M3BECTHO, YTO OHU NUCMNOMb3YIOT
Ammyy Admin nnn nyénnyHole RAT-MHCTPYMEHTbI O19 CKaHMPOBaHUA
CepBEPOB, YTO OTMPaBAAT NHbopMaLuto, cBadaHHyro ¢ POS-TepmuHa-
namu. Kak Tonbko MajikPOS ncnonHsieTcs Ha Hy>XHOI paboyer cTaHLuu,
OH 3arpy>aeT Mmoaynb ons céopa nHdopmaLny N3 NamMmsaTu.

HaHHoe BpepnoHocHoe MO pacnpocTpaHsaeTcs Ha KubepnpecTynHbIX
dopymax XSS n Omerta ot nmeHun npopasLa cartonash. CornacHo ero
cnosam, 310yMbILLINEHHWK Npnobpen AaHHbIA UHCTPYMEHT Y HEKOTOPOIro
paspaboTymka sa $3000 v nepenpopasan ero. cartonash Takxe noaennncs
nHbdopmaLmen, 4To 3a Mmecsy, ncnonbloBaHna MajikPOS emy yoanock
3apaboTtaTb npakTudeckn $24 000.

C MagicPos malware for T1 & T2 for sale + dumps script shop!
By cartenash, July 1 [Softwar ware, explois, bur ¥

cartonash 1 <
brytn

- As in title, Source codes with shop script for starting your own bizz | can sell the omenta seller socount 100 |
&k to become seller thers | for a reasonable price,
More info, demo, tests, in private.
C The malware, shop, comes in source, not builder or similar things, i sell straight the source codes for them.
Price for package [ without the omerta seller account) is 65005
Price for full package with the omernta seller aceount included is 90005
Pasd registratson 72h Support from my side!
10y Only Z copies will be sold from whom only one can be with the seller account from omertal
Joned Payment only thru bitaoin, escrow accepted.
Actrety
+  Quote

Name Date meodified Type Skre

] United States. Alabarm, Birmingham, 352604
] United States.Alaska Juneau, 53803 b4
| United States, Arizona Peoria, 85382.0a
| United States, Arizona, Phoenix (Central Ridge), bt
] United States Califoenia Folsom 93630,
1 United States, California Indio, $2203.ta
| United States, California, Oaldand, 54607 bt
] United States, Califormia, Pico Rivers, 30660.txt
| United States, California Rowland Heights $1748.64
| United States, Colorado, Denver, 80212t
| United States, Colorado, Denver, 8023764
| United States Florida Fort Lauderdale 33311 6
| United States, Florida Fort Lauderdale, 33334t
] United States, Florida,Hollywood, 33024.bt:
] United States, Florida, Hollywood, 3302501
| United States Florida, Jacksonville, 322050
] United States Florida,Longwood, 32750.64
| United States Florida Mismi, 3313501
| United States Florida Miami, 1315501
| Usited States Florida, Pompans Beach, 13063 b4
| United States Florida, Tampa, 33608.00 T

Text Dogument
Test Document KB
Text Document 1KB
Text Document IKB
Text Docunment 30 KB
Teat Docunvint 408

Text Document 5K

2]

Teat Documvent 61KB

Test Document KB

Teat Docunmant 130

GROUP-IB.RU

Puc. 57. CKpUHLOT 06bsABNEeHns
MajikPOS

Puc. 58. Mpuimep paHHbIX ¢ MajikPOS

OMABJIEHVE 1
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ATAKV HA POS-TEPMNHAIJIbI

B anpene 2022 ropa aHanutukmy Group-IB obHapyxunn C&C-cepaep,
Ha KoTopowm pacrnonaranuce naHenn MajikPOS n Treasure Hunter
POS. ll3-3a HenpaBuUIbHOW KOHPUrypaLnm cepBepoB akKcnepTam
Group-IB yganoce nccnepoBatb JaHHYHO KaMnaHuo, KoTopas bbia akTBHa
BMMOTb 0O ceHTAbpa 2022,

M3Ha4anbHO Ha cepBepe bblna naHenb Treasure Hunter, ogHako aTaky-
towme 3aMeHnny ee Ha naHenb MajikPOS, kak TobKO NPOAYKT MOABUCSA
B npopaxe. B xoge kamnaHuy KnbepnpecTyrnHMKam yaanocb yKpacTb
baHHble 6onee 167 000 kpeanTHbIX kKapT co 128 POS-TepmuHanos B CLUA,
ogHoro B Yexun, Tpex B KaHage n ogHoro tTepmmnHana B Kocta-Puke,
3apaxeHHbix MajikPOS n Treasure Hunter. Mogpo6Hee 06 aTo kKamnaHuu
Mbl pacckasanu B 6nore

Mo HaLVIM AaHHbIM, MPUBbIL 3T0YMbILLIEHHNKOB B pamMKax 3TOW KamMmmiaH1n
Morna coctaBuTb 6onee $3,3 MnH.

GROUP-IB.RU
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https://blog.group-ib.com/majikpos_treasurehunter_malware

JAVASCRIPT-CHVO®EPDI

IMABA 12. YITPO3bl MO MHAYCTPUAM: ®DUHAHCOBbIII CEKTOP HI-TECH CRIME TRENDS 2022/2023

3a npowepgwmni rog cneymnanuctel Group-IB n ctopoHHMe nccneposa-
Tenn O6Hapyxunnu 18 HoBbIX cemelncTB cHUddepoB. Takmm obpasom,
Ha TeKyLWM MOMEHT N3BeCTHO 0 116 cemeincTBax JS-cHddepoB npoTmB
98 B npoLunom roay.

3a oT4eTHbIV Nepuog, Obinv HaMaeHbl cnepyrowme 18 paHee HEN3BECTHbIX
cemencTtB JS-cHudPepos:

« AddCardInput

+ c_gta

» exitSelectenterFull
+ GrelosAlt

* GrelosDraw

- LilGit

*+ Meyhod

* PendingServer
¢ PueKey

* R-Sos

* RamBin

* Rasdaf

* retroslaver

* Sempak

* SwalFire

+ Telemetry WS
» XorSocket

« ZipChoicer



JAVASCRIPT-CHNO®EPbI

3apaxeHHble caiTbl

3a oTyeTHbIV Nepurog cneunanuctamuv Group-1B 6bino o6HapyxxeHo 4422
caliTa OHnarH-MarasmHoB C NMpu3HakamMmy BpeLoHOCHOro koga JS-cHug-
depoB, NpnYem B HEKOTOPbIX ClyYasax Ha carTax MpCyTCTBOBa/ NPU3HaKun
HanM4ns BPe4OHOCHOro Kofa cpasdy HECKOMbK/X CEMENCTB.

Mecsy KonuyectBo KeapTan KonuyectBo
Vionb 2021 164 Q32021 653
Asryct 2021 330

CeHT56pb 2021 159

OkT56pb 2021 303 Q4 2021 1052
Hos6pb 2021 192

[ekabpb 2021 557

AHBapb 2022 769 Q12022 1339
®eBpanb 2022 354

MapT 2022 216

Anpenb 2022 507 Q22022 1378
Maii 2022 394

VioHb 2022 477

HeTtannsaumsa nokasbiBaeT, YTO B CPEAHEM OT KBapTala K kBapTasny Konu-
YECTBO BbISIBIEHHbIX CANTOB, 3apaXeHHbIX JS-cHnddepamu, pacTer.

INnpepamu no yncny 3apaxeHunin ctanm cHudbepsl cemernctea docReady,
ornepartopbl KOTOPOro MPOBENN KakK MAHVMYM YETbIpe MacCOBbIX BOSHbI
3apaxkeHus 3a npoweawunii rog. 3To ceMmencTBo cHUGPepoB Obio obHa-
py>xeHo Ha 1214 canTax.

Jinpgepom no vyncny sapaxeHuim cpean cHNGPepoB, NPOAAOLLNXCS
Ha noanonbHbIX dopymax, ocTaeTcs Inter — pasnnyHble BEPCUM ITOFO
cHuddepa 6binv obHapy>keHbl Ha 735 cantax. 3a HuUm nget Mr.Sniffa, o6Ha-
pPYy>XeHHbI Ha 136 canTax, a noTepsABLUNA akTyanbHOCTb cHuddep Imageld
n ero mogundunumpoBaHHasa Bepcus 6ol obHapyxXeHbl Ha 50 canTax.
CHunddep CaramelCorp 3a rog 66151 06HapyxeH Ha 15 canTax.

BpenoHoCHbIN KoA, Ans 3arpy3ky OCHOBHOIO Koga cHuddepa, OCHOBaHHbIN
Ha nermTUMHOM cHuMNNeTe ans 3arpysky Google Analytics, 6bi1 06HapyXeH
Ha 411 canTax. OTM KOLOM NoNb3yeTcs 60MbLLIOE KONNYECTBO MPECTYMHbIX
rpynn, HO B OCHOBHOM ero ncronbadyeT rpynna TrackStat, ko cHuddepa
KOTOpoOW Obln 06HapyXeH Ha 274 caiTax.

BpepnoHocHbi kog, rpyrnnsl ATMZOW, npennonoxmnTenbHO, CBA3aHHOM
¢ Hancitor, 6b1n o6Hapy>eH Ha 66 canTax. OgHako cpasy rnocne OT4eTHOro
nepvoga rpynna rnposena HeCKONbKO MaCCOBbIX BOJIH 3apaXkeHns CaiToB
O6HOBNEHHbIM BPEAOHOCHbIM KOOOM.

CHunoodep cemerictea CoffeMokko, onepatopbl KOTOPOro npekpaTunimn
HoBble 3apaxeHus ewe B 2021 rogy v, NpeanonoXNTENbHO, MEePEKIHYN-
Nncb Ha gpyroe cemencTao cHuddepos, Obin obHapy>XeH Ha 96 canTax.
Bce 31O pesynbraThbl NpOLWbIX 3apaXeHnl, KoTopble He Bbinv yaaneHsbl
1 nepectanu padoTaTb TOMbKO 3a CYHET OTKOYEHU NHOPAaCTPYKTYPbI
renToB N aAMNHUCTPAaTUBHbIX MaHenen cHnddepos.

GROUP-IB.RU OrNMABJIEHVE 1 183



JAVASCRIPT-CHNO®EPbI

BpepnoHocHbin kog, rpynnbl GrelosGTM, koTopas ncnonbsyet Google Tag
Manager ons noctaBku cHUdPEPOB Ha 3apaxXeHHble caiTbl, 6bls1 06Ha-
py>XeH Ha 48 cariTax OHMaH-mMmarasviHOB.

MNo-npexHemy akTvBHa rpynna Baka, koTopas 3a Bpemsa cBoew geaTtesb-
HOCTW NCMNONb30Basa YeTbipe pasnmyHbix cemencTea cHuddepos: Inter,
Imageld, Baka 1 akTUBHbI B OTY4ETHbIN nepuriog XorSocket, o6Hapy>XeHHbIN
Ha 10 canTax.

CHuddep rpynnel SF_GATE 6bin1 o6Hapy>eH Ha 25 canTax, FakeGraph -
29, PendingServer - 7, AddCardinput - 10, OurHoney - 5.

CoxpaHseT akTuBHOCTb rpynna AngryBeaver, koTopas ncnonbsoBana
B pasHble nepunoabl cHudpepsbl FabricRelay-JS, FabricRelay-PHP,
MakeFrame, jjlink, AngryBeaver 11 AngryBeaver v2. CHuddepbl rpynnbl
6b1ny 06Hapy>XeHbl Ha 51 caiTe, HO rpynna No-rnpeXxXHeMy UCnonb3yeT
He TONbKO VX HO 1 KOA ANsA Kpaxun kapT Ha PHP, koTopsbli BCTpaviBaeTcH
B PHP-ckpunTbl carita n HeBnanm nccrnenoBaTensam rnpu aHanmse KaneHT-
CKOW YyacTun calnTa.

Npynna Qoogle, koTopas noTtepsina CBOW OCHOBHOWN OOMEH AN pa3me-
LeHNs BPEOOHOCHOM0 KOAa, B KOHLLE OTYETHOMO NMepuroaa nepeknodmnnach
Ha cTapbll LOMEH, CMOMb30BaHHbI B aTakax B 2019 rony, n npogonxuna
aTaku. BpegoHocHbIn kog, cHuddepa Qoogle 6bin o6Hapy>xeH Ha 34 canTax.

YKpapeHHble 6aHKOBCKNE KapThbl

3a oTyeTHbIN Nepurog, crieuyanuctamuy Group-IB 6bino o6HapyxeHo 323 778
6aHKOBCKMX KapT, CKOMMNPOMETNPOBaHHbIX Npu nomoLy JS-cHuddepos.
OTa undpa NpMEpPHO B YeTbipe pasa bornblle, YeM OBHapyXeHHbIe
cneumanuctamm Group-I1B ckomnpomeTpoBaHHbIE KapThbl 3a NPOLLEILLIA
oT4yeTHbI nepuog (H2 2020 - H1 2021).

301 165 n3 ckoMnpoMeTPOBaHHbIX KapT OblNn YKpageHbl Npy MOMOLLLA
cHuoddepos rpynnsl AngryBeaver. 13 282 kapT 6b1510 yKpageHo npm MOMOLLA
cHuddpepa WorldCommerce, ele 813 kapT 6b15n yKpaneHbl Npm MOMOLLA
moaunduumposaHHoro cHuddepa Imageld, opnrnHansHasa Bepcris KOTOPOro
6bina paspadoTaHa 310yMbILLIEHHVKOM NoA4 NceBooHMMOM poter. pynnon
Inter-Group-23 npwv nomoLy cHuddepa Inter 6bin10 ykpageHo 8 518 kapT.

GROUP-IB.RU
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OULLNHIOBbIE ®PE/IMBOPKW

rMABA 12. YTPO3bl MO NHOYCTPUAM: ®VIHAHCOBbII CEKTOP HI-TECH CRIME TRENDS 2022/2023

OuwrHrosble GpPeENMBOPKN — 3TO HABOP NHCTPYMEHTOB ANs PULLNHTa,
BKIFOYAIOLLMI KNTbI 47151 BbICTPOro co3naHns GULLHIOBbLIX CANTOB 1 MaHenmn
ONS B3aMogencTemsa ¢ GULLIMHIOBbLIMI canTaMum 1 cbopa ykpageHHon
nHdopmaLmn.

3a oTueTHbIN Nepuop cneuvancTbl Group-IB drnkcmnpoBanu ataku ¢ CMNosb-
3o0BaHMeM 20 cambix NONyNApPHbIX GULLMHIOBbBIX GPENMBOPKOB, 12 13 HMX
6b1nn o6Hapy>xeHbl Brnepeble. Okaszanocb, YTO pas3paboTynkK GULLINHM-
KNTOB 3a4acTyto HaxoguUTCs B TOM Xe PErnmoHe, YTO 1 atakyemblie 6aHKun
1 opraHusaunu. Jpyras TeHOeHUNS — MPOAOIKEHME aTak C ICNob30Ba-
HMEM KOHKPETHOro dperimBopKa faxe nocne apecra ero paspabdoTyuka.
Hanpumep, MHOrne 3n0yMbILNEHHNKY CO3[anun cCOO6CTBEHHbIE BEPCUM
PULLNHIM-KNTOB Ha OCHOBE OOCTYIMHbIX UICXOAHVUKOB GULLMHIOBOM NaHenmn
U-Admin 1 ncnonbaytoT nx Ans atak. Ta e y4acTb nocturna GvLmnMHroBbIn
dpenmBopk Reliable.

HA3BAHUE OMNCAHUE
AdminLTE BR DuwmHroeas naHenb 6pPasnIbCKOro NPONCXOXAEHWS, NpegHasHavYeHHas Oasa aTak
m Ha drHaHcoBble opraHusauumn B JlatnHckom Amepuke 1 6pasnnbCKux Nonb3oBatenen
nnatdopmbl Binance. bBbino obHapyxeHo 37 naHenein.
Admintus PuwnHrosas naHenb, NpegHasHadYeHHas gns atak Ha NCMaHCKMe N YNInncKme
NEW dnHaHCOBbIE KOMNaHUN. DTO BapumaHT APYrov naHenu, KoTopyr cneumanncTol
Group-IB otcnexunBatoT nop, HassaHmem Secure Phishing Panel. MNaHene Admintus
TakK >Xe oTnpaBnseT CKOMMNpPoMeTupoBaHHble faHHble B Telegram. Npeanonoxum-
TenbHO, 3a co3fgaHMeM 3TON NaHeny CTOAT NCMaHOroBOpPSALME 3/10YMbILLAEHHUKW.
3a oT4yeTHbIN Nepnop, 6bin10 o6Hapy>XeHo 99 GULLNHIOBbLIX NaHenen.
ALyss OuwmHrosbIn GperiMBOPK AN aTak Ha Ha PrHaHCOBbIe KOMMNaHuy B EBpone n Tenekom
m B KaHape. Bo Bcex BbIiBNEHHbIX CryYasx 3/10yMbILLIEHHVK NCMONb30Basl CKOMMpOoMe-

TUPOBAaHHbIE CalTbl 1 OAVH 1 TOT Xe My Tb A0 dpemBopKa. ITO, Kak 1 nepeagpecauus
CO CKOMMPOMETVPOBAaHHbIX CanToOB Ha PULLNHIOBbIE, MO3BONAET NPE[NONOXNTb, YTO
OaHHbIN GPeNMBOPK NCMOb3YeTCHA OAHNM 3/10YMbILUAEHHVIKOM, IHaY€e TakTUK 6blno
6bl 6onbLue. 3a OTYETHbIN Mepuog, 66110 06HapPYy>XeHOo 16 GULIMHIoBbIX MaHenen.



OULLNHIOBbIE ®PEIMBOPKM

HA3BAHWE

OMNCAHINE

Contiinued

Contiinued cTan ogHUM 13 caMbiX NOMYASPHbIX GULLNHIOBBIX GPErIMBOPKOB B OTYETHOM
nepunope - cneunanuctel Group-1B obHapy>xunnu 555 yHnkanbHbIX GULLNHIOBbIX
naHenen. B mae 2022 coctosncs penus HoBow Bepcumn Contiinued V3 ¢ paclumpeHHbIM
CNncKoM Lenei — 0ob6aBnnoch 60sblle KOMMNaHWii, B MepByto odepenb GHaHCOBbIX,
B pasHbIX cTpaHax. PazpaboTymk Takxxe MoXeT co3gaTb dpenMBOPK No MHANBUAY-
anbHbIM TPEBOBaHNAM KIMEHTA.

Core Actions

OuwmHrosas naHenb obHapy>xxeHa creymanuctamu Group-1B B pepane 2021. Lienwn
BKJ/IIOYalOT B cebsa 6aHKM B pasHbix cTpaHax: NAB, Union Bank of the Philippines,
Nordea, Danskebank, Bancolombia, ASB, BBVA, Caixabank, BNZ, TSB, Bank of Ireland.
Mo cpaBHEHMIO C MPOLUbIM FOAOM BO GppeMBOPKE HE MPOMN3OLLIO HUKAKNX CyLle-
CTBEHHbIX n3MeHeHunin. Cneunanuctbl Group-IB knaccndunumpyroT faHHbIr pperim-
BOPK Kak He O4€Hb NOMNyNAPHbIA. Ha faHHbIi MOMEHT HEN3BECTEH PErMOH NN A3bIK
paspaboTyuka. Cneumanuctamu Group-IB 6bino o6HapyxeHo 30 HOBbIX GULLNHIOBbIX
naHeneim.

Greyhat
NEW

OuwnHrosbIn GpenMBOPK, CO3OaHHbIN 3/10YMbILLUIEHHNKOM MO, aHanornYHbIM
ncesnoHnmoM (Greyhat). Ero Takxe Henbasa knaccuduLumnmpoBaTb Kak MomnynspHbINA
(3a oTYeTHbIV Nepurog, 6bino 0BHaPY>XEHO MATb NaHesnel). HecmoTps Ha 3To, C MOMOLLbHO
Hero 6bINN COBEPLUEHbI YCMEeLLHble atTaky Ha drHaHCcoBble opraHusauuy B EBpone
n Kapnbckom permoHe.

Hack A panel
NEW

PuwMHroBbIvi GpPeNMBOPK, paszpaboTaHHbI 310y MbILLTEHHNKOM MOL4 NCEBOOHVIMOM
Hack A. Ero uenu — B OCHOBHOM punHaHCOBblE KOMMNaHK B BennkobputaHuu.

iHack iPanel 2.0

CpaBHUTENBHO NPOCTON GULLNHIOBLIN GpPenMBOPK, NpeaHasHa4YeHHbIV ANns atak
Ha 6aHku cTpaH CeBepHoln EBponbl, a Takxke VicnaHun. MoMumo aToro, cpeau uenemn

NEW
nMeeTcsa ogHa KpUNTo-komMnaHus. CKOMMpoMeTUpPOBaHHbIe AaHHble OTMNpPaBsatoT
B Telegram-kaHan, NOOKOHTPOMbHbIV 3M10YMbILLNEHHMKY.
Kr3pto VsBecTHasa paHee duwMHIroBas maHesnb, paspabdoTaHHasa 310yMbILLNAEHHNKOM-MPO-

rpaMmmMmmcTom nog ncesgoHmnmom Kr3pto. BeisBneHHble Lenn guHaMmmn4eckoro GuLmnH-
rosoro kuta Bknarodanu ANZ Australia, Lloyds, Halifax, Allied Irish Banks, TSB, Bank
of Scotland, Open24, Santander UK. Ero nonynsipHOCTb OCTAeTCsl Ha TOM X€ BbICOKOM
YPOBHE, Kak 1 rofg Hadan,. 3noymbiwneHHnk Kr3pto opraHnsoBan marasvH B Telegram,
rOoe NoKyrnaTenn ¢ HU3KUM YPOBHEM TEXHMYECKIX HaBbIKOB MOTMYT KYMTb GULLNHIOBBIA
KUT Hapsay CO MHOMMMU APYrMMU yTuantTamu. 3a OTHETHbIV nepron o6Hapy>XeHo
325 dunwmHrosbix naHenen Kr3pto.

Kr3pto-A2 (ATPro)

PaspaboTymk gaHHOro PULLMHIOBOIO K/Ta HAXO4MTCS, MPeanonoXnTensHo, B Benu-
KobpuTaHuu. NepBasa akTMBHOCTb 3adukcrpoBaHa B anpene 2021. NaHenb ocHoBaHa
Ha Kr3pto. O6Hapy>xeHHble Lenn BkatovatoT PayPal UK, Parcel delivery UK, HSBC
UK, Barclays UK, Sparebanken Vest Norway, Danske Bank Denmark, DBS Singapore.
TexHn4eckas cocTapnsarolas gaHHOro GULLMHIoBOro ¢periMmBopka NpPakTNYecKn
He n3MeHwunach 3a npoLeLwwmnia ron,. 3a oT4eTHbI nepurofd obHapyxeHa 101 puwmnH-
roeasi naHenb Kr3pto-A2.

Pro Scam Panel
NEW

MNpowncxoxaeHne paspaboTyrika Ha JaHHbI MOMEHT HEN3BECTHO, Lenn — puHaHCOoBbIe
KoMmmaHun B VicmaHuun. 3a oT4eTHbIN neprog 66110 06Hapy>XeHO 77 YHUKanbHbIX
naHenen.
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OULLNHIOBbIE ®PEIMBOPKM

HA3BAHWE

OMNCAHINE

Reliable

duwnHroBasi NaHenb, paspaboTaHHas roaHACKM 3/T0YMbILLNIEHHVUKOM Nog, HAKOM
Reliable n peknamunpyemas B Telegram. Crnincok uenen BkntovaeT 6aHkn HuoepnaHoos,
Benbruun, ®uHnaHgnn n ABctpanuu.

OTa duWwHroBas NnaHes b BKKOYaAET BCE BOZMOXHOCTU N HELOCTATKW APYron nomny-
nsapHon ¢uwmHroso naHenu U-Admin. PaspaboT4yuik Reliable 6b1n apectoBaH 20 ntons
2021 ropa B xo4e COBMECTHbIX aencteui cneumanncto Group-I1B n HauroHanbHoOM
nonvunn HugepnaHgoos (Politie).

OpHako nocne ero apecTta Apyrme 3noyMbIlWIeHHVKA CTany npogasartbe Moandmn-
LMpPOBaHHble BepCU NaHenu B nx coO6CTBeHHbIX Telegram-kaHanax. CneunanncTsbl
Group-IB BbisB1AKM kak MyuHuMyM 10 cyLiecTByOLWMX BapmnaHToB naHenu Reliable.

Secure Key

OuwunHrosas naHesnb, CNoNb3yemMas ANs atak Ha 6puTaHcKkue 1 aBCcTpanuiickme
6aHKkn. Bnepsble BbisiBneHa B mapTte 2020. Cneumanuctbl Group-IB 3ameTnnmn, 4to
MonynspHOCTb 3TOro dperiMBopKa Havana CHUXaTbCA MPUMEPHO BO BTOPOM KBapTane
2022 ropa. 9T0 MOXET 6bITb CBA3aHO C POCTOM MOMNYASAPHOCTU APYTNX GULLNHIOBbIX
naHenemn, HaueneHHbIX Ha Te Xe ydpexaeHus. bbino obHapy>xeHo 88 GULNHIOBbIX
naHenemnm paHHoro suga.

U-Admin

OuwmnHrosas naHenb, paspaboTaHHas yKPanHCKVM 3110YMbILLNEHHNKOM NO4 HAKOM
Kaktys, koTopbiln 6611 3agep>kaH B deBpane 2021. U-Admin ocTaeTcs OgHUM 13 CaMblX
nonynsapHbIX GULLKHIOBbIX PPENIMBOPKOB 1 LLUVPOKO NpMeHsaeTcs B atakax. Crneuu-
anunctbl Group-IB BbigensatoT kak MUHUMYM 30 310y MbILLIEHHVKOB, NCMOMb3YHOLLX
PuwmHrosble naHenn Ha ocHose U-admin.

Whbot
NEW

duwmHroBas naHesb, pa3paboTaHHas HEeV3BECTHbLIM 3/T0YMbILLINEHHNKOM. KUT ncrnosnb-
3yeTcsa Onsa atak Ha puHaHcoBble opraHmsaunm B CesepHoin EBpone, ABcTpanuu,
Typuunn. Cyas no aptedaktam, HaNgeHHbIM B Kofe GULLMHIOBOIO KUTa, MOXHO npes-
MOJSTIOXUTb, YTO €ro aBTOp — TYPELKO-roBOPSALLMA. 3a OTYETHbIV Neprion 06HapyXeHO
28 naHeneinn Wbot.

Wine Panel

NEW

duwrHrosasa naHenb paspaboTaHa TypeLKOo-roBopswnM asTopoM. VicnonbayeTtcs
08 aTak Ha pMHaHCOBbIe yYpexaeHs B Typummn. 3a OTYETHbIV Nepuriod o6HapyXeHo
58 naHenen.

X-Sniper (Chase)

OuwmnHrosasi NnaHenb paspaboTaHa 3MoyMbILLIEHHUKOM rnog ncesgoHnmom ElZero,
npepHasHadyeHa ons atak Ha Chase Bank n PayPal. 3a oTtyeTHbIN Nepurof creuva-
nuncTbl Group-IB o6Hapyxunnu 320 naHenen.

PuwmnHroBas naHenb, HaleneHHas Ha eBpornenckre 6aHkK. Takxe npopaeTcs
B Telegram. Cneuunanuctel Group-I1B obHapyxunnu ee B anpene 2022. C anpensa
no ntoHb 2022 66110 06HaPYXEHO 12 YHUKaNbHbIX NaHenem.

dOuwmHrosas naHenb, paspadoTaHHas 3/710YMbILLNEHHNKOM Mo, NCEBOOHMOM
ZebTech. OH npepgnaraeT kKactomMnsnpoBaHHble paboTbl A9 KIMEHTOB 1 NpogaeT
CBOIO MaHenb yepes Telegram. Llenamuy naHenn aBnsaoTcs GrHaHCOBbIE KOMMaHWN
B EBpone n Asctpanun. 3a oT4eTHbIV Nepunon 06Hapy>XeHo 58 HOBbIX GULLIVIHIOBbIX
rnaHeneim.

zeroc0d3r

NEW

dOuwmnHroBas naHenb paspaboTaHa 3/10yMbILIEHHVKOM rog, ncesgoHnmMom zeroc0d3rs
M npegHasHayYyeHa ans atak Ha prHaHcoBble koMnaHun B EBpone n ABcTpanun. ABTop
npepgnaraeTt MHAVMBMAYyanbHYO paboTy 1 NpogaeT CBOK NaHesnb Yyepes Telegram.
LaHHbIN GUW-KNT oTAnYaeTcs OgHOW 13 CUibHENWNX GYyHKLUM aHTU-60T cpenn
CBOWX KOHKYPEHTOB.

3a oT4eTHbIV Nepuog cneunannctamv Group-IB 661510 06Hapy>XeHOo 22 GULINHIOBbIE
rnaHenu.
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BAHKOBCKWE TPOSAHDbI

IMABA 12. YTPO3bl MO NHOYCTPUAM: ®DUUHAHCOBbI CEKTOP. HI{TECHICRIME TREND $12022/2023

BbaHkoBckue TposiHbl gna MK

NEW
Bcero c cepegunHbl 2021 roga akTUBHOCTb NpoaABnsanu 12 6aHKOBCKMX ACTIVE
TPOSAAHOB, ABa N3 KOTOPbIX NPeKpaTnan CBOtO AeaTenbHocTb B B 2022 roay.
O6wee yncno akTrBHbIX TposAHOB B H2 2021 - H1 2022 Ha ceMb MeHblLue,
Yyem B MpegbiayLiem nepuroge.

3a oT4eTHbIN Nepron 3adrKCMpPOBaHO NOSABNEHMNE TONbKO OAHOrO HOBOIrO
6aHKOBCKOIro TposHa.

INACTIVE

TPOSH AATA NOSABNEHINA A3bIK/PErMOH ATAKYEMDbIE PErMOHbI
Cinobi Q22021 AnoHuns
ACTIVE Grandoreiro 2017 NaTtuHckas Amepuka Bpasnnusa, NicnaHus, Mekcuka,

CLUA, KaHapa, AscTpanus, OAD

ACTIVE Mekotio NatnHckas Amepuka Bpasunnus, Yunn, ApreHtuHa, Mekcuka,
Konym6us, OkBanop,
Mepy, NcnaHwns

ACTIVE Javali (Ousaban) 2017 NatnHckas Amepuka VicnaHus, Bpasunus
ACTIVE Guildma (Astaroth) 2017 NaTtuHckas Amepuika Bpasunnusa

WAl Metamorfo (Casbaneiro) 2018 NatnHckaa Amepuka Mekcuika, Bpasnnus
ACTIVE Qbot 2009 Pycckorosopsimin CLA, KaHapa
ACTIVE IcedID 2017 Pycckorosopswmii Global

ACTIVE LokiPWS 2015 Pycckorosopsawmii Global

ACTIVE Gozi 2007 Pycckorosopsimin Wtanwns, AnoHns

b
<
o

ACTIVE Danabot 2018 PycckoroBopswmii Global

zLoader 2019 PycckoroBopswmii CLUA, FdnoHnsa, lepmaHuns,
ABcTpanus, KaHapa

Trickbot 2016 Pycckorosopsimia Global

RTM 2015 Pycckoroopsimia

Backswap 2018

Bbtok Q4 2020 NaTtuHckas Amepuika

Bizarro Q12021 NaTtuHckas Amepuka

Janeleiro 2019 NatnHckaa Amepuka

Pazera 2015 NatnHckaa Amepuka

Ramnit 2010 Pycckorosopsawmin



Hanbonee akTMBHO HaHKOBCKIME TPOSIHbI BCe elle paboTaloT B CTpaHax
NaTtnHckom Ameprkn. B gpyrnx permnoHax akTMBHOCTb mpojosnxaeT
CHMXaTbCH.

[Ba TposiHa npekpaTuan CBoe cyllecTBoBaHue. Tak, B anpene 2022 ropa
komnaHuna Microsoft coobwmna o NpoBegeHnn yCrewHom onepawmnmn
no npekpaweHnto paboTbl 6oTHeTa Zloader COBMECTHO C psgoM Apyrux
komnaHuii. B mapte 2022, nocne nybnvkauy HaCTOALWLMNX UMEH N BHYTPEHHWX
nepenmncok ydactHmnkoB rpynn Trickbot n Conti, cowna Ha HET N akTuB-
HOCTb TposiHa Trickbot.

Kak v paHee, Qbot, IcedID, Trickbot He ncnonbsoBanuck Kak camocTo-
ATeNnbHble 6aHKOBCKME TPOSHbI, a MPUMEHANNCh ANg AOCTaBKW APYroin
nonesHoi Harpyaku (Cobalt Strike, wndposanbLmky).

YT10 KacaetTcsa Danabot, paccbinikm ¢ HAM Ha aHIIMNCKOM A3blke Obln
BbiiB/ieHbl BO BTopoM nonyroann 2021 roga. A B Hadane 2022 TposH
OBHOBUMICA 1 NPOOOSIXKaEeT NPogaBaTbCs Ha aHaerpayHaHbIX Gopymax.

3a OTYETHbIN Nepron BbiBNEH TONbKO 0anH 6aHKoBCKM TposH Cinobi.
OH HaueneH Ha Nonb3oBaTesien KPUNTO-CEPBUCOB B AMOHNN.

BaHkoBckune TposiHbl ansa Android

3a oT4yeTHbIV Nepuog Habnoganacbk akTuBHOCTb 14 Android-6aHkepos,
npPWYeM LWEeCTb N3 HUX ABMAKOTCA HOBbIMW.

B 2022 rony oavH 13 TpPOSHOB NpekpaTunia CBOE CyllecTBOBaHue NEW HoBble TPOSHBI
(Flubot). I no cpaBHeHMO ¢ NPOLWbIM NEePMoaoM, Nponann ewe naTb ACTIVE
Android-6aHkepos.

AKTBHbIE TPOAHDI

STOPPED AKTNBEH B OTYETHOM
nepuopge, Ho NOTOM
npekpaTui ceoe

NHTepec 3noymbiwneHHNKOB K Android-6aHkepam BbI3BaH TeM, 4TO 60sb-
LWMNHCTBO KJIMEHTOB 6AHKOB aKTVBHO MOSb3YOTCA MOOUAbHBIMU MPWIO-

o cyuiecTBoBaHume.
XEeHUAMU. DTO BbI3bIBAET POCT CMPOCa U POCT KONMYeCTBa NPeaIoXKeHIA
B OaHHOI obnacTu. INACTIVE HeakTunBHble TPOSIHbI
CTATYC TPOSH OATA NOABNEHNSA A3bIK/PErMOH ATAKYEMbBIE PEFMOHbI
NEW Coper Q32021 Pycckoroopsimia lepmanus, Monbwa, Ntanns, Vicnanus,
HupepnaHabl, ®paHuns, Cayaosckas
Apasus, CLUA, OAD
NEW SOVA (Malibot) Q32021 Pycckoroopsimia BenunkobputaHus, VicnaHus, lfepmaHuns,
®paHuuns, Typuusa, CLUA, ABcTtpanuns,
Bpasunus, Kutain, NHaua, uannnnHel
NEW Xenomorph Q12022 HeunseecTHO MNopTtyranus, VicnaHus, lepmaHus,

Benbrus, KaHapa

NEW Godfather Q12022 HeunsBecTHO lepmanus, Vicnanus, ®paHuuns, Ntanns,
Monbwa, Typuns, KaHapa

NEW Ermac Q32021 Pycckoroopsimia lepmanuns, @paHuus, MNonbla, Yexuns,
NcnaHwus, HupepnaHgpl, MopTtyranus,
PymbiHUuA, Poccusa, ABcTpus, Ntanns,
BenunkobputaHus, CaynoBckas ApaBus,
Mekcuka, Typuns, CLUA, ABcTpanus,
HoBasa 3enaHgus, AnoHuns

NEW Sharkbot Q4 2021 HeunsBecTHO CLUA, KaHapa, BennkobputaHus, Ntanns,
Typuus, Hngepnangbl, VicnaHus, MonbLua,
lepmanus, ABcTpusi, ABCTpanns

NEW Falcon Q32021 HeunssecTHO Poccus
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CTATYC TPOSH AATA NOSABNEHNA A3bIK/PEFNOH ATAKYEMBbIE PETMOHbI

ACTIVE TeaBot (Anatsa) Q12021 WNTanus, lfepmaHus, Benbrus,
Hwpepnangbl, BennkobputaHus,
®paHuwms, ABcTtpus, lepmanus,
Moptyranus, Npeumns, Xopsatus,
VicnaHnuns, BeHnrpus, LLiBeuns, TOHKOHT,
AscTpanus, Hosas 3enaHgus, CLUA,
NHpuns, KazaxctaH, Poccus

ACTIVE Hydra 2019 FrepmaHusn, cnanus, ABctpus, Typuus,
Konymb6us
ACTIVE BRATA 2019 NaTuHoamepurkaHcKnn WTanusa, Nonbwa, BennkobputaHus,

NaTtuHckas Amepuka

ACTIVE M Q22020 Pycckorosopsimin CLWA, Nhauns, NTannsa, NhpoHesns,
MakuncTtaH, KaHapa, ®paHuums, Bpasnnus,
Typums
ACTIVE Anubis Q4 2019 Pycckorosopsawmin CLWA, NHgunsa, Ntanua, NHooHesns,
MakuncTtaH, KaHapa, ®paHuns, Bpasnnus,
Typuws
ACTIVE Drinik 2016 NHpnsa
FluBot Q12021 Pycckorosopswmin lepmaHus, Vicnanusa, HugepnaHgbl,

AscTpus, Lsenuapunsa, Benbrus,
Benunko6putaHus, BeHrpus, CnoBakus,
Yexung, MNpeuns, Ntanusa, Bonrapus,
OaHusa, Hopserus, LUBeuwns, ®uHnsHauns,
AscTpanus, AnoHnsa

INACTIVE|  Ghimob Q4 2020 NatnHckan Amepuka

INACTIVE| EventBot Q12020

INACTIVE | FlexNet 2014 Pycckoroopsimia

INACTIVE | Ginp Q32019

INACTIVE | BlackRock Q22020

B otnunyme ot pbiHka 6aHkepoB ons PC, ppiHok Android-TposiHOB npogoikaeT
pasBuvBaTbCS. bblfo BbISBNEHO CEMb HOBbIX 6aHKEPOB. HekOTOpbIE N3 HNX
OCHOBaHbl Ha NCXOAHbIX KOAAX M3BECTHbIX paHee TposiHoB. Hanpumep,
Xenomorph ocHoBaH Ha Alien Bot, a Falcon — Ha Anubis.

OovH 13 cambix akTMBHbIX TposiHOB, Flubot, npekpaTtnn ceoe cyliecTBo-
BaHve B nepBoi nonosuHe 2022. 1 nroHa Esponon coobwmn o nMkeu-
faunm nHGpacTpyKTypbl MOBUNBHOro HaHkepa. TO CcTano pesdynbraTom
COBMECTHOW paboTbl MPaBOOXpPaHUTENbHbIX OPraHOB OAMHHaALAaTW CTPaH
MUpa 1 paccrnegoBaHus, HanpaBneHHOro Ha BbIABIEHNE KPUTUYECKON
NHbPaCTPYKTYpPbl BPeAOHOCHOW NporpamMmMbl. YHacTHUKamMy ornepaunn
6binn ABcTpanus, benbrus, ®unHnaHons, Benrpus, MpnaHous, VicnaHus,
Weseuwns, Weenuapwusa, HngepnaHgs v CLUA. NMonnunsa HnaoepnaHooB 06bs-
BUNa, 4TO B pe3ynsrarte onepauunm okono 10 000 xepTB 6b1nn OTKIIHOYEHbI
o1 ceTun FluBot, 4TO MoOMOrno NpenoTBPaTUTb PACChINIKY MOTEHLVAbHbIM
xeptBam 6onee 6,5 mnH cnamepcknx SMS-coobLueHnin.

AkTrBHbIN B npownom TposH BlackRock He nogaBan nprisHakoB XN3HW
c anpensa 2021. Cneumnannctbl Group-IB npennonaratoT, 4To ero paspa-
6014k DukeEugene nepekntodmncsa Ha HOBbI MpPoekT — 6aHkep Ermac,
KOTOpPbIV MMeeT MHOXECTBO nepeceyeHnn B koge ¢ BlackRock.
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YTEYKIW BA3 AAHHDbIX

rMABA 12. YTPO3bl MO NHOYCTPUAM: ®UUHAHCOBbII CEKTOP HI-TECH|CRIME TRENDS 2022/2023

3a nepuog H2 2021 - H1 2022 B pesynbrate nybnmkaunm pasnnyHbix
yTedek 6a3 gaHHbIX 6b110 ckoMmnpomeTmpoBaHo 2 927 375 840 cTtpok
nonb30BaTeNibCKUX AaHHbIX B 1 421 ony6nnkoBaHHbIX 6asax pasinyHbIX
canToB 1 koMmaHuni. [lnsa cpaBHeHuns, 3a nepumnog H2 2020 - H1 2021 6bino
ckomnpomeTumpoBaHo 4 870 040 544 cTpoK Nonb3oBaTeNbCKMX JaHHbIX
B 708 ony6nmnkoBaHHbIX 6asax pasnnvHbiX CaNTOB N KOMMaHWIA.

CkoMnpomeTnpoBaHHbIX 3anncein 3a nepnoabl

4 870 040 544

2927 375 840

MocTpapaBwume B pesynbrarte nyébnmkaunin 6as gaHHbIX KOMNaHNIA N CaiTOB

1421

708

B uenowm, HeCMOTpP4d Ha TO, 4HTO KONMN4YeCTBO N’POMKIMX Cliy4daenB r|y6n|/||<au.|/||7|
6a3 gaHHbIX OCTaeTCs Ha BbICOKOM YPOBHE, a KONnm4ecTBo Oﬂy6ﬂVIKOBaHHbIX



6a3 BbIpOC/O B 2 pasa, CpefHNn pasmep ogHom 6a3bl CUIbHO YMEHbLUWICS.
B npownbii nepuog cpegHunni pasmep 6a3bl coctasnan 6 878 588 sanuncein.
TO BPEMS KaK B HOBbI nMepunog, oH gocTtur nuwb 2 060 082 zanuncen.

Cpep,Hme 3Ha4YeHunda 3a nepunoabl

6 878 588

2060 082

MegwmaHHbIN pa3mep 6a3bl B MpoLnbii nepurog — 60 208, a B Hosbin — 9 709.
Ha nnarpamme Huxxe nokasaHO COOTHOLUEHNE MeanaHHbIX 3Ha4YeHUIA
3a nepuogpl.

Cpep,Hme 3Ha4YeHunda 3a nepunoabl

60 208

9709

MpryrHa Takoro CHVXKEHNSA B TOM, HTO 3/T0YMbILLNEHHNKN BCe Yalue npube-
raroT K MacCoBbIM NyBAnKaLaM pasnnyHbix Hebonblwnx 6a3. OHM genatoT
3TO ANs Habopa penyTauum n HaHECEHUS ypOHa KOMMaHusM, a He ons
MOHeTM3aunn aTux 6as, NpegnovYnTas XoTb CKONbKO-HUBYAb «LLEHHbIE»
6a3bl JaHHbIX BbICTABNATb Ha NPOAaxy, a He B NMy6nndHbIin gocTyn. Tem
He MeHee, aHaNM3 NokKa3bIBaeT, YTo NoaobHblie HebonblUune 6a3bl JaHHbIX
3a4acTyto cogepxkaT pasNyHyHo YyBCTBUTENbHYH MHPOPMALLMIO O NOb30-
BaTensx, paHee 3aMe4YeHHYH B 60nee KPYMHbIX UK FPOMKIX yTedkax. Takxxe
Hepenkwy crny4dau, korga nonb3oBateny PErMcCTPUPYOTCA Ha NOAOBHbIX
canTax, MICNOoNb3ys KOPMOpPaTVBHbIE MOYTbl N MPOCTbIE Mapon.
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HI-TECH CRIME
TRENDS 2022/23

[TIABA 13.

PEKOMEHOALN
[10 SALLUNTE



Kak nokasbiBatoT gaHHble NpOBEpPOK, BO MHOIMX OpraHmnsauuns
He BbINOMHAOTCA 6a3oBble TpeboBaHUA Knbepbe3onacHOCTI.
OcobeHHO 3TO KacaeTcs O6bEKTOB KPUTUHECKOM
NMHPaCTPYKTYpPbl, KOTOPbIE OKasalMCb B 30HE

MOBbILWEHHOroO pucka.

OcHoBbIBasicb Ha MHPoOpPMaLVK, NPUBELEHHON B 3TOM OTYeTE,
Mbl MPVBOOUM CEPUIO PEKOMEHOALNA N MEep 3aLLNTbI.

NMPOOAXA OOCTYIOB
B ®IHAHCOBDbIE
YHPEXOEHNA

MMABA 13. PEKOMEHAOALI MO 3AWWNTE HI-TECH CRIME TRENDS 2022/2023

Mepbl 3anThI:

HacTpolika 610KMPOBKIN yH4ETHOI 3anncin 415 3aLlnTbl OT 6pyTdopc-aTak.

lNpoBepka NOrMHOB 1 Maponen B Ny6nNYHbIX yTedkax N CMeHa naponen,
KOTOpbIe y>XXe HaxoOsTCs B yTeuKax.

OrpaHuyeHve yganeHHoro gocTtyna TonbKo ¢ foBepeHHbIX IP-agpecos,
nnéo nocrne ycnewHom nageHtTrnoukaunm ycTpomcTaea, C KOTOPOro
ocyllecTBAsSeTCs yaaneHHbln 4ocTyn. Ecnuv Takme mepbl HEBO3MOXHBbI,
TO Heobxoaunmo BeecTn dunstTpaumno no Geo IP.

OTknto4yeHne nnun 61'IOKVIpOBKa HeBOCTpeGOBaHHbIX YOoaneHHbIX
cepBMCOB.

Vicnonb3oBaHvie MHOrodakTOPHOW ayTeHTUdMKaLUN NS YHETHbIX
3anucen yganeHHbix cepBMCcoB. OTO OorpaHnyYmMBaeT BO3MOXHOCTM
1ICMOMb30BaHNs CKOMMPOMETUPOBAHHbIX YYETHbIX AaHHbIX.

Vicnonb3oBaHmne MMHUMalbHbIX np|/|B|/|ner|/||7| Ona y4eTHbIX 3anucemn
CJ'Iy)K6 orpaHmn4mBaeT Mnpasa, nojly4Yyaemble NnNpoueccom, yasBMMOCTb
B KOTOPOM MOXeT 6bITb NCMONIb30OBaHa.

CBOEBpeMeEHHOE U perynspHoe o6HOBNEHME NporpaMmMmHoro obecne-
YeHusl, KOTOpOe NO3BONSET 3aKpbiBaTb OGHapPYyXXeHHble YA3BMMOCTH.

PerynﬂpHoe npoeepeHme aHanmsa 3allneHHOCTN N TeCTpoBaHNA
Ha NMPOHNKHOBEHNE, 4TOObI BbISBUTb Crabble MecTa N BO3MOXHble
BEKTOPbI aTak.




MPOOAXA OOCTYNOB B ®NHAHCOBbIE YYPEXOEHWA

10.

11.

12.

13.

14.

15.

16.

MpoBepneHve NHBEHTapPU3aL N/ BHELLHErO CETEBOIO NeprMeTpa,
npaBu MEXCETEBOro akpaHposaHua (Firewall) n npasun TpaHcnaumm
ceTtesbix agpecos (NAT) ona ncknroYeHns owrBo4YHO OMnyBKOBaHHbIX
CEpPBVICOB.

OcyuiecTBneHie HeMpepbIBHOM ngeHTndukaumum teHesbix VT2 gnsa
ynpaBfieHNs MOBEPXHOCTbIO aTaku.

3anpeT Ha nybnmnkauno B MHTEPHETE YCTPONCTB, KOTOPbIE MOryT
ObITb 1EerKO CKOMMPOMETMPOBaHbI: BUAEOHabM0OEHNE, KYMHbIA JOMY,
OprTexHuky (MpuHTepsbl, ckaHepbl, MOY), ycTpoiicTea xpaHeHus (Tuna
NAS-cepsepos cermeHTa SOHO).

OrpaHuyeHvie ceTeBOro 4ocTyna rno 3agadyam KOHKPeTHOW y4eTHOI
3anucu. K npumepy, noapaayrk nonyyaeT 4OCTYM TONbKO K HY>KHOMY
emMy cepBepy, a He BCEMY CErMeHTY WU BCel CeTI.

BbicTaBneHne nonsa Buga expires at ons y4eTHbIX 3anvcein n npasun
[OCTyna Ha cnyYali, ecnm gacTt c6om NpoLecc pyyYHOro oT3biBa yoaneH-
Horo gocTtyna.

BbisBneHvie Npu3HakKoB M3Ha4YabHOro AoCTyna, 3akpenieHuns
B CUCTEMeE, MPOLBUXEHMS MO CeTU. XOTHA Yallue BCero TeXHVKN aTaky-
FOLLIUX JOCTATOYHO MPUMUTUBHbI, C 60/1ee CNOXHbIMU aTakamMim MOXeT
NMoMOoYb perynsipHas NpoakTBHas oxoTa 3a yrposamu (threat hunting).

[eTekTupoBaHve v perynsapHasa AoNonHUTeNbHasa NpoBepka nHopa-
CTPYKTYpPbl Ha U3BECTHbIE NHAVKATOPbI KOMMPOMEeTaLU.

3anpeT nonb3oBaTensiM PerncTprpoBaTbCa Ha CTOPOHHUX CepBLrcCax
C UCMONb30BaHNEM KOPMNOPaTVIBHOW MOYTbI.

GROUP-IB.RU

2 TeHeBble T - 31O cucrtemsbl
N YCTPOWCTBA, pa3BepHyTbie
coTpyaHuKkamu 6e3 Begoma unu
opobpeHunsa IT-nogpaspeneHuni
KOMMaHun.
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ATAKW OIMNEPATOPOB
NMPOIrPAMM-
HINPPOBATJIBLLINKOB

FNABA 13. PEKOMEHOALW MO 3AWWNTE HI-TECH CRIME TRENDS 2022/2023

Mepbl 3anThI:

1. OTcnexunBanTe cobbiTUA, CBA3aHHbIE C CO34aHMEM MOO03PU-
TenbHbIX NaNOK 1Unn GanoB NN 3anyCcKoM TakX NPOLLECCOB, Kak
rundll32.exe nnu regsvr32.exe c nomoLLbio winword.exe/excel.exe.

2. BbiaBnaniTe Nogos3puTeNbHbIe 3aMyCckuy cscript.exe/wscript.exe,
OCOBEHHO Te, KOTOpPbIe CBA3aHbl C CETEBOV aKTUBHOCTbIO.

3. BoisBnsanTe npouecchl powershell.exe ¢ nofo3puTenbHbIMU N
06dycuUMpPOBaHHbIMN KOMaHOHbIMUN CTPOKaMU.

4. AHanunsunpywnTte ncnonHaemble gansbl U CKPUNTbI, NTOMELLEHHbIE
B Nanky aBTo3arpy3ku, gobaBneHHble B kro4vm Run nnm sanycka-
€Mble C MOMOLLbIO NNaHVPOBLUVIKA 3a4aq.

5. OtcnexwuBanTe BbinonHeHMe sdbinst.exe Ha npegMeT Nogo3pu-
TEeNbHbIX apPryMeHTOB KOMaHAHOM CTPOKWU.

6. lMpoBepsaiTe cosgaHve HOBbIX kntoden B pasgene HKLM\
SOFTWARE\Microsoft\Windows NT\CurrentVersion\Image File
Execution Options.

7. Y6epountecb, 4TO BallM CUCTEMbl 3alNTbl YMEIT BbIABMAATb
KOMaHOHble CTPOKU, XapaKTepHble A8 CPeACcTB JaMMHra y4eTHbIX
OaHHbIX, Taknx, kak Mimikatz.

8. NMwwnTte apTedakTbl, XapakTepHble AN MHCTPYMEHTOB CETEBON
pasBenKkun, Takve, Kak apryMeHTbl KomaHgHowm ctpokn AdFind.

9. BbiaBnanTte aptedakTbl, CBA3AHHbIE C BbIMONHEHEM dalinoB
13 HeoBblYHbIX MecT, Takux, kak C:\ProgramData, %TEMP%
or %AppData%.

10. BeigBnsante mogndukaumm peectpa n 6paHgvayspa Windows,
CBsI3aHHble ¢ nogktodeHamu no RDP.

11. OTtcnexwuBanTe n aHanusnpymtTe coegmnHeHnsa no RDP, 4Tobbl
BbIABNATb MOMbITKM MPOABUXEHNSA MO CETU.

12. BoisiBnanTe 3anycky wmic.exe ¢ MCrnosib30BaHeM nogo3pun-
TeNbHbIX KOMaHAHbIX CTPOK.

13. OTcnexmnBaniTe aHOManbHoOe noeeneHvie bitsadmin.exe , 0co6eHHO
CBSI3aHHOE C 3arpy3Kow MoTeHumnanbHO BPeAOHOCHbIX danos.



ATAKW ONEPATOPOB NMPOIrPAMM-LLN®POBAJIbLLINKOB

14.

15.

16.

17.

18.

19.

20.

Y6epunTech, 4TO Ballyl CUCTEMbI YMEIOT BbISIBAATb MONE3HbIE HArPY3KN
Cobalt Strike Beacon n nogo6HbIX VM NHCTPYMEHTOB, XapaKTepHbIX
015 NOCT-aKCnyaTauoHHbIX periMBOpKOB. Kak MUHUMYM obpaTtuTte
BH/MaHMe Ha Te CUCTEMbI, KOTOPbIE 3aMyCKatTCs C TUMUNYHbBIMU apry-
MeHTaMV KOMaHOHO CTPOKM 1 N3 TUAWYHbIX MECT.

OTcnexmnBanTe ceTeBble COeOVHEHNS U3 pacrnpocTpaHeHHbIX
CNCTEMHbIX MpoLEeccoB. Icnonb3yrTe N3BeCTHbIE CMNCKN CEPBEPOB
Cobalt Strike, koTopble Bbl MOXETE MOMYYMTb Y Ballero rnocrasLLKa
Cyber Threat Intelligence.

OTcnexunBanTe cobbITUA CO34aHNSA HOBbIX CIy>6, cBsA3aHHbIX ¢ PsExec,
SMBExec v gpyrumm cpeacteamm ABONHOIO Ha3HavYeHst Ui MHCTRY-
MeHTaMW MeHTECTUHra.

OTcnexwuBanTe ncnonHsaemole ¢asnbl, 3aMacKmnpoBaHHble Nog obme
cucteMHble dalinbl (Takre kak svchost.exe), Ho MetoLLe aHoMarlbHble
poouTenbckmne gannbl Ui MeCTOMONOXEHME.

OTcnexuBanTte npmsHaknm HeCaHKULNOHNPOBaHHOIO NMCrnojib3oBaHA
NHCTPYMEHTOB yaa/leHHOro ocrtyna B Ballen ceTu.

OTcnexwuBanTe CObbITUS YCTAaHOBKIU KIVMEHTOB O6/1aq9HbIX XPaHUNLL
1 cobbITUSA [OCTyMNa K 06/1a4HOM XpaHUILam, 1 NPOoBepPSNTe, ABNA-
FOTCS NI OHW NErNTUMHbBIMU.

OTcnexwvBariTe pacrnpocTpaHeHHble FTP-nporpaMmmbl Ha KOHEYHbIX
XOCTax ANns BblABAEHUNSA COObITUN YCTaHOBKW GainoB C BPEOOHOCHbIMU
KOHUrypaumnsamm.

GROUP-IB.RU
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DUV, ©VLUHEOBBIE
PIVIOLLEHHNYECKIE
MAPTHEPCKWE NPOrPAMMBbI,

NOAJIOKHbIE CTPAHNLLDI
NMPVNEMA TUJIATEXEW

MMABA 13. PEKOMEHAOALI MO SALLWNTE HI-TECH CRIME TRENDS 2022/2023

Mepbl 3aMThI:

1. Heobxogunwm npouecc cb6opa nHdopmaLm 0O MOLWEHHNYECKNX
CCbIfIKax 1 CKPUHLLOTOB CO CCbIIKaMu OT KJIMEHTOB.

Ccbinkuy goMKHbl BbITb NCCNeaoBaHbl 1 3abNOKVPOBaHbI.

3. npOBO,D,VITb aHanns TpaH3aK|_|,|/|e|7| C Lenbko onpeneneHmna cxem
obHannymnBaHnA cpencTB.

4. T[MpoakTmBHasa oxoTa 3a GULINHIOBbIMU CanTamu.

5. MHdopmmpoBaTb KIMEHTOB O MOLUIEHHUNYECKX CXEMaX.



BAHKOBCKWE BEOT-CETU
N TPOSAHDI

MABA 13. PEKOMEHOALI MO SAWLWNTE HI-TECH CRIME TRENDS 2022/2023

Mepbl 3aMThI:

1. lNpumeHeHMEe CeCCMOHHOro aHannaa Os BblgBNEHUSA aTak
Man-in-the-browser.

2. AHanmna ceccuii ans BbiaBneHnNa dakTa yganeHHoro ynpasneHuns
KOMMbIOTEPOM B MOMEHT COBEpPLUEHNS NnaTexa.

3. AHanus v BbisiBNeHne CMYnALUNN OKPYXEHNA MOJ1Ib30BaTESIbCKOIro
KOMMbHOTEPA.

4. BbigBneHmne CKOMNPOMETVPOBaHHbIX IOMMHOB, Maponen 1 6aHKOB-
CKWX KapT.



SEERONOCHLIE TPOIPAMMDbI
AJ11 ANDROID

FMABA 13. PEKOMEHAOAL I MO SALLUTE ATECH CRIMH TRE

Mepbl 3aMThI:

1. WVcnonbays MoBWbHbIE MPUNOXEHVSA, aHAIN3NPOBAaTb OKPYXKEHMe
1 BbIABNSATb MOA03PUTENbHbIE MPUTOXEHUSA Ha YCTPONCTBE.

2. BbigBnaTtb dakT 3anycka NpUIOXeHNA Ha YCTPOWCTBE C root-
npasamu.

BbiaBneHmne nokaza oBepnienn OKOH.

4. BbigBneHuve nepexsata CMC- nnun push-yBegomneHuii.



JS-CHVOOEPDI

Mepbl 3aMThI:

1. TpeboBaTb OT e-commerce canToB cobntogeHne mep 6e30-
MacHOCTW.

2. Bporosopax npeaycMoTpeTb BO3MOXHOCTb 3KCMPeCcC-NpoBEepKy
e-commerce canToB Ha Hanun4ue yassumoro 0.

MpoBOANTb 3KCMNPECC-NpPoBEePKN.

4. BbISBNATb TOYKY KOMMpPOMETaLUM KapT NyTeM aHannsa nepece-
YeHU MeCT NCMOoMb30BaHNs CKOMMPOMETPOBaHHbIX KapT.

5. AHaJ'IVI3I/IpOBaTb npogaBaeMble KapTbl Ha Kapalwonax oa4 BbiAB-
NeHNA ToO4HeK KoMnpomMmeTaunn.
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3SAKJIKOHEHME

O60CTpeHVIE reonONTNHECKOrO KPU3KMCa, SKOHOMUYeCcKast HecTabusib-
HOCTb, BCMbIXMBAOLLNE BO BCEX HYACTSX 3€MHOIO Lapa BOOPY>XXEHHbIe
KOHO)MMKTBI U BOCCTaHWSA, NPoaonXaroLLecs B OTAENbHbIX FOCyAapcTBax
nokKpayHsbl, Bbl3BaHHbIE MaHAEMUEN KOPOHaBMPYCa, BEKYT 3a co60li pocT
aKTUBHOCTU KMOBEPMPECTYMHbIX FPYMM, BKIKOYas XakTUBNCTOB U MPOrocy-
LAapCTBEHHbIX aTakyroLmx. YeunmeLiascs ngeonornyeckast KOHGpoHTaLus
NPVIBOAUT K TOMY, YTO aTaku KnbepnpecTyrnHUKOB nprobpeTtatoT Bce 6onee
paspyLlwmnTenbHbIl XapakTep.

AHanu3npys akTUBHOCTb pPasfiv4YHbIX FPYMmn 370YMbILUIEHHVKOB,
Mbl MPUXOANM K BbIBOAY, YTO MMaBHOW MULLEHbIO CTAHOBATCS OGbEKTbI
KPUTNYECKOWN NHDPAaCTPYKTYPbI 1 OpraHu3auny B roccekTope. MNpombiLu-
NeHHble MPeanpuaTUs, SAepHbIe CTaHLN U Hay4YHbIe LLEHTPbI, MpeanpuaTs
BOOOCHAaBXEHVS, MpaBUTENbCTBEHHbIE CalTbl 1 CUCTEMbI OKasblBatOTCH
Hanbonee ya3BMMbIMU A1 LienieHanpaBleHHbIX XakepCcKux aTtak, mpoBo-
OVIMbIX C e0MHCTBEHHOW Liefbio — BHECTU XaoC B MOBCEAHEBHYHO XU3Hb.

13y4yeHne 06beKTOB KPUTNYECKON MHPPACTPYKTYPbI MO BCEMY MUPY MOKa-
3bIBaET, YTO 3a4aCTYHO COTPYOHMVKaMY HE BbIMOSHSOTCS Aaxe 6a3oBble Mepbl
3awmnTbl. OTCyTCTBME MHOFrOGakTOPHOW ayTeHTUdMKaLUM nnn 3anpeTta
Ha perncTpaLmto Ha CTOPOHHNX CEPBUCAX YEPES KOPMOPATUBHYO MOYTY
KpaTHO YBENNYMBAET PUCKU KNOEPUHLMOEHTOB, BNEKYLLMVX KaTacTpodu-
yeckue NocneacTBuUs.

Ewe ooHMM LeneBbiM CEKTOPOM A4 3/10YMbILUAEHHUKOB — Kak 0Bbl4HbIX
BbIMOraTenen, Tak n NporocygapCTBEHHbIX FPYMMn — ocTaroTca 6aHKu
n dnHaHCOBbIe opraHusaunn. AHaNN3NpPya xapakrep atak, cneumnanncTbl
Group-IB no-npexHemy HabntogaT CHUXEHME MHTepeca K Kpake AaHHbIX
c 6aHkomaToB. [MpecTynHWKN BbibpatoT aTakoBaTb POS-TepMmuHansl. 9tu
YCTPOWNCTBa He WNdPYHOT AaHHble, HaXO4ALWMECS B NaMATY B HACTOSALLNIA
MOMEHT, YTO 3HAYUTENbHO YNpoLlaeT Kpaxy MHPopmMaL .

PacTtyLas nonynspHOCTb MOBUbHbIX 6GaHKOBCKVX MPUOXEHWIA MPUBOANT
K YCUIEHNIO YIPO3bl CO CTOPOHbI TPOsIHOB nMof Android, B To BpeMs Kak
6aHkepbl onsa NK nocteneHHO yxoaaT B npownoe. PrHaHCOBbLIM OpraHun-
3aumaM HEOBXOAVIMO MEHSATb MOAXOA K 3alUMTe KIMEHTOB N MepexoanTb
OT KJlaccmyeckoro aHTndpoaa K peLleHnsM Ha OCHOBE NOBEeAEHYECKOIro
aHanmaa, KOTopble KyMeT» HAaXOAUTb N OCTaHaBNVBaTb BPEOOHOCHYO
aKTVBHOCTb 3a0/1r0 40 OCYLLECTBNEHWUS aTtaku, Npu MonbITKe BOCMPO-
V3BECTV OENCTBUS NErMTUMHOIO Nonb3oBaTens.

KpnntosantoTHble BUPXIM TakXe noaBepraroTcsa y4acTUBLUMMCS aTakam
CO CTOPOHbI KNBEepnpecTyNHNKOB, KOTOPbIE BbIBMPAaKOT CamMyto YA3BUMYHO
YacTb NHGPaCTPYKTYPbl — 6/10KYENH-MOCTbI. YTOObI 3aWnTUTL CpeacTea
KJIMEHTOB OT KpaX C MPUMEHEHVEM BbICOKVX TEXHOMOM VA, OpraHu3aLmam
MoHapobmTCa YCTpaHUTb HegocTaTky B 6a30BOM Kofe 6/10K4eH-MOCTOB
1 yCOBepLUeHCTBOBaTb Npasuia Banugaumnini TpaH3akLumnia.

CermeHT UIT n knbepbe3onacHOCTY CTAHOBUTCSA eLle OOHOW LeneBoi
oTpacnbto ons 3noymbliwneHHKoB. Onpegennnach M OCHOBHAas TakTuka —
aTaky Ha LLerno4kun noctaBok. [NpoBens ycrnelwHyto ataky Ha nocTaBLimka
MO SolarWinds B 2020 n kamnaHwuto Oktapus B 2021, 3aTpoHyBLUME 6onee
230 opraHmnsauunii, NpecTynHUKN oTpaboTann TakTUKYy B peasibHbIX YCo-
BUSAX V1 MOHSAIN HACKOSbKO OHa 3¢ deKkTMBHA B gene KpaXn JaHHbIX.

AHanunsnpys pasnvyHble TUMbl Yrpo3 knbepbesonacHoCTn, Mbl BUANM,
YTO Yalle BCero KoMrnaHumm Bo BCeEX MHAYCTpUsSX ByayT nogBepratbcs
aTakam onepaTopoB WNPPOBaNbLIVIKOB, LeneBoMy PULLINHIY 1 aTakam
C 1CMOMb30BaHNEM CTUNEPOB AN1s KPaXky OaHHbIX.

ViHpycTpus windpoBanbLlLMKOB, KOTOPbIE eLle HefaBHO XU 3a cHeT
MeJIKoro BbiMoraTesnbcTBa y $pusnuy, odopmumnace B pasBuTbIi PbIHOK
C COBCTBEHHbBIMU KOpriopauusMn 1 KaHanamum norcka cneunanmcTos,
a Takxke MUIIMapaHbIMU CyMMaMK BbiKyna, 3anpalliBaeMoro y XepTB.

GROUP-IB.RU
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Onepatopbl WindpoBanbLVKOB NepeLv K Nokynke gaHHbIX A8 B3foMa
XEPTB Ha aHAerpayHAHbIX MapkeTax. Ha KpyrHble rpynnbl BeiMoratenen
paboTatoT pefkume crneunancTbl, COCOBHbIE 3KCMIYyaTUPOBaTb YA3BIMOCTH
HYNeBOro OHs, KOTOPbIX ornepaTopbl WidPOoBanbLVIKOB NepeMmaHnsaroT
Y KOHKYPEHTOB U HaxXoOaT Yepes napTHepcKme nporpamMmmMbl, HECMOTPS
Ha 3anpeT NocnegHnx Ha KPynHbiX GopymMax B AapKHETE.

ATakun windpoBanbLLIKOB NMPONCXOAAT BCe Yalle, a kBanndukaumns ataky-
FOLLMX MNO3BONSIET CKOMMAPOMETMPOBaTb MHPPACTPYKTYPY MpakTn4ecku
nto6on komnaHun. Bce aTo genaet kmbepBbiMOratesnien yrpo3omn Homep
OOVIH Onsi BCEX NHAYCTPUIA BO BCEX PErVIOHAX.

HecmoTps To, 4TO KOMMaHNN NHBECTUPYHOT OFPOMHbIE CYMMbI B 3aLUUTY
OT KNGepyrpos, 3/10yMbILUNEHHUKY NIEFKO MoflyvaroT OOCTyn K nHopa-
CTPYKTYpe Yepes duvHr. Nrcbma, paccbinaemble COTpPyoHMKAM, CTaHO-
BSATCS BCe 6onee y6eanTenbHbIMY 6narogaps NCrnonb30BaHMo TEKYLLEN
MOBECTKW UMW YMOMVHAHWSM aBTOPUTETHbIX BPeHO0B, a YNCNo GULLNH-
roBbiX GPEeNMBOPKOB MPOLOIIKAET PACTU rof, OT roaa, YCroXHss 3ajady
Mo X OBHaPY>XXEHUIO.

[adke KpyrHble 1 XOPOLLO 3alUMLLEHHbIe KOMMaH ypoBHS Uber MoryT GbiTb
noABeprHyTbl KOMMPOMETALUN N3-3a CTUNEPOB. TY MPOorpamMmMbl NpoaarTcs
3a HeGosbLUVie CYMMbl TMGO MOTYT 6bITb NoNy4YeHbl 6ecrnnaTtHo, a faHHble
C VIX JTOFOB MOb3YOTCSA PacTyLVIM CIPOCOM Cpean KnbepnpecTynHNKOB
pasHoii kBanudurkaumn. CTunepbl paboTatoT HersbupaTenbHo, BbiHyXaas
MPeCcTYMNHVKOB 3apaxkaTb Kak MOXHO 60o/ibliee YMCNO KOMMbOTEPOB. ITO
BeET K YBEIMYEHUIO YCa BCEX BUOOB knbepaTak 1 MacluTaboB yuiepba.

Ha ¢oHe Bo3pacTatoens onacHOCTU CTOIKHOBEHMS C HOBbIMUN Yrpo3amMmu
1 BbI3OBaMM KOMMaHUAM, HE3aBCUMO OT MHAYCTPUY 1 reorpadryeckoro
MONOXeEHUs, HEOBXOONMO HaYaTb BCECTOPOHHEE YCUEeHNE cTpaTerni
knbepbesonacHocTu. OT 3TOro 3aBUCUT X ByayLiee.

Camble 3allMLLEeHHbIE KOMMaHUY MOTryT fierko 6blTb CKOMMNPOMETUPO-
BaHbl 113-3a B3NIOMa poyTepa B AoMe yaaneHHOro CoTpyaHumKa nnm knmka
no GULNHIOBOI CCbINIKE B KOpnopaTtuBHOM noyte. LleHa Takmx owmnbok
OCOB6eHHO BbICOKa, KOrAa peyb naet o6 obbekTax KpUTn4eckom nHepa-
CTPYKTYpbl. HTOObI n36exaTb 3TOro, eCTb OAUH BbIXOA, — Pa3BUTME KYNbTypbl
Knbepbe3onacHOCTU B KOMMaHUWN.

HebbiBanasa ckoOpoOCTb, C KOTOPOW Xakepbl CO30at0T MHCTPYMEHTbI A4
aKkcnnyataunm ya3BMMOCTEN, NpupaeT 6ecnpeueneHTHOe 3Ha4YeHe
cBoOeBpeMeHHOMY 06HoBeHMo [10. OToO MOXET CTaTh BbIS3OBOM B YCNOBUSX
OJINTENBHOrO LMKa BHEAPEHNss OOHOBNEHNA. AHAN3NPYS aTak 3110y MbliLL-
NEHHVKOB, Mbl BUOMM, YTO rMaBHbI/ CNOCO6 MpenoTBpaTuTh NX — BbiBNEHNE
YA3BMMOCTEN, KOTOPble ByayT aKCMAyaTMpoBaTbCs C HanbonbLue BeposAT-
HOCTbHO. DTa TakTMKa NO3BOUT MOBbLICUTbL 6€30MacHOCTb 06beKTa B LIE/OM.

AHanmna atak No3BONAEeT caenaTb BbIBOA, YTO 3/I0YMbILWNEHHUKY ByayT
paspabaTbiBaTb HOBbIE UIHCTPYMEHTbI V1 ICMOMb30BaTh PELLUEHNS, KOTOpble
CMOXHO pacno3HaTb N 06HapPyXunTb. 10 TOM Xe NpuynHe xakepbl 6yayT
npunberartb K 3apaxeHunto neranbHoro N0 n cepBncoB. ITO 03HaAYaET NNLLb
OOHO: HapeXxHas 3alwmTa oT KnbepaTak HEBO3MOXHa 6e3 MOCTOAHHOIO
cbopa nHbopmaLmm 06 MHCTPYMEHTaX aTaKyoLX N UCMONb3YyEeMbIX VMU
pecypcax — GULLINHIOBbIX caTax, Telegram-kaHanax n Tak ganee.

HecmoTps Ha Bo3pacTatoLLyto MUHTEHCMBHOCTbL aTtak v MosiBlieHne HOBbIX
VIHCTPYMEHTOB, B 60/MbLUNHCTBE ClyYaeB TEXHUNKIM aTakKyoLWMX JOCTAaTOYHO
NPUMUTUBHBI. KOHTPOIb MOBEPXHOCTN Taku, BbiBEHVE MPU3HAKOB N3Ha-
YasbHOro OOCTYrMa, 3aKperneHns B CUCTEME N NPOLBVIXEHUSA MO CeTH
MomMoryT NpenoTBpaTuTb MPOoCcTble kubepaTtakm C UCMOoNb30BaHNEM
CTUNEPOB U Yepes GULLIVIHT.

YT06bl 3aWNTUTBCH OT CITOXKHbIX aTak, KOMMaHNAM HEOBXOAVIMO BHELPUTb
MPakTVKN MPOaKTUBHOW OXOTbl 3a yrposamMu, aHannsa 3aWueHHOCTN
N TECTUPOBAHUNSA Ha MPOHUKHOBEHVE. DTO MO3BONUT HaANTK cnabble MecTa
B IHQPACTPYKTYpPE 1 ONpeaennTb BO3MOXHble BEKTOPbI aTak.

GROUP-IB.RU

OMABJIEHVE 1
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Muccusa Group-IB - 6opb6a
C KnbepnpecTynHOCTbIO

Group-IB — oanH ns Begywmx MmpoBbiX pa3paboTynkon
peweHnn ona obHapyXeHns n NnpegoTBpaweHuns
KnbepaTtak, BbIABNEHNSA MOLLIEHHNYECTBA 1 3aLLNThI
NHTEeNNneKTyanbHOW CO6CTBEHHOCTN B CETWU.

19 MpakTU4eckoro 1 300+ YCrMeLIHbIX paccneno-
.rl eT onbiTa BaHWIA Mo BCEMY MUPY
70 OOO+ Yacos 600+ crneumanmcTos
pearvpoBaHus 1 pa3paboTymnKoB

PeweHnsa Group-IB npnsHaHbI
MUPOBbIMN areHTcCTBaMun

CooTtBeTcTBME TPEGOBAHNAM

_-':?:Kuppi I‘lgerCOIe perynsatopos PO

ANALYSTS

FORRESTER’

Gartner.

TexHonornm
N NHHoBaUMn

MopTtdonuo ycnyr

GROUP-IB.RU

FROST

&

SULLIVAN

Knéep6esonacHocTb

Threat Intelligence

O yl'lpaB!'IeHVle MOBEPXHOCTbIO

aTtakum

* BawwuTa SJ'IeKTpOHHOIZ MoYThbl

AHanus ceteBoro Tpaduika

* [etoHauusa BMO

3almTa KOHEeYHbIX
craHumm (EDR)
XDR

Ay,qI/IT N KOHCanNTuUHr

O6y4atowme nporpaMmmsol

PearnpoBaHue Ha UHLUAEHTDI
1 undppoBas KpUMMHaANNCTUKE

Managed Services

NccnepoBaHune BbICOKOTEXHO-
JIOrMYHbIX MPecTynneHnin

MpoTnBopelicTBne
MOLEHHNYecTBY

* [poTmBopenicTene
MOLUEHHMYeCTBY client-side

* ApanTtuBHasi ayTeHTupunKaums

* 3awwuTa oT 60TOB

* BbisiBNneHve nnaTexHoro
MOLLUEHHNYecTBa

¢ [loBepeH4Yeckunii aHann3

*  AHanus sawmweHHOCT
* TecTtupoBaHune
Ha NPOHNKHOBEHMEe
¢ Red Teaming
* OueHka cooTBETCTBUSA
N KOHCaNTUHI

o [ANns TEXHNYECKMX CMELMAnNCTOB e

e [ns wnpokon ayautopumn

* PearuvpoBaHue Ha NHLOEHTbI
« PearvpoBaHue Ha UHUOEHTbI
rno nopgnucke

¢ Managed Detection
* Managed Threat Hunting

¢ lccnepoBaHune
KnbepnpecTynneHunin

3awnTa 6peHpa

¢ AHTUPULWINHI

¢ AHTMNMpPaTCTBO

¢ AHT/MOLLEHHNYECTBO

¢ AHTUKOHTpadakT

* BbiABneHne yTeyek gaHHbIX
* BawwuTa VIP-nepcoH

* BbisBneHve cnepos
KOMMpomeTaLmm

¢ [MpoBepKa roToBHOCTN
K pearvipoBaHuto
Ha VHUWAEHTbI

MacTep-knaccol ons geten

* Undposas kpumnHannctmnka
« eDiscovery

* Managed Response

204



[MpepoTBpawaem n nccnepyem
knéepnpectynneHua ¢ 2003 roaga

BOPbLBA C KUBEPTIPECTYTIHOCTbLIO GROUP-IB.RU +7 495 984 33 64
GROUP-IB.RU/BLOG INFO@GROUP-IB.COM



